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Preface 

 
This Field Manual (FM 3-90.6) describes why and how the Army is changing its fighting concepts, 
organizations, training, and operations for the Brigade Combat Team (BCT). It summarizes the reasons for 
change and the basic concepts that underlie Army Transformation; explains how those concepts shape ongoing 
change; and describes the general nature of the changes the Army will undergo in the next two decades.  
FM 3-90.6 provides tactics, techniques, and procedures (TTP) for the tactical employment of the BCT, which 
includes the Heavy Brigade Combat Team (HBCT), the Infantry Brigade Combat Team (IBCT), and the 
Stryker Brigade Combat Team (SBCT). This publication: 

 Provides the doctrinal guidance for commanders, staffs, and subordinate commanders and 
leaders of the currently transitioning organizations that are responsible for conducting (planning, 
preparing, executing, and assessing) operations in the BCT. 

 Serves as an authoritative reference for personnel who –  
 Develop doctrine (fundamental principles and TTP) materiel and force structure.  
 Develop institution and unit training.  
 Develop standing operating procedures (SOP) for BCT operations.  

 Does not cover deployment; reception, staging, onward movement, and integration (RSOI); or 
redeployment operations. 

 Addresses operations for BCTs organized under the Army modular concept that governs the 
development of equipment, training, and structure for former division brigades. The procedures 
described herein are guidelines; they are not inflexible. Each situation in combat must be 
resolved by intelligent interpretation and application of the doctrine set forth in this publication.  

 Is written for the BCT commander, his staff, subordinate commanders, and all supporting units. 
The manual reflects and supports the Army operations doctrine as stated in FM 3-0, 
“Operations”; and FM 3-90, “Tactics.” This is not intended as the sole reference for BCT 
operations; rather, it is intended to be used in conjunction with existing doctrine.  

 Is published to provide all three BCTs the framework in which they can operate by themselves or 
together as part of a division. The authors of this publication based the doctrine presented in this 
FM on suggestions, insights, and observations of units going through Combat Training Center 
(CTC) rotations and Operation Iraqi Freedom (OIF), and on existing doctrine. 

This publication applies to the Active Army, the Army National Guard/Army National Guard of the United 
States, and the United States Army Reserve unless otherwise stated. 

The United States Army Training and Doctrine Command (TRADOC) is the proponent of this publication. The 
U. S. Army Armor Center and the U. S. Army Infantry School are the preparing agencies for this publication. 
Submit comments and recommended changes and the rationale for those changes on DA Form 2028, 
(Recommended Changes to Publications and Blank Forms) to both co-proponents: Commander, US Army 
Armor Center, ATTN: ATZK-TDD-B, Fort Knox, KY 40121-5000 or e-mail the DA Form 2028 to Chief of 
Combined Arms Doctrine Branch at doctrine@knox.army.mil and Commandant, US Army Infantry School, 
ATTN ATSH-ATD, Fort Benning, GA 31905-5593 or email to doctrine@benning.army.mil. 

Unless otherwise stated in this publication, masculine nouns and pronouns do not refer exclusively to men. 
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Introduction 

PURPOSE 
This field manual (FM) provides the commander and staff of the brigade combat team (HBCT, IBCT, and 
SBCT) and subordinate units with doctrine relevant to current and future operations. The doctrine 
described in this manual is applicable across the full spectrum of military operations – offense, defense, 
stability operations , and civil support. 

ORGANIZATIONAL REDESIGN 
Despite their smaller size, the new BCTs are equally or more effective in major combat operations (MCO) 
and stability operations, and are far better at interacting with other service tactical elements of the Joint 
Forces. Because the new BCTs are smaller than division-based BCTs, the Army can field them in greater 
numbers and, therefore, meet the demands of the geographic combatant command more effectively, while 
also meeting the Army’s high operational tempo. 

The Army’s Chief of Staff (CoS) set three goals for the new brigade designs to achieve. They are: 
• Increase the number of combat brigades available to the Army while maintaining combat 

effectiveness that is equal to or better than that of current division BCTs.  
• Create smaller standardized modules to meet the varied demands of regional combatant 

commanders, and to reduce joint planning and execution complexities.  
• Redesign brigades to perform as integral parts of the Joint team. This makes the BCTs more 

capable in their basic ground close combat role. They are able to benefit from other service 
support and to contribute more to other service partners. 

THE BRIGADE COMBAT TEAM 
There are three types of  BCTs. They are: 

 Heavy Brigade Combat Team (HBCT) -- A single type of heavy brigade replaces the 
armored, mechanized, and balanced brigades of the heavy divisions, and the separate tank and 
mechanized brigades and armored cavalry regiments of the corps. These HBCTs field tanks and 
mechanized infantry within standardized combined arms maneuver battalions.  

 Infantry Brigade Combat Team (IBCT) -- As the light force, all IBCTs are uniform in design, 
replacing the specialized brigades of the airborne, air assault, and light infantry divisions. 
Though their training suits them for particular infantry missions, their standard organization 
facilitates their training, employment, leader development, and logistics.  

 Stryker Brigade Combat Team (SBCT) -- The third brigade organization is the newly fielded 
SBCT, a lightly armored, motorized, infantry brigade.  

Future tactical organizations must find and strike vital conventional and unconventional enemy forces, and 
must strike powerful blows more accurately. Future forces will do more damage with fewer units because 
they will know how to recognize and reach enemy centers of gravity better. Most important, these 
organizations must have the knowledge, toughness, and agility to follow up rapidly to prevent the enemy’s 
recovery. The new organizations must anticipate opportunities to do this, retain an exploitation force, and 
maneuver rapidly to exploit their successes. 

The new BCTs are the Army’s basic instrument of tactical execution for implementing this concept. Their 
tactics integrate the capabilities of their weapons and supporting systems; enhance their ability to press the 
fight for relevant information; and increase their capacity for overcoming the chaos of battle. Their leaders 
adapt their tactics to the human dimensions of each conflict including the nature of the opponent, the 
presence of noncombatants, the mission at hand and the complementary effects gained in cooperation with 
other elements of the Joint Force, coalition partners, and, when applicable, other agencies. 
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Despite their organizational similarity to present maneuver brigades, the reformed modular BCTs are more 
powerful, and more useful. They are organized to maintain combined arms teamwork more effectively 
under intense stress. They possess higher “leader-to-led” ratios than current forces. These BCTs benefit 
from changes to the Army manning system that preserve stable fighting teams, with greater internal 
cohesion and mutual trust among their members. Advanced command and control (C2) tools, improved 
sensors, and better precision weapons add significantly to the effectiveness of the new modular brigades.  

Innovations in surveillance, fire control, precision munitions, analysis and fusion of information, and 
moving/sharing/tracking data allow network-enabled “cooperative engagement tactics.” This potential, 
pioneered in the 4th Infantry Division’s brigades and in the new Stryker Brigades, is now being introduced 
into all of the Army’s combat maneuver brigades. 

Generally, these organizations are better informed than their earlier counterparts. Systems and platforms 
are now networked, using simplified versions of the Force XXI Battle Command Brigade and Below 
(FBCB2) and Army Battle Command Systems (ABCS). This equipment automatically shares friendly unit 
locations, first to company level and ultimately to platoons and to individual Soldiers and platforms. 
Satellite-based data and voice networks replace more vulnerable communications based on terrestrial 
repeater stations and line of sight (LOS) radios. 

Also, this equipment enables leaders within the brigade to share information, anticipate developments, and 
act faster and with greater certainty than ever before. Leaders can collaborate freely and securely on 
estimates, plans, and friendly locations with higher, joint, and adjacent headquarters, thus improving 
coordination and speed of action.  

The brigades are connected to one another through use of the joint global information grid. By adding 
information made available through satellites and theater reconnaissance and surveillance, the brigades can 
at least triple their reconnaissance and surveillance capabilities. Altogether, network connectivity, 
advanced sensors, and better analysis enable Soldiers and their leaders to see, understand, and share 
information much more rapidly than in the past. As a result, they are better protected and more potent. 
Aviators, tankers, and infantrymen have long known the dangers of being isolated in the chaos of battle, 
and the value of teamwork and mutual support.  

The same principle applies to combat units at any echelon. Having a shared common operational picture 
(COP) and ultra-reliable communications greatly enhances cooperative engagement tactics from the basic 
unit upward. For example, even though he cannot see every member of his unit, a leader can know exactly 
where they are, that they are still effective, and that they can cover him. Knowing this with certainty, 
adjacent unit leaders can act much more decisively in pursuit of the commander’s intent. 

The elements of combat power are movement and maneuver, fire support, intelligence, protection, 
command and control (C2), and sustainment. The new brigades magnify the effects of all of these elements 
in new ways. As their fighting systems improve over the next decade, combat units will generate 
significant increases in combat power, and significant advances in the focus, discrimination, and precision 
of combat effects. 

The new BCT organization is just as lethal as its predecessor, but with fewer weapons platforms. This is 
due to the increased accuracy of its organic weapons systems. Lethality in combat is determined less by the 
number of ”shooters” in an organization than by the accuracy with which they fire. The shooters in the 
brigades’ direct and indirect fire systems are the 120mm and 25mm cannons; squad automatic weapons; 
60mm, 81mm, and 120mm mortars; and 105mm or 155mm howitzers. Although brigades have used these 
systems for some time, the systems’ effectiveness has improved substantially through better situational 
understanding and fire control tools.  

The BCT’s own “fires” organization operates an enhanced targeting organization with airborne targeting 
sensors. These sensors make it possible to adjust fires against enemy formations that are beyond the LOS 
of observers on the ground. Moreover, the new brigades have unprecedented access to long-range Army 
fires and fires of other Joint Force components. They also have the ability to integrate fires of other Joint 
Force components into their operations. Multiple launch rocket system (MLRS) batteries can be attached 
when needed, and the fires battalion can be reinforced with artillery and attack helicopters from higher 
army echelons. The fires battalion also can be reinforced with naval gunfire and precision bombing from 



Intorduction 

xviii FM 3-90.6 4 August 2006 

Navy, Marine, or Air Force aircraft. In short, this reorganization of fires accelerates the trend toward 
longer-range precision weapons and sensors. These new weapons and sensors allow engagements to begin 
at long range, and continue to deliver precise, lethal and suppressive fires all the way to, and through, close 
combat. 

WHY CHANGE 
The dynamics of warfare in open and mixed terrain tactical environments have changed. Operation Iraqi 
Freedom and recent war games in the COE emphatically demonstrate the value of integrated joint 
operations.  

Joint capabilities, such as air superiority and Naval supremacy, enable the BCT to deploy and maneuver 
freely. Our enemies may possess sufficient combat power to overwhelm a single maneuver BCT, but the 
enemy commander will not be able to mass his combat power. To mass combat power, the enemy force 
needs to maneuver; and when it maneuvers, the enemy force exposes itself to concentrated firepower 
delivered by the joint fires. To avoid exposing his forces, the enemy commander must move his mounted 
forces with far greater care, seeking cover in towns, villages, and broken ground. Generally, operating 
mounted forces without air superiority limits the adversary to dispersed, positional operations, and to 
limited local counter attacks along covered routes. 

In this environment, the US military operational concept features close cooperation between highly mobile 
forces on the ground, and Army and air component elements in the air. Because the enemy knows that 
Army and other air elements have devastating effects against moving mechanized forces in open terrain, he 
prefers to operate in mixed terrain. He makes the best possible use of concealing and covering terrain to 
avoid exposure to air attack, and to overmatching long range direct LOS fires. Thus, ground tactical 
formations must be optimized for operations in”mixed” rather than open terrain. The emphasis is on mobile 
protected firepower balanced with mechanized infantry. 

In this century, the likelihood of having US forces fighting in urban areas increases. This is partly because 
adversaries seek asymmetric advantages, and partly because the rapid worldwide growth of urbanization 
makes it difficult to avoid; but also because of the strategic and operational value of urbanized centers. 
Cities are vital national resources, and their prompt liberation or seizure can become a political imperative. 
Moreover, clearing them might become a military, as well as a political, necessity because cities provide 
sanctuary for vital war-supporting systems, from long-range missiles to C2. Finally, adversary states or 
failed states might not choose or be able to oppose US intervention with conventional forces and 
capabilities, but might pursue their strategic aims unconventionally in the challenging terrain of major 
urban centers. Thus, although the conventional wisdom, from an operational standpoint, still might be to 
defer clearing large urban complexes as long as safely possible, strategic necessity often requires land 
combat forces to enter and control cities. 

EFFECTS BASED OPERATIONS AND ARMY DOCTRINE 
FMI 5-0.1 establishes the Army definition of “effect” as a result, outcome, or consequence of an action.  
All actions create effects—some desired, others undesired. Desired effects are results that support 
accomplishment of an objective or the mission. Undesired effects could adversely impact accomplishment 
of an objective or the mission. 

Incorporating the term effect and describing and assessing operations in terms of effects does not 
fundamentally change Army doctrine. The Army’s fundamentals of full spectrum operations and mission 
command include the idea of focusing all efforts toward achieving the operation’s end state. They also 
require commanders to focus on results. Proper task performance alone does not accomplish missions. 
Rather, the results of executing a task or combinations of tasks for a specific purpose lead to it. 

All warfighting functions (WFF) generate effects. For example, the movement and maneuver function 
creates the effects of destruction, delay, seizure of terrain, and defeat of enemy forces. The protection 
function creates effects that include defeat of enemy air attacks and protection of critical assets. Since all 
WFFs create effects, no single staff officer is designated as the “effects coordinator” and no single staff 
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section or command post (CP) cell is assigned responsibility for “effects.” The names and responsibilities 
of staff sections remain as designated in FM 6-0 except as changed in FMI 5-0.1. 

Army forces conduct operations according to Army capstone and keystone doctrine. The methods joint 
force headquarters use to analyze the environment, develop plans, or assess operations does not change 
this. During operations, joint force headquarters send senior Army headquarters a campaign plan, operation 
plan, or operation order. Army headquarters then perform the military decision making process (MDMP) to 
develop their own plan or order (FM 5-0, chapter 3.) 

While portions of the joint plan or order may be articulated in terms of effects to achieve or assessment 
tasks with specified measures of effectiveness (MOE) and measures of performance (MOP), this does not 
change or require a new planning method for Army forces. Upon receipt of a joint order, Army forces 
begin mission analysis to understand the relationship of the factors of mission, enemy, terrain and weather, 
troops and support available, time available, and civil considerations (METT-TC). Among many planning 
requirements, Army force commanders and their staffs identify specified and implied tasks, discern the 
restated mission, and develop a concept of operations. From the concept of operations, commanders and 
staffs develop tasks to subordinate units and essential coordinating instructions that synchronize forces and 
WFFs to accomplish missions. 

Army forces will not adopt the joint systems analysis of the operational environment, an effects based 
approach to planning, or effects assessment as described in JP 3-0 (RFC). These planning and assessment 
methods are designed for the strategic and operational levels of war and for use by a properly resourced 
joint staff. However, joint interdependence requires Army headquarters to understand joint doctrine that 
addresses these methods when participating in joint operation planning or assessment. When published, JPs 
3-0 and 5-0 will establish this doctrine. 
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Chapter 1 

The Contemporary Operational Environment 

“War is both a physical reality and a state of mind. War is ambiguous, uncertain, and 
unfair. When we are at war, we must think and act differently. We become more flexible 
and more adaptable. We must anticipate the ultimate reality check – combat. We must 
win both the war and the peace." 

General Peter J. Schoomaker, 35th Chief of Staff of the Army 
Arrival Message 1 September 2003 

The operational environment (OE) is “a composite of the conditions, circumstances, 
and influences that affect the employment of military forces and bear on the decisions 
of the unit commander” (FM 1-02). The US Army has organized the majority of its 
land combat forces into BCTs that effectively operate in the contemporary 
operational environment (COE) that exists today, and will exist well into the near 
future; that is, until the year 2020. To operate in the OE beyond the year 2020, the 
Army is developing future combat systems brigade combat teams  (FBCT) (Figure 1-
1). 

Figure 1-1. Brigades in the operational environment 

SECTION I –THE OPERATIONAL ENVIRONMENT 

1-1. The OE is complex, dynamic, and multi-dimensional. It is a collection of complex variables made up 
of interrelated systems and subsystems. The Army has developed a set of eleven critical variables that BCT 
planners can use to describe the nature of the real world in which conflicts or other US military activities 
occur (Figure 1-2). 
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Figure 1-2. Characteristics of the operational environment 

1-2. These OE variables are not independent; together they provide a framework to analyze and 
understand the complex and ever changing combination of conditions, circumstances, and influences that 
affect BCT military operations. The exact nature of the OE varies with each situation, region, and political 
condition. The OE consists of all the factors that influence where Soldiers live, work, and fight. 

1-3. The operational variables in the following paragraphs may or may not have significant effect on the 
strategic, operational, or tactical environment; but they should be considered during any mission analysis. 

CHARACTERISTICS OF THE OPERATIONAL ENVIRONMENT 

PHYSICAL ENVIRONMENT  
1-4. Terrain and weather have always been key factors in military operations. Threat forces try to use 
complex terrain such as urban environments to their advantage. Complex terrain is a topographical area 
consisting of an urban center larger than a village, and/or of two or more types of restrictive terrain or 
environmental conditions occupying the same space. Restrictive terrain or environmental conditions 
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include, but are not limited to, slope, high altitude, forestation, severe weather, and urbanization. Potential 
opponents understand that less complex and open environments favor the US with its standoff technology, 
precision-guided missiles, and sophisticated intelligence, surveillance, and reconnaissance (ISR) 
capabilities. 

TIME 
1-5. Time is always a critical factor in decision making and in conducting operations. Opponents view 
time as being to their advantage in most cases. BCT leaders and enemy leaders make efforts to use time to: 

• Adjust the nature of the conflict. 
• Prepare for adaptive operations. 
• Dictate the tempo. 
• Seize opportunities. 
• Outlast the opponent’s will to continue. 

MILITARY CAPABILITIES 
1-6. Existing military capabilities are the most critical variable for BCT military operations. Once fairly 
easy to define, this variable rapidly is becoming the most complex of all to identify and define. 
Hybridization, rapid technological advancement, and capabilities developed as a result of adaptive 
concepts generate an environment of constant change. This includes both conventional and unconventional 
capabilities. 

ECONOMICS 
1-7. Economics affects a nation’s ability to purchase military capabilities rapidly, or to conduct sustained 
operations. On the individual level, it can create gaps between the ”haves” and the ”have-nots” within the 
host nation (HN) society. It also gives an indication of external relationships that could result in political or 
military assistance. Criminal elements often try to profit from the US deployment through pilferage, 
contract manipulation, and preying on local and national employees in the service of the US. Corrupt 
officials can interfere with base support operations. 

TECHNOLOGY 
1-8. The US military must not assume that technology gives them an advantage over their foes. It is true 
that the availability of advanced technology, either developed or purchased, can level the playing field. 
However, as recent events have demonstrated, technologies need not be advanced or state of the art to have 
the ability to inflict casualties on Soldiers. The use of primitive improvised explosive devices (IED) and/or 
snipers can cause casualties as easily as major combat. 

INFORMATION  
1-9. Sophisticated and unsophisticated opponents alike understand the value of information warfare. 
Information warfare includes: computer warfare, information attack, psychological warfare, and deception. 
The use of technology to disseminate information to military and civilian sectors is available to threat 
forces at the lowest levels. Consequently, the BCT can expect its mistakes to be exploited by the enemy in 
efforts to sway public and political opinions.  

REGIONAL AND GLOBAL RELATIONSHIPS  
1-10. Multinational alliances and coalitions (political, economic, or military) can affect BCT operations. In 
today’s world, historical alliances are much less cohesive, and international relationships are much more 
fluid and unpredictable. The alliances of other nations within a region can add significantly to the military 
capability of an opponent, or influence US alliances. 
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NATURE OF THE STATE  
1-11. Understanding the nature of the state or nation where the BCT is operating is essential to calculating 
the center of gravity, nature of the military campaign, and true end state. The BCT must determine where 
the real strength of the government lies. It must determine who is in charge – the military, the police, 
political leaders, or the population. Governments that must commit significant resources to maintain 
internal control represent less of a threat in conventional combat, and more of a threat in stability 
operations.  

EXTERNAL ORGANIZATIONS 
1-12. Because of the US military’s ability to project combat power worldwide, it is often called upon to 
assist with international humanitarian relief. The activities of the United Nations (UN), regional 
organizations, non-governmental organizations (NGO), and private organizations are growing in influence 
and power, as well as in willingness to become involved in crisis situations. These organizations rarely 
have the same objectives and/or interests as the US, and can hinder US activities and operations as easily as 
assist them. 

NATIONAL WILL 
1-13. Most countries view US national will as its strategic center of gravity. Although BCT operations 
may have little direct impact on the US national will, its operations in other countries will have great 
impact on the HN national will. 

CULTURAL AWARENESS 
1-14. Successful accomplishment of military missions requires that Soldiers and leaders possess an 
awareness of the cultures with which they interact. To develop this cultural awareness, and subsequently 
apply this knowledge, Soldiers and leaders must first understand the key elements of a culture. These key 
elements are the beliefs, values, behaviors, and norms that compose (or are important to) any culture, 
whether friendly or enemy, local or foreign. Soldiers and leaders must then take into account these 
considerations: 

 US culture. They must understand the key elements of the US culture, and how these elements 
influence their own perceptions of other cultures. In addition, they must realize how US culture 
can affect other cultures, and that these effects influence other cultures’ perceptions of the US 
and its people. 

 COE culture. They must understand the key elements of the specific cultures within the COE 
whith which they expect to interact during operations. This includes indigenous populations as 
well as coalition partners 

 Impact of culture on military operations. Military personnel must not only know what 
cultural awareness is, but must also factor specific cultural information into the decisions and 
actions they take to accomplish their missions. Information that may have a direct impact on 
military operations includes --  

 The influences of religion(s) on how a population behaves. 
 The impact of geography on on a population. 
 Actions or speech that might insult or offend the members of certain cultures. 
 The dangers of stereotying and other biases. 
 Differences in what indigenous populations and coalition partners value. 
 The influences of social structure and relationships. 
 Historical evants and how they impact behaviors, beliefs, and relationships. 
 How to communicate effectively with coalition partners and indigenous persons. 
 The impact of cultural awareness on battle command. 
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SUMMARY 
1-15. Table 1-1 provides a general comparison of OE variables from Operation Enduring Freedom and 
Operation Iraqi Freedom. 

Table 1-1. General comparison of operational environment variables 

Variable Iraq (OIF) Afghanistan (OEF) 
Physical Environment Urbanized, desert Rural, mountainous 
Nature of the State State remnants Failed state 
Sociological 

Demographics 
Tribal, mixed secular/religious Tribal, religion dominates 

Military Capabilities Paramilitary, military-
equipped 

Paramilitary, minutemen 

Regional/Global 
Relationships 

Former international relations Taliban insular, regional only 

Technology 1960-era military, pockets of 
niche technology 

Home grown 

Information Some infrastructure and 
access, media 

Little infrastructure, word of 
mouth, less media 

External Organizations UN, 80+ NGOs, international 
community 

40+ NGOs 

National Will US ROE, Iraq nationalism Tribe status of well being 
Time Occupier vs. liberator – time 

was an issue 
Nation building from scratch, 

time intensive 
Economics Oil Poppies and agriculture 

SECTION II –THE THREAT IN THE CONTEMPORARY OPERATIONAL 
ENVIRONMENT 

THE THREAT VIEW OF THE UNITED STATES  
1-16. Potential enemy states and non-state actors generally see the US as the world’s most advanced 
military power, with large technological, economic, and material advantages. Accordingly, most enemies 
seek to avoid US military strengths while exploiting perceived US weaknesses. In this way, our enemies 
hope to achieve their own regional or international goals without US intervention or, failing this, without 
the US military defeat of those objectives. If it comes to a fight with US forces, our enemies are likely to 
attempt to avoid combat with the BCT and other conventional units whenever possible, and concentrate 
instead on protracted resistance, information warfare, and attack of combat support (CS) and sustainment 
units. 

1-17. The range of threats during the near future extends from large, modernized forces able to engage 
deployed US forces in conventional, symmetrical ways to smaller, lower-technology opponents using more 
adaptive, asymmetric methods. In some possible conflicts (or in multiple, concurrent conflicts), a 
combination of these types of threats could be especially problematic.  

1-18. US military units must be prepared to deploy anywhere in the world, and to perform the full range of 
military operations from major combat operations (MCO), to small scale contingencies (SSC), to peacetime 
military engagements (PME) against a wide range of threats. Some threats come in the form of nation-
states; this could be a country or a coalition of countries. Threats can also come from entities that are not 
states, including insurgents, terrorists, drug traffickers, and other criminal organizations. These non-state 
actors may use force of arms to further their own interests and threaten the interests of the US or other 
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nation-states. Non-state threats can exist in isolation or in combination with other non-state or nation-state 
threats. 

THREATS THE BRIGADE COMBAT TEAM FACES 

ENEMY FORCES 

Conventional Military Forces 
1-19. Most of today’s conventional military forces have been equipped and organized to meet national 
needs in regional settings against neighboring states. The US military, with its superior technological, 
organizational, and strategic capabilities, usually can dominate these regionally focused militaries. 
However, an alliance of several of these smaller nations could produce a military force capable of 
challenging the US Army. 

Unconventional Military Forces 
1-20.  Nations with interests contrary to those of the US, and which do not have capabilities that match the 
US military, have been driven to use unconventional (adaptive) ways and means to achieve their goals. 
These nations use adaptive designs and new technologies to develop capabilities that enable them to 
challenge the US. Rogue groups such as insurgents, terrorists, drug traffickers, and criminal organizations 
also use unconventional means to challenge the US. 

ENEMY TACTICS, TECHNIQUES, AND PROCEDURES 
1-21. Adaptive adversaries seek to modify their operations to create false battlefield presentations and 
reduce signatures through deliberate and expedient means to frustrate intelligence preparation of the 
battlefield (IPB), and deceive the BCT by showing it exactly what it expects to see. 

1-22. The enemy intentionally complicates indications and warnings to impede the process of detecting 
and assessing threats in attempts to fundamentally alter the commander’s selected course of action (COA). 
Adversaries will position decoys and deception minefields in locations where the BCT expects to see them, 
and emplace real mines where the BCT does not anticipate them, making indications and warnings 
complicated and difficult. 

1-23. In complex terrain, opponents can close undetected with BCT forces, and employ low-signature 
weapons to make force protection at the BCT level difficult. This, combined with a myriad of 
commercially available deception measures, raises the level of uncertainty, and slows the pace of BCT 
maneuver, thereby making it still more vulnerable.  

1-24. Enemies seek to complicate BCT targeting by “hugging” BCT forces, or through shielding forces in 
cities, among civilian populations, or within landmarks and social or religious structures. 

1-25. Presence of niche high technology systems in enemy hands also make discerning the signatures of 
high-payoff systems more difficult, further confounding the BCT’s targeting efforts. Differentiating 
between valid and invalid targets consume time and impact ISR capabilities through deception and 
dispersion. 

1-26. Battle effects are difficult to determine, due to dispersion and signature reduction efforts. The enemy 
also attempts to mask the impact of effects through the same deception and denial techniques used against 
targeting. BCTs operate routinely across a dispersed, variable, and highly lethal environment. To survive 
and win, the BCT must, therefore, “see first.” It must use enhanced organic ISR capabilities and improved 
access to division, joint, and national ISR before and during entry and decisive operations. The BCT, 
augmented by division and theater air and missile defense (AMD), must ensure the enemy “sees last.” It 
does this by destroying enemy unmanned aircraft (UA) beyond standoff, and by conducting aggressive 
counter-reconnaissance, reconnaissance, and surveillance efforts. At the same time, the fires section’s 
reliance on advanced sensors, sensor fusion and processing, and rapid movement of information provide 
primary focus for threat forces working counter across a range of missions and OE. 
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1-27. Our adversary’s goal is to defeat the BCT by confounding its ability to achieve and maintain superior 
situational understanding (SU). Current and future OE place mid-grade and junior leaders in complex 
situations with international, informational, and political implications where their tactical actions have 
operational and strategic impact. These leaders must recognize and solve challenging problems effectively 
in these difficult circumstances. The unparalleled visibility and reach of both sensors and shooters on the 
worldwide arms markets mean that BCT subunits must be capable of providing overwatch in mutual 
support of moving formations, and performing immediate action at ranges beyond line of sight (BLOS). 
The BCT must achieve lethality, survivability, and information overmatch. Some of the challenges facing 
the BCT in accomplishing this will be: the variety of difficult terrain in the future OE; adverse weather; the 
lethal nature of adaptive learning opponents operating with home ground advantage and training; and the 
fact that opponents often will possess state-of-the-art equipment. 

The Enemy in Major Combat Operations 

1-28. Enemy forces in MCO oppose US forces with a variety of means, including high technology niche 
capabilities built into mechanized, motorized, and light infantry forces. These forces may be equipped with 
newer generation tanks and infantry fighting vehicles (IFV), and have significant numbers of antitank 
guided missile (ATGM) systems, man-portable air defense (MANPAD) weapons, advanced fixed and/or 
rotary-wing aviation assets, missiles, rockets, artillery, mortars, and mines. They may field large numbers 
of infantry and robust military and civilian communications systems. In addition, they may possess 
weapons of mass destruction (WMD). Enemy forces in MCO may be capable of long term resistance using 
conventional formations such as divisions and corps. They may also conduct sustained unconventional 
operations and protracted warfare.  

The Enemy in Small Scale Contingencies 
1-29. The enemy in these environments employs forces characterized by limited armor. Most are equipped 
with small numbers of early generation tanks, some with mechanized forces, but predominately with 
infantry. Guerrillas, terrorists, paramilitary units, special purpose forces, special police, and local militias 
are present in the environment. These forces are equipped primarily with ATGM systems, MANPAD 
systems, mortars, machine guns, and explosives. Their forces are expected to have robust communications 
using conventional military devices augmented by commercial equipment such as cell phones. These forces 
may not be capable of long term, sustained, high tempo combat operations. They generally are capable of 
conducting long term, unconventional terrorist and guerrilla operations. 

The Enemy in Stability Operations 
1-30. The threat during these operations is likely to be from insurgents, guerrillas, or terrorists. These 
enemies are highly motivated and can employ advanced communications, some precision weapons (i.e., 
guided mortar rounds, MANPAD missiles), and some ground-based sensors in varying combinations with 
conventional weapons, mines, and IEDs. They usually conduct psychological and other information 
warfare against the HN government and population, and sometimes use assassinations, kidnappings, and 
other terrorist techniques. This enemy makes it essential that the BCT and its higher headquarters 
communicate clearly with the population, and operates in support of HN government forces, rather than 
acting as the main effort. This means task organizing with civil affairs (CA), psychological operations 
(PSYOP), and other special operations forces (SOF) to restore law and order by using HN forces.  

 

SECTION III – FULL SPECTRUM OPERATIONS 

1-31. Full spectrum operations employ simultaneous combinations of the four types of Army operations 
across the spectrum of conflict. The four types of Army operations are offensive, defensive, stability, and 
civil support. This section provides a summary of these types of operations and a discussion on how they 
are combined in full spectrum operations. 
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Figure 1-3. Full spectrum operations 

1-32. Offensive operations carry the fight to the enemy by closing with, and destroying, enemy forces, 
seizing territory and vital resources, and imposing the commander’s will on the enemy. They focus on 
seizing, retaining, and exploiting the initiative. 

1-33. Defensive operations counter enemy offensive operations. They defeat attacks and destroy as many 
attackers as necessary. Defensive operations preserve control over land, resources, and populations. They 
retain terrain, guard populations, and protect key resources. 

1-34. Stability operations sustain and/or establish civil security and control over areas, populations, and 
resources. They employ military capabilities to reconstruct or restore essential services and governments, 
and provide support to civilian agencies. Stability operations involve both coercive and cooperative 
actions. They may occur before, during, and after offensive and defensive operations. However, they also 
occur separately, usually at the low end of the spectrum of conflict. Stability operations lead to an 
environment in which, in cooperations with a legitimate government, the other instruments of national 
power can predominate. 

1-35. Civil support operations address the consequences of manmade or natural accidents and incidents 
beyond the capabilities of civilian authorities within the United States and its territories. Army forces 
conduct civil support operations to support homwland security.  

1-36. Homeland security provides the nation with strategic flexibility by protecting its citizens and 
infrastructure from conventional and unconventional threats. It has two components: homeland defense and 
civil support.  

 Homeland defense. If the United States comes under direct attack or is threatened by hostil 
armed forces, Army forces under joint command conduct offensive and defensive oiperations to 
defend the homeland.  

 Civil support. This constitutes the fourth type of Army operations, and takes the following 
forms: 

 Support to civil suthorities. 
 Support to civil law enforcement. 
 Protection of military and civilian critical assets. 
 Response and recovery. 
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1-37. Commanders combine and sequence the types of operations to form their overall operational design 
for major operations. Army forces conduct full spectrum operations abroad by executing offensive, 
defensive, and stability operations as part of integrated joint, interagency, and multinational teams. Army 
forces within the United States and its territories conduct full spectrum operations by combining civil 
support, offensive, and defensive operaions to support homeland security. Operations at home and abroad 
occur concurrently at the strategic level. 

1-38. Understanding the Army’s operational concept and its four fundamentals is important in exercising 
C2 during operations. It provides a framework that commanders use when visualizing, describing, 
directing, and leading. This framework helps commanders to design operations, especially in developing 
their commander’s intent and structuring the concept of operations. It also helps frame commanders’ 
thinking when adjusting their design throughout execution. 
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Chapter 2 

The Brigade Combat Team 

“We will tailor our units under modularity to transition and transform the force from a 
divisional-based Army to a brigade-based Army. We are literally pushing down assets to 
make brigades more autonomous.” 

Maj. Gen. J. D. Thurman, Commanding General, 4th Infantry Division 

The BCT is a fixed organization close combat force that provides the division, land 
component, or joint task force (JTF) commander with unique capabilities across the 
full spectrum of conflict. BCTs are optimized for MCO but also are capable of 
conducting SO. They fight combined arms battles and engagements by employing 
every tactical means available. Their operations integrate the actions of maneuver 
battalions, field artillery (FA), aviation, engineer, AMD, combat air support, and 
naval gunfire to accomplish their missions. The addition of dedicated reconnaissance 
squadrons (RS) and automated information systems (INFOSYS) to each BCT gives 
the BCT information superiority (IS) over threat forces. These assets enable the BCT 
to gather large amounts of information, process it rapidly into intelligence, and 
disseminate it to decision-makers quickly. This chapter describes the capabilities and 
operating characteristics of the BCT.  

SECTION I – THE ROLE OF THE BRIGADE COMBAT TEAM 

2-1. BCTs are the Army’s basic tactical maneuver units, and the smallest combined arms units that can be 
committed independently. BCTs are designed to conduct offensive, defensive, and SO. Their core mission 
is to close with the enemy by means of fire and maneuver to destroy or capture enemy forces, or to repel 
their attacks by fire, close combat, and counterattack. The BCT can fight without augmentation, but it also 
can be tailored to meet the precise needs of its missions.  

2-2. In its principal role as a combined arms maneuver unit, the BCT closes with and destroys the enemy 
by combining reconnaissance, surveillance, target acquisition, long range fires, maneuver, and the support 
of joint and other Army units. It uses every available military and interagency means to gain IS, and to 
ensure understanding of every aspect of the terrain, weather, enemy, civil concerns, and friendly forces 
prior to and during execution. The BCT uses higher level Army, joint, and multinational support to create 
advantageous tactical conditions, seize the initiative, and employ its strengths against enemy weaknesses. 
Attacking the enemy from multiple directions with different weapons creates dilemmas for the enemy. As a 
result, the enemy acts ineffectively; this enables the BCT to gain a decisive advantage at a location of its 
commander’s choosing.  

2-3. BCTs are designed for expeditionary deployment, and can integrate the efforts of Army with joint, 
interagency, and multinational (JIM) assets. Their advanced command and control (C2) systems enable 
them to conduct autonomous or semi-autonomous operations in larger areas of operations (AO) than the 
division brigades they replace.  
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2-4. The modular BCT design gives its commander the ability to conduct operations that formerly were 
division responsibilities or required heavy augmentation. In addition to operating in combined arms 
combat, BCTs can simultaneously conduct: 

 Full-spectrum operations.  
 The addition of a RS and organic military intelligence (MI) company enables extensive ISR 

operations well before committing combat power to the fight. 
 The addition of ABCS and other INFOSYS, supported by a dedicated network support 

company (NSC) enables JIM planning, preparation, and execution. 
 Simultaneous operations.   

 The use of the RS, supported by UAs and electronic intercept systems (i.e., Prophet) 
enables a deeper fight forward of the maneuver battalions, as well as earlier in time. 

 Better staff planning and control at BCT level with the additional functional capabilities 
organic to the BCT headquarters and headquarters company (HHC).  

 Information operations (IO).   
 The BCT staff includes dedicated non-lethal IO planners (e.g., PSYOP) plus support from 

related activities of CA and public affairs (PA) staff officers. 
 Dedicated Army airspace command and control (A2C2) functions. 
 Selected IBCTs are the Army’s primary air assault and airborne forces tasked to provide forced 

entry options or rapid response forces. These operations may be strategic in nature. 

BRIGADE COMBAT TEAM AS PART OF A DIVISION 
2-5. BCTs usually operate as part of a division. The division may act as a tactical headquarters that can 
control up to six BCTs in high or mid-intensity combat operations, plus a number of supporting functional 
brigades. If designated as the Army forces (ARFOR) HQ, it can conduct operational maneuver and fires. 
The division assigns the BCT its mission, AO, and supporting elements, and coordinates its actions with 
other BCTs of the formation. The BCT might be required to detach subordinate elements to other BCTs of 
the division. Usually the division assigns supporting units to the BCT. Fires brigades, battlefield 
surveillance brigades, maneuver enhancement brigades, sustainment brigades, and aviation brigades can all 
support BCT operations. Modular design enables these modifications to task organizations to be made with 
minimal stress on the gaining and losing units. 

SECTION II – THE BRIGADE COMBAT TEAM OPERATIONAL FRAMEWORK  

2-6. Operational framework is the arrangement of friendly forces and resources in time, space, and 
purpose with respect to each other and the enemy or situation. It consists of the area of operations, 
operational environment, and battlefield organization. The BCT commander uses an operational framework 
to focus the combat power of his units to achieve his mission. 

AREA OF OPERATIONS 

CONTIGUOUS AND NON-CONTIGUOUS 
2-7. The BCT’s AO must be large enough to accomplish its mission and to protect its forces. The BCT 
commander typically subdivides some or all of his designated AO by assigning areas to subordinate 
battalions. These subordinate AOs may be contiguous or non-contiguous (Figure 2-1). When AOs are 
contiguous, neighboring battalions coordinate their actions along their areas’ boundaries. When AOs are 
non-contiguous, the concept of operations links the elements of the force, but the AOs do not share a 
common boundary.  
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Figure 2-1. Contiguous vs. non-contiguous areas of operation 

Unassigned Area 
2-8. The unassigned area is that area within a unit’s AO that is not assigned to a subordinate unit. This 
area may be adjacent to any or all subordinate units’ AOs. All areas not assigned to battalions or companies 
of the BCT remain the responsibility of the BCT commander. The unassigned area may be temporarily 
occupied or passed through by units who have no responsibility or authority to conduct military operations 
without consent from higher headquarters. 

DEEP, CLOSE, AND REAR AREAS 
2-9. The commander may use deep, close, and rear areas to describe his area of operations. In such 
situations, the commander directs and focuses operations in these areas of his AO. He describes his AO in 
terms of deep, close, and rear areas when the factors of mission, enemy, terrain and weather, troops and 
support available, time available, and civil considerations (METT-TC) require the use of a spatial 
reference. 

Deep Area 
2-10. The BCT commander’s improved ability to see in depth is one of the characteristics of the modular 
brigade. The deep area usually is where the commander intends to acquire, then disrupt, delay, or 
disorganize enemy forces before they make contact with his maneuver force. The RS augments the BCT’s 
intelligence collection effort in depth, and the BCT may employ long-range fires from the division (i.e., 
using aviation brigades or the Army tactical missile system [ATACMS]) and air component into the deep 
area. Operations in the deep area give the BCT more time to destroy isolated enemy forces, seize and 
organize key terrain, break up the enemy’s organization, and effectively shape the battlefield.  
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2-11. When designated, the deep area is an area forward of the close area that commanders use to shape 
enemy forces before they are encountered or engaged in the close area (FM 3-0). Thus, the deep area 
relates to the close area not only in terms of geography but also in terms of purpose and time. The extent of 
the deep area depends on how far out the force can acquire information and strike targets. Commanders 
may place forces or employ effects in the deep area to conduct shaping operations. Some of these 
operations may involve close combat. However, most ground maneuver forces stay in the close area. 

Close Area 
2-12. The close area is that part of the AO where close combat takes place. Close combat is combat carried 
out with direct fire weapons supported by indirect fire, air-delivered fires, and means of non-lethal 
engagement (FM 3-0). The commander synchronizes lethal and non-lethal effects with the intent of using 
maneuver and direct fires in decisive action. Usually, the commander designates one unit to be the main 
effort within the close area. The AOs of maneuver battalions generally correspond to the BCT’s close area. 

Rear Area 
2-13. The BCT rear area usually lays outside the maneuver battalion AOs, is protected from enemy 
conventional maneuver forces, and typically is designated for support activities. The rear area may be 
contiguous with combat areas, or may be geographically separate from them. Operations in rear areas 
assure freedom of action and continuity of operations, sustainment, and C2. Figures 2-2 and 2-3 illustrate 
these areas in both a contiguous battlefield, and in a non-contiguous battlefield. 

Figure 2-2. Deep, close, and rear areas in a contiguous battlefield 
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Figure 2-3. Deep, close, and rear areas in a noncontiguous, non-contiguous battlefield 

OPERATIONAL ENVIRONMENT 
2-14. Joint doctrine describes the “operational environment” as “the air, land, sea, space, and associated 
adversary, friendly, and neutral systems....that are relevant to a specific operation” (JP 3-0). These “neutral 
systems” include political, military, economic, social, informational, infrastructure, legal, and other such 
systems. However, the operational environment is even more than what the joint doctrine describes. It is 
also the global environment in which Army forces operate, and includes such factors as the global force 
posture, strategic capabilities of the nation, and U.S. policy. Commanders consider more than the enemy’s 
military foces and other combat capabilities. They use their experience, professional knowledge, and 
understanding of the situation to visualize and change the operational environment as current operations 
transition to future operations.  

2-15. Operational environment is not synonymous with AO. The operational environment has an 
associated area of influence and area of interest. An area of influence is a geographical area in which the 
commander can directly influence operations by maneuver or effects under his C2. Areas of influence 
surround and include the associated AO. An area of interest is that area of concern to the commander, 
including the area of influence and areas adjacent to it. It extends into enemy territory, to the objectives of 
current or planned operations.  

2-16. The BCT’s reconnaissance and surveillance systems enable the BCT to observe outside the AO. 
Additionally, the BCT’s offensive IO capabilities often have influence outside the AO. 
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BATTLEFIELD ORGANIZATION 
2-17. The commander describes his battlefield organization by allocating forces in the AO according to 
purpose. It consists of three categories of operations: decisive, shaping, and sustaining. When the 
commander envisions his operation unfolding over an extended time period or space, he may also describe 
his operations as decisive, shaping, and sustaining in one or all of the deep, close, and rear areas.  

DECISIVE OPERATIONS 
2-18. Decisive operations accomplish tasks directly assigned by the higher headquarters. There is only one 
decisive operation at a time. Multiple actions, conducted simultaneously throughout the depth of the AO, 
could comprise the BCT’s decisive operation.  

2-19. In the offense and defense, decisive operations focus on the maneuver and fires. Logistics and IO 
may be decisive during the mobilization and deployment phases of an operation, or in reconstruction 
operations, particularly if the operation is humanitarian in nature. 

2-20. In SO, the decisive operation may be a long-term effort to achieve a desired effect, and may consist 
of multiple, simultaneous operations or missions. IO plays a large role in SO. 

SHAPING OPERATIONS 
2-21. Shaping operations create and preserve conditions for the success of the decisive operation. Shaping 
operations include lethal and non-lethal activities conducted throughout the area of operations prior to and 
during the time the BCT conducts decisive operations. 

2-22. When expressing his intent and concept, the commander clearly defines how the effects of shaping 
operations support or set up the decisive operation. Shaping operations can occur simultaneously, or in 
sequence with the decisive operation, and may involve any combination of forces. In many cases the 
commander employs the full combat power of the BCT to shaping operations to produce conditions that 
enable the BCT to launch its decisive operation. If the commander determines that the available force does 
not permit simultaneous decisive and shaping operations, he sequences shaping operations around the 
decisive operation.  

SUSTAINING OPERATIONS  
2-23. Sustaining operations are those that enable shaping and decisive operations by providing CSS, rear 
area and base security, movement control, terrain management, and infrastructure development. Failure of 
sustaining operations usually results in failure of the overall effort. Sustaining operations affect the tempo 
of the overall operation. 

MAIN EFFORT 
2-24. Within the battlefield organization of decisive, shaping, and sustaining operations, the commander 
may designate and shift the main effort. The main effort is the activity, unit, or area the commander 
determines is the most important task at that time. The commander weights the main effort with resources 
and priorities, and shifts it as necessary.  

SECTION III – BRIGADE COMBAT TEAM ORGANIZATION, STAFF, AND 
RESPONSIBILITIES 

2-25. The BCT is a combined arms formation of units from every warfighting function (WFF). Although 
the modular BCTs are fixed organizations, the division commander may adjust any BCT’s task 
organization to meet mission requirements. 
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THREE TYPES OF BRIGADE COMBAT TEAMS 

2-26. The Army is using the BCT as its basic combat formation. There are currently three types of BCTs. 
As briefly discussed earlier in this manual, they are the HBCT, the IBCT, and the SBCT. The HBCT is 
designed around two combined arms battalions (CAB); each battalion consisting of two infantry and two 
armor companies. The IBCT is designed around two infantry battalions; each battalion consisting of three 
rifle companies and a weapons company. There are six SBCTs in the Army, designed around three infantry 
battalions, each consisting of three rifle companies with organic mobile gun system (MGS) platoons. Each 
BCT has a RS, a fires battalion, and a support battalion in addition to their maneuver elements. The three 
types of BCTs vary in their CS units and the C2 of those units. The HBCT and IBCT have the brigade 
special troops battalion (BSTB); the SBCT has separate companies under brigade control. 

2-27. The organizational charts in Figure 2-4 illustrate the three types of BCTs. Appendix A provides the 
organizations of the different BCTs to company level. 

Figure 2-4. Heavy, infantry, and Stryker BCT organizations 

BRIGADE COMBAT TEAM COMMAND AND PERSONAL STAFF 

COMMANDER 
2-28. The BCT commander (CDR) has total responsibility for the BCT and its actions. He commands all 
BCT units, whether organic, assigned, under operational control (OPCON), or attached. The commander 
plans his operations with the assistance of his staff and subordinate leaders. He leads the BCT by providing 
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purpose and direction to accomplish the mission and by his presence and direction during operations. The 
commander uses mission orders to allow his subordinates maximum freedom to accomplish their missions.  

DEPUTY COMMANDING OFFICER  
2-29. Usually, BCTs have a deputy commanding officer (DCO) to serve as the second in command to the 
commander. His role, responsibilities, and authority vary, based on the commander’s desires, the BCT 
mission, and the scope and complexity of operations. The BCT commander delegates responsibility to his 
DCO for specific areas and/or functions. By giving the DCO the authority needed to control these areas 
and functions, the BCT commander extends the span of his own control. For example, during gap crossing 
or retrograde operations, the DCO might command a portion of the force or the AO (e.g., the logistics 
element in a withdrawal, or the crossing area in a gap crossing), or coordinate specific operations (e.g., 
liaison prior to a passage of lines). 

 The DCO does not direct, supervise, or give orders to the executive officer (XO), unless 
authorized by the commander.  

 Coordinating and special staff officers generally do not work for the DCO, unless directed by 
the commander.  

 The DCO often serves as the commander’s spokesman for negotiations and media activities. 
 The position of the DCO enables the XO and S3 to focus on the overall integration and 

synchronization of current training, plans, and operations. The DCO can do this by providing 
increased senior leader involvement in the plans and future operations. 

 He may also serve as a temporary liaison officer (LNO) to JIM and coalition staff or command 
groups when and where METT-TC conditions dictate. 

EXECUTIVE OFFICER  
2-30. The executive officer (XO) is the commander’s chief of staff. He directs, coordinates, supervises, 
trains, and synchronizes the work of the staff, ensuring efficient and prompt staff actions. The commander 
(CDR) usually delegates executive management authority (equivalent to command of the staff) to the XO 
for the coordinating and special staff. The commander usually retains responsibility for supervising the 
personal staff. Staff members inform the XO of any recommendations or information they pass directly to 
the CDR or DCO, and of instructions they receive directly from the CDR or DCO.  

2-31. The XO must understand the commander’s intent and ensure the BCT staff implements it. He 
monitors the combat status of all subordinate units, and ensures that status is provided to the CDR and/or 
DCO. The XO synchronizes all the elements of combat power, to include the information element, into 
BCT operations, to implement the commander’s intent and concept of operations. The duties of the XO 
include: 

 Management of the commander’s critical information requirements (CCIR).  
 Information management (IM) within the BCT. 
 Recommended organization of the staff into functional and integrating cells and working 

groups. 
 Determination of liaison requirements and supervision of LNOs. 
 Ensuring quality work from staff officers and sections, and ensuring cross talk throughout 

planning, preparation, and execution phases. 
 Synchronizing the BCT staff during the military decision making process (MDMP). 
 Establishing and maintaining staff planning timelines.  
 Integration of the ISR, IO, targeting plans with MDMP. 
 Supervision of the BCT main CP, its operations, and its positioning.  
 Integration of attached units in accordance with (IAW) the division/BCT plan. 
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BRIGADE COMBAT TEAM JUDGE ADVOCATE 
2-32. The brigade judge advocate (BJA) is the personal staff officer responsible for operational and 
administrative law support to the BCT, and as such, he is the BCT CDR’s personal legal advisor. He 
provides the BCT staff with legal advice on the complex OE. The duties of the BJA include: 

 Providing administrative legal support to the S1. 
 Advising the S4 on HN support issues. 
 Advising the BCT on relevant international and operational law, the Department of Defense 

(DOD) law of war program, and rules of engagement (ROE). 
 Participation in targeting meetings to provide advice on legal considerations of the civilian 

population. 

BRIGADE CHAPLAIN 
2-33. The BCT chaplain is the personal staff officer who serves as a confidential advisor to the CDR on 
the spiritual fitness, ethical, and moral health of the command. Chaplains are assigned to US military units 
to assist CDRs in providing the right of free exercise of religion to all personnel. He is responsible for the 
technical oversight of the battalion unit ministry teams (UMT). Chaplain responsibilities may include: 

 Providing the CDR with pastoral care, personal counseling, advice, and privileged 
communications. 

 Development and implementation of the CDR’s religious support program. 
 Providing moral and spiritual leadership to the command and/or community. 
 Advising the CDR and staff of the impact of the faith and practices of indigenous religious 

groups in the AO. 
 Liaison to indigenous religious leaders. 

COMMAND SERGEANT MAJOR 
2-34. The brigade command sergeant major (CSM) is a member of the CDR’s personal staff because he is 
the senior noncommissioned officer (NCO) of the command. He is responsible for providing the 
commander with personal, professional, and technical advice on enlisted Soldier matters and the NCO 
corps as a whole. He is usually located at the brigade main command post (CP). 

PUBLIC AFFAIRS OFFICER 

2-35. The BCT public affairs officer (PAO) is a personal staff officer responsible for advising the 
commander on his PA program. The PAO facilitates and coordinates media operations within the 
command. The PAO supports the BCT and subordinate commanders with advice and guidance on the 
public release of information through print, audio-visual, or web-based products. Although he is not part of 
the IO section, the PAO coordinates with non-lethal operations to ensure disseminated information is not 
contradictory. Duties of the PAO include: 

 Serving as the BCT representative for all communications with external media. 
 Developing the BCT’s command PA program. 
 Supervising embedded media in BCT units, including accreditation, mess and billeting support, 

transportation, and unit escorts. 
 Coordinating for the satisfaction of Soldiers’ needs for news, entertainment, and other media. 

BRIGADE COMBAT TEAM STAFF AND ORGANIZATION 

2-36. The staff officers of the BCT are organic to the BCT Headquarters and Headquarters Company 
(HHC), and are not assigned to, or function as part of, subordinate units. They are equipped with many 
INOFSYS and digital communications to assist them in providing the commander with a timely and 
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accurate synopsis of the COP. Therefore, they are always available to assist the commander to make and 
implement decisions.  

2-37. The BCT commander uses his professional knowledge, experience, and leadership style to organize 
the BCT staff. The staff organization in garrison might not work in a combat environment. At the BCT 
level, the distinctions between personal, coordinating, and special staffs are evolving. For example, 
although AR 27-1 requires the Staff Judge Advocate (SJA) to be a member of the commander’s personal 
staff; the BJA also provides operational law support to the operations section and administrative law 
support to the personnel section.  

2-38. Staff sections are organized into functional and integrating cells. The BCT staff usually organizes six 
functional cells: 

 Operations. 
 Intelligence. 
 IO. 
 Civil-military operations. 
 Sustainment. 
 Command, control, communications, and computers (C4). 

2-39. The commander, assisted by the XO, organizes the various BCT staff elements into functional cells 
(Figure 2-5). This organization varies according to the mission assigned to the BCT. For example, during a 
civil support operation in the continental United States (CONUS), the operations and civil-military 
operations cells could merge. 

2-40. At various times during the operations process, the XO organizes working groups to deal with 
certain issues. Generally, the BCT has three standing working groups: 

 ISR (see Chapter 4). 
 Targeting (see Chapter 8). 
 A2C2 (see Appendix D). 
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Figure 2-5. BCT staff organization 

OPERATIONS CELL 

Operations Officer 
2-41. The S3 (operations and training staff officer) is generally the chief of the operations cell, which 
includes fires, operations, and engineer staff sections. He is the coordinating staff officer for all matters 
concerning tactical operations of the BCT. The S3 provides technical guidance to BCT units in the areas of 
training, operations and plans, and force development and modernization. He may be in the line of 
succession after the DCO, battalion commanders, or the XO per the commander’s guidance. The 
responsibilities of the S3 include: 

 Preparing, coordinating, publishing, and distributing BCT orders, plans, and SOPs.  
 Synchronizing the effects of BCT combat units IAW the BCT commander’s intent. 
 Developing the BCT ISR plan. 
 Focusing on current operations if the DCO assists with planning future operations.  
 Identifying training requirements, recommending allocation of training resources, and preparing 

of the commander’s training guidance. 
 Participating in the targeting and IO process. 
 Reviewing orders, plans, and SOPs from subordinate units. 
 Planning BCT unit movements, to include deployments. 
 Managing A2C2 and terrain in the BCT AO. 
 Coordinating and integrating JIM assets into BCT operations.  
 Planning for dislocated civilians (DC), civilian internees, and enemy prisoners of war (EPW) 

operations.  
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Fire Support Coordinator 
2-42. The fire support coordinator (FSCOORD) is the special staff officer responsible for BCT fires, 
which include Army indirect fires and joint fires. He advises the BCT commander and staff on all aspects 
of indirect fires planning, coordination, and execution in support of BCT operations. He assists the BCT S3 
to integrate fires into the maneuver commander’s concept of operation. The responsibilities of the 
FSCOORD include: 

 Directing fires section operations. 
 Recommending essential fire support tasks (EFST) to the commander. 
 Recommending fire support coordination measures (FSCM) to the commander. 
 Coordinating the commander’s fire plan with the fires battalion, the fires brigade, and the 

division fires section. 
 Facilitating the targeting meeting. 
 Accompanying the BCT commander, DCO, or tactical command post (TAC CP) to assist in the 

execution of tactical operations. 
 Advising the S3 on positioning of fires units. 

Air Liaison Officer 
2-43. The air liaison officer (ALO) is a special staff officer responsible for coordinating United States Air 
Force (USAF) support of BCT operations, including CAS, air interdiction, air reconnaissance, airlift, and 
joint suppression of enemy air defenses (SEAD). The ALO is a senior Air Force officer, usually a major. 
The responsibilities of the ALO include: 

 Directing the BCT tactical air control party (TACP) and supervision of forward air controllers 
(FAC). 

 Advising the commander on employment of aerospace assets. 
 Managing the USAF tactical air direction radio net and air request net. 
 Submitting BCT requests for immediate CAS and reconnaissance support. 
 Coordinating airlift requirements.  
 Coordinating tactical air support missions with the fires, and air defense and airspace 

management (ADAM) sections. 
 Providing USAF input into the BCT A2C2 plan. 

Air and Missile Defense Officer 
2-44. The air and missile defense officer (AMDO) is a special staff officer responsible for coordinating 
AMD of the BCT AO and its airspace. His responsibilities include: 

 Evaluation of any air threat on BCT operations. 
 Analysis of aerial threat factors bearing on the battlefield environment. 
 Analysis of effects of weather and terrain on aerial operations. 
 Determination of aerial threat courses of action. 
 Development of products to support MDMP, including an AMD staff estimate, an AMD 

concept of support for each COA, and an AMD annex. 
 Synchronization of AMD operations with BCT operations. 

Brigade Aviation Officer 
2-45. The brigade aviation officer (BAO) is the special staff officer responsible for synchronizing Army 
aviation operations into the BCT scheme of maneuver. He is also the BCT’s primary planner for A2C2 for 
the BCT AO. Other responsibilities of the BAO include: 

 Chief of the BCT ADAM section. 
 Integration of aviation into sustainment operations of the BCT (i.e., medical evacuation 

[MEDEVAC] and aerial resupply). 
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 Representing Army aviation in MDMP and other staff planning processes (i.e., IPB, ISR, and 
targeting). 

 Assisting the S3 in the development of airspace control measures. 
 Maintaining the aerial portion of the COP.  
 Assisting the fires section in analysis of airspace control orders (ACO) and air tasking orders 

(ATO). 

Engineer Coordinator 
2-46. The engineer coordinator (ENCOORD) is a special staff officer responsible for coordinating the use 
of engineer and other organic or augmenting assets to conduct combat (mobility, countermobility, and 
survivability), and general and geospatial engineering support to the BCT. Since BCTs no longer have an 
engineer battalion, the staff ENCOORD provides the senior technical insight to engineer functions. The 
duties of the ENCOORD include: 

 Advising the commander on necessary augmentation to be requested. 
 Recommending the engineer priorities of effort and support, essential mobility/survivability 

tasks (EMST), and acceptable mission risks to the commander. 
 Advising the commander on obstacle construction and destruction. 
 Participating in targeting meetings. 
 Providing a terrain visualization mission folder on the effects of terrain on friendly and enemy 

operations. 
 Producing specialized maps and maintenance of the digital terrain database (in coordination with 

[ICW] the S2). 
 Monitoring the status of engineer units and the engineer capabilities of other BCT units, 

providing that status to appropriate BCT staff sections. 
 Assisting the IPB process with the engineer battlefield assessment. 
 Planning and coordinating the use of the scatterable mines (SCATMINE) with the fires section. 
 Planning and supervising construction and maintenance of camps and facilities for BCT units. 
 Synchronizing environmental considerations for the BCT staff. 

Provost Marshal 
2-47. The provost marshal (PM) is a special staff officer responsible for planning and coordinating military 
police (MP) operations. The PM provides staff supervision for the five MP functions: maneuver and 
mobility support (MMS) operations, area security, law enforcement, internment resettlement, and police 
intelligence operations. The duties of the PM include: 

 Planning and coordinating MP support to mobility/countermobility/survivability operations. 
 Supervising operations at the BCT detainee collection point (DCP). 
 Advising the BCT commander on the conduct of law and order operations. 
 Assisting the S2 with physical security. 
 Conducting liaison with local civilian law enforcement authorities. 

Chemical Officer 
2-48. The chemical officer (CHEMO) is a special staff officer responsible for coordinating chemical, 
biological, radiological, nuclear (CBRN) and smoke operations. The duties of the CHEMO include: 

 Recommending operational exposure guidance (OEG), biological warfare defense measures, 
and appropriate mission-oriented protective posture (MOPP) levels to the BCT commander. 

 Providing technical advice and recommendations on CBRN reconnaissance and smoke 
operations. 

 Assessing the effect of enemy CBRN-related attacks on current and future operations. 
 Assessing the effect of toxic industrial chemicals (TIC) and toxic industrial materials (TIM) on 

Soldiers, and the effects of BCT operations on civilian TIC/TIM facilities. 
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 Planning and coordinating CBRN decontamination (except patient decontamination) operations. 
 Operating the BCT CBRN warning and reporting system. 

Battle Captains 
2-49. Battle captains assist the command group in controlling the BCT. Battle captains remain in the CP, 
keeping focused on the current operation, and continuously assisting the BCT (and battalion [BN]) 
commanders in the C2 of their fight. The duties of battle captains can be divided into two major areas: IM 
and CP operations. The responsibilities of battle captains include: 

 Monitoring the status of CCIR. 
 Supervising the battle staff NCOs conducting battle tracking by --  

 Monitoring current location of friendly and enemy units, and groups of civilians. 
 Assessing the activities and combat power of friendly and enemy units. 
 Monitoring the status of adjacent and supporting units. 

 Monitoring and synchronizing the COP displays in the BCT main and TAC CPs.  
 Ensuring the proper integration of BCT ABCS. 
 Supervising the flow of information among staff cells within the BCT CPs 
 Providing current status to assist with MDMP and planning future BCT operations. 
 Enforcing CP policies IAW unit SOP and current operations order (OPORD). 

Liaison Officers 
2-50. The BCT commander has liaison officers (LNO) who represent him at the headquarters of another 
command to coordinate and promote cooperation between the two commands. BCT LNOs are usually 
captains. The duties of an LNO include: 

 Acquiring and maintaining a full understanding of the BCT CDR's intent. The LNO must be 
able to understand and explain BCT actions to the gaining command. 

 Maintaining an awareness of BCT and subordinate unit situations, planned ISR and combat 
operations, and status.  

 Maintaining an awareness of the gaining command’s status and planned operations.  

INTELLIGENCE CELL 

Intelligence Officer 
2-51. The S2 (intelligence officer) is the coordinating staff officer for all matters concerning the enemy 
and/or threat, the environment as it affects the enemy, and counterintelligence. In addition, the S2 works 
with the BCT PM to plan and execute physical security programs. The S2 is responsible for intelligence 
readiness, intelligence tasks, intelligence synchronization, and other intelligence support. The duties of the 
S2 include: 

 Managing the BCT intelligence process. 
 Managing IPB, including integration of input from other staff sections. 
 Situation development, to include updating the enemy/threat, terrain and weather, and civil 

considerations portions of the COP. 
 Intelligence support to the targeting process, including participating in the targeting meetings, 

developing high-value targets (HVT), and tracking high-payoff targets (HPT). 
 Providing intelligence support to IO by integrating intelligence products into IO planning and 

integrating IO considerations into the other intelligence tasks. 
 Synchronizing intelligence support with combat and ISR operations through close coordination 

with the commander, DCO, XO, and S3. 
 Analyzing CCIR. This includes priority intelligence requirements (PIR), friendly forces 

information requirements (FFIR), and other information requirements (IR) to develop collection 
tasks and requests from higher and adjacent units. 
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 ISR integration. 
 Recommending adjustments to the ISR plan to facilitate ISR integration. 
 Supervising collection operations. 
 Coordinating technical oversight and support for MI assets and units. 

Counterintelligence and Human Intelligence Officer 
2-52. The S2X (counterintelligence/HUMINT officer) is the staff officer responsible for 
counterintelligence (CI) and human intelligence (HUMINT) associated matters. The S2X ensures that 
source-sensitive information is not inadvertently released, and that HUMINT sources are not compromised. 
The responsibilities of the S2 include: 

 Developing the HUMINT collection plan to support the BCT ISR collection plan.  
 Coordinating and deconflicting HUMINT and CI activities in the BCT AO with national 

agencies. 
 Authorizing release of HUMINT reporting and products. 
 Disseminating combat information and intelligence products to commanders and other users in a 

format that supports their SU. 
 Ensuring all technical control measures for HUMINT and CI reporting are met. 
 Providing operational guidance (not operational control) to HUMINT collectors and CI agents. 
 Maintaining the BCT HUMINT database. 
 Identifying enemy intelligence collection capabilities, including efforts targeted against the 

BCT. 
 Evaluating enemy intelligence capabilities, including those that affect operations security 

(OPSEC), counter-surveillance, signals security (SIGSEC), and PSYOP. 

INFORMATION OPERATIONS CELL 

Information Operations Officer 
2-53. The S7 (information operations officer) is a coordinating staff officer responsible for integration of 
non-lethal effects to destroy or disrupt the information flow of threat forces. He also oversees the 
protection of friendly information from threat forces. Duties of the S7 include: 

 Coordinating with the S6 to protect the BCT C4 network (defensive IO). 
 Coordinating with the S2 on OPSEC (defensive IO). 
 Integrating IO into the targeting process (offensive IO). 
 Coordinating with the S3 and FSCOORD for military deception, PSYOP, and electronic warfare 

(EW) (offensive IO).  
 Coordinating with the public affairs officer (PAO) to disseminate information (related to 

offensive IO). 

CIVIL-MILITARY OPERATIONS CELL 

Civil-Military Operations Officer 
2-54. The S9 (civil-military operations officer) serves as the coordinating staff officer responsible for 
advising the commander on the relationship between the civilian population and military operations. The 
S9 advises the commander on how to best minimize civilian interference with military operations. The S9 
serves as the BCT’s primary staff link to the civil-military operations center (CMOC), to maintain liaison 
with other US government agencies, indigenous population and institutions (IPI), NGOs, and international 
organizations in the AO. The responsibilities of the S9 include: 

 Advising the commander on the effects of the civilian population on BCT operations. 
 Assisting a CA company in the operation of a CMOC. 
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 Assisting the S3 to integrate attached CA units into the BCT. 
 Assisting in the development of plans to deconflict civilian activities with military operations. 
 Planning community relations programs to gain and maintain public understanding and support 

of military operations. 
 Coordinating with the BJA and chaplain to advise the BCT CDR on legal and moral obligations 

incurred from the effects of military operations on civilian populations. 
 Coordinating with the PAO on supervising public information media under civil control. 
 Coordinating with the FSCOORD on culturally sensitive sites and protected targets. 
 Coordinating with the CA units on the preparation and integration of area assessments in 

support of CMO. 

SUSTAINMENT CELL 
Logistics Officer 

2-55. The S4 (logistics officer) is usually the chief of the sustainment cell. The S4 is the coordinating staff 
officer for logistic operations and plans. The S4 provides staff oversight to BCT units in the areas of 
supply, maintenance, transportation, and field services. The S4 is the BCT staff integrator for the brigade 
support battalion (BSB) commander and his support operations officer (SPO), who executes sustainment 
operations for the BCT. The S4 is also the staff point of contact for unit movements and deployments. The 
duties of the S4 include: 

 Developing logistic plans to support BCT operations. 
 Coordinating with supporting sustainment brigades on current and future support requirements 

and capabilities. 
 Conducting logistic preparation of the battlefield. 
 Coordinating for all classes of supply. 
 Monitoring and analyzing the equipment readiness status of all BCT units. 
 Planning transportation to support special transportation requirements (i.e., casualty evacuation 

[CASEVAC]). 
 Coordinating for food preparation, water purification, mortuary affairs, aerial delivery, laundry, 

shower, and clothing/light textile repair. 
 Recommending sustainment priorities and controlled supply rates (CSR) to the commander. 

Personnel Officer 
2-56. The S1 (personnel officer) is the coordinating staff officer for all matters concerning human 
resources support (military and civilian). The S1 provides technical direction to BCT units in the areas of: 
personnel readiness management, personnel accounting and strength reporting, personal information 
management, casualty operations, postal operations, and morale, welfare, and recreation (MWR) 
operations. The S1 coordinates the staff efforts of the BCT chaplain, BCT surgeon and BJA, and is the 
staff point of contact for equal opportunity, retention, inspector general, and morale support activities. The 
responsibilities of the S1 also include: 

 Finance support. 
 Replacement and return to duty operations. 
 Reception and redeployment operations. 
 Essential personnel services including records management, retention, line-of-duty 

investigations, congressional inquiries, and family inquiries. 
 Rest and relaxation operations. 

Brigade Surgeon 
2-57. The BCT surgeon is the special staff officer responsible for force health protection (FHP). He serves 
as an advisor to the BCT commander on the physical and mental health of the command. The BCT surgeon 
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provides technical oversight of the battalion medical platoons and the brigade support medical company 
(BSMC). The brigade surgeon’s responsibilities include: 

 Developing the mass casualty plan. 
 Developing the MEDEVAC plan. 
 Providing medical treatment to Soldiers, detainees (to include enemy prisoners of war), and 

civilians. 
 Formulating the combat health support plan. 
 Advising the commander of health threats and their effects. Health threats include, but are not 

limited to, adverse environmental, occupational, industrial, and meteorological conditions; 
endemic human diseases and zoonosis; and exposure to CBRN warfare agents. 

 Advising the commander of the effects of the medical threat, including environmental, endemic, 
and epidemic diseases; CBRN weapons; and directed energy devices. 

 Managing the BCT combat lifesaver (CLS) training program. 
 

COMMAND, CONTROL, COMMUNICATIONS, AND COMPUTER CELL 

Command, Control, Communications, and Computer Officer 
2-58. The S6 (communications officer) is the coordinating staff officer for all matters concerning 
command, control, communications, and computer (C4) operations. The S6 provides technical oversight of 
BCT units in the areas of network operations (NETOPS), information dissemination, and information 
assurance.  

2-59. The S6 is the BCT staff integrator for the network support company. The responsibilities of the S6 
include: 

 Assessing BCT C4 vulnerability to enemy and civilian actions. 
 Recommending BCT network priorities and constraints needed to accommodate bandwidth 

limitations. 
 Advising the S3 on CP locations based on communications capabilities. 
 Integrating ABCS and other INFOSYS with the warfighter information network. 
 Planning and directing communications protocols and user interfaces between the global 

information grid (GIG) and the BCT network. 
 Managing radio frequency allocations and assignments. 
 Supervising command, control, communications, and computer-specific (C4) maintenance. 
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Chapter 3 

Battle Command 

“The successful commander in battle is at the critical place at the critical time.” 
General Bruce C. Clarke 

Battle command is the exercise of command in operations against a hostile, thinking 
enemy. As in all units, battle command involves the art and science of combat 
decision-making, leading, and motivating Soldiers and their organizations into action 
to accomplish missions effectively. To exercise battle command, the BCT commander 
distributes his staff in CPs so they can assist him in planning, preparing and 
executing operations. The Army has provided the BCT with information systems 
(INFOSYS) and a communications network that enable the BCT to achieve 
information superiority (IS) over any threat it faces. 

SECTION I – COMMAND AND CONTROL 

3-1. There are challenges in command and control (C2) of BCTs that are not present in other units. BCTs 
have a greater number, and contain more diverse units in larger areas than in past generations. The BCT 
commander must be aware of these challenges, and use his subordinate commanders and staff to provide 
him with accurate and timely information upon which to base his decisions. 

DEPUTY COMMANDER AND EXECUTIVE OFFICER  
3-2. The HBCT and IBCT each have an authorized DCO. The SBCT currently has no authorized DCO, 
but usually is augmented with one during deployments. The BCT commander must ensure his staff and 
subordinate units understand the different roles that his DCO has as second in command, and that his XO 
has as chief of staff. 

RECONNAISSANCE SQUADRON 
3-3. The BCT is equipped with a significant amount of ISR capability to ensure the BCT maintains IS. 
The majority of the ISR capabilities are located in the reconnaissance squadron (RS). Because this 
organization breaks new ground in several areas, it is important that the commander clearly define the roles 
of his RS commander, his BCT S2, and the MI CO commander. Also, the BCT CDR must ensure that these 
Soldiers clearly understand their respective responsibilities.  

FIRES BATTALION 
3-4. The fires battalion commander is no longer the BCT fire support coordinator (FSCOORD). The BCT 
commander must clearly define the roles of his fires battalion commander and his staff FSCOORD, and 
ensure that they clearly understand their respective responsibilities. 

BRIGADE SPECIAL TROOPS BATTALION 
3-5. The HBCT and IBCT each have a BSTB for C2 of selected CS units. The SBCT currently does not 
have an authorized BSTB. The units are assigned (or attached) to the BSTB for C2, but much of their 
oversight comes from BCT staff officers. The BCT commander must ensure his staff and subordinate units 
understand the different roles between the BSTB commander and his staff, and the XO and the BCT staff.  
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BRIGADE SUPPORT BATTALION 
3-6. The brigade support battalions (BSB) of the HBCT and IBCT each have forward support companies 
(FSC) to provide sustainment support to the maneuver, reconnaissance, and fires battalions. The BSB of 
the SBCT does not have assigned FSCs, and creates ad-hoc logistics teams to support SBCT units. FSCs 
are assigned to the BSB, but usually are OPCON to their supported battalions. The BCT commander must 
ensure his staff and subordinate units understand the command and support relationships of FSCs. A 
potential challenge would be FSCs that are OPCON to one battalion, but might need to provide support to 
other BCT units in the area. 

THE COMMAND AND CONTROL SYSTEM 
3-7. The command and control (C2) system is defined as the facilities, equipment, communications, 
procedures, and personnel essential to a commander for planning, directing, and controlling operations of 
assigned forces pursuant to assigned missions. The word “system” is deceptive. It does not refer to an 
arrangement of equipment such as a communications system. The C2 system is an organization of 
resources the commander uses to plan, direct, coordinate, and control military operations to ensure 
combined arms cooperation and mission accomplishment.  

3-8. The commander's goal is to impose his will on the enemy. The C2 system supports this goal by 
giving the commander the means with which to maneuver the BCT, and to coordinate the actions, tempo of 
operations, and application of combat power. The staff is organized within the BCT's CPs to provide SU, 
usually in the form of reports or digital displays, and to coordinate operations through timely orders.  

COMMAND AND CONTROL GUIDELINES 
3-9. The violence and tempo of tactical operations impose unique demands on the BCT’s C2 system. The 
BCT’s C2 system must provide continuous direction to the BCT despite adverse conditions, enemy 
interference, degraded communications, and the loss of key leaders or C2 facilities. The following 
paragraphs outline the imperatives of successful and efficient C2 that apply to BCT operations. 

Expect Uncertainty 
3-10. Gathering information can reduce uncertainty, but never eliminates it entirely. The BCT commander 
and his subordinates have to fight with varying degrees of understanding, and train their units to tailor their 
actions to varying levels of situational awareness (SA). The BCT often operates on the principle that 
analyzed risk and some loss of synchronization are better than inactivity. The employment of the RS and 
other BCT surveillance assets is critical to providing SA and supporting the commander’s assessment of 
tactical risk.  

3-11. Understanding the commander’s intent fosters flexibility in the plan, which also aids in dealing with 
uncertainty. The staff must develop flexible plans that enable the BCT to adjust execution without causing 
undue casualties or sacrificing C2, combat power, or synchronization. War gaming plans against multiple 
enemy COA, developing contingency plans, relying on established SOPs and drills, and maintaining a 
reserve also contribute to flexibility. 

INFORMATION MANAGEMENT 
3-12. Proper information management (IM) ensures the BCT commander receives the information he 
needs to make timely decisions. It consists of relevant information and INFOSYS. The commander and 
staff must understand how to avoid potential information overload while developing SU within the BCT. 
Well-structured SOPs assist them by rapidly conveying necessary information within the BCT.  

3-13. The XO is responsible for IM within the BCT. He outlines responsibilities and supervises the staff’s 
performance in collecting and processing relevant information. During operations, the XO ensures that all 
staff members understand and support the CCIR. He ensures all staff members understand the 
requirements, review incoming and outgoing information traffic, and understand procedures for informing 
the commander and other designated staff officers of critical or exceptional information. 
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RELEVANT INFORMATION  
3-14. Relevant information is all the information that has importance to the BCT commander in the 
exercise of C2. The information the BCT and other assets provide potentially could overwhelm the 
commander and adversely affect his ability to make sound and timely decisions. This highlights the need 
for the XO to provide relevant information to the commander. Clear CCIR are essential to defining relevant 
information. 

SITUATIONAL UNDERSTANDING  
3-15. Situational understanding (SU) is the product of applying analysis and judgment to the COP to 
determine the relationships among the factors of METT-TC. It enhances decision-making by identifying 
opportunities, threats to the force or mission accomplishment, and information gaps. SU helps the BCT 
leadership identify enemy options and likely future actions; the probable consequences of proposed 
friendly actions; and the effects of the environment on both. Good SU fosters initiative in subordinate 
commanders by reducing uncertainty. It helps identify tactical risks, affords time to mitigate these risks, 
and can provide unanticipated opportunities to place friendly forces in a position of advantage, or the threat 
force in a position of disadvantage.  

INFORMATION MANAGEMENT CATEGORIES  
3-16. Because collection assets are limited, a method of prioritizing collection and processing is required. 
CCIR and IR are the categories used to prioritize collection asset allocation and information processing 
within the C2 system. 

Commander’s Critical Information Requirements 
3-17. The commander controls the flow and collection of critical information through the establishment of 
the commander’s critical information requirements (CCIR)”commander’s critical information 
requirements”. CCIR consist primarily of two components: 

 Priority intelligence requirement (PIR). 
 Friendly forces information requirement (FFIR).  

Essential Elements of Friendly Information 
3-18. Essential elements of friendly information (EEFI) are the critical aspects of a friendly operation that, 
if known by the enemy, would subsequently compromise, lead to failure, or limit success of the operation. 
EEFI, therefore, must be protected from enemy detection. EEFI are not CCIR, but become priorities on the 
same level with CCIR when a commander designates them as such.  

PUBLIC INFORMATION 
3-19. Just as the commander uses CCIR to manage his information requirements, the American public gets 
much of their information from media representatives. The BCT should expect to have media 
representatives in their AO during any type of operation: offense, defense, or SO. Media members may 
represent the public of the US, the HN, or the international community. The media are interested 
particularly in items of immediate public concern, such as excessive civilian casualties, fratricide, and the 
plight of noncombatants. 

Public Affairs 
3-20. The BCT commander should provide his subordinates with guidance regarding his expectations for 
dealing with the media. The BCT commander conducts public information, command information, and 
community relations activities directed toward both the external (HN) and internal (US) publics. Tactical 
public affairs (PA) supports the battlefield mission. It assists commanders to establish a program that 
fulfills the internal information needs and expectations of the force.  
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Command Considerations 

3-21. The BCT commander must anticipate, prepare, and respond rapidly to breaking events. Otherwise, it 
is difficult or impossible to explain or counter what has already appeared on the television or in print. 
When the released report is inaccurate, the commander should aggressively counter the inaccuracies of the 
report with timely and accurate information backed up by subject matter experts. It is also important to 
coordinate statements between the DOD and other governmental agencies. This is accomplished by 
including PA planners in all operations. Bad news does not get better with age, and ignoring the media 
does not make them go away. If the commander refuses to talk to the media, the military perspective is not 
seen or heard. The commander must be very conscious of the amount of time he spends with the news 
media to avoid being either overexposed or ignored. 

Embedded Media 
3-22. The DOD usually permits media to embed with US military units. DOD prepares media members to 
embed with units using a ”news media boot camp.” This prepares embedded journalists for the rigors of 
combat, including possible exposure to biological or chemical weapons. The camp allows broadcast news 
crews to experiment with improved communications gear and satellite uplinks.  

3-23. Theater commanders establish policies that apply to embedded media within their area of 
responsibility. Unit commanders provide billeting, rations, and medical attention to the embedded media 
commensurate with that provided to unit Soldiers. This support includes: 

 Access to military transportation. Embedded media are not authorized use of their own 
vehicles while traveling in an embedded status. The media is responsible for loading and 
carrying their equipment at all times. 

 Assistance with communications filing and transmitting media products, if needed. Units 
should plan logistical support to assist in moving media products to and from the battlefield so 
that media personnel can tell our story in a timely manner. 

 The opportunity to observe actual combat operations. The personal safety of correspondents 
is not a reason to exclude them from combat areas. 

 CBRN gear, on a temporary loan basis. 

3-24. No communications equipment is prohibited specifically for use by media in the performance of 
their duties. However, unit commanders may impose temporary restrictions on electronic transmissions for 
OPSEC reasons. In the event of commercial communications difficulties, media are authorized to file 
stories via expeditious military signal/communications capabilities.  

3-25. Media embedded with US military forces are not permitted to carry personal firearms, and they must 
follow light discipline restrictions. They cannot use visible light sources, including television lights or flash 
cameras when operating with forces at night unless specifically approved in advance by the on-site 
commander. 

Operational Security Considerations  

3-26. The commander is ultimately responsible for security when dealing with the media. Commanders 
must ensure their Soldiers receive instruction on what is classified, and what cannot be discussed with the 
press. Soldiers should also understand they are not required to talk to the media if it is against their wishes. 
Precautions should be taken to protect classified information from the news media. If someone accidentally 
reveals classified information, the Soldier’s immediate commander informs the reporter, asks the reporter 
not to use the information, and gives an explanation as to why the information should not be used. All such 
incidents must be reported to the higher headquarters. The media must be prevented from televising nearby 
recognizable landmarks, sensitive equipment, or operational or classified information contained in the CP. 
The reasons for interfering with the telecast should be explained to the press. 

3-27. Commanders should confiscate media material or equipment only under the most extreme 
circumstances, and even then, only for enough time to erase or eliminate the possibility of release of the 
classified information. Even when preventing the disclosure of classified information, media material or 
equipment should not be confiscated. 
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SECTION II – COMMAND POST FUNCTIONS AND OPERATIONS 

COMMAND POST FUNCTIONS  
3-28. To assist in controlling operations, the BCT commander organizes his staff into CPs that provide 
staff expertise, communications and INFOSYS that work in concert to aid the commander in planning and 
controlling operations. All CPs have the responsibility to conduct the six basic functions of IM: 

 Collect relevant information. 
 Process information from data to knowledge. 
 Store relevant information for timely retrieval to support C2. 
 Display relevant information tailored for the needs of the user. 
 Disseminate relevant information. 

COMMAND POST OPERATIONS 

COMMAND GROUPS  
3-29. The BCT headquarters can form two command groups. They are organized based on the mission, but 
they are not permanent organizations. Both are equipped to operate separately from the TAC CP or main 
CP. Command groups give the commander and the DCO the mobility and protection to move throughout 
the AO and to observe and direct BCT operations from forward positions. 

Command Groups  
3-30. The command group led by the BCT commander consists of the commander and whoever else he 
designates. This can include the sergeant major, and representatives from the S2, S3, and fires sections. 
The command group must have a dedicated security element whenever it departs the main CP. The 
commander positions his command group near the most critical event, usually with or near the main effort. 

3-31. The command group led by the DCO consists of the deputy commander, and can include the 
assistant operations officer, assistant intelligence officer, and a fires and effects officer. The DCO usually 
positions his command group with a shaping effort, or at a location designated by the BCT commander. 
The DCO must be able to communicate with the BCT, the battalion commanders, and the CPs. The 
command group must also have a dedicated security element whenever it departs the main CP. The DCO’s 
command group might not always be used. 

Battle Command on the Move 
3-32. The Army has developed systems that enable commanders to improve their battle command on the 
move. At the BCT level, there are mounted battle command on the move (MBCOTM) systems that enable 
the commander and DCO to access the BCT communications and battle command systems needed for C2 
on the move. MBCOTM includes a suite of ABCS mounted in a vehicle and connected to both on the 
move and stationary satellite communications systems. 

COMMAND POSTS 
Main Command Post 

3-33. The main command post (CP) is the commander’s principal C2 facility. The XO is responsible for 
supervising all staff activities and functions of the main CP, although the commander may delegate some 
responsibilities to the DCO.  
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Positioning the Main Command Post 
3-34. The main CP is positioned to maintain communications with subordinate units and control of the 
operation. Considerations for positioning the main CP include: 

 Where the enemy can affect the main CP operations least. 
 Where the main CP can achieve the best communications (digital and voice). 
 Where the main CP can control operations best. 

3-35. In contiguous AOs, the BCT main CP usually locates behind battalion tactical operations centers 
(TOC) and out of medium artillery range, if practical. In noncontiguous AOs, the BCT main CP usually 
locates within a subordinate battalion’s AO.  

Main Command Post Operations  
3-36. The CP must physically configure itself in a manner that facilitates the best flow of information and 
cross talk across all cells in TOC. When the TAC CP deploys, the XO should ensure proper staffing of the 
multiple BCT CPs (Figure 3-1). 

3-37. The main CP must conduct the following operations: 
 Synchronizing all aspects of decisive, shaping, and sustaining operations. 
 Monitoring the current fight. 
 Controlling fires and effects. 
 Planning for future operations. 
 Coordinating with higher HQ, adjacent or lateral units and inform them of ongoing missions. 
 Supporting the commander’s SU through IM. 
 Monitoring and anticipating commander’s decision points and CCIR. 

 

Figure 3-1. Notional arrangement of BCT staff by CP 



Battle Command 

4 August 2006 FM 3-90.6 3-7 

Tactical Command Post  
3-38. The tactical command post (TAC CP) is an austere and forward-deployed CP established when the 
commander must be positioned away from the main CP location for an extended period of time, or when 
the main CP is moving. TAC CP functions depend on connectivity to the main CP.  

3-39. The primary focus of the TAC CP is to assist the commander with C2 of current operations. Usually 
the BCT S3 is responsible for the TAC CP. The organization of the TAC CP is smaller and has less 
equipment than the main CP. It operates in small functional sections that enable synchronization of 
maneuver, fires, and ISR. Depending on functions required, it might also include a portion of the 
sustainment cell. Its connectivity to the more robust main CP, by way of the organic communications and 
INFOSYS, enables efficient collaboration to ensure it gets the information required for the commander’s 
decision-making process. The S3 should make every attempt to organize the TAC CP in a manner that 
provides a continuous staffing capability, specifically in terms of personnel and ABCS systems. Usually, 
the TAC CP is not be deployed separately from the main CP for more than a week. 

Brigade Support Battalion Command Post 
3-40. The brigade support battalion (BSB) CP has a special role in controlling and coordinating the 
administrative and logistical support for the BCT. The improvements in communications and INFOSYS 
means the BCT no longer has to operate a rear CP collocated with the BSB CP. If necessary, BCT 
sustainment staff (S1, S4, and surgeon), may locate portions of their sections with the BSB CP.  

3-41. The BSB CP performs the following functions for the BCT: 
 Tracking the current battle so it may anticipate support requirements before units request them. 
 Serving as the entry point for units entering the BCT rear area in contiguous operations.  
 Monitoring main support routes (MSR) and controlling sustainment vehicle traffic.  
 Coordinating the evacuation of casualties, equipment, and detainees.  
 Coordinating movement of personnel killed in action (KIA). 
 Coordinating with the sustainment brigade for resupply requirements. 
 Assisting in operation of a detainee facility or a DC point. 
 Providing ad-hoc representation to the main CP in support of the sustainment cell.  

SECTION III – THE OPERATIONS PROCESS 

3-42. BCT operations usually follow the operations process of planning, preparation, execution, and 
continuous assessment described in FM 3-0. The commander’s intent is a statement that describes the 
commander’s visualization; it focuses the efforts of his subordinates (units and staff) throughout the 
operations process.  

THE MILITARY DECISION-MAKING PROCESS 
3-43. During planning, the commander’s intent drives the military decision-making process (MDMP). The 
BCT staff uses the MDMP to develop plans and orders (FM 5-0). The steps of the MDMP are as follows: 

 Step 1 - Receipt of Mission  
 Step 2 - Mission Analysis  
 Step 3 - Course of Action (COA) Development 
 Step 4 - COA Analysis (War Game) 
 Step 5 - COA Comparison  
 Step 6 - COA Approval  
 Step 7 - Orders Production 
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MODIFICATION OF THE MILITARY DECISION-MAKING PROCESS 
3-44. There are several reasons the BCT commander modifies of the MDMP. The following four 
paragraphs present a few of these reasons. 

Military Decision-Making Process in a Time-Constrained Environment 
3-45. In a time-constrained environment, the staff might not be able to conduct a detailed MDMP, and 
might choose to abbreviate the process as described in FM 5-0. The abbreviated process still uses all seven 
steps of the MDMP, but the steps are done in a shortened and less detailed manner. 

Parallel Planning 
3-46. Usually, MDMP does not begin until the receipt of the OPORD from higher HQ. However, a change 
in the situation, anticipation of an order from the higher command or CCIR, can lead the commander to 
require that planning begin based on apparent changes. This is referred to as parallel planning. It is 
accomplished by issuing warning orders (WARNO) to subordinate units at various stages of the MDMP. 
These WARNOs give subordinate units the information they need to conduct mission analysis 

Distributed Planning 
3-47. Digital communications and INFOSYS enable members of the same staff to execute the MDMP 
without being collocated. Distributed planning saves time and increases the accuracy of available 
information by allowing for the rapid transmission of voice and data information that staffs can use over a 
wide geographical area.  

Collaborative Planning 
3-48. Collaborative planning is the real-time interaction among commanders and staffs at two or more 
echelons developing plans for a particular operation. The main benefits of collaborative planning come as 
much from engaging meaningfully in the process, as it does from the product itself. While the plan may 
convey the decision, participating in collaborative planning conveys the context of the decision, as well as 
understanding the available options and the relationships among forces.  

RAPID DECISION-MAKING AND SYNCHRONIZATION PROCESS  
3-49.  The rapid decision-making and synchronization process (RDSP) is a tool that commanders and 
staffs use to make decisions, and rapidly resynchronize forces and WFF when presented with opportunities 
or threats during execution (FMI 5-0.1). The RDSP includes five steps. Leaders perform them as shown in 
Figure 3-2. Leaders may perform the first two steps in any order, including concurrently; they perform the 
last three steps interactively until they find an acceptable COA.  

Figure 3-2. Rapid decision-making and synchronization process 
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3-50. One of the significant differences between the RDSP and the MDMP is that RDSP is based on an 
existing order. A second difference between the RDSP and the MDMP is that RDSP seeks an acceptable 
solution, while the MDMP seeks the optimal (most desirable) one.  

RISK MANAGEMENT 
3-51. Risk management is the process of identifying and controlling hazards to conserve combat power 
and resources. Risk management is an integral part of planning, and must take place at all echelons of the 
BCT during each phase of every operation. Both tactical and accidental risks are always present across the 
full spectrum of operations. Leaders should never approach risk management with “one size fits all” 
solutions to the risks that their unit faces. Commanders must manage risks to their forces to accomplish the 
mission and take care of Soldiers. 

REHEARSALS 

COMBINED ARMS REHEARSAL 
3-52. The BCT conducts the brigade combined arms rehearsal after subordinate battalions have had an 
opportunity to issue their OPORDs. This rehearsal ensures that subordinate plans are synchronized with 
those of other units, and that subordinate commanders understand the intent of the higher headquarters. 
Usually, the BCT commander, DCO, XO, primary staff, and subordinate battalion commanders and their 
S3s attend the rehearsal. Based upon the type of operation, the commander can modify the audience; such 
as the brigade attachments. If time and distances permit, flank units and the higher headquarters may be 
invited to attend the combined arms rehearsal.  

3-53. The combined arms rehearsal should last no more than 2 hours. However, the combined arms 
rehearsal is METT-TC dependent, so if the time allotted is insufficient to rehearse the entire operation, the 
staff must give priority to those critical events that demand a rehearsal. Rehearse the most important events 
first, and continue to rehearse subsequent events as time permits. Ensure that all combined arms rehearsal 
participants arrive at the rehearsal prepared to talk their portion of the fight. The most important documents 
that assist in the combined arms rehearsal is the commander’s decision support template (DST) and the 
synchronization matrix. 

INTELLIGENCE, SURVEILLANCE, AND RECONNAISSANCE REHEARSAL 
3-54. The BCT conducts intelligence, surveillance, and reconnaissance (ISR) rehearsals to ensure that the 
correct information is gathered; and that Soldiers gathering the required information have a sound plan for 
insertion and extraction from their observation posts (OP). Usually, the BCT commander, XO, S2, S3, 
FSCOORD, RS commander, and MI CO commander attend the rehearsal. Other BCT staff cells should 
have a representative attending (i.e., sustainment, IO, C4, and civil-military operations [CMO]). 

3-55. The ISR rehearsal should last no more than 1 hour. The documents needed to run the ISR rehearsal 
include the ISR tasking matrix, the ISR overlay, and the enemy situation template (SITEMP). Rehearse the 
most important named areas of interest (NAI) first, those that answer the BCT commander’s PIR. Continue 
to rehearse subsequent NAIs as time permits. Each participating commander confirms: 

  The purpose (i.e., PIR) and location (i.e., NAI) for each of his collection assets. 
 Who the information will be reported to. 
 The means of communicating that information. 

FIRE SUPPORT REHEARSAL 
3-56. The BCT fire support (FS) rehearsal is crucial to mission accomplishment because it ensures that 
fires are synchronized with the scheme of maneuver. The FS rehearsal focuses on maximizing the ability of 
FS systems to support the maneuver plan, and achieve the commander’s intent. Technical fire control 
issues are not addressed in the BCT FS rehearsal, but are resolved in the fires battalion rehearsal. The BCT 
commander, DCO, XO, S3, subordinate battalions attend the FS rehearsal. BCT staff officers attending 
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include the ALO, engineer, CHEMO, AMDO, and BAO. Subordinate units often bring personnel that 
include the S3, fire support officer (FSO), scout and mortar platoon leaders, combat observer lasing teams 
(COLT)/Knight leadership. The BCT fires battalion commander usually supervises the rehearsal for the 
BCT commander, and is assisted by the BCT FSCOORD.  

3-57. The FS rehearsal should last no more than 90 minutes and should ensure the synchronization of the 
FS effort with the maneuver plan. This rehearsal usually occurs after the combined arms rehearsal to ensure 
fires cover any changes to the maneuver plan. Time will inevitably be short, so the rehearsal focuses on the 
critical portions of the plan. The critical document supporting the FS rehearsal is the fire support execution 
matrix (FSEM), which includes all EFSTs. To conduct the FS rehearsal, the BCT follows the same 
procedures outlined in the combined arms rehearsal sequence of events.  

SUSTAINMENT REHEARSAL 
3-58. The BCT sustainment rehearsal ensures the synchronization of sustainment efforts before, during, 
and after combat operations. It also validates “the who, what, when, where, and how” of support. The 
sustainment rehearsal usually occurs after the combined arms and FS rehearsals, and should not last more 
than 90 minutes.  

3-59. The XO usually leads the rehearsal for the brigade commander, and the S4 usually organizes the 
rehearsal to ensure critical sustainment events are rehearsed. BCT attendees include the BCT S1, surgeon, 
chaplain, and S2 and S3 representatives. Subordinate unit representatives include the BSB commander, the 
SPO, the BSMC commander, and each maneuver battalion XO, S1, S4, and medical platoon leader. The 
primary document used at the sustainment rehearsal is the CSS synchronization matrix.  

SECTION IV – THE ARMY BATTLE COMMAND SYSTEM 

3-60. Information superiority (IS) is the advantage derived from the ability to collect, process, and 
disseminate an uninterrupted flow of information while exploiting or denying an adversary’s ability to do 
the same. The BCT is equipped with the Army battle command system (ABCS) to give it significant 
advantages in collecting technical information, and distributing information and intelligence rapidly.  

3-61. The ABCS enables commanders to rapidly gain reliable information and, therefore, achieve 
information dominance in their operational environment. The ABCS satisfies two critical battle C2 
requirements: interoperability and SA. ABCS employs networks that are interoperable with theater, joint, 
and combined C2 systems.  

3-62. The ABCS consists of ten battlefield automated systems, which comprise the core for ABCS and 
provide the capabilities that support the warfighter’s mission needs (Figure 3-3). Each system aids in 
planning, coordinating, and executing operations by providing access to and the passing of information 
from a horizontally integrated C2 network.  
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Figure 3-3. The Army battle command system 

3-63. The ABCS 6.4 provides a net-centric data management capability on a dedicated server. This ABCS 
version differs from earlier versions due to the incorporation of the centralized information server. The 
addition of the ABCS information server (AIS) to the TOC structure enables horizontal information 
exchange. Also, the AIS employs a publish and subscribe server (PASS) methodology. The AIS helps the 
ten ABCS systems to interoperate as one; thus, ABCS is called a system-of- systems.  

ARMY BATTLE COMMAND SYSTEM OVERVIEW 

BRIGADE COMBAT TEAM COMMAND AND CONTROL SYSTEM 
3-64. The BCT uses five primary command and control (C2) systems. These systems are linked to the 
global command and control system – Army (GCCS-A), creating seamless connectivity from BCT to 
corps. These five systems correspond to five battlefield functional areas (BFA)—maneuver, FS, AMD, 
intelligence and electronic warfare (IEW), and battle command sustainment support.  

 

3-65. The five C2 systems are: 
 Maneuver control system (MCS) – usually found in the S3 section. 
 Advanced field artillery tactical data system (AFATDS) – usually found in the fires section. 
 Air and missile defense workstation (AMDWS) – usually found in the ADAM section. 
 All source analysis system (ASAS) – usually found in the S2 section. 
 Battle command sustainment support system (BCS3) – usually found in the S4 section. 
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Maneuver Control System 
3-66. The maneuver control system (MCS) provides tactical commanders and staffs with an automated, 
near real time capability for planning, coordinating, monitoring, and controlling tactical operations. The 
MCS operator can tailor the applications to graphically display the picture of the battlefield he chooses. A 
combination of systems automatically feeds data to the MCS to produce the view of the battlefield. These 
ABCS sources can be local and remote. The MCS is primarily used for creating and sending OPORDs in a 
CP. It also is equipped with digital collaborative tools that commanders and staffs use to plan future 
operations and review past operations. 

3-67. MCS-light (MCS-L) is a laptop computer system that interfaces with the MCS workstation. MCS-L 
is a lightweight, user friendly, inexpensive, and operationally flexible workstation that augments the large, 
standard Unix-based desktop. MCS-L is used to enhance and shorten the decision making process, enhance 
planning operations, and supervise the execution of operations. 

Advanced Field Artillery Target Data System 
3-68. The advanced field artillery target data system (AFATDS) provides the Army and USMC automated 
FS command, control, and communications portion of the ABCS. AFATDS provides integrated automated 
support for planning, coordinating, and controlling all FS assets such as FA, mortars, CAS, naval gunfire, 
attack helicopter, and offensive EW. It also provides for counterfire, interdiction, and suppression of 
enemy targets. The AFATDS enables the maneuver commander to plan and attack using the optimal 
weapon-target pairing combinations. AFATDS can display FS systems, target types, command guidance, 
available munitions, and weapons status so that FS planners can make informed decisions based on the 
commander’s guidance. 

Air and Missile Defense Workstation 
3-69. The air and missile defense workstation (AMDWS) is the C2 component of the AMD planning and 
control system (AMDPCS). It is the staff planning and SA tool used to integrate sensors (e.g., Sentinel 
radar), air defense fire units (i.e., Avenger, Patriot), and CPs from the air defense artillery (ADA) battery to 
theater echelons. AMD planners use AMDWS to display AMD plans, and air SA to ABCS and 
commanders at all echelons. It also is the AMD planning and control link to joint/allied C2 systems. It 
provides visibility of air breather tracks (i.e., aircraft, UAS, cruise missiles), and tactical ballistic missiles 
(i.e., launch point, impact point, and current location). 

All Source Analysis System 
3-70. The all source analysis system (ASAS) is the ABCS intelligence fusion system that provides a 
timely, accurate, and relevant picture of the enemy situation to warfighters. ASAS provides graphic 
representations of the enemy situation to ABCS. It provides combat leaders all source intelligence to 
support visualization of the battlefield, and more effectively conduct the land battle. The system 
capabilities enable the Soldier to collaborate with other systems, process and analyze all source 
intelligence, support non-structured threat analysis, provide predictive analysis, produce a correlated 
ground picture, disseminate intelligence products, and provide target nominations. It also supports 
management of intelligence, surveillance, reconnaissance assets, intelligence collection, provision of 
combat intelligence/OPSEC mission support, provision of EW support, and force protection. The ASAS 
interoperates with organic IEW sensors; ABCS; joint, theater, and national sensors and preprocessors; as 
well as other service intelligence processors. 

3-71. ASAS-Light (ASAS-L) provides intelligence processing on a laptop computer. ASAS-L users (e.g., 
S2s) are primarily users of preprocessed intelligence information and graphic intelligence preparation of 
the battlefield (IPB) products received from MI units.  

Brigade Command Sustainment Support System 
3-72. The brigade command sustainment support system (BCS3) is the Army’s maneuver sustainment C2 
system that provides a concise picture of unit CSS requirements and support capabilities. It provides a 
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running estimate of evolving logistics situations, including an assessment of current combat power that is 
essential for warfighters to assess their units’ capabilities to complete their mission. The BCS3 integrates 
the logistics common picture as well as in-transit visibility, enabling the warfighter to view material in the 
logistics pipeline.  Ultimately, BCS3 will be able to provide automated future combat power assessments, 
(i.e., projecting changes in asset status in 24-, 48-, and 72-hour representations). 

Force XXI Battle Command Brigade and Below 

3-73. The Force XXI battle command brigade and below (FBCB2) is the mobile INFOSYS that provides a 
battle command capability for units operating at the tactical level. FBCB2 integrates with the ABCS 
subsystems, and can transmit SA and provide C2 messaging. All Army BCTs have FBCB2. FBCB2 
operates using two forms of communication. FBCB2-terrestial uses a radio-based tactical mobile network. 
FBCB2 blue force tracker (BFT) uses satellite communications (SATCOM). FBCB2 is found on platforms 
down to platoon level and on key leader platforms at battalion and brigade. Current software enables 
terrestrial and BFT units to share SA. Future software will enable the exchange of some C2 messaging 
between terrestrial and BFT units.  

FBCB2-Terrestial 

3-74. FBCB2-terrestrial is part of the lower tactical Internet (TI). It uses the enhanced position location 
and reporting system (EPLRS), and the single channel ground and air radio system-advanced system 
improvement program (SINCGARS-ASIP). EPLRS is currently found on all FBCB2 equipped vehicles in 
the SBCT. Selected HBCTs have EPLRS equipped platforms down to platoon leader and platoon sergeant; 
wingmen have SINCGARS-ASIP radios utilizing sub net.  

FBCB2-Blue Force Tracker 

3-75. FBCB2-BFT uses a light band (L-band) satellite link for communications. FBCB2-BFT shares SA 
(i.e., blue position reports and geospatial reports) with terrestrial units and ABCS systems that use reach 
back tunnels found in regional operation centers. Currently FBCB2-BFT is not a secret high system and 
cannot share C2 messaging with ABCS systems. FBCB2 is authorized at IBCTs  and HBCTs down to 
platoon leader and platoon sergeant. FBCB2-BFT usually is found in IBCTs and HBCTs not associated 
with III Corps. Also, it is found in aviation units. 

SUPPORTING COMMAND AND CONTROL SYSTEMS 

Digital Topographic Support System 
3-76. The digital topographic support system (DTSS) provides automated support for terrain mapping and 
analysis, and creation of topographic products within the timeframes required by today’s Army. DTSS 
provides S3 engineer sections with the capability for geospatial data generation, collection, and 
management; geospatial information processing, presentation, and analysis; and engineer survey and map 
reproductions for C2 terrain visualization. DTSS manages the digital topographic database for ABCS. It 
also can create annotated image maps from scanned or digital imagery. 

Integrated Meteorological System 
3-77. The integrated meteorological system (IMETS) is a tactical, automated weather data receiving, 
processing, and dissemination system. It provides timely weather and environmental effects, forecasts, 
observations, and decision aid information to warfighting commanders through ABCS. Selected S2 
sections are fielded with IMETS to provide near real time weather data to conduct IPB. Additionally, 
IMETS provides information to all ABCS battlefield functional areas.  
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Tactical Airspace Integration System 

3-78. The tactical airspace integration system (TAIS) provides a digitized, integrated, and automated 
system to provide A2C2 and air traffic services (ATS). TAIS provides the ADAM section with a link to the 
Joint force air component commander’s theater battle management core systems (TBMCS) for total Army 
airspace integration into the joint fight. TAIS interfaces with joint TBMCS and civil airspace control 
agencies, and provides input to ABCS. 

Global Command and Control System - Army 
3-79. The global command and control system – Army (GCCS-A) is the interface between the tactical 
ABCS systems found at BCT and the higher levels. The system architecture links users via the secret 
Internet protocol router network (SIPRNET) for worldwide communication. GCCS-A provides COP and 
associated friendly and enemy status information. It also provides force employment planning and 
execution tools; such as, receipt of forces, intra-theater planning, readiness, force tracking, onward 
movement, and execution status. GCCS-A is not usually fielded to the BCT, but could be found there in 
contingency operations. 

Command and Control Personal Computer 
3-80. The command and control personal computer (C2PC) enables staff sections to interface with GCCS-
A using a local area network (LAN) within the CP. It depicts current locations of friendly and enemy units; 
creates, imports, and exports maps overlays; and shares overlays and message traffic. 

SECTION V – THE BRIGADE COMBAT TEAM COMMUNICATIONS NETWORK 

3-81. The BCT relies on a federation of communications networks that collectively enable battle command 
(Figure 3-4). Not all components of the network are under BCT control. The network is a critical tool in 
the BCT fight and must be robust, redundant, flexible, and adaptive to the commander. It is important that 
all BCT leadership is familiar with the capabilities and limitations of the components of the BCT 
communications network.  

Figure 3-4. BCT communications network 
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COMBAT NET RADIO 
3-82. The BCT uses combat net radios (CNR) primarily for voice C2 transmission and secondarily for data 
transmission where other data capabilities do not exist. The CNR is primarily designed around the 
SINCGARS, the single-channel tactical satellite (TACSAT), and the high frequency (HF) radio. The most 
common systems are summarized below. FM 6-02.43 provides detailed information on the CNR and 
tactical radio systems. 

SINGLE CHANNEL GROUND AND AIRBORNE RADIO SYSTEM 
3-83. The most prevalent frequency modulation radio for the BCT, battalions, and companies is the single 
channel ground and airborne radio system (SINCGARS) family of radios. SINCGARS is used for short-
range, secure voice communications. Based upon line of sight (LOS), it has a planning range of 35 to 40 
kilometers (km). Since large terrain features can block frequency modulation radios, retransmission teams 
usually are used to ensure coverage of the BCT AO.  

3-84. SINCGARS features include: 
 Very high-frequency (VHF), frequency modulation radio system. 
 Secure communications by transmitting tactical voice and data, using communications security 

(COMSEC) and frequency hopping technologies. 
 Single channel (single frequency) mode for interoperability with older radios. 

TACTICAL SATELLITE RADIOS 
3-85. The BCT is equipped with single-channel and wideband SATCOM systems. The BCT and battalion 
CPs have organic wideband SATCOM terminals that link them to the BCT wide area communications 
network. This network is used to provide critical C2 communications. Wideband SATCOM terminals (i.e., 
time division multiple access [TDMA]) usually position with main and tactical CPs to provide wideband 
capability. 

3-86. Single-channel satellite ground terminals operate in the ultra high frequency (UHF) band, and are 
available in manpack and vehicle versions. Their lightness, availability, ease of use, and interoperability 
with Army digital telephones and cryptographic systems make them valuable for mobile and covert 
operations spanning the spectrum of military missions. 

Single Channel Anti-Jam Manportable Terminal 
3-87. The single channel anti-jam manportable terminal (SCAMP [AN/PSC-11]) provides BCT CPs with a 
manportable, secure, anti-jam communications capability. It operates in stationary mode and can interface 
with mobile subscriber equipment (MSE) and CNR. SCAMP transmits and receives low rate data and 
voice in extremely high frequency (EHF) band in selectable, point-to-point broadcast modes. It can provide 
paging capability and range extension for the TI. 

Spitfire  
3-88. The Spitfire (AN/PSC-5) provides BN CPs with an advanced SATCOM system. The Spitfire is a 
single-channel, man-portable, UHF, SATCOM terminal. The Spitfire provides LOS communication and 
has embedded COMSEC. With the use of the SINCGARS Internet controller (INC), it can support beyond 
LOS extension of the TI when operating in a retransmission mode. 

Light-Band Satellite Communications 
3-89. BCTs equipped with FBCB2-BFT use commercial L-Band SATCOM to communicate between 
platforms. The hub for this satellite data traffic is a regional operations center known as a mission 
management center (MMC). There are currently three active MMCs: CONUS, Europe, and Southwest 
Asia. Each MMC uses a different satellite (i.e., INMARSAT1). 
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ENHANCED POSITION LOCATION REPORTING SYSTEM 
3-90. BCTs equipped with FBCB2-terrestial use EPLRS to provide rapid, jam-resistant, secure data 
transfer between FBCB2 systems. It provides services such as position/navigation (POS/NAV) and 
battlefield control measures (i.e., lanes, corridors) that significantly improve force operations in all tactical 
environments. The planning range for ground-to-ground communications is 3-10 kilometers between 
radios, depending on power output settings and terrain; 100 kilometers for LOS ground to air 
communications. 

3-91. EPLRS consists of a digital radio, and a network management capability (i.e., net control system 
[NCS] or EPLRS network manager), which establishes and controls the network of individual radios. 
EPLRS features include: 

 Secure, EW resistant data communications, primarily in support of ABCS. 
 C2 digital messaging, providing robust, on-the-move, high-speed, automated data exchange for 

FBCB2. 
 Near real-time position location and reporting in support of friendly (”blue") SU. 

INTEGRATED SYSTEM CONTROL 
3-92. The BCT and BN S6 sections use integrated system control (ISYSCON) version (V) 4 to provide 
communications system network management, control, and planning. The ISYSCON (V) 4, also known as 
the tactical internet management system (TIMS), provides network initialization, LAN management 
services, and an automated system to support the CNR-based wide area network. 

COMMUNICATIONS SYSTEMS SUPPORTING BATTALION AND 
BCT COMMAND POSTS 

NEAR TERM DATA RADIO 
3-93. The near term data radio (NTDR) system is the primary communications system for ABCS systems 
in the BCT. It transfers C2 and SU information and data between BCT and BN CPs. The NTDR system is 
a mobile packet radio network consisting of the NTDR and the network management terminal (NMT). The 
NTDR is a state-of-the-art, technology-based digital radio. The NTDR net provides a wireless wide area 
network (WAN) for warfighters using their ABCS host terminals located in CPs. The NTDR WAN enables 
warfighters to transmit information at high data rates between CPs, to support C2 data and imagery 
information flow. The NTDR has a range of 10-20 km, but the NTDR network covers most BCT AOs. 

Near Term DataRadio Network Management Terminal 
3-94. The NTDR NMT consists of software and hardware that are compatible with the ISYSCON. Brigade 
networks interface with other networks through back-to-back NTDRs, or through routers in the tactical 
Internet.  

Joint Tactical Radio System 
3-95. The joint tactical radio system (JTRS) is the DOD radio of choice for future radio requirements. 
JTRS will replace NTDR. The concept behind the JTRS family of radios is for all services to migrate 
toward a common type of media among warfighters, while concurrently out-pacing the growth rate of 
information exchange requirements, and eventually realizing a fully digitized operational environment. 
JTRS lays the foundation for achieving network connectivity across the radio frequency (RF) spectrum. 
The network will provide the means for low to high rate digital information exchange, both vertically and 
horizontally, between warfighting elements. Also, it will enable connectivity to civil and national 
authorities. 
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JOINT NETWORK NODE 
3-96. The joint network node (JNN) suite of equipment is the network enabler fielded to provide timely, 
network enabled support to tactical modular formations. The JNN provides BCT and BN connectivity to 
the GIG. The major components of the JNN are the network service centers (fixed, mobile, and tactical) 
and the JNN versions 1 to 3 (Figure 3-5). The network service center and JNN (V3) are found only at corps 
level. 

Figure 3-5. Typical joint network nodes 

JOINT NETWORK NODE, VERSION 1 
3-97. Primarily, the JNN (V1) is fielded to the battalion-level headquarters; but it can be used to augment 
CPs at other echelons. It consists of a support vehicle, a trailer mounted 2.4-meter satellite dish, and two 
transit cases. The JNN (V1) operates in the TDMA satellite architecture providing secret data and voice 
over internet protocol (VOIP) phone services. This architecture enables the battalion data network to 
connect into the JNN (V2) and network service centers. JNN (V1) uses Ku band SATCOM and a 
commercial very small aperture terminal (VSAT) technology. It is manportable. 

JOINT NETWORK NODE, VERSION 2 
3-98. The JNN (V2) is the communications package deployed at the BCT and division levels. The JNN 
(V2) enables independent operations and direct communication into the GIG. The JNN (V2) has voice and 
data switching equipment allowing independent operations and enabling both circuit switching and IP-
based networking. The JNN(V2) works with existing terrestrial transport (high capacity line-of-sight 
[HCLOS] and LOS), ground mobile forces (GMF), troposphere scatter, secure mobile anti-jam reliable 
tactical terminal (SMART-T), and when available, commercial Ku-band satellite or Ka-band satellite. 
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MOBILE SUBSCRIBER EQUIPMENT 
3-99. The mobile subscriber equipment (MSE) system is the forerunner of the JNN suite of equipment 
currently fielded to many BCTs. It is an area-switched communications system that relies primarily on 
LOS links that can be up to 40 kilometers apart, but can operate on a satellite network. The use of relay 
assemblages can increase the distance between LOS nodes. 

 

3-100. The MSE system provides both voice and data communications on an automatic, discrete-
addressed, fixed-directory basis using flood-search routing. The system supports both mobile and wire 
subscribers with a means to exchange C4 information in a dynamic tactical environment. A MSE network 
consists of 4 to 6 centralized node centers (NC), extended by small extension nodes (SEN) and large 
extension nodes (LEN). Subscribers connect by wire to SENs and LENs, or by radio to remote access units 
(RAU) which serve as local call switching centers.  

BRIGADE SUBSCRIBER NODE 
3-101. The brigade subscriber node (BSN) was fielded to the SBCT as the bridge from MSE to JNN. It 
provides mobile communications switches and transmission systems through the use of commercial 
switches and routers. BSN voice subscriber services use a commercial private branch exchange (PBX), 
which is a private telephone switchboard that allows both integrated service digital network (ISDN) and 
analog service. Like MSE, individual telephone numbers are assigned to each user. All services are IP 
automated systems, making the backbone transparent to the user. 

COMBAT SERVICE SUPPORT KU BAND SATELLITE COMMUNICATIONS 
3-102. The combat service support (CSS) Ku band SATCOM provides dedicated communications to the 
logisticians in the FSCs and HQ, BSB. CSS Ku band SATCOM enables the FSCs in the BCT to travel with 
their maneuver and fires battalions during combat operations, set up at the quick halt, and continue to 
provide connectivity to joint logistics through all subsequent phases of operations from SO to 
redeployment. CSS Ku band SATCOM is manportable, and uses commercial VSAT technology.  

COMMUNICATIONS SYSTEMS SUPPORTING THE BRIGADE 
COMBAT TEAM COMMAND POST 

SECURE MOBILE ANTI-JAM RELIABLE TACTICAL-TERMINAL 
3-103. The secure mobile anti-jam reliable tactical – terminal (SMART-T [AN/TSC-154]) is a high-
mobility, multipurpose wheeled vehicle (HMMWV)-mounted tactical SATCOM terminal that provides 
WAN links for the BCT to communicate with the division. It uses the military strategic and tactical relay 
system (MILSTAR) satellites for BLOS range extension. The SMART-T terminals provide military and 
commercial connectivity for data, imagery, video, and voice communications. 

AN/TSC-85/93 
3-104. The BCT uses the AN/TSC-85C and AN/TSC-93C tri-band multichannel TACSAT 
communications terminals to support JNN. They are mounted on a HMMWV and operate in the super-high 
frequency (SHF) spectrum with improved data rate capabilities. Both systems are scheduled to be replaced 
by the Phoenix (AN/TSC-156). 

TROJAN SPIRIT II 
3-105. The Trojan SPIRIT II (AN/TSQ-190) provides compartmentalized information connectivity to the 
BCT S2 and the MI CO. It provides mission critical, high capacity intelligence information via voice 
facsimile, digital traffic, and secondary imagery. The system receives, displays, and transmits digital 
imagery, weather and terrain products, templates, graphics, and text between CONUS bases and deployed 
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forces. The Trojan SPIRIT II is shelter mounted on two HMMWVs. The system's two workstations also 
enable the operators to receive and disseminate SIGINT databases and reports, and UA video. 

HIGH CAPACITY LINE-OF-SIGHT RADIO SYSTEMS 
3-106. The BCT uses the AN/TRC-190(V3) to connect the JNN(V2) with three HCLOS radio systems, 
providing a high bandwidth LOS capability when terrestrial LOS exists. The HCLOS is a terrestrial, 
microwave radio system capable of eight Mbps of data throughput. 

BANDWIDTH OPTIMIZATION 
3-107. If leaders take proactive measures, sufficient bandwidth should be available to support necessary 
staff interaction at all levels. To do this, commanders and staff should take the following measures to 
optimize bandwidth. 

 Commanders should establish clear guidance as to when information is to be sent throughout the 
network; they must pay particular attention to critical phases of an operation. 

 Involve the S6 closely in all phases of the MDMP to ensure support for IM and information 
dissemination management (IDM) priorities. 

 Send messages and data only to recipients who truly require the information. 
 Forward emails with long histories or many attachments only when necessary. 
 Enable users to download documents from a file transfer protocol (FTP) site, server, or website 

(a "pull” system) instead of sending documents directly to many recipients (a "push" system). 
 Use FTP instead of email when sending large files. 
 Use zip files or convert to Acrobat documents (PDF) instead of transmitting common 

application files (e.g., MS Word, Excel, and PowerPoint). 
 Transmit text via United States message text format (USMTF) or joint variable message format 

(JVMF) whenever appropriate. 
 Vary the suspense times for responses if several senders must reply to the same recipient; this 

prevents a large number of messages from being downloaded at the same time. 
 Anticipate periods when network activity is lowest, and establish report suspenses in such 

periods; avoid suspensing reports in high usage periods. 
 Transmit graphics, imagery, and briefing slides only when essential; if text will suffice, use it 

instead. 
 Update information (particularly imagery, such as maps) only as often as is required by the 

tactical situation. 
 Use smaller color palettes (i.e., 256 colors) to create graphics. 
 Minimize or eliminate animation; when using animation, use MPEG, Quicktime, and AVI 

formats in order of priority (e.g., use MPEG over AVI). 
 Consider sending a graphic in sections rather than as a single large image. 
 Transmit a graphic in the following priority of formats: GIF, JPEG, or BMP/TIFF; if higher 

clarity of image is necessary, reverse this priority. 
 Transmit scanned documents only if absolutely necessary; when necessary, first save them as 

PDF documents and then transmit. 
 Keep the recipients to a minimum if a large message must be sent to multiple recipients. 
 Send WAV files (i.e., sound files) in automated systemic 8- or 11-bit mono format, if possible. 
 Display the minimum essential icons by carefully using filters when defining the COP. 
 Update the COP using the longest possible time interval appropriate to the tempo and tactical 

situation. 
 Conduct video teleconferencing (VTC) via high-speed large bandwidth data transport whenever 

possible; otherwise, quality is severely degraded. 
 Do not use web pages with a lot of complexity or illustrations. 
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 Enforce net discipline; users must remember the TI is for combat operations, and not for 
personal/non-mission-related communications. 

 Establish unit SOPs that economize bandwidth usage.  
 Be brief. 

3-108. The size of an MCS overlay has a direct impact on the reliability of its transmission to FBCB2. To 
improve transmission reliability: 

 Keep overlays small and simple to increase their chances of successful transmission. 
 Keep overlay size to 20 objects or less if distributed to multiple FBCB2 addressees. 
 Consider sending a large overlay directly to one FBCB2 box (i.e., point to point), and configure 

the receiving FBCB2 bin to send it to multiple FBCB2 addressees. 

3-109. To minimize FBCB2 preventive maintenance management (PMM) crashes, consider the 
following: 

 Use the mission data loader (MDL) for the safe secure transfer of large data files. MDL is a 
tactical version of a ”thumb drive.” 

 Send all messages “Acknowledged Multicast” when possible; this means keeping the message 
size to less than 576 bytes. A free text message (FTM) can be approximately 11 lines and stay 
under the 576 byte limit. The size of an overlay message can be calculated on the overlay 
creation tab, using the "calculate" button. 

 Address a large message to only one recipient. This will cause it to be sent via Unicast. Unicast 
is a reliable delivery protocol, although it uses more communications resources than other 
delivery protocols. 
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Chapter 4 

Intelligence, Surveillance, and Reconnaissance Operations 

“You can never have too much reconnaissance. Use every means available before, 
during, and after battle. Reports must be facts, not opinions; negative as well as 
positive.... Information is like eggs: the fresher the better.” 

General George S. Patton 
Letter of Instruction, March 6, 1944 

SECTION I – INTELLIGENCE, SURVEILLANCE, AND RECONNAISSANCE IN 
THE BRIGADE COMBAT TEAM 

4-1. The BCT has organic ISR assets designed to collect information, and translate it into intelligence to 
enhance the understanding of the battlefield before ground forces are committed. The BCT and enemy both 
struggle to gain relative superiority in SU so they can use that knowledge to win tactical engagements. This 
struggle encompasses two aspects: reconnaissance operations that obtain information about the threat; and 
security operations, which include preventing the threat from gaining information about the BCT. This 
chapter focuses on reconnaissance operations; chapter 5 covers security operations. 

4-2. The heavy, infantry, and Stryker BCTs are organized to collect and analyze information over a large 
and complex OE in an accurate and timely manner. The OE covers the entire contemporary operating 
environment; from an unconventional threat to an echeloned force with modern weapons systems and sensors 
supported by national will and infrastructure. The geography in which these threats operate is comprised of 
various types of terrain; such as, complex urban sprawl, dense jungle or woodland foliage, mountains, desert, 
and infrastructures. These infrastructures can range from poor to excellent, and include roads, bridges, and 
transportation and communications networks. The BCT organization has units and sensors versatile enough to 
obtain the commander’s CCIR and other IR against all types of threat forces across the full spectrum of 
operations.  

4-3. BCTs conduct ISR operations to produce intelligence that the commander needs to develop SU of 
his battlefield and make timely decisions. ISR operations must be fully developed plans that begin during 
mission analysis, and in many cases, are continuations of a previous operation as the BCT transitions from 
one mission to the next. The ISR operation is a priority mission supported by the entire staff and 
subordinate units. These multifaceted operations collect, process, store, display, and disseminate 
information from a multitude of collection sources. Although unit (i.e., artillery) or functional (i.e., 
intelligence) “stovepipes” might still exist, distributed databases will become the primary source for 
obtaining information to produce intelligence. These databases of information may exist in higher, lower, 
or adjacent units. ISR plans must be nested from scout platoon through the BCT and division for successful 
execution of operations and maintenance of the initiative.  

4-4. ISR operations enable units to produce intelligence on the enemy, environment, and civil 
considerations needed to make critical decisions. This intelligence answers IRs developed during the 
operations process. Timely and accurate intelligence encourages audacity, and can facilitate actions that 
could negate enemy superiority in soldiers, materiel or organization. Obtaining timely and accurate 
intelligence depends on aggressive and continuous ISR. Answering CCIR requires a fully developed ISR 
plan. Producing an effective ISR plan that enables multiple, friendly COA depends on understanding the 
fundamentals of intelligence synchronization. 



Chapter 4  

4-2 FM 3-90.6 4 August 2006 

SECTION II – INTELLIGENCE SYNCHRONIZATION  

4-5. Intelligence synchronization is the application of intelligence sources and methods in concert with 
operations. Intelligence synchronization is continuous and ensures that intelligence requirements are 
answered in time to influence the commander’s decisions they support.  

4-6.  Intelligence synchronization is achieved by using the intelligence process, which is made up of five 
steps: namely, plan, prepare, collect, process, and produce. Just as the three steps of the operations process 
(plan, prepare, execute) overlap and recur as circumstances demand, so do the components of the 
intelligence process. The operations process and the intelligence process are mutually dependent. The 
operations process provides the guidance and mission focus that drives the intelligence process; the 
intelligence process provides the continuous intelligence input, which is essential to the operations process 
(Figure 4-1).  

Figure 4-1. The relationship between the operations and intelligence processes 

4-7. The many ISR assets of the BCT must be synchronized to collect information and then produce the 
intelligence the BCT requires. The result is a continuous feed of relevant information that enables the 
commander to gain SU and make timely decisions. The BCT S3, along with the BCT ISR working group, 
coordinate and organize the sensors and capabilities of the BCT to accomplish this. The RS role is to 
obtain information for the BCT commander, answering his CCIR. This information gathering also assists 
the BCT S2 in confirming or denying the current intelligence estimate. All the organic, adjacent, higher, 
and JIM collection assets help to form the COP. The BCT S2 takes this information, analyzes it, and gives 
the BCT commander refined intelligence with which to make decisions. The MI CO supports the BCT S2 
in collection, planning, and data analysis. MI CO assets, such as UAs, Prophets, and human intelligence 
(HUMINT) teams conduct collection for the BCT and may be task organized to the RS. 

SECTION III – REQUIREMENTS MANAGEMENT PROCESS  

4-8. The requirements management process is an integrated process that defines what information is 
required; determines the best method to collect that information; allocates assets to gather that information; 
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disseminates intelligence derived from analyzed information; assesses the value of the intelligence; and 
ultimately repeats the cycle (Figure 4-2). This process involves the entire BCT staff, the RS staff, and other 
BCT units.  

Figure 4-2. Requirements management process 

STEPS IN THE PROCESS 

STEP 1: DEVELOP REQUIREMENTS 
4-9. The BCT commander and staff develop IR to answer uncertainties about the enemy or environment 
to conduct planning or execution. The staff develops IR during mission analysis and wargaming as part of 
the MDMP. One result of the MDMP is linking the situation and event templates with NAIs and target 
areas of interest (TAI) that are linked to decision points (DP) for the commander. The commander 
approves selected IR as his CCIR for his DPs. These NAIs, TAIs, and DPs are expressed on the decision 
support template (DST). They link the information that the commander needs to know, with the 
geographical location where the information may be found, and the time the information is likely to be 
available (based on the event template). The BCT subsequently receives specific reconnaissance and 
surveillance taskings from the division. Finally, they may have specific requests for information (RFI) 
from subordinates and adjacent units. Placed together, these IR drive ISR operations. 

4-10. Regardless of the source, each IR should specify: 
 WHAT (activity or indicator). 
 WHERE (NAI or TAI). 
 WHEN (time the indicator is expected to occur and the latest time the information is of value 

[LTIOV]). 
 WHY (justification – what the IR is linked to). 
 WHO (who needs the results). 
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4-11. As all of the IRs and PIRs are gathered, they are sorted to eliminate redundant requirements, and 
prioritized to assist in allocating resources. The commander then re-evaluates each requirement and 
finalizes his CCIR. This is a continuous process, as a given CCIR is answered or the operational situation 
changes, other CCIR are usually generated. 

4-12. Ideally, each IR is detailed and specific enough to facilitate collection. Once the commander 
approves the IR, the IR is broken down into indicators. Finally, specific information requirements (SIR) are 
developed to ask very specific questions about indicators. These indicators are tasked to collectors and, 
taken together, they answer the larger question. (Figure 4-3) For example: one of the BCT commander’s 
CCIR is, “Will the enemy threaten to interfere with locally held elections?” This is a sufficiently broad 
question that many indicators could lead to its answer. SIR to support the CCIR might include: 

 Will enemy units of 3-5 personnel enter NAIs 11, 12, and 13 between 300400SEP and 
300700SEP? 

 Are there recent changes in alliances or the balance of power of the major power players within 
the region (e.g., tribal leaders and political candidates)? 

 Identify any significant activity by key individuals who could benefit from delays or disruptions 
of the elections. 

Figure 4-3. ISR task development process 
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STEP 2: DEVELOP THE INTELLIGENCE SYNCHRONIZATION PLAN 
4-13. After identifying the SIR that answers the CCIR and other IR, the BCT begins to develop the 
intelligence synchronization plan (ISP). The ISR working group, led by the BCT S2, uses the CCIR and 
reconnaissance guidance to prioritize IR and synchronize collection efforts. This collaborative effort results 
in an ISR tasking matrix to task organic assets, request support from higher HQ, and recommend tasking to 
subordinate echelons. The staff then assesses available information to determine whether some IRs may 
have already been answered. Then it begins to match requirements with specific collection assets based on 
the factors of: 

 Availability. 
 Capability. 
 Vulnerability. 
 Performance History. 

4-14. The ISR working group then determines what assets can potentially collect information for each 
requirement. They develop the collection strategy taking into account the concepts of: 

 Cueing.  
 Redundancy. 
 Mix. 
 Integration. 

4-15. Once an asset is chosen to collect information for an IR, planners turn the SIR into a task to a 
subordinate unit. This task is a directive statement that tailors the reporting criteria to the collection 
capabilities of the tasked unit. For example: 

 A SIR might ask: “Will the enemy interfere with the regional oil plant repair?” 
 An ISR task to a scout team might state: “Report the passage of individuals into and out of the 

terrorist sanctuary in NAI 6 between 200800 and 300200SEP. LTIOV: 300400SEP.” 
 An ISR task to a Prophet team might state: “Report any increased level of communications 

between key suspected terrorist leaders operating in NAI 8 between 200600 and 300200SEP. 
LTIOV. 300600SEP. 

4-16. Usually, ISR assets are found in the RS, but ISR assets in other units will likely be tasked. These 
could include subordinate organic or attached units: 

 BSTB MI CO (UA, Prophet, ground surveillance radar [GSR]). 
 BSTB HHC (CBRN reconnaissance and MP teams). 
 Fires battalion (Q36 and Q37[AN/TPQ36/37] radars). 
 Maneuver battalion (scouts). 
 CA units. 

STEP 3: DEVELOP THE INTELLIGENCE, SURVEILLANCE, AND RECONNAISSANCE PLAN 
4-17. The primary means of tasking collection units is through use of an ISR plan. The BCT could issue 
the ISR plan as part of the completed BCT OPORD. However, the need to win the battle for information 
imposes a very limited time constraint. In such cases, the BCT could issue ISR taskings as early as the 
initial WARNO; this would give the BCT more time to achieve the effect of reconnaissance pull. 
Fragmentary orders (FRAGO) are used to retask assets that are already conducting operations, and to 
adjust execution as requirements and priorities change. (Section III provides additional guidance on 
preparation of the ISR plan.) 

4-18. The ISR plan is only one portion of the overall BCT concept of operations. The staff must consider 
how the ISR plan impacts the scheme of maneuver, and must integrate those ISR effects. The time to begin 
deconflicting ISR and maneuver plans is not later than (NLT) COA development; that is, do not wait until 
COA analysis (wargaming). 
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4-19. The S2 sends IR to higher HQ in the form of a RFI and ensures that the status of those requests is 
tracked and answered to support the CCIR. In addition, the S2 uses intelligence reach to obtain information 
directly related to CCIR and other IR. Intelligence reach can preclude unnecessary tasking or risk to limited 
ISR assets, and can be coordinated with adjacent units, higher echelons, and national agencies. Examples 
of this intelligence reach are: a battlefield surveillance brigade (BFSB), airborne warning and control 
system (AWACS), HN, SOF, and national agency databases. 

Tactical Risk Assessment 
4-20. The commander must consider whether the gathering of CCIR is worth the risk of compromising 
EEFI. This is often the case during forcible entry (drop zone [DZ]) and air assault (landing zone [LZ]) 
operations, or in surveillance of the maneuver objective. Commander emphasis on EEFI might cause 
conflicts with the ISR plan. This requires that the commander make a tactical risk assessment, and may 
cause him to change his CCIR.  

4-21. By the nature of their missions, ISR assets must be placed where they might be lost to enemy action. 
The BCT commander makes the decision whether the intelligence to be gained outweighs the risk to the 
ISR asset. 

STEP 4: DISSEMINATE INFORMATION GATHERED 
4-22. Planners determine who needs each piece of information and the best means of transmitting that 
information for analysis. For example, information regarding a TAI should go to the S2, S3, S7, fires 
section, and brigade aviation element (BAE) to determine if it meets targeting requirements. The S3/XO 
must determine if the information is worthy of giving to the commander, or if the staff should refine it into 
intelligence first. The collection plan and unit SOP should detail the procedures to properly disseminate 
relevant information using FBCB2, FM radio, and other methods. It should also detail who needs to do 
what level of analysis before passing the refined information to higher HQ. The goal of this process is to 
get analysis done quickly, and to get CCIR answers to the commander so he can make informed, timely 
decisions. 

STEP 5: EVALUATE REPORTING 
4-23. As the operation continues, the S2 section tracks the status of each ISR task, analyzes SIR, and 
ultimately answers CCIR. The S2 pays particular attention to which assets are not producing the required 
results, which may result in changes to the IR or adjustments to the ISR plan. During execution, the staff 
assesses the value of the information from collection assets, and refines ISR tasks to fill information gaps. 

STEP 6: UPDATE INTELLIGENCE, SURVEILLANCE, AND RECONNAISSANCE OPERATIONS 
4-24. As with all operations, the ISR plan rarely survives contact with the enemy, and requires adjustment 
during execution. The following factors could result in changes to the collection plan: 

 A CCIR is satisfied or overcome by events, and frees an ISR asset for other operations. 
 A single ISR asset has unexpected success, freeing redundant assets for other operations. 
 The collection manager receives information that requires confirmation. This leads to a new 

tasking or retasking of an operational asset. 
 The timing of the operation has become desynchronized requiring modification of LTIOV or 

changes to prioritization. 
 The commander generates new CCIR as the COA evolves and the threat situation develops. 
 A change to the enemy situation (i.e., the enemy follows an unexpected COA). 
 Higher HQ directs the BCT to begin an unplanned operation. 
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SECTION IV – INTELLIGENCE, SURVEILLANCE, AND RECONNAISSANCE 
CONSIDERATIONS 

COMMANDER’S INTELLIGENCE, SURVEILLANCE, AND 
RECONNAISSANCE DECISIONS 

4-25. The BCT commander has several ISR-related decisions he should make for a new mission, a 
continuation of a current operation, and/or for an anticipated transition. Generally, these decisions are 
covered in the BCT SOP, and usually are issued in the commander’s planning guidance. These decisions 
include: 

 The degree of collaborative ISR planning between the BCT and RS staffs. 
 When to issue the ISR plan and with which order (WARNO #2 or OPORD). 
 When to rest and refit ISR assets. 

COLLABORATIVE INTELLIGENCE, SURVEILLANCE, AND RECONNAISSANCE PLANNING 
4-26. Generally, the BCT staff collaborates with the RS to develop the BCT ISR plan. The BCT 
commander decides to what degree he wants his primary collector, RS, involved in BCT-level ISR 
planning. He has three basic choices:  

 If RS and BCT CPs are collocated or close to each other, then squadron personnel can be 
involved easily.  

 If the RS is executing an operation and its CP is located far from the BCT main CP, member(s) 
of the RS staff could move to the BCT main CP to assist in planning and serve as a LNO. 

 The RS staff may participate collaboratively through a variety of FM radio or ABCS methods. 

4-27. The BCT staff may develop the plan with no direct RS input under extreme circumstances, but this 
should be the rare exception. 

ISSUING THE INTELLIGENCE, SURVEILLANCE, AND RECONNAISSANCE PLAN 
4-28. The commander should decide when and how he wants to issue the ISR plan. Once he has developed 
his CCIR, the commander must decide how soon he wants ISR assets to start collecting, and how much (or 
little) synchronized planning he is willing to accept before ISR execution. Factors that impact this decision 
include: current status/capability of the BCT collection assets; availability of non-BCT collection assets to 
collect BCT IR; and level of integration required with the overall brigade scheme of maneuver.  

4-29. The commander should issue the ISR plan with a WARNO upon completion of mission analysis. 
This enables the BCT commander to begin the ISR effort early to help refine planning for the BCT scheme 
of maneuver. Other considerations for issuing the ISR plan include the following: 

• After COA approval. The commander delays the ISR effort to ensure synchronization with the 
scheme of maneuver. The commander uses this method when time constraints do not require ISR 
assets to be positioned early during planning.  

• Totally separate from a BCT order. The commander often uses this method during continuous 
operations or after the higher HQ issues a WARNO for a follow-on mission. 

• Earlier ISR plans generally mean more frequent FRAGOs. If the commander issues the ISR plan 
prior to finalizing the BCT OPORD, it is more likely the ISR plan will require FRAGOs to support the 
refined maneuver plan. 

RESTING AND REFITTING INTELLIGENCE, SURVEILLANCE, AND RECONNAISSANCE ASSETS 
4-30. The third decision the commander must make is when to rest and refit his collection assets. The 
commander must think this decision through early, and build it into the overall concept of operations. It 
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could be part of the BCT battle rhythm, or could be done internal to the ISR unit’s plan. If the latter, the 
BCT’s ISR plan must account for available troops to task at a given time. Coordination with higher HQ is 
critical for the timing of the BCT battle rhythm, as requests for alternate reconnaissance and surveillance 
elements to provide necessary BCT coverage take time to coordinate. As another option, the commander 
may have redundant means of coverage within the BCT to conduct a reconnaissance handover (RHO) with 
his primary collectors.  

COMMANDER’S INTELLIGENCE, SURVEILLANCE, AND 
RECONNAISSANCE GUIDANCE 

4-31. The organization for modular BCTs was crafted to incorporate the “Quality of Firsts” concept; that 
is, see first, understand first, act first, and finish decisively. To do this, ISR must begin as early as possible, 
with more direct and early involvement by the commander to focus his staff and execute units during the 
process. Guidance should be pushed forward early and refined later. The BCT’s MDMP begins with the 
receipt of a new mission. Usually, this new mission is part of the initial WARNO from the division. The 
initial WARNO sent by the BCT should provide the following information for ISR planning to begin: 

 Division mission and concept of the operation. 
 Division commander’s intent. 
 BCT reconnaissance objective. 
 CCIR and other IR. 
 Reconnaissance guidance – focus, tempo, and engagement criteria. 
 Specified reconnaissance tasks. 

RECONNAISSANCE PULL VERSUS RECONNAISSANCE PUSH 

Reconnaissance Pull 
4-32. Reconnaissance pull represents any of various methods of reconnaissance in which the commander 
deliberately refrains from committing to a specific plan or COA prior to deployment of reconnaissance 
elements. The commander and staff develop an integrated ISR plan designed to yield information on the 
most tactically advantageous way to maneuver the BCT. Reconnaissance is focused on collecting 
information on enemy strengths and weaknesses that are critical in formulating the future plan or COA. 

4-33. Upon discovering enemy strengths and weaknesses, reconnaissance essentially “pulls” the BCT 
maneuver battalions along the path of least enemy resistance into positions of marked tactical advantage. 
Success is predicated on all maneuver units fully understanding the commander’s intent; this mutual and 
common understanding is the “glue” that holds the BCT together in a decentralized, rapidly changing 
modality. Weaknesses are often discovered in the very midst of execution, necessitating an ability to shift 
rapidly and alter schemes of maneuver to exploit opportunities. These improvised modifications, however, 
have to be executed IAW the commander’s intent. Reconnaissance pull knowingly emphasizes opportunity 
at the expense of a detailed, well-rehearsed plan and unity of effort. 

Reconnaissance Push 
4-34. Reconnaissance push emphasizes a detailed plan prior to deployment of reconnaissance assets. A 
detailed ISR plan is developed initially to focus the reconnaissance effort on an evolving, maneuver COA 
(or several COAs) prior to the deployment of reconnaissance. As reconnaissance is deployed, commanders 
and staff begin work on one or more plans or COAs with the intention of refining these evolving plans as 
reconnaissance yields relevant combat information. Results of the reconnaissance effort, which tends to be 
broader and more extensive over a longer period of time, continue to be fed back to the BCT and squadron. 
There, commanders and planners, already actively engaged in MDMP, continue to update the evolving 
plan(s). Refinements are made until available planning time is exhausted. The plan is then disseminated 
and rehearsed by subordinates. 
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4-35. In reconnaissance push, however, the detailed plan often encompasses several viable branches or 
COAs that are triggered by decision points. These branches are understood by leaders at all levels, and are 
well rehearsed. As the BCT deploys, the reconnaissance effort shifts to two other purposes: 

 Providing decision point (DP) trigger criteria information to facilitate the commander’s 
decisions to adopt planned branches. 

 Finding previously undiscovered surfaces and gaps on which the BCT can capitalize with 
greater success outside of preplanned branch plans. 

INTELLIGENCE, SURVEILLANCE, AND RECONNAISSANCE 
WORKING GROUP 

4-36. The ISR working group is a temporary grouping of designated staff representatives who coordinate 
and synchronize the ISR process, and provide recommendations to the commander. The ISR working 
group usually includes: 

 BCT XO (chairs the meeting). 
 BCT S3 (alternate chair). 

 ENCOORD representative. 
 ADAM/BAE representative. 

 BCT S2. 
 FSCOORD. 
 BCT S7. 
 C4 cell representative. 
 BCT S9. 
 Sustainment cell representative. 
 Subordinate unit representatives (if available). 

 Fires battalion S3 and S2. 
 Reconnaissance squadron S3 and S2. 
 Maneuver battalion S3 and S2. 
 MI CO commander/collection manager. 

 SOF representative (if available). 

INTELLIGENCE, SURVEILLANCE, AND RECONNAISSANCE WORKING GROUP MEETINGS 
4-37. ISR meetings integrate the ISR process into other BCT processes. The meeting allocates ISR assets 
to gather information for CCIR; verifies and updates the ISR tasking matrix; and ensures support by each 
WFF for each ISR asset.  

4-38. The ISR meeting is a critical event in the BCT’s battle rhythm. It must be integrated effectively into 
the BCT’s battle rhythm to ensure the ISR collection effort provides focus to operations, rather than 
disruption of operations.  

4-39. Preparation and focus are essential to successful BCT ISR meetings. Each representative must come 
to the meeting prepared to discuss available assets, capabilities, limitations, and IR related to his staff area.  

4-40. The BCT S3 must be prepared to provide the following information: 
 Current friendly situation.  
 Current CCIR. 
 ISR assets available.  
 Requirements from higher HQ (including recent FRAGOs or taskings).  
 Changes to the commander’s intent.  
 Changes to the task organization.  
 Planned operations.  
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4-41. The BCT S2 must be prepared to provide the following: 
 Current enemy situation.  
 Current ISR plan.  
 Planned enemy course of action (ECOA) SITEMP tailored to the time period discussed.  
 Collection assets available and those the S2 must request from higher HQ.  

INTELLIGENCE, SURVEILLANCE, AND RECONNAISSANCE PLANNING CONSIDERATIONS 
4-42. The ISR working group must consider several factors when developing the ISR plan: 

 The requirement for ISR assets in follow-on missions (i.e., RS mission during close fight). 
 The amount of time BCT planners will have to refine the ISR plan during the execution of 

current operations. 
 Modifications to the MDMP that might overlap ISR planning with COA development. 
 Risk the commander is willing to accept if ISR efforts are begun before the ISR plan is fully 

integrated with the scheme of maneuver. 
 Use of dismounted ISR assets, to include insertion methods, movement once committed, and 

extraction methods.  
 Locations of C2 nodes (i.e., proximity of the BCT command group and the RS CP).  
 Locations of FS assets (i.e., positioned to support ISR vs. counter-fire vs. main battle area 

[MBA]). 
 RHO between the BCT and higher HQ assets, or between the RS and maneuver battalions. 
 Sustainment support, to include CASEVAC, resupply, and vehicle recovery. 
 Counter-reconnaissance plan.  

INTELLIGENCE, SURVEILLANCE, AND RECONNAISSANCE PLAN 
ATTACHMENTS 

INTELLIGENCE, SURVEILLANCE, AND RECONNAISSANCE OVERLAY 
4-43. The ISR overlay expresses the ISR plan in graphic form. Some of the control measures may be 
determined by subordinate ISR units instead of the BCT; if so the BCT must consolidate them as soon as 
the unit completes its planning. If it is transmitted over digital systems it might need to be broken into 
component parts to speed transmission and reduce clutter. For example, it could be broken into one overlay 
showing the basic operational graphics and boundaries, one showing infiltration graphics, and one showing 
sensor locations and range fans (Figure 4-4). Typical items on the overlay include the following: 

 Friendly boundaries and phase lines (PL). 
 RHO lines. 
 NAI / TAI.  
 Limits of advance (LOA) and limits of reconnaissance (LOR). 
 Counter-reconnaissance areas. 
 FSCM. 
 Graphics depicting zone, area, or route reconnaissance. 
 Routes, start points (SP), release points (RP), infiltration lanes, and checkpoints. 
 Primary and alternate OP locations. 
 Ambulance exchange points (AXP) and logistics release points (LRP). 
 Planned or existing obstacles. 
 Scan sectors for sensors. 
 UA flight paths. 
 Retransmission locations. 



Intelligence, Surveillance, and Reconnaissance Operations 

4 August 2006 FM 3-90.6 4-11 

 

Figure 4-4. ISR overlay 

ENEMY SITUATION TEMPLATE 
4-44. The S2 develops an enemy SITEMP for the ISR operation that focuses on the enemy’s 
reconnaissance and counter-reconnaissance efforts. The S2 designs the enemy SITEMP to aid in planning 
friendly infiltration and survivability by identifying enemy actions that will impact friendly reconnaissance 
efforts (Figure 4-5). It also includes enemy main body activities; this information keeps the reconnaissance 
unit focused on the reconnaissance objective.  



Chapter 4  

4-12 FM 3-90.6 4 August 2006 

4-45. The enemy SITEMP should depict: 
 Locations of known and suspected enemy locations. 
 Suspected enemy boundaries. 
 Likely enemy reconnaissance and infiltration routes with time phase lines (TPL). 
 Likely enemy OPs and patrols. 
 Enemy mortar and artillery locations and range fans. 
 Enemy air defense locations and range fans.  
 Known and templated obstacles. 
 Stability and urban operations that will require significant information on the civilian 

population. 

Figure 4-5. Situation template 

INTELLIGENCE, SURVEILLANCE, AND RECONNAISSANCE TASKING MATRIX 
4-46. The ISR tasking matrix is used to plan and direct the collection effort. At BCT and battalion levels, 
the ISR tasking matrix is very informal. It may consist of a list of available collection means, plus brief 
notes or reminders on current intelligence requirements and specific information to collect.  
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4-47. Figure 4-6 provides an example of the ISR tasking matrix. The first column shows the priority of 
each requirement and depicts which ones are the commander’s CCIR. The second column provides the 
asset with the NAI number and grid coordinates. The start/stop column provides the times the NAI is 
active. The fourth column lists the SIR that describes exactly what to look for. The next set of columns lists 
the actual assets tasked to conduct each mission. The planner can task multiple assets by placing an “X” 
where appropriate in these columns. The coordination column lists points of contact (POC) for 
coordination. The final column details specific reporting requirements or special instructions. 

Figure 4-6. Example ISR tasking matrix 

4-48. It is critical that as the BCT’s scheme of maneuver becomes refined (usually after wargaming); 
planners reevaluate the ISR plan to determine if the plan needs any modification. The BCT ISR plan results 
in numerous assets across the brigade that conducts ISR collection in support of operations. To properly 
task units or assets in the ISR plan, the fundamentals of reconnaissance operations must be fully considered 
in ISR planning. The S3 needs a clear picture of the unit’s availability, capability, vulnerability, and 
performance. To develop an accurate troop task assessment, the S3’s “picture” should represent these 
characteristics as they are expected to be for mission execution. This assessment, coupled with the CCIR 
and time requirements, drives the ISR plan. 

4-49. Once the BCT S3 has consolidated ISR graphics from executing units, the staff must quickly ensure 
that the ISR plan and the BCT order remain synchronized. The BCT commander must be prepared to 
FRAGO his ISR assets to adjust to changes in the enemy and or friendly situation. 

SECTION V – RECONNAISSANCE OPERATIONS 

RECONNAISSANCE FUNDAMENTALS 
4-50. To plan and perform successful reconnaissance operations, the BCT keeps seven reconnaissance 
fundamentals in mind. 

 Ensure continuous reconnaissance.  
 Orient on the reconnaissance objective. 
 Do not keep reconnaissance assets in reserve. 
 Gain and maintain contact. 
 Develop the situation rapidly. 
 Report all information rapidly and accurately. 
 Retain freedom of maneuver. 

RECONNAISSANCE OBJECTIVES 
4-51. The BCT bases its reconnaissance objectives on the PIR established by the commander. 
Reconnaissance objectives prevent wasted effort and time on areas that are not important to the planning 
and decision cycle. The RS generally focuses on BCT CCIR, enabling the BCT commander to shape and 
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conduct the decisive operation. Battalion ISR assets answer CCIR for their commanders. As a secondary 
effect, the RS may also answer battalion IR. 

RECONNAISSANCE GUIDANCE 
4-52. Reconnaissance operations require the commander to provide specific guidance to the 
reconnaissance force. The commander’s guidance for reconnaissance includes focus, tempo, and 
engagement and disengagement criteria. This guidance is an extension of the commander’s intent and is 
designed to focus the reconnaissance commander’s efforts in relationship to the brigade. 

Focus 
4-53. Reconnaissance focus is an expression of what types of information the brigade commander is most 
concerned with. It enables reconnaissance leaders to prioritize taskings and narrow their scope of 
operations. Reconnaissance focus is generally linked to answering a commander’s CCIR, supporting 
targeting, and filling additional voids in relevant information. An operation may have a terrain focus in 
which status of routes, bridges, and obstacles are more important than the threat. Conversely, the operation 
may focus on the threat; that is, locating the enemies’ security zone, main body, and reserves are essential. 
The commander usually chooses one of the following as the focus for his reconnaissance objective: 

 Threat. 
 Society. 
 Infrastructure. 
 Terrain. 

Tempo 
4-54. The commander establishes the time requirements he envisions for the reconnaissance force, and 
expresses them in order, describing the degree of completeness, covertness, and potential for engagement 
that he is willing to accept. Table 4-1 illustrates the relationships between the terms used to describe the 
reconnaissance tempo. 

Table 4-1. Tempo of reconnaissance 

Aggressive. Implies broad-based engagement 
criteria. 

from
/to 

Discreet. Conducted with minimal engagement 
criteria. 

Forceful. Mounted faster-paced operations in which 
Soldiers are prepared to engage the threat, and are 
not as concerned with being observed. 

from
/to 

Stealthy. Undetected, time-consuming, 
dismounted operations that minimize chance 
contact and/or Soldiers being observed. 

Rapid. Focus the Soldiers on a few key pieces of 
information required by the commander. 

from
/to 

Deliberate. Slow, detailed, broad-based 
operations in which Soldiers accomplish a 
number of tasks. 

 
4-55. Subordinate commanders use this guidance and refine it for their subordinate units. For example, an 
RS commander may give each of his troops mission-specific tempo guidance that collectively achieves the 
BCT commander’s intent and desired effects. 

Engagement Criteria 
4-56. The commander establishes the size or type of enemy forces he expects his reconnaissance forces to 
engage, and at the expected level of force. This helps the reconnaissance commander to plan direct and 
indirect fires, as well as establish bypass criteria. When the reconnaissance force is augmented with combat 
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systems, it is particularly important to conduct reconnaissance in force, or to conduct security operations. 
The commander establishes the conditions that require the reconnaissance force to remove themselves from 
direct fire contact. 

FORMS OF RECONNAISSANCE 
4-57. There are four forms of reconnaissance: route, zone, area, and reconnaissance in force. The brigade 
commander uses one of these forms to logically group SIRs and tasking into missions for subordinate 
commanders. The four forms of reconnaissance refine the scope of the commander’s mission further, and 
give it a spatial relationship. The BCT, as part of division operations, may be assigned reconnaissance 
missions. The CCIR and specified tasks dictated by higher HQ usually refine the associated tasks listed 
below. The commander must think through the tasks he wants his reconnaissance and surveillance (R&S) 
to conduct, and ensure he task organizes appropriately. For instance, if he wants them to conduct clearance 
of obstacles, the R&S might require engineers and additional maneuver forces (because obstacles are 
generally overwatched by an enemy force).  

ROUTE RECONNAISSANCE 
4-58. A route reconnaissance is an operation focused on obtaining detailed information on a specific route 
and all adjacent terrain from which the threat could influence the route. The route may be a road or an axis 
of advance. Route reconnaissance is performed to ensure the route is clear of obstacles and threat, and that 
it will support planned movement. A route reconnaissance may be performed as part of an area or zone 
reconnaissance. There are several critical tasks associated with a route reconnaissance: 

 Determining the trafficability of the route. 
 Locating threat forces that can influence movement on the route. 
 Identifying lateral routes in the area of responsibility. 
 Conducting bridge classification. 
 Identifying overpasses, underpasses, and culverts that might restrict access. 
 Clearing or locating bypasses to any defiles. 
 Locating mines, obstacles, or barriers. 
 Locating bypasses around built up or contaminated areas. 

AREA RECONNAISSANCE 
4-59. An area reconnaissance is a directed effort to obtain detailed information concerning the terrain or 
threat activity within a prescribed area of interest. The BCT conducts area reconnaissance by maneuvering 
elements through the area, or by establishing OPs within or external to the area of interest. See below for 
critical tasks associated with an area reconnaissance. 

ZONE RECONNAISSANCE 
4-60. A zone reconnaissance is a directed effort to obtain detailed information concerning all threat forces, 
routes, obstacles, and terrain within a zone that has been defined by boundaries. The BCT assigns a zone 
reconnaissance when the situation is vague, or when it needs information about cross-country trafficability. 
This form of reconnaissance is appropriate when previous knowledge of the terrain is limited or when 
combat operations have altered the terrain. The reconnaissance may be threat oriented or terrain oriented. A 
zone reconnaissance is deliberate and time consuming.  

4-61. Critical tasks associated with zone and area reconnaissance are: 
 Determine location and strength of enemy forces. 
 Reconnoiter terrain for its impact on the operation. 
 Locate and determine the extent of contaminated areas. 
 Locate bypasses to all natural or manmade obstacles. 
 Classify all bridges, underpasses, overpasses, and culverts. 
 Conduct route reconnaissance as required. 
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RECONNAISSANCE IN FORCE 
4-62. A reconnaissance in force is a deliberate combat operation designed to discover or test the enemy’s 
strength, dispositions, and reaction, or to obtain other information. A commander uses a reconnaissance in 
force when the enemy is known to be operating within an area, and the commander cannot obtain adequate 
intelligence by other means. A unit may also conduct a reconnaissance in force in restrictive terrain where 
the enemy is likely to ambush smaller reconnaissance forces. A reconnaissance in force is an aggressive 
reconnaissance, conducted as an offensive operation in pursuit of clearly stated CCIR. The overall goal of a 
reconnaissance in force is to determine enemy weaknesses that can be exploited. It differs from other 
reconnaissance operations because it is usually conducted only to gain information about the enemy, and 
not the terrain. The RS requires significant augmentation with combat elements to conduct a 
reconnaissance in force. Specific tasks include: 

 Penetrate the enemy’s security zone to determine its size and depth. 
 Determine the location and disposition of enemy main positions. 
 Attack the enemy main positions to cause the enemy to react with local reserves, counterattack 

forces, FS assets, or specific weapons systems. 
 Determine weaknesses in enemy dispositions that can be exploited. 

RECONNAISSANCE HANDOVER 
4-63. Reconnaissance handover (RHO) is the process of transferring information and/or responsibility for 
observation, or surveillance of potential enemy contact, or an assigned area from one element to another. It 
may cover a sector/zone, NAI, TAI, and/or threat contact. RHO can involve visual, electronic, or digital 
observation and information sources in any number of combinations. RHO is usually associated with a 
designated reconnaissance handover coordination point, or a PL designated as a reconnaissance handover 
line. 

4-64. RHO shares many critical tasks with battle handover, including relief in place, linkup, and passage of 
lines. Unlike battle handover, however, RHO can take place without being in combat or being within threat 
direct fire range. Instead, it focuses on planning, preparing, and executing the seamless passage of 
information, threat contact, or an assigned NAI—and the related responsibility for it—from one element to 
another without loss of contact. 

PLANNING 
4-65. Responsibility for planning and coordinating RHO usually passes from higher to lower units. 
Planning may take place before operations, or it may be conducted during operations as part of a change of 
mission. When planning is conducted before an operation, the developing ISR plan is analyzed to 
determine which elements may be required to conduct RHO, and where the handover may take place. Once 
this is determined, RHO locations and/or criteria are coordinated with higher headquarters as applicable. 
Control measures related to RHO are then added to other graphic control measures to aid in C2. 
Abbreviated planning steps are as follows: 

 Coordinate redundant surveillance to assist in maintaining enemy contact during RHO. 
 Coordinate RHO location and criteria with higher headquarters. 
 Coordinate a communications plan between units. 
 Coordinate indirect fires and exchange FS information. 
 Exchange ISR plans. 
 Identify and coordinate for target handover, as needed. 
 Coordinate control measures to facilitate RHO. 
 Select contact points or linkup points to collocate CPs. 
 Coordinate transfer and acceptance of C2 between units. 
 Be prepared to integrate nondigital units into the communications plan. 
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PREPARATION 
4-66. In the preparation phase, coordination begins as RHO requirements between units are identified. The 
BCT develops the communications plan between the units to minimize friction when a planned change 
between observers is executed. To prevent fratricide, the squadron establishes recognition signals, 
including pyrotechnics, armbands, vehicle markings, panels, colored smoke, distinctive light patterns, 
and/or passwords. Rehearsals are of paramount importance before execution of any plan. During 
rehearsals, elements and/or units confirm and practice RHO coordination to ensure clarity and 
understanding. 

4-67. Indirect fires are coordinated and FS information is exchanged between units, to include available 
assets, FSCM, critical friendly zones (CFZ), preplanned targets, final protective fire (FPF), and smoke 
missions. 

4-68. In addition to the RS, all other battalions, including the BSTB and the BSB, must receive copies of 
the BCT ISR plan after the plan is developed and approved. Because all BCT elements have their own 
reconnaissance requirements within the BCT AO, they must understand how their particular IR relates to 
those of the squadron. This exchange also helps leaders at all levels to understand how higher IR may 
fulfill the IR of lower units or passing units, therefore minimizing redundancy. 

4-69. The BCT identifies and coordinates the requirements for target handover (engagement criteria). It 
also designates the maneuver unit that will interdict the target if it meets or exceeds the RS’s engagement 
criteria. If the BCT designates a maneuver battalion in the plan to destroy a target with which the RS has 
gained contact, a forward passage of lines (FPOL) may be coordinated to support the attack. Rehearsal of 
RHO ensures clarity of purpose among the RS, the maneuver battalions, and the BCT. 

EXECUTION 
4-70. During a planned RHO, liaison between elements may involve collocating their TAC CPs or 
command groups to facilitate C2. Units should always attempt to establish face-to-face liaison. In an 
unplanned handover or if face-to-face liaison is not possible, the RS CP must establish a reliable digital 
and/or voice linkup to exchange critical information. 

4-71. Once the required information is exchanged, the units must confirm that RHO is complete. RHO 
completion is based on specified criteria. If a target is being handed over, the criteria should require the 
accepting unit to acquire the target before handover is complete. The RS might then be required to support 
the unit accepting the RHO by executing the responsibilities of the stationary unit in an FPOL or relief in 
place. If follow-on forces are conducting an attack, the squadron can facilitate the operation by conducting 
reconnaissance pull and by executing targeting, to include previously coordinated indirect fires. 

INTEGRATED RECONNAISSANCE OPERATIONS 
4-72. Reconnaissance operations “operations:integrated reconnaissance”must be nested with higher, lower, 
and adjacent units to provide a coordinated and integrated effort. ISR plans are collaborative efforts that 
support CCIR. Planning includes coordinating RHO from the higher HQ to the BCT, and from BCT to 
battalion (both RS and maneuver). During planning and liaison with the division, the BCT ensures that the 
width and depth of their assigned reconnaissance AO are suitable for its ISR capabilities. The BCT 
develops NAIs to assist in focusing assets; either to discern ECOAs and disposition of forces, or to gain 
information about the environment. 

SECTION VI – INTELLIGENCE, SURVEILLANCE AND RECONNAISSANCE 
RELATED STAFF AND ORGANIZATIONS 

4-73. The BCT has been organized with significant ISR capability inherent in its organic units. Within the 
BCT, the ISR assets are within the RS and MI CO. The BCT staff also has been organized to assist the 
commander in managing these ISR assets. The following describes the capabilities and potential uses of the 
systems usually found within the BCT task organization. Note that the factors of METT-TC affect many of 
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the capabilities listed. Consequently, these capabilities might require adjustment when used in extreme 
weather, terrain, or against very well or very poorly trained adversaries. Depending upon the METT-TC of 
an operation, the BCT’s ISR operations may be augmented by capabilities within the division. 

Note. The assets described below reflect HBCTs, IBCTs, and SBCTs at the time this manual 
was written. Further change may occur after publication of this manual.  

BRIGADE COMBAT TEAM STAFF 

BRIGADE COMBAT TEAM OPERATIONS SECTION 
4-74. The BCT S3 (operations and training staff officer) is responsible for development of the ISR plan. 
The operations section integrates the ISR efforts across the BCT staff. The S3 is responsible for tasking 
those units that control assets involved in ISR, and ensures that fires and S7 section efforts are also 
integrated. He must closely monitor his section’s activities to ensure the ISR plan continues to support the 
overall BCT scheme of maneuver  

BRIGADE COMBAT TEAM INTELLIGENCE SECTION 
4-75. The BCT S2’s (intelligence staff officer) main responsibility is to analyze the combat information 
obtained through organic, attached, higher, and JIM means; and derive true, actionable intelligence that the 
BCT commander can use to make informed decisions. The S2 facilitates ISR integration by giving the 
commander and S3 an initial ISR tasking matrix, and helping the S3 develop the initial ISR plan. The S2’s 
primary output is a continuously updated estimate along two timelines: one relevant to BCT planning, and 
the other relevant to the BCT current operation. The S2 organizes intelligence personnel to develop the two 
estimates. The estimates are categorized by mission; by the commander’s intent; and by the decisions 
needed to develop the best plan, and make the best choice among options in the plan being executed. 

4-76. The MI CO provides an analysis platoon to support the S2’s efforts to develop IPB products and to 
provide ISR analysis. While the S2 does not have tasking authority, the S2 can recommend asset 
employment. He closely coordinates with all subordinate unit S2s, but must be especially integrated with 
the RS S2. 

4-77. The S2X is the primary advisor to the S2 for HUMINT and CI. The S2X is responsible for 
coordinating and deconflicting all HUMINT and CI activities within the BCT AO. 

BRIGADE COMBAT TEAM ORGANIZATIONS 

RECONNAISSANCE SQUADRON 
4-78. The BCT’s primary ISR organization is its organic reconnaissance squadron (RS). The role of the 
squadron is to obtain information for the BCT commander; thus, answering his CCIR. Successful 
reconnaissance operations facilitate the commander’s ability to make decisions; retain freedom of 
maneuver; concentrate combat power; and apply assets deliberately at the decisive time and place. 
Reconnaissance units determine suitable routes for maneuver, enemy disposition, and threat strengths and 
weaknesses. Reconnaissance troops are optimized for performing area reconnaissance, and are capable of 
performing zone and route reconnaissance missions. The IBCT has a dismounted reconnaissance troop 
capability with limited wheeled mobility, but that can be maximized in restrictive terrain, or for air assault 
operations. Currently, the most effective means of insertion is through ground or air infiltration.  

4-79. The RS is essential to success in the modular organization, and has been designed to:  
 Give the BCT commander a reconnaissance and surveillance capability that enables the BCT 

commander to focus the employment of his direct, indirect, and joint fires, including lethal and 
non-lethal, precisely at the time and place of his choosing. This force is designed to shape 
operations throughout the BCT AO, and give the commander the ability to see the enemy first. 
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Seeing first enables the commander to use his combat power as a precision weapon; this is 
because more is known about the enemy and terrain. 

 Contribute to the security of the brigade by providing early, accurate information that enables 
the BCT to be proactive, rather than reactive. 

 Provide the BCT with significant dismounted/mounted reconnaissance force. It can be organized 
with other BCT assets, to include UAs, a ground sensor platoon, chemical reconnaissance 
platoon, and engineers. Not only can it receive additional maneuver units, it could also have 
subordinate units task organized to other battalions for mission specific requirements.  

4-80. The RS’s secondary missions are to provide targeting data and battle damage assessment (BDA). 
Although the squadron is not maximized to conduct these missions, METT-TC might necessitate 
involvement. This applies if the value of an immediate engagement outweighs the reconnaissance mission, 
and there is no opportunity to “hand-off” the potential target to another targeting asset.  

4-81. The RS is armed with direct and indirect fire weapons, and is assigned missions on the battlefield; 
but it is not intended to conduct security missions other than screening missions unless the situation cannot 
be avoided. Neither is it organized to conduct reconnaissance in force operations. The RS is armed for self-
protection; troop mortars are primarily for disengaging fires to break contact. All recon teams can engage 
HVTs without giving away their locations through the fires network with a variety of indirect means, 
depending on the threat. If available, attack and/or reconnaissance aviation may task organize to the 
squadron to extend its surveillance range. 

The Heavy Brigade Combat Team Reconnaissance Squadron 
4-82. The HBCT RS is composed of four troops: an HHT, and three ground reconnaissance troops. These 
troops are equipped with M3 cavalry fighting vehicles (CFV) and high-mobility multipurpose wheeled 
vehicles (HMMWV).  

The Infantry Brigade Combat Team Reconnaissance Squadron  
4-83. There are four troops in the IBCT RS: an HHT; two mounted reconnaissance troops equipped with 
HMMWVs; and one dismounted reconnaissance troop equipped with light medium tactical vehicles 
(LMTV).  

The Stryker Brigade Combat Team Reconnaissance Squadron  
4-84. The SBCT RS is composed of four troops: an HHT and three reconnaissance troops equipped with 
Stryker reconnaissance vehicles (RV).  

4-85. The SBCT surveillance troop provides the squadron commander with a mix of specialized 
capabilities built around airborne and ground mobile sensors. The UA platoon launches, flies, recovers, 
and maintains the squadron’s four aerial reconnaissance platforms. The ground sensor platoon consists of 
ground-based radio signals intercept and direction-finding teams capable of conducting nodal and pattern 
analysis of area communications activities. The ground sensor platoon provides remotely emplaced 
acoustics monitoring capabilities that capture sophisticated measurements and signatures of threat 
personnel and equipment. The platoon also has a dedicated communications terminal that transmits, 
reports, and receives voice, data, digital, and imagery feeds from sources through national level.  

MILITARY INTELLIGENCE COMPANY 
4-86. The MI CO supports the efforts of the BCT S2 section. It operates under the direction of the S2, but 
must keep the BSTB commander informed as determined by unit SOP. It is composed of a HUMINT 
collection section, ISR analysis platoon, and ISR integration platoon. Within the IBCT and HBCT, the UA 
platoon is assigned to the MI CO, instead of the surveillance troop. The ISR analysis and integration 
platoons directly support the BCT S2. Chapter 11 provides additional details. 



Chapter 4  

4-20 FM 3-90.6 4 August 2006 

MILITARY POLICE PLATOON 
4-87. The HBCT and IBCT have an organic MP platoon in their BSTB. Depending on how they are 
employed, they are able to provide a significant amount of information to the BCT. The MP platoon is 
capable of: 

 OPs. 
 Checkpoints. 
 Route reconnaissance. 

CHEMICAL, BIOLOGICAL, RADIOLOGICAL, AND NUCLEAR RECONNAISSANCE PLATOON  
4-88. Chemical, biological, radiological, and nuclear (CBRN) reconnaissance platoons are either in the 
BSTB or in the surveillance troop. This platoon conducts route, zone, and area CBRN reconnaissance to 
determine the presence and extent of CBRN contamination. The platoon performs five critical CBRN 
reconnaissance tasks: detect, identify, mark, report, and sample. Although it does not have a biological 
detection/identification capability, the CBRN reconnaissance platoon can take samples of suspected 
biological hazards, which are then transferred to an area medical laboratory for further analysis.  

MANEUVER BATTALION RECONNAISSANCE/SCOUT PLATOON 
4-89. Each maneuver battalion has its own reconnaissance/scout platoon. The BCT does not usually assign 
ISR tasks to subordinate units, but it does consider their capabilities in the overall BCT-level ISR plan. In 
some operations (i.e., forcible entry), the BCT might establish a temporary command and support 
relationship between the RS and the battalion scouts, if these assets are all on the ground prior to the arrival 
of the maneuver battalions.  

ENGINEER RECONNAISSANCE TEAMS 
4-90. One or more engineer reconnaissance teams (ERT) may be detached from organic or augmenting 
engineer units to support the ISR effort with both tactical and technical engineer reconnaissance expertise. 
Other engineer capabilities might also be required to enhance the mobility of the RS, and to overcome 
obstacles. 

SECTION VII – INTELLIGENCE, SURVEILLANCE, AND RECONNAISSANCE 
EQUIPMENT IN THE BRIGADE COMBAT TEAM 

RADARS 
GROUND SURVEILLANCE RADAR 

4-91. Ground surveillance radar (GSR) teams are found either in the MI CO or in the surveillance troop. 
They provide a LOS detection system that can operate in both daylight and during limited visibility 
conditions. The radar detects personnel out to 6 km, and vehicles out to 10 km. The system is degraded 
severely by heavy rain, snow, and dense foliage. Each GSR team can: 

 Conduct one long-duration, 90-degree OP. 
 Observe NAIs with LOS out to 10 km. 
 Communicate 10 to 30 km with controlling headquarters. 
 Transmit intelligence over frequency modulation (radio) voice nets. 

FIRE FINDER RADARS 

4-92. The HBCT and SBCT fires battalion provides target acquisition through their Q36 and Q37 radars. 
The IBCT has four lightweight counter mortar radars (LCMR) and a Q36. Fire finder radars search for 
enemy artillery using two primary methods. They can establish a CFZ over friendly locations that detect 
rounds landing in friendly locations, and provide the firing unit locations to the friendly forces. Alternately, 
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they search a call-for-fire zone (CFFZ) that is placed over suspected enemy artillery positions, and locate 
any units firing from within that zone. Fire finder radar capabilities include: 

 The Q36 can detect artillery and mortar fires out to 12 km and rockets out to 24 km. 
 The Q37 detects mortar and artillery out to 24 km and rockets out to 50 km. 
 Both Q36 and Q37 radars can establish long-duration 90 degree OPs.  
 The LCMR provides constant 360 degree acquisition of mortar attacks with a 7km radius. 

ELECTRONIC SENSOR SYSTEMS 

REMOTELY MONITORED BATTLEFIELD SENSOR SYSTEMS  
4-93. Remotely monitored battlefield sensor systems  (REMBASS) teams are found either in the MI CO or 
in the surveillance troop. I-REMBASS is an improved version of the original all-weather, day or night 
passive monitoring system. Operators hand emplace strings of sensors that monitor magnetic, infrared, and 
seismic-acoustic data, and transmit it back to a remote monitoring station. A string of sensors can 
determine direction of travel, rate of speed, length of column, approximate number in the column, and type 
of column (i.e., personnel, wheeled, or tracked) activity in the covered area. This data is transmitted up to 
15 km. Use of repeaters can extend the 15 km range. The sensors’ ranges vary by type, but can usually 
detect personnel out to 50 meters, wheeled vehicles out to 250 meters, and tracked vehicles out to 350 
meters. Although REMBASS sensors cannot be jammed, their communications links to the operator are 
vulnerable to electronic jamming.  

PROPHET SIGNAL INTERCEPT SYSTEM 
4-94. Prophet teams are found either in the MI CO or in the surveillance troop. The Prophet is a 
HMMWV-based system that provides signal intercept support. This intercept system is capable of 
establishing a signal baseline that can detect signal emissions that broadcast in sufficient strength to reach 
the intercept system. The intercepted signal can be jammed or exploited for content by linguists.  

4-95. Emissions tracked by multiple systems produce grid locations. Signal intercept: 
 Establishes a baseline (based on at least three dispersed long-duration listening post (LP) 

locations).  
 Produces an emitter map showing locations of signal nodes. 
 Jams selected frequencies (Block II and later). 
 Translates intercepted signal transmissions. 
 Reports data digitally (Block II and later). 

FOX NUCLEAR, BIOLOGICAL, AND CHEMICAL RECONNAISSANCE SYSTEM VEHICLE 
4-96. The HBCT and SBCT each have three Fox M93A1 nuclear, biological, and chemical reconnaissance 
system (NBCRS) vehicles. These vehicles are equipped with the M21 remote sensing chemical agent alarm 
(RSCAAL). The alarm is capable of detecting nerve (GA, GB, and GD) and blister (H and L) agent vapors 
at a LOS distance up to 5 kilometers.  

LONG RANGE ADVANCED SCOUT SURVEILLANCE SYSTEM 
4-97. The long range advanced scout surveillance system (LRAS3) is a long-range multi-sensor system for 
the Army scout vehicles and provides real-time detection, recognition, identification and pinpointing of 
distant target locations. The LRAS3 is deployed on the M1114 HMMWV and Stryker RV in its mounted 
configuration and can be used on a tripod for dismounted missions. This system provides precise target 
location by incorporation of advanced second generation FLIR, a global positioning interferometer, an eye-
safe laser range finder and a TV camera. 
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COMMON GROUND STATION 
4-98. The common ground station (CGS) can receive, process, and display battlefield information 
simultaneously from multiple airborne sensors. Among these multiple airborne sensors are radar aircraft 
(JSTARS and E-8C) and UAs equipped with electro-optic and infrared sensors. Its configuration usually 
consists of two workstations within HMMWV shelters. The CGS workstations connect to the BCT CP 
LAN, and can also interface with Hunter and Shadow UAs. The CGS can produce graphic intelligence 
products that can provide a near-real-time view of NAI/TAIs.  

SECTION VIII – UNMANNED AIRCRAFT IN THE BRIGADE COMBAT TEAM 

4-99. Unmanned aircraft (UA) transmit real time imagery to CPs for analysis and retransmission over 
digital systems. UAs can employ a variety of communications or sensor payloads, including infrared and 
thermal capabilities. The UA pilot and the mission commander (sensor manager) use ground control 
stations (GCS) to collect the required information IAW the ISR tasking matrix. Remote video terminals 
(RVT) make it possible for other locations to view the imagery controlled by the GCS. 

UNMANNED AIRCRAFT MISSIONS 
4-100. UAs can locate and recognize major enemy forces, moving vehicles, weapons systems, and other 
targets that contrast with their surroundings. In addition, UAs can locate and confirm the position of 
friendly forces, the presence of noncombatant civilians, etc. UAs can also assist the targeting process 
through acquisition, detection, designation, and BDA. However, it is difficult to visually locate well 
camouflaged enemy forces that blend in with their surroundings.  

4-101. The types of support that UAs most commonly provide to a BCT include: 
 Reconnaissance - near-real time combat information about terrain, friendly unit actions, and the 

disposition of possible enemy elements. 
 Surveillance - area surveillance in friendly or enemy territory. 
 Security - reaction time and maneuver space for the main body and area security. 
 Targeting - target acquisition and designation, and BDA. 
 Communications support - voice and data communications retransmission. 

OFFENSIVE OPERATIONS 
4-102. During offensive operations, the BCT can exploit the UA's ability to move quickly through a zone 
and observe successive NAIs in a short time. The ISR plan can use the "waves" of reconnaissance method, 
in which ground collection assets move forward at different times. This allows information from lead 
elements to cue follow-on reconnaissance forces and trailing intelligence assets. If UAs are in the first 
"wave" of reconnaissance in the synchronized ISR plan, follow-on manned reconnaissance and security 
assets know where to concentrate their efforts. This UA "recon push" expedites the BCT’s movement 
through the zone. The UA reconnaissance that cues ground and air scouts, enables the brigade to identify 
the enemy’s disposition, determines its weakness, and exploit that weakness. 

DEFENSIVE OPERATIONS 
4-103. During defensive operations, UAs can perform the following tasks: 

 Provide early warning of enemy approach. UAs operating forward or looking forward with 
sensors are often able to detect enemy approach prior to other tactical ISR assets. 

 Maintain continuous surveillance on all battalion-sized avenues of approach into the BCT 
kill zones. From positions determined by IPB, UAs can prevent large enemy units from 
surprising the main body. 

 Gain and maintain enemy contact. After making contact, UAs are ideal for maintaining 
contact while ground scouts reconnoiter elsewhere, or maneuver to an advantage point that 
avoids decisive engagement. 
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 Impede and harass the enemy with indirect fires. Precision UA sensors have integrated grid 
coordinate displays, which provide terrain association with what the UA views. These sensors 
can provide the fires section with access to UA imagery to employ on call and in preplanned 
fires. 

 Guide reaction forces. Personnel use UA combat information to assist combat units in moving 
forward to optimum locations to engage the enemy. 

AREA SECURITY 
4-104. Area security includes R&S of designated areas such as airfields, forward operating bases (FOB), 
unit convoys, facilities, MSRs, and critical points. UAs are ideal for providing continuous surveillance of 
routes and key sites in rear areas so that other ISR assets can operate forward. An area security force 
operating in a rapid response mode neutralizes or defeats enemy operations in a specified area based on 
reports from unmanned aircraft systems (UAS). 

TARGETING VERSUS INTELLIGENCE, SURVEILLANCE, RECONNAISSANCE 
4-105. Within the BCT, the fires section might want dedicated UAs for target acquisition, while 
maneuver and intelligence elements want dedicated UAs for reconnaissance and surveillance. The BCT 
commander’s priorities for UA support must specify whether targeting or ISR has priority, while allowing 
the potential for both. The scenario below outlines one approach for establishing criteria for transition of 
the UAS from surveillance to targeting. 

4-106. During war-gaming, the BCT staff identifies HPTs. The targeting working group, ICW the ISR 
working group develops the observer plan to locate and track those HPTs for engagement and BDA. 
During planning, the staff should prioritize those sufficiently important HPTs that, if found, will lead UA 
operators to track and engage with on call fires. In this approach, the commander consciously accepts risk 
to the aircraft (AV) and loss of ISR. The target’s importance must justify loss of the AV or loss of combat 
information during targeting.  

 For example, the BCT staff identifies SA-9s, self-propelled howitzers, engineer-digging assets, 
and T-80s as HPTs in that priority. Because the overall BCT plan incorporates rotary-wing and 
fixed-wing aviation, destruction of SA-9s sets the conditions for CAS. Regardless of its original 
mission, when the UA finds SA-9s, the commander can decide to accept the risk of reducing the 
collection effort and have the UA stay with the SA-9 until the SA-9’s destruction. Here, 
predetermined criteria established during planning describe when to shift from ISR to targeting. 

UNMANNED AIRCRAFT MISSION PLANNING 
4-107. For most operations, the BCT and the UA unit plan at different levels. Table 4-2 provides a 
general guide for planning responsibilities. 

Table 4-2. BCT and UA unit planning responsibilities 

BCT UA Unit 
General timelines Exact speeds, routes, flight modes and timings 
H-hour (from LD or LZ) Exact planning times from AA to LD, PP, or ROZ 
Passage point (PP) locations Exact flight route to PP 
SEAD plan Adjustments required as LD time nears 
Flight axes Exact flight routes 
NAI/TAI Exact surveillance plan 

4-108. For a UA to support operation in real time or near real time, information must flow rapidly in two 
directions. The location of the GCS/RVT within the main CP ensures maximum use of system capabilities. 
Commanders and staff can view the UA digital picture on a screen in the briefing area of the command 
information center (CIC). This enables the commander to rapidly focus combat power in response to 
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located enemy actions and/or positions. When collocated with the intelligence cell, the GCS/RVT enables 
the MI analyst to identify images that the UA operator sees on his screen, conduct a screen print, and carry 
out further detailed analysis of the image. When located next to the fires section, the GCS/RVT supports 
the targeting process using UA data to execute calls for fire.  

Brigade Combat Team Planning Considerations 

4-109. BCT planning for the use of UAs is similar to the planning for ground units, and is nearly identical 
to that for manned aviation assets. The primary difference between employing ground units and employing 
Army UAs is the responsibility for maintaining separation between UAs and other systems, both manned 
and unmanned, competing to use the same airspace. 

4-110. The BAE is the aviation planning and coordination cell organic to the BCT that synchronizes 
manned and unmanned air vehicle operations into the BCT scheme of maneuver. It works with the ISR, 
targeting, and A2C2 working groups to prepare mission orders for UA units. UA mission orders should 
include the following information: 

 AO for the UA unit. 
 Mission statement. 
 Time window for the UA mission. 
 Task organization. 
 Reconnaissance objective. 
 PIR and IR that need answers. 
 LD or line of contact (LC). 
 Initial NAIs. 
 Routes to AO. 
 FSCM and airspace control measure (ACM). 
 Communications and logistics support. 

4-111. The ISR working group includes the NAIs assigned to UA units in the ISR tasking matrix. To 
optimize UA employment, the ISR plan can use other collection assets to cue the UA. Collection systems 
can provide single source reports that UA can confirm; this produces reliable intelligence. Some of these 
cuing collection systems include scouts, REMBASS, Prophet, and the joint surveillance target attack radar 
system (JSTARS).  

4-112. The A2C2 working group includes UA control measures, which are provided in Appendix D of 
this publication. Deliberate or preplanned UA operations also should be included in the ATO, special 
instructions (SPINS), or ACO.  

4-113. This UA information must include, at a minimum, the following: 
 Restricted operations area/restricted operations zone (ROA/ROZ). 
 Altitudes. 
 Ingress route (azimuth, distance, time). 
 Egress route (azimuth, distance, time). 
 Entry control points. 
 Holding points. 
 Emergency recovery point (including route). 
 Control point location. 

UNMANNED AIRCRAFT UNIT RESPONSIBILITIES 
4-114. The BCT’s air battle manager is a member of the UA unit, and conducts collaborative planning 
with the BCT. The air battle manager receives valid requirements from the BCT, usually in the form of a 
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prioritized target list; this can affect the synchronization matrix or R&S matrix. The air battle manager 
analyzes the target list and begins initial planning in accordance with troop-leading procedures. 

4-115. Each target should have the following information: 
 Target name. 
 Physical description to aid acquisition. 
 Location expressed in the eight-digit military grid reference system (MGRS). 
 Required mission. 
 Required product. 
 Time sensitivity. 
 Intelligence report that cued collection. 
 Desired end state/effect. 
 Reporting instructions. 
 SPINS. 

4-116. The “target deck” is then refined based on the following factors: 
 Priority of target. 
 Historical success of effort. 
 Availability of asset. 
 Capability of sensor. 
 Exploitation requirements. 
 Correlation to PIR. 
 Time sensitive/criticality. 

4-117. This allocation of resources validates the requirements and forms the basis for the advisory tasking 
to UA mission commanders. The air battle manager passes the advisory tasking to the BCT, 
launch/recovery (L/R) site, and forward control site (outstation). During outstation operations, a forward 
air battle manager coordinates with the company operations and intelligence cell to prevent duplication of 
effort and assist in data dissemination. 

4-118. The advisory tasking provides the UA mission commander with a tentative mission profile, and 
planning information in the format of the advisory tasking template. At a minimum, it must contain: 

 Mission number (Julian date and 2-digit number). 
 Primary objectives (including priority and collection emphasis). 
 Time on target (LTIOV and earliest time information of value [ETIOV]). 
 Exploitation requirements and expected product. 
 Payload and sensor requirement. 

4-119. The UA mission commander plans missions based on the assigned NAI and the available airspace. 
Using the SIRs found in the ISR plan, and the constraints provided by the A2C2 working group, the 
mission commander determines the appropriate location for the UA to conduct surveillance.  

4-120. Most UASs are able to compute the coordinates of the sensor point of interest (POI), and show 
them as an overlay on the video display. The precision of these computed coordinates depends on the 
distance from the aircraft (AV) to the POI, and the depression angle of the sensor. If the distances are 
equal, a small depression angle may result in coordinates less precise than coordinates from a greater angle 
(Figure 4-7). In general, the angle of depression should be between 60 and 90 degrees to obtain greatest 
precision.  
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Figure 4-7. Sensor depression angle 

TYPES OF UNMANNED AIRCRAFT 
4-121. Generally, the BCT has access to three types of Army UAs. Figure 4-8 provides a quick 
comparison of their characteristics. 

 Raven (RQ-11) - for team, platoon, and battalion; sometimes called small unmanned aircraft 
(SUA). 

 Shadow (RQ-7) - at BCT level; sometimes called tactical unmanned aircraft (TUA). 
 Hunter (RQ-5) - for echelons above brigade 

Figure 4-8. UA characteristics 
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RAVEN 
4-122. The Raven UA has no dedicated operators and may be issued to any type of unit. A Raven team 
typically consists of: 

 Two operators from the unit to which the equipment is assigned. 
 Three Raven UAs (Figure 4-9). 
 One ground control unit (GCU). 
 Three types of mission payloads, which include -  

• Three electro-optical (EO) front and side look payloads. 
• Two IR front look payloads. 
• Two IR left side look payloads. 

 Single use and rechargeable batteries. 
 Battery charger and power supply. 
 One RVT. 

Figure 4-9. Raven UA (RQ-11) 

Raven Description 
4-123. The Raven team typically operates at the battalion level, but may be allocated to support a 
subordinate company. Usually, the Raven has a 10 km limit on data transfer (AV to GCU). The following 
are some of the system’s capabilities: 

 Hand launched/auto land or manual recovery. 
 Auto navigation using military P(y)-code GPS. 
 Manual navigation and flight modes. 
 AV quick assembly (less than 3 min). 
 Man portable/backpackable. 
 Quiet. 
 Reusable (100+ flights). 
 Ability to climb to operational altitude in 1-2 minutes 

Raven Payload 
4-124. The Raven AV carries either an EO or an IR camera in its nose. The optics package includes an 
EO, color camera nose (side and forward look) for day operations, and two IR/thermal noses (one side and 
one forward look) for night operations. Video clarity begins to degrade above 500 feet above ground level 
(AGL). 



Chapter 4  

4-28 FM 3-90.6 4 August 2006 

Raven Remote Video Terminal 
4-125. The remote video terminal (RVT) display is a receive-only monitor with no aircraft control 
functions (Figure 4-10). It can be used to view real-time video from any location within a 5 to 10 km LOS 
of the aircraft. A single BA- 5590 or BB-390 battery powers the RVT. The UA transmits live airborne 
video images and compass headings (location information) from the AV to the RVT, enabling viewers to 
search for targets, recognize terrain, and record all information for analysis at a later time. 

 

Figure 4-10. Raven remote video terminal 

SHADOW 
4-126. The Shadow is assigned to either the BSTB MI CO or the SBCT RS troop. The tactical UA 
platoon generally consists of: 

 Twenty-two military personnel. 
 Four Shadow UAs (Figure 4-11). 
 Two vehicle mounted GCS. 
 Two personnel/equipment transport vehicles with one equipment trailer. 
 One vehicle mounted air vehicle transport (AVT) with launcher trailer. 
 One vehicle mounted mobile maintenance facility with maintenance trailer.  
 Four RVTs. 



Intelligence, Surveillance, and Reconnaissance Operations 

4 August 2006 FM 3-90.6 4-29 

Figure 4-11. Shadow UA (RQ-7B) 

Shadow Description 
4-127. The Shadow AV’s construction is of the same twin-boom pusher design that is used in several 
other battlefield UAs, such as the RQ-5 Hunter and the RQ-2 Pioneer (United States Navy [USN]). The 
Shadow is powered by one rotary engine, and has a non-retractable tricycle landing gear for conventional 
wheeled take-off and landing. The UA operator also can launch it from a catapult; and the Shadow has a 
tail hook to catch arresting cables for a shorter landing run. An operator launches and recovers the Shadow 
using a remote control terminal. Once in flight, operators in the GCS have full control over the AV and its 
sensors. Both LOS and non-line of sight (NLOS) data links provide command uplink and sensor data 
downlink. The Shadow offers the option of being equipped with a global positioning system (GPS) based 
navigation system for fully autonomous operations. The Shadow usually has a 50 km limit on data transfer 
(AV to GCS). The Shadow is also fitted with the Army's tactical common data link (TCDL) 

Shadow Payload 
4-128. The primary mission payload for the Shadow AV is an electro-optical/infrared (EO/IR) sensor 
turret. The EO/IR mission payload is a multi-mode, forward looking infrared (FLIR)/line scanner/ 
television (TV) sensor. It has a resolution sufficient to detect and recognize an armored personnel carrier 
sized target from operational altitudes (e.g., >8000ft above ground level (AGL) – day and >6000ft AGL – 
night), and at survivable standoff ranges (3 - 5 km) from the imaged target. Imagery are pre-processed 
onboard the AV and passed to the GCS via the system data link. The payload can provide autonomous 
preplanned operation and instantaneous retasking throughout a mission. The EO/IR payload provides 
continuous zoom capabilities when in EO mode and multiple fields of view (FOV) when in IR mode. The 
mission payload operator (MPO) selects the mode. 

Shadow Remote Video Terminal 
4-129. The remote video terminal (RVT) is a portable system that receives, processes, and displays near 
real time (NRT) video images and telemetry from the AV. The RVT receives video and telemetry signals 
from the AV through either the antenna or the GCS. When it is within 50 km of the AV, the RVT receives 
direct downlink from the AV, and displays annotated imagery to the operator (same as MPO display in the 
GCS). In addition, the RVT can store imagery, recall selected segments, and display NRT imagery with 
annotations of date/time group. It also can store selectable target locations in latitude/longitude, MGRS, 
and universal transverse mercator (UTM) coordinates when in the center FOV, north seeking arrow, AV 
position, and heading.  

4-130. Based on METT-TC, the commander allocates RVTs to support his concept of operations. The 
RVT is “user friendly” and easy to operate. A Soldier assigned to the supported unit transports and 
operates the RVT. Supported units receive the RVT and operator training from the Shadow platoon. 
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HUNTER 
4-131. The Hunter is usually assigned to an aerial reconnaissance company at the corps level, but may be 
allocated to support a BCT. The Hunter can conduct the same type of ISR missions as Shadow, but has the 
additional capability to be armed with missiles. These armed Hunters enable the company to perform 
screen missions and participate in guard or cover missions either as an aerial fire controller or in the direct 
attack role. 

4-132. The aerial reconnaissance company organization consists of: 
 Forty-eight military and five contractor logistic support personnel.  
 Six medium altitude, long endurance UAs (currently MQ-5B Hunter) (Figure 4-12). 
 Three vehicle mounted GCSs with trailer mounted generators. 
 Two ground display terminals (GDT). 

Figure 4-12. Hunter UA (RQ-5) 

Hunter Description 
4-133. The Hunter is a fixed wing, twin tail boom aircraft with a dual rudder. It is propelled by two 60 
horsepower (hp) engines. It can be launched from a paved or semi-paved runway, or it can be launched 
using a rocket assisted system, where it is launched from a zero-length launcher using a rocket booster. The 
air vehicle can land on a regular runway, grassy strip, or highway using arresting cables. The Hunter has a 
range of 125 km, with flight duration of 12 to 16 hours.  

4-134. A larger version of the Hunter is the MQ-5C, which has been developed for longer endurance and 
higher altitude tactical missions. The MQ-5C has the same fixed-wing, twin-tail boom design, but with a 
fuel-carrying centre wing lengthened to 10.44m. It is powered by two "heavy fuel" diesel engines; one to 
"push" and one to "pull" the aircraft. These enable the Hunter to operate at higher altitudes of 20,000 ft. 
The extended center wing has two external hard points capable of carrying weapons such as the Viper 
Strike laser-guided munitions.  

Hunter Payload 
4-135. The primary payload on the Hunter is the multi-mission optronic payload, which includes 
television and FLIR to provide day and/or night surveillance. The newest payloads are being fitted with a 
third-generation FLIR and a spotter for the day TV camera. Hunter is capable of carrying other payloads, 
to include a laser designator and various communications systems. A communications relay payload 
extends VHF/UHF communications BLOS. Electronic countermeasure payloads include a communications 
warning receiver, a communications jammer, and a radar jammer. 
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Hunter Remote Video Terminal 
4-136. The Hunter RVT is used at CPs to receive and display real-time video and telemetry from the 
airborne vehicle. The RVT is connected to a directional antenna to receive signals from the air vehicle 
flying up to a range of 40km from the terminal. The RVT can alternatively be connected directly to the 
GCS. 
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Chapter 5 

Security Operations 

“The first law of war is to preserve ourselves and destroy the enemy.” 
Mao Tse-Tung 

Security operations are those operations the BCT commander undertakes to provide 
early and accurate warning of enemy operations. They provide the protected force 
with time and maneuver space in which to react to the enemy, and develop the 
situation. Successful security operations enable the commander to effectively use the 
protected force. BCT security operations involve:  

 Conducting reconnaissance to reduce terrain and enemy unknowns.  
 Gaining and maintaining contact with the enemy to ensure continuous information.  
 Providing early and accurate reporting of information to the protected force. 

SECTION I – SECURITY OPERATIONS 

5-1. The current patterns of operations stress fighting non-contiguous battles over an AO of increased 
size. Battalions will operate farther apart and significant gaps are present on the battlefield. Given these 
conditions, the RS are called upon with increased frequency to perform security missions. At the same 
time, the SA of both the enemy and friendly forces that BCT units are expected to have, enable security 
operations to be conducted with greater precision and economy of force. 

5-2. Security operations may be considered in terms of the degree of security provided, and the amount of 
combat power required. Generally, the BCT assigns screen missions to the RS, although other units can 
conduct screens as well. Usually, the BCT assigns guard missions to one of its maneuver unit (i.e., 
combined arms battalion [CAB] or infantry BN). When augmented, the RS can perform guard operations 
under certain conditions. 

5-3. BCT units perform their security operations either as an organization, or with reinforcements. 
Reinforcements could include antitank units, tank and mechanized infantry units, engineer units, attack 
helicopter units, CAS, and intelligence acquisition systems. The nature of the security mission and the 
enemy situation determine what reinforcements are needed. During security missions, the BCT may 
perform reconnaissance and offensive, defensive, and retrograde operations. Synchronized aerial and 
ground asset operations provide increased depth, flexibility, and responsiveness when performing these 
missions. 

5-4. Security is an essential part of all offensive and defensive operations. The BCT provides security for 
the battalion along the exposed front, flank, or rear of the BCT or identified area where an enemy might 
exist. The BCT may perform security missions as part of a division. Sustained security operations usually 
require participation by the entire BCT. Fragmenting the force should be avoided, but the BCT has the 
ability to provide security simultaneously in multiple areas. In some situations, troops and/or companies 
may be attached or placed under the OPCON of a maneuver battalion to perform specific security missions. 
In other cases, the BCT may have a battalion scout or tank platoon with a specific security mission. 

5-5. Surveillance is inherent and continuous in all security operations, even when fighting. The focus is 
on providing information to the protected force commander to prevent surprise, allowing him to make 
decisions for maneuver and fires, and to provide reaction time. UAS and ground scouts/sensors are 
coordinated to synchronize their complementary capabilities. 
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5-6. Counterreconnaissance also is inherent in all security operations. Counterreconnaissance is the sum 
of all actions taken at each echelon to counter enemy reconnaissance and surveillance efforts throughout 
the depth of the AO. The focus is on denying the enemy any information about friendly operations, and on 
destroying or repelling enemy reconnaissance elements. Security forces operate either offensively or 
defensively when executing counterreconnaissance. 

5-7. Keeping the protected force abreast of the situation provides the majority of the security to the BCT. 
This information is provided primarily through the FBCB2 and ABCS, displaying both the friendly and 
enemy forces. Exchange of orders, intelligence reports, and graphics using these systems may be quicker 
and more efficient in keeping all forces synchronized; however, over extended distances or when 
communication links are tenuous, it is necessary to use liaison officers. 

5-8. This chapter details the three primary missions under security operations. They are: 
 Screen. 
 Guard. 
 Cover. 

5-9. This chapter also outlines some highly specialized forms of security operations designed to protect 
point or specific objectives. These usually are conducted decentralized, with the securing unit individually 
executing any one of the previously mentioned operations. These operations are: 

 Area and high value asset (HVA) security. 
 Route security. 
 Convoy security. 

5-10. Usually, the RS conducts screen missions to provide early warning to the BCT. (Table 5-1) As part 
of the BCT conducting a guard, the RS can screen and/or conduct zone or area reconnaissance. The RS 
also can do screen and reconnaissance missions for cover as part of a BCT or larger force. Refer to FM 3-
20.96 for a detailed discussion on guard and cover missions. 

Table 5-1. Security force frontage 

Echelon 
Security Form 

Ground Troop HBCT RS IBCT RS SBCT RS 
Screen  

Width 10-15 km 20-30 km 15-20 km 20-30 km 
Depth 3-5 km 10-15 km 5-10 km 10-15 km 

Guard (if augmented)  
Width NA 30-40 km 25-35 km 90-145 km 
Depth NA 20-30 km 15-25 km 35-55 km 

Area Security (km2) up to 15 km2 up to 55 km2 up to 60 km2 up to 190 km2 
LOC Security  

Route (Cordon) 2 combat outposts 
5-8 km of route 

6 combat 
outposts 

15-25 km of 
route 

4 combat 
outposts 

10-20 km of 
route 

6 combat 
outposts 

15-25 km of 
route 

Convoy (20-25 vehicles) 1 convoy 3 convoys 2 convoys 3 convoys 

PRIMARY MISSIONS 

SCREEN 
5-11. A screen is tasked to maintain surveillance; provide early warning to the main body; or impede, 
destroy, and harass enemy reconnaissance without becoming decisively engaged. Based on the BCT 
commander’s intent and the screen’s capabilities, it can also destroy enemy reconnaissance, and impede 
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and harass the enemy main body with indirect and/or direct fires. A screen may be static or moving, and 
may be conducted to the front, flanks, or rear of a moving BCT. Any subordinate maneuver element may 
be given a screening mission.  

GUARD  
5-12. A guard is a form of security operation. Its primary function is to protect the main force by fighting 
to gain time, while also observing and reporting information. A guard prevents enemy ground observation 
of, and direct fire against, the main body by reconnoitering, attacking, defending, and delaying. A guard 
force usually operates within the range of the main body’s indirect fire weapons. A guard mission 
accomplishes all the tasks of a screening force. The BCT may task a subordinate battalion to perform a 
guard mission for the BCT, or the BCT may be given a guard mission for a larger force. 

COVER 
5-13. Cover is a type of security operation that protects the force from surprise, develops the situation, and 
gives commanders time and space in which to respond to the enemy’s actions. A covering force 
accomplishes all the tasks of screening and guard forces. In addition, a covering force operates apart from 
the main body to develop the situation early, and deceives, disorganizes, and destroys enemy forces. Unlike 
screening or guard forces, a covering force is tactically self-contained and capable of operating 
independently of the main body. The BCT might be asked to perform a cover for a larger formation. As a 
standing combined arms formation with assigned maneuver, artillery, reconnaissance and engineer units, a 
BCT may perform a cover mission for the division (Figure 5-1). 

Figure 5-1. The BCT as a division covering force 
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SPECIALIZED SECURITY OPERATIONS 

AREA AND HIGH VALUE ASSET SECURITY  
5-14. Area and HVA security is a form of security that includes reconnaissance and security of designated 
personnel, airfields, unit convoys, facilities, MSRs, LOCs, and other critical points. An area security force 
neutralizes or defeats enemy operations in a specified area. It screens, reconnoiters, attacks, defends, and 
delays as necessary to accomplish the mission. The BCT performs area security missions to prevent the 
enemy from influencing friendly actions in a designated area, or to deny the enemy use of an area for its 
own purposes. Area security often entails route security, convoy security, and checkpoint operations. 

ROUTE SECURITY 
5-15. The BCT conducts route security missions to prevent enemy ground maneuver forces or 
unconventional forces from coming within direct fire range of the protected route. MP or reconnaissance 
units execute this mission as part of battlefield circulation and will require augmentation during small scale 
contingency (SSC) or major combat operations (MCO) conflicts. A route security force operates on and to 
the flanks of a designated route. Route security operations are defensive in nature and, unlike guard 
operations, are terrain-oriented. A route security force prevents an enemy force from impeding, harassing, 
containing, seizing, or destroying traffic along the route.  

CONVOY SECURITY 
5-16. The BCT conducts convoy security operations when insufficient friendly forces are available to 
continuously secure LOCs in an AO. They also may be conducted in conjunction with route security 
operations. A convoy security force operates to the front, flanks, and rear of a convoy element moving 
along a designated route. Convoy security operations are offensive in nature and orient on the force being 
protected. A convoy security mission has certain critical tasks that guide planning and execution. 

SECTION II – PURPOSE, FUNDAMENTALS, AND PLANNING 
CONSIDERATIONS 

PURPOSE 
5-17. As mentioned earlier, the purpose of security operations is to provide information that gives the main 
body commander the reaction time and maneuver space needed to effectively fight the enemy. Generally, 
the BCT assigns security missions to its RS. Units assigned security missions must provide information 
about the enemy and terrain, prevent the main body from being surprised, and preserve the combat power 
of friendly forces for decisive deployment. Critical information includes the enemy’s size, composition, 
location, direction, and rate of movement. Terrain information focuses on obstacles, avenues of approach, 
and key terrain features that impact the movement of either force.  

FUNDAMENTALS 
5-18. The five fundamentals for planning and performing successful security operations are: 

 Orient on the main body.  
 Perform continuous reconnaissance.  
 Provide early and accurate warning.  
 Provide reaction time and maneuver space.  
 Maintain enemy contact. 

PROVIDE EARLY AND ACCURATE WARNING 
5-19. Information is security. It is also an element of combat power. Early warning of enemy activity 
provides the main body commander with the time and information needed to retain the tactical initiative, 
and to choose the time and place to concentrate against the enemy. Ground scouts, sensors, and UAS are 
positioned to provide long-range observation of expected enemy avenues of approach. ISR assets outside 
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the BCT AO cue the security unit to reposition scouts, sensors, and UAS to make contact with enemy 
forces early in the operation. Flexibility, depth, and redundancy are built into the surveillance plan.  

PROVIDE REACTION TIME AND MANEUVER SPACE 
5-20. This fundamental embraces the intent of security operations. The security force operates as far from 
the main body as possible, consistent with the factors of METT-TC. This distance provides the reaction 
time and maneuver space required by the main body commander. It fights, as necessary and if augmented, 
to gain adequate time and space for the main body commander to maneuver and concentrate forces to meet 
the enemy. 

MAINTAIN ENEMY CONTACT 
5-21. Unless otherwise directed, contact once gained is not broken. Contact need not be maintained by the 
individual scout or sensor that first makes it. The security force maintains contact as a whole. Continuous 
information on the enemy’s activities must be gathered, and the enemy must be prevented from 
endangering other friendly forces. This requires: 

 Depth.  
 Continuous contact (preferably visual, electronic, and/or sensor).  
 Direct and indirect fires.  
 Freedom to maneuver.  

PLANNING CONSIDERATIONS 
5-22. Security operations xe”planning:security operations”are conducted to collect, analyze, and provide 
intelligence information for the BCT, enabling the BCT time to plan, prepare, and/or deploy against 
expected or unexpected enemy activities. These operations vary by the type of combat and types of terrain 
(open/rolling to complex/urban).  

ENGAGEMENT/DISPLACEMENT CRITERIA 
5-23. Engagement criteria establish which units are expected to engage, and what they are expected to 
hand over to the maneuver force. Conversely, the security force commander’s understanding of what the 
BCT commander requires (or expects the security force to destroy), and his understanding of the enemy’s 
most likely COA, enable him to identify the unit’s engagement criteria. This enables unit leaders to focus 
certain weapons systems or to develop engagement areas and plan for the destruction of specified enemy 
elements if encountered. Displacement criteria must be tied to engagement criteria. The BCT commander 
defines what events, or triggers, cause the screen to collapse. Examples of such causes are a certain size 
force, or a specific enemy formation or element reaching a given point or graphic control measure. Security 
force commanders should use surveillance assets to assist in maintaining contact and/or executing hand 
over to follow-on forces. 
5-24. Additional security planning considerations are: 

 Information received from higher. 
 The overall focus for the security mission. 
 The AO. 
 The BCT commander’s intent and CCIR. 
 Critical tasks to be accomplished.  
 Task organization and attachments. 
 Personnel and equipment capabilities and limitations. 
 Tempo of the operations. 

5-25. Based on the above considerations, the security force commander determines: 
 His essential guidance.  
 Specified and implied tasks. 
 Critical tasks to be performed by subordinate units. 
 Task organization, command and support relationships, and C2 structure. 
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 Actions on contact. 
 Subordinate unit missions and AO. 
 Potential branches and sequels to the operation. 
 Communications plan (architecture and required support). 
 Available intelligence and collection assets at the joint and national levels. 

SECTION III – SCREEN  

5-26. The primary purpose of a screen is to provide early warning to the main body. Based on the higher 
commander’s intent and the unit’s capabilities, it might also destroy enemy reconnaissance and impede and 
harass the enemy main body with indirect and/or direct fires. Screen missions are defensive in nature and 
largely accomplished by establishing a series of OPs, and conducting patrols to ensure adequate 
surveillance of the assigned sector. The screen provides the protected force with the least protection of any 
security mission. This mission is appropriate when operations have created extended flanks, when gaps 
exist between major subordinate maneuver units that cannot be secured in force, or when required to 
provide early warning over gaps that are not considered critical enough to require security in greater 
strength. This permits the main body commander to maximize the security effort where contact is expected.  

5-27. Depth is critical to the success of a screen. It allows enemy contact to pass from one element to 
another without displacing. Depth is advantageous to: 

 Prevent the enemy from easily penetrating the screen. 
 Prevent gaps from occurring when OPs displace or are lost. 
 Destroy enemy reconnaissance elements without compromising critical OPs. 

5-28. Depth is achieved by positioning OPs, UAS, I-REMBASS/GSR, Prophet systems, and attached units 
between the front line trace and rear boundary of the security force. Note that when the term “screen line” 
is used, it refers only to the trace along which security is provided, and not to the contiguous positioning of 
assets. 

5-29. The BCT usually conducts screen missions with just its organic assets, but it may be augmented with 
additional assets, depending on the division commander’s intent or METT-TC. The BCT CDR should 
request augmentation when the BCT is assigned a counterreconnaissance task. Usually, the trace of the 
screen is established within the range of main body artillery. However, situations can require operating 
beyond that range and may require that artillery be allocated in direct support of the screening unit. 

5-30. Because a screen is defensive in nature, a screen may be performed for a stationary force to the front, 
flank, or rear of the main body. A screen is performed for a moving force to the flank or rear of the main 
body. A screen mission is not performed forward of a moving force. Zone reconnaissance is more suited 
for operations forward of a moving force.  

5-31. All screens are active operations. Stationary OPs are only one part of the mission. Patrols, mounted 
and aerial reconnaissance, and relocating OPs on an extended screen ensure that continuous overlapping 
surveillance occurs. Inactivity in an immobile screen develops complacency.  

5-32. Displacement of the screen to subsequent OP positions is event-driven. The approach or detection by 
an enemy force, relief by a friendly unit, or movement of the protected force dictates screen movement. 
Collapsing of the screen, executed by well-rehearsed security drills performed at the platoon and company 
levels, provides security and maintains contact for the security force as it displaces. The main body 
commander does not place a time requirement on the duration of the screen unless the intent is to provide a 
higher level of security to the main body or to provide a tentative time frame for subordinate unit planning 
purposes. 
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CRITICAL TASKS 
5-33. A screen mission has certain critical tasks that guide planning. The level to which the unit can 
achieve these critical tasks is dependent on the unit’s capabilities, the commander’s intent, and METT-TC. 
To achieve the intent of a screen mission, unit must complete the following critical tasks: 

 Maintain continuous surveillance of all avenues of approach that affect the main body’s mission 
under all conditions. METT-TC may necessitate continuous monitoring of smaller avenues of 
approach. 

 Destroy or repel all reconnaissance elements within capabilities (counterreconnaissance). 
 Locate the lead elements that indicate the enemy’s main attack prescribed in the enemy’s order 

of battle based on the IPB. 
 Maintain contact with the enemy’s lead element while displacing and reporting its activities. 

STATIONARY SCREEN 

MAIN BODY COMMANDER’S GUIDANCE 
5-34. The BCT commander should provide the main body commander with guidance relative to the items 
discussed in this sub-section. 

Augmentation 

5-35. Augmentation is any additional assets that the screening unit receives to conduct the mission. This 
may include ground maneuver forces, aviation assets, artillery, air defense, engineers, or additional 
logistical support. Augmentation from the BCT can include an antiarmor platoon or company, a tank 
platoon, a reconnaissance platoon, a sniper squad, an infantry company, or an engineer platoon. 

The General Trace of the Screen and the Time the Screen Must Be Established 

5-36. A PL placed along identifiable terrain graphically indicates the trace. Consideration should be given 
to the amount of early warning, range of indirect fires, desired main body maneuver space, and fields of 
observation. When screening forward of the BCT, this PL represents the forward line of own troops 
(FLOT, and could be located along or close to a coordinated fire line. Placing screening units beyond the 
trace line requires approval of higher headquarters, and usually requires modification of FSCM. 

The Width of the Screened Sector 

5-37. The tasks required of a screening unit are minimal compared to other security missions. Therefore, 
the screening unit may be assigned a wide frontage. Previously, Table 5-1 discussed screening frontages 
for RS troops. If the RS is required to screen beyond its capabilities, the commander requests 
reinforcements. Careful consideration must be given when assigning UAS or ground-based sensors. This is 
because weather, station time, and terrain can affect the augmentation’s ability to execute the mission. UAS 
and ground-based sensors should be used to complement ground forces and to provide extended depth, 
some width, and increased flexibility to the operation. 

The Force to be Screened 

5-38. The unit conducting the screen must understand the mission, purpose, and commander’s intent of the 
unit it is screening. Knowing this information enables the screen force commander to better focus his units 
and enhances initiative during execution. 
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The Rear Boundary of the Screening Unit 

5-39. The rear limit of the screening unit is depicted as a boundary. Responsibility for the area between the 
screened force and the screening unit rear boundary lies with the screened (main body) force. This 
boundary reflects time and space requirements, clearly delineates terrain responsibilities, and provides 
depth required by the screening unit. The boundary may also serve as a battle handover or reconnaissance 
handover line to control passing responsibility for the enemy to the protected force. 

Possible Follow-on Missions 

5-40. To facilitate planning and future operations, the next likely mission the screening unit is to perform 
should be defined with enough information to enable the commander to begin planning and preparing for 
it. Providing this information also helps define the end state of the screen mission. 

SCREENING UNIT COMMANDER’S CONSIDERATIONS 
5-41. Given the BCT commander’s guidance, the screening unit’s commander considers several issues, 
which are discussed in the following paragraphs. 

The Initial Screen 
5-42. The controlling headquarters establishes the initial screen, and is adjusted closer only with higher 
HQ approval. Because the initial screen often represents the FLOT, it is considered a restrictive control 
measure. Coordination is required to move beyond the initial screen to conduct aerial surveillance or 
ground reconnaissance. If operations forward of the screen are required, an additional PL should be 
established to designate the screening unit’s limit of advance. Key considerations in locating the screen are: 

 Range of main body artillery. 
 Fields of observation from behind the screen. 
 Requirements to observe specific NAIs or TAIs. 

5-43. With permission, the screening unit commander can adjust the initial screen to meet those 
considerations best. 

Movement to Occupy the Screen 
5-44. Time and enemy situation determine the method of occupying the screen. There are three primary 
methods available to occupy the screen: 

 Zone reconnaissance. 
 Infiltration. 
 Tactical road march. 

5-45. If the situation is vague, or if more information is required on the terrain between the main body and 
the screen, and if time is available, the screening unit can conduct a zone reconnaissance to the screen. This 
method identifies any enemy in the sector and familiarizes the unit with the terrain. It is time-consuming, 
but provides the most security.  

5-46. If the enemy situation is vague, or if the enemy is known to be in sector, and if the intent is not to 
make contact with the enemy prior to occupying the screen, the screening unit should conduct infiltration 
to get to the screen. Infiltration provides the optimum level of stealth; however, it is time-consuming and 
less secure for the unit, due to the reduction of flexibility in massing combat power. If there is an accurate 
picture of the enemy situation or time is short, the screening unit may conduct a tactical road march to a 
position just short of the screen. 
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Control of Displacement to Subsequent Positions 
5-47. The screening unit’s commander uses PLs to control the operation. Since displacement to subsequent 
positions is event-driven, subsequent PLs serve to guide the unit commander’s initiative during the 
mission. The plan should define the event criteria triggering displacement, and displacement should occur 
at platoon and company levels. 

Sectors for Subordinate Units 
5-48. The commander designates sectors for the subordinate units. Terrain responsibility for NAIs and 
TAIs goes with the sector. Companies usually are deployed with UAS and/or I-REMBASS/GSR, and 
Prophet systems positioned to provide depth for the screening unit. Although deployed at the same time, 
screening companies position platoons, OPs, and/or augmentation to provide depth within their sector. 
Reduced depth is the trade-off when screening extended frontages. When forced to do so, the commander 
may have to assign terrain to UAS or sensors. This terrain should not be the high-speed avenues of 
approach. Plans must include redundancy of coverage and compensate for the absence of UAS (i.e., 
adverse weather) by adjusting ground OPs or positions.  

Air and Ground Integration 
5-49. UAS can conduct surveillance forward, to the rear, or to the flanks of the screening companies to add 
depth and extend the capabilities of the ground screen. They can conduct surveillance along an exposed 
flank of the screening unit; assist in patrolling gaps between ground OPs; augment surveillance of NAIs; 
and add depth within the sector along subsequent screens. The concepts of battle handover or 
reconnaissance are used within the unit as aerial and screening companies displace to subsequent OPs or 
positions. This ensures that the unit maintains contact with the enemy. UAS can be used under unit control 
or tasked to subordinate companies. In either case, integrating air and ground assets greatly enhances the 
effectiveness of the screen.  

Surveillance and Acquisition Assets 
5-50. The BCT should plan the integration of surveillance and acquisition assets to provide the earliest 
possible warning on the most likely avenues of approach, using its organic assets and/or national assets. 
The BCT can request national assets through the division. These national assets can provide initial 
acquisitions (e.g., JSTARS or Guardrail moving target indicator acquisition). These are used to cue organic 
assets such as UAS and ground observers to obtain more definitive intelligence and continue tracking the 
enemy. These assets also can be planned to cover the screening unit while it collapses the screen and is 
most vulnerable, or to assist in regaining contact with the enemy if contact is lost. If the screening unit is 
screening extended frontages, these assets can operate in an economy-of-force role, conducting periodic 
surveillance on areas the enemy is less likely to use but still has the possibility of using. The sensors 
organic to the BCT can be used under BCT control or tasked to subordinate companies. In either case, 
integrating the sensors into the plan greatly enhances the effectiveness of the screen. In this example, two 
reconnaissance troops have UAS OPCON to them to help screen the most likely and most dangerous 
avenues of approach. The remaining surveillance assets stay under the control of the surveillance troop 
commander and are integrated into the screen along less dangerous avenues of approach (Figure 5-2). 
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Figure 5-2. Screen using unmanned aircraft and sensors 

Fire Planning 
5-51. Fire planning integrates artillery, mortars, direct fires, and if allocated, attack aviation and CAS. 
Planning starts with the BCT’s FS plan, which includes assigned EFSTs. The planning must consider the 
BCT commander’s intent for the screen (i.e., if the commander’s intent is to report only, to disrupt, or to 
destroy/delay specific elements of the enemy’s formations). Targets should be planned on likely 
approaches at choke points, or areas where the enemy must slow down. The BCT should plan indirect and 
direct fires in conjunction with any obstacles the screening unit emplaces. It should also plan engagement 
areas to focus fires at points along likely enemy avenues of approach; this is where it is most possible to 
achieve the desired effects. It is critical that the BCT clearly identifies what supporting artillery is available 
for the screening unit, the command relationship, their tactical mission, the communication/digital linkages, 
and artillery positioning plans. 
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Mobility, Countermobility, and Survivability 
5-52. Engineers, if attached, may be available for specific tasks. Typical engineer tasks are survivability, 
improvement of combat roads and trails, and emplacement of situational obstacles. Situational obstacles are 
obstacles that the BCT plans and possibly prepares, but does not execute until specific criteria are met. 
Therefore, units may or may not execute situational obstacles, depending on the situation that develops 
during the battle. They are “be prepared” obstacles and provide the commander with flexibility for 
emplacing tactical obstacles based on battlefield development. FM 3-34.2 provides specific considerations 
for planning situational obstacles. Generally, “Volcano” is the most frequently used situational obstacles 
since it can be rapidly and precisely emplaced with set destruct times. In screen operations, situational 
obstacles can be used both to disrupt and to delay the enemy (in conjunction with indirect and direct fires), 
and to protect elements of the BCT. 

Command and Control, and Sustainment  
5-53. In most instances, both the TAC CP and main CP must be operational to support C2 over extended 
distances, and to maintain digital linkages with BCT HQ and its subordinate elements. Initial and 
subsequent locations of the main CP must be integrated into the BCT’s communication plan to ensure 
continuous digital connectivity is maintained. Sustainment assets should be prepared for operations 
extended in both time and space. Depending on the enemy situation and the length of supply lines, the 
screening unit may have to dedicate combat assets to securing logistical convoys. In addition, screening 
assets operating well forward of, or to the flank of, the BCT may need support from the closest maneuver 
battalion. The need for this support must be determined early in the planning process to allow the 
maneuver battalion time to plan and position assets to provide sustainment to the BCT assets.  

Planning Considerations 
5-54. The staff also considers the following factors when developing the BCT concept. Listed are basic 
considerations at company level: 

 Mission. 
 Battalion commander’s essential guidance. 
 Orientation of the screen.  
 Tasks for augmentation, such as UAS, GSR/CBRN sensors, and antitank systems. 
 Direct/indirect fire planning. 
 Graphic control measures. 
 Initial OP locations. 
 Patrol requirements. 
 Positioning C2/sustainment assets. 
 Coordination with friendly and supported unit. 

MOVING SCREEN 
5-55. Based on US Army doctrine and the BCT’s capabilities, the majority of the operations undertaken 
can be offensive, usually operating over extended distances. The same planning considerations discussed 
above apply to a moving screen. Emphasis may shift since the main body is moving. The BCT might 
require the RS or maneuver unit to conduct moving flank screens, and potentially screen the rear of the 
BCT as it attacks. Screening the rear of a moving force is essentially the same as a stationary screen. As the 
protected force moves, the screening unit occupies a series of successive screens. Movement is regulated 
by the requirement to maintain the time and distance factors desired by the main body commander. UAS or 
sensors may assume the screen during movement of ground troops, or work to extend the areas of 
coverage. 

5-56. The moving flank screen poses additional considerations. The width of the screen sector is not as 
important as the force being protected, and the enemy avenues of approach that might affect the main 
body’s movement. The unit screens from the front of the lead combat element of the main body to the rear 
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of the protected elements (excluding front and rear security forces). The combat trains moves with the 
screening unit, and the field trains moves with the BSB in the main body. 

5-57. There are three basic techniques for occupying the screen. The technique, or combination of 
techniques, is determined by the enemy situation and the available knowledge about the enemy, the BCT 
commander’s intent, and the speed the main body is moving.  

5-58. Table 5-2 sums up these three methods. 

Table 5-2. Methods of occupying the screen 

Technique Enemy Situation Tempo Line of Departure 
One Not likely Rapid Separate from main body 

Two Possible Moderate Separate from main body, zone 
reconnaissance forward 

Three Expected/Vague Slow With main body 

5-59. C2 is challenging during a moving screen because the unit moves in one direction and orients in 
another. Control measures must facilitate both orientations. For example, PLs serve as on-order unit 
boundaries and do not divide avenues of approach into the flank of the main body. The unit plans not only 
for the advance and initial screen, but also for a screen in depth back to the main body. 

5-60. Movement along the screen is determined by the speed of the main body, distance to the objective, 
and the enemy situation. Unit movement centers on a designated route of advance. This route is parallel to 
the axis of advance of the protected force, and large enough to accommodate rapid movement of the unit 
and to facilitate occupation of the screen. The route must be kept clear to ensure rapid movement of the CS, 
sustainment, and C2 assets. The support elements should stay off the main route unless moving, or travel 
on alternate routes in depth. Both ground and aerial reconnaissance assets can use any of four basic 
methods of movement (Table 5-3): 

 Successive bounds. 
 Alternate bounds by individual OPs. 
 Alternate bounds by subordinate units (platoons or companies). 
 Continuous marching. 

Table 5-3. Methods of screen movement 

METHOD CONSIDERATIONS ADVANTAGES DISADVANTAGES 
Successive 
Bounds 

Main body slow.  
By platoon or by company.
Contact possible. 
Simultaneously or in 
succession.  
Air screen during ground 
move. 

Most secure. 
Maintain maximum 
surveillance. 
Maintain unit integrity. 

Slowest method. 
Less secure during 
simultaneous move. May 
leave temporary gaps. 

Alternate 
Bounds by OPs 

Main body faster. 
By platoon or by company.
Contact possible. 
Bound rear to front. 

Very secure. 
Maintain maximum 
surveillance. 

Slow.  
Disrupt unit integrity. 

Alternate 
Bounds by Units 

Main body faster. 
By platoon or by company.
Contact possible. 
Bound rear to front. 

Fast. 
Good surveillance. 
Maintain unit integrity. 

May leave temporary 
gaps. 

Continuous 
Marching 

Very fast main body. 
Perform as route 
reconnaissance. 
Contact not likely. 
Air screen on flank. 

Fast. 
Maintain unit integrity. 

Least secure. 
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SECTION IV – GUARD  

5-61. A guard force contains sufficient combat power to defeat, cause the withdrawal of, or fix the lead 
elements of an enemy ground force before the enemy force can engage the main body with direct fire. This 
is one of several ways a guard differs from a screen. A guard force routinely engages enemy forces with 
direct and indirect fires. A screening unit, however, primarily uses indirect fires or CAS to destroy enemy 
reconnaissance elements, and slow the movement of other enemy forces. A guard force uses all means at 
its disposal, including decisive engagement, to prevent the enemy from penetrating to a position were it 
could observe and engage the main body. A guard force operates within the range of the main body’s fire 
support weapons, and deploys over a narrower front than a screening force of comparable size to 
concentrate combat power. 

5-62. The three types of guard operations are advance, flank, and rear guard. A commander can assign a 
guard mission to protect either a stationary or a moving force. A unit conducting a guard performs certain 
tasks within its capabilities unless ordered otherwise. If a unit does not have the time or other resources to 
complete all of these tasks, it must inform the commander assigning the mission of the shortfall. The unit 
must also request guidance on which tasks to complete or on the priority of tasks. After starting the guard, 
if the unit determines that it cannot complete an assigned task, such as cause deployment of the enemy 
advance guard, it must report this to the commander and await further instructions. Guard tasks include: 

 Destroy the enemy advance guard. 
 Maintain contact with enemy forces and report activity in the AO. 
 Maintain continuous surveillance of avenues of approach to the AO under all visibility 

conditions. 
 Impede and harass the enemy within its capabilities while displacing. 
 Cause the enemy main body to deploy, and then report its direction of travel. 
 Permit no enemy ground element to pass through the security area undetected and unreported. 
 Destroy or cause the withdrawal of all enemy reconnaissance patrols. 
 Maintain contact with its main body and any other security forces operating on its flanks. 

5-63. A commander employs a guard when he expects enemy contact and requires additional security 
beyond that provided by a screen. The multiple requirements of the guard mission are often performed 
simultaneously over relatively large areas.  

5-64. An advance guard for a stationary force is defensive in nature. It defends or delays IAW the main 
body commander’s intent. An advance guard for a moving force is offensive in nature. The advance guard 
develops the situation so the main body can use its combat power to the greatest effect. The main body’s 
combat power must not be consumed through piecemeal commitment. The full combat power of the main 
body must be available immediately to defeat the main enemy force. 

5-65. An advance guard for a moving force usually conducts a movement to contact. It organizes and uses 
the graphics of a movement to contact. Ground subordinate elements of a guard usually are deployed 
abreast to cover the axis of advance or the main body’s AO. 

5-66. The advance guard is responsible for clearing the axis of advance or the designated portions of the 
enemy elements’ AO. This enables the main body to move unimpeded, prevents unnecessary delay of the 
main body, and defers deployment of the main body for as long as possible. 

5-67. A flank guard protects an exposed flank of the main body. A flank guard is similar to a flank screen 
except the commander plans defensive positions in addition to OPs. The rear guard protects the exposed 
rear of the main body. This occurs during offensive operations when the main body breaks contact with 
flanking forces or during a retrograde. The commander may deploy a rear guard behind both moving and 
stationary main bodies. The rear guard for a moving force displaces to successive BPs along PLs or delay 
lines in depth as the main body moves. The nature of enemy contact determines the exact movement 
method or combination of methods used in the displacement (successive bounds, alternate bounds, and 
continuous marching). 
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Figure 5-3. HBCT as a division offensive guard 

SECTION V – COVER  

5-68. A covering force is a self-contained force capable of operating independently of the main body, 
unlike a screening or guard force. A covering force, or portions of it, often becomes decisively engaged 
with enemy forces. Therefore, the covering force must have substantial combat power and engineer 
augmentation to engage the enemy and accomplish its mission. A covering force develops the situation 
earlier than a screen or a guard force. It fights longer and more often and defeats larger enemy forces. 

5-69. The covering force’s distance forward of the main body depends on the intentions and instructions of 
the main body commander; the terrain; the location and strength of the enemy; and the rates of march of 
both the main body and the covering force. The width of the covering force area is the same as the AO of 
the main body. 

5-70. While a covering force provides more security than a screen or guard force, it also requires more 
resources. Before assigning a cover mission, the main body commander must ensure that he has sufficient 
combat power to resource a covering force and the decisive operation. When the commander lacks the 
resources to support both, he must assign his security force a less resource intensive security mission; that 
is, either a screen or a guard. 

5-71. A covering force accomplishes all the tasks of screening and guard forces. A covering force for a 
stationary force performs a defensive mission, while a covering force for a moving force generally 
conducts offensive actions. A covering force usually operates forward of the main body in the offense or 
defense, or to the rear for a retrograde operation. Unusual circumstances could dictate a flank covering 
force, but this is usually a screen or guard mission. An offensive covering force seizes the initiative early 
for the main body commander, enabling him to attack decisively. When the main body commander 
perceives a significant enemy to one of his flanks, he usually establishes a flank covering force. That force 
conducts its mission in much the same way as a flank guard performs its mission. The main differences 
between the two missions are the scope of operations and the distance the covering force operates away 
from the main body. 

5-72. Just as in a flank guard, the flank covering force must clear the area between its route of advance and 
the main body. It must also maintain contact with an element of the main body specified by the main body 
commander. This element usually is part of the advance guard for the flank unit of the main body. 
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DEFENSIVE COVER 
5-73. A defensive covering force prevents the enemy from attacking at the time, place, and combat 
strength of his choosing. Defensive cover gains time for the main body, enabling it to deploy, move, or 
prepare defenses in the MBA. It accomplishes this by disrupting the enemy’s attack, destroying his 
initiative, and establishing the conditions for decisive operations. The covering force makes the enemy 
deploy repeatedly to fight through the covering force and commit his reserve or follow-on forces to sustain 
momentum. 

Figure 5-4. Example covering force plan 

SECTION VI – AREA AND HIGH VALUE ASSET SECURITY 

AREA SECURITY 
5-74. Area security is a form of security that includes reconnaissance and security of designated personnel, 
airfields, unit convoys, facilities, MSRs, LOCs, equipment, and critical points. Area security operations are 
conducted to deny the enemy the ability to influence friendly actions in a specific area, or to deny the 
enemy use of an area for its own purposes. This can entail establishing and occupying a 360-degree 
perimeter around the area being secured, or taking actions to destroy enemy forces already present in the 
area. The area to be secured may range from specific points (i.e., bridges, defiles) to areas such as terrain 
features (i.e., ridgelines, hills) to large population centers and adjacent areas. Area security requires a 
variety of supporting operations that include reconnaissance, security, defensive, offensive, stability, and 
support tasks. An area security mission usually is conducted in an SSC environment supporting SO. 
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5-75. The RS or maneuver battalion may conduct, or task subordinate units to conduct, the following in 
support of an area security mission: 

 Area, route, or zone reconnaissance. 
 Screen. 
 Offensive and defensive tasks (within capability). 
 Convoy security. 

 High value asset (HVA) asset security. 

Note. The RS would have to rely on the BCT to provide combat assets to perform offensive and 
defensive actions if the enemy situation dictates.  

5-76. The unit may conduct the following additional tasks in SO: 

 Liaison/negotiation. 
 Joint military-civilian commission meeting. 
 Compliance inspections. 
 Support presence operation (i.e., support company/platoon checkpoints, presence patrols). 
 Deliver supplies or render humanitarian aid. 
 React to civil disturbance. 
 Plan/react to media. 

5-77. An area security force neutralizes or defeats enemy operations in a specified area. It operates in an 
area delineated by the headquarters that assigns the area security mission. It screens, reconnoiters, attacks, 
defends, and delays as necessary to accomplish its mission. Area security operations may be offensive or 
defensive in nature, focusing on the enemy, the force being protected, or a combination of the two. 
Commanders may balance the level of security measures with the type and level of threat posed in the 
specific area; however, all-around security is essential (Figure 5-5). 

5-78. When conducting an area security mission, the area security force conducts reconnaissance and 
security operations, and attacks, defends, and delays as necessary to accomplish its mission. Companies 
prevent enemy ground reconnaissance elements from directly observing friendly activities within the area 
being secured. They prevent enemy ground maneuver forces from penetrating those defensive perimeters 
established by the commander. The commander can have his elements employ a variety of techniques such 
as OPs, battle positions, ambushes, and combat outposts to accomplish this security mission. His reserve 
enables him to react to unforeseen contingencies. With available intelligence gathering capabilities, the 
screening unit has the potential to be more offensive oriented, conducting ambushes and preemptive strikes 
with greater precision to maintain security, if such actions are within the BCT commander’s intent and 
appropriate to the overall situation. 



Security Operations 

4 August 2006 FM 3-90.6 5-17 

Figure 5-5. Combined arms battalion conducting area security 

5-79. METT-TC determines the augmentation that a screening unit might need to execute the mission. 
Particular consideration should be given to the need for the appropriate mix of reconnaissance, maneuver, 
engineer, and artillery units. Augmentation from the BCT can include an antiarmor platoon or company, a 
tank platoon, a reconnaissance platoon, a sniper squad(s), an infantry company, and/or various engineer 
elements.  

5-80. Proper IPB is vital to provide adequate security for the assigned area. The factors of METT-TC and 
unit capability determine specific unit missions. Other influencing factors are: 

 The natural defensive characteristics of the terrain. 
 Existing roads and waterways for military lines of communication and civilian commerce. 
 The control of land and water areas, and avenues of approach surrounding the area to be 

secured, extending to a range beyond that of enemy artillery, rockets, and mortars. 
 The control of airspace. 
 The proximity to critical sites such as airfields, power generation plants, and civic buildings. 

5-81. Due to the possibility of commanders tying their forces to fixed installations or sites, these types of 
security missions may become defensive in nature. This must be carefully balanced with the need for 
offensive action. Early warning of enemy activity is paramount in area security missions, and provides the 
commander with time to react to any enemy. Maximum use of external collection assets can reduce the 
requirements placed on the screening unit assets. Proper ISR planning, dismounted/mounted patrols, and 
aerial reconnaissance, are essential to successful operations. 

5-82. Depth is provided through the use of subsequent fighting positions and mobile reserves. The 
mobility and firepower of armored forces enable these forces to rapidly traverse large areas, and quickly 
mass and destroy any enemy penetration. The size of the reserve depends on the tactical situation and 
available forces. Immediate reaction to intelligence information or any type of attack is vital. This 
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immediate reaction to accurate and timely intelligence can enable destruction of enemy elements prior to an 
attack on the area being secured. Reaction operations or commitment of the reserve are simple, planned, 
and rehearsed under all the employment conditions possible. 
5-83. CS and sustainment elements can provide support from within the area being secured, or from 
another location. This depends on the mission and status of the unit, the type of transport available, the 
weather, and the terrain. 

HIGH VALUE ASSET SECURITY 
5-84. The increased number and importance of artillery, aviation, communications, and intelligence 
acquisition systems has led to increased emphasis on their security. Referred to as high value assets 
(HVA), these can be artillery and air defense radars, units, UA launch and recovery sites, C2 nodes, and 
intelligence acquisition systems. The BCT can potentially have up to one-third of its ground combat power 
allocated to security missions. Examples of specific HVAs are: 

 Q36/Q37 radars. 
 BCT and division UA launch and recovery sites. 
 Patriot battery. 
 Sentinel radars. 
 Forward arming and refueling points (FARP). 
 EPLRS nodes. 
 JNNs. 
 Retransmission sites. 

5-85.  The magnitude of the security requirement for HVAs varies depending on how many missions are 
assigned to the BCT for security of division or corps assets. The number of these missions is usually kept 
to a minimum. Certain techniques help the commander keep as many of his combat maneuver forces in the 
direct fire battle as possible. Such techniques include positioning HVAs near combat forces, embedding 
them with combat forces, and guarding them during periods of limited visibility; maximizing self-
protection capabilities; and using specialized units such as HN and coalition light forces. 

5-86. Some information and considerations the commander must address when securing HVAs are: 
 Internet protocol (IP) address, frequencies, location, and linkup point of the HVA. 
 Routes to be used for reaching the HVA. How many unit AOs must the security force move 

through and under what conditions? 
 Mission and movement/positioning plan of the HVA. 
 Nature of the enemy.  
 Can the HVA be easily detected and targeted with indirect fire? If so, the security force needs to 

consider its own survivability, and maintain adequate standoff from the HVA. 
 Duration of the mission. Who will determine change of mission? 
 What other forces are in the area? What base clusters are nearby? 
 What are the triggers to leave the security mission and enter the close fight? Is there an implied 

reserve mission?  
 What is the mission/movement plan of the security force parent unit? The security force must 

maintain SA on the parent force to linkup or join the close fight. 
 Who is the security force’s higher headquarters? What are their IP address, location, frequency, 

and movement plan? 
 What is the logistical support plan for the security force? Who provides logistical security? 
 Whose communication architecture do they plug into? 
 How will the parent unit track its forces assigned to HVA security missions, and transition them 

back into the close fight? 
 The security force must also consider those locations that could be used by enemy personnel 

serving as forward observers for enemy indirect fire systems. 



Security Operations 

4 August 2006 FM 3-90.6 5-19 

5-87.  HVA security missions are not simply additional requirements. They represent the evolution in the 
way BCTs, divisions, and higher echelons fight. Systems that acquire and defeat the enemy with precision 
fires at vastly extended ranges are becoming the primary warfighting tools. Missions that provide for their 
security and facilitate their movement and effectiveness will increase rather than decrease. 

5-88.  The BCT S3 and S6 must develop an overlay that depicts all HVAs in the BCT AO, and ensure that 
overlay is distributed to subordinate commanders. The BCT S3 shows task protection of HVAs to 
subordinate commanders as an area security mission. 

5-89.  The BSTB is responsible for monitoring all elements not attached to subordinate units within the 
BCT AO. However, the BSTB may not have the resources to provide security for those elements. 
Accordingly, the BCT (in coordination with [ICW] the division or corps as necessary) may impose 
command relationships between HVTs and its CABs or other elements to enhance security and force 
protection of those elements by ensuring that their movement and positioning are coordinated.  

SECTION VII – IMPROVISED EXPLOSIVE DEVICE DEFEAT 

5-90. With the proliferation of technology and access to explosive materials, many enemy groups have 
come to rely on the improvised explosive device (IED) as a primary means of attack. As seen in recent 
conflicts in Afghanistan and Iraq, IED attacks have destabilizing and destructive effects on friendly 
operations. This section defines IED defeat operations and provides commanders, leaders, and staffs with a 
framework to effectively counter IED attacks. FM 3-34.119 provides detailed information on IED defeat. 

IMPROVISED EXPLOSIVE DEVICE DEFEAT FRAMEWORK 
5-91. The IED defeat framework is based on the imperatives and fundamentals of assured mobility (FM 3-
34). Assured mobility encompasses those actions that enable commanders to deploy, move, and maneuver 
where and when they desire (without interruption or delay), and to achieve the mission. 

5-92. The IED defeat framework is a parallel construct to assured mobility. It enables commanders and 
staffs to plan and take proactive measures to seek out and defeat IED events before they occur. It also 
provides a methodology for addressing IED events upon contact and subsequent detonation. The IED 
defeat framework consists of activities that predict, detect, prevent, avoid, and/or neutralize IEDs, and 
protect IED targets. These activities are discussed in the following paragraphs. 

PREDICT ACTIVITIES 
5-93. These activities are used to identify and understand enemy personnel, equipment, infrastructure, 
TTP, support mechanisms, or other actions to forecast specific enemy IED operations directed against US 
interests. Predict activities are driven largely by the analysis in the requirements management. 

DETECT ACTIVITIES 
5-94.  These activities contribute to the identification and location of enemy personnel, explosive devices 
and their component parts, equipment, logistics operations, and infrastructure. Successfully conducted, 
these activities can provide accurate and timely information, and can help interdict and destroy IED 
activities.  

PREVENT ACTIVITIES 
5-95.  These activities disrupt and defeat the IED operational chain of events. The actions focus on the 
target to interdict or destroy key enemy personnel (i.e., bomb makers, leaders, and financiers), the 
infrastructure/logistics capabilities (i.e., suppliers and bomb factories), and surveillance/targeting efforts 
(i.e., reconnaissance and overmatch operations) before emplacement of the device. They also include 
actions to deter public support for the use of IEDs by the enemy. 
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AVOID ACTIVITIES 
5-96. When units are unable to prevent IED manufacture and emplacement, they execute measures to 
avoid IED ambushes. Units alter patrol and convoy routes and times to avoid establishing a pattern of 
behavior that could be exploited by enemy forces. Units also increase SA and SU by using, updating, and 
disseminating the COP. Units achieve a high level of fidelity in their COP through timely and accurate 
reporting, which enables friendly forces to alter planned routes and avoid IED ambushes. When the tactical 
situation requires, a unit discovering an IED can mark and bypass the device prior to its neutralization. 
Bypassing a suspected IED requires accurate reporting to higher and adjacent units to prevent friendly 
forces from moving into the suspected ambush.  

NEUTRALIZE ACTIVITIES 
5-97. Units neutralize IED threats by proactive and reactive means that destroy or reduce the ways in 
which the enemy employs IED ambushes. Proactive measures to neutralize IED threats include offensive 
operations to kill or capture IED makers, munitions suppliers, or insurgent leaders. Reactive measure to 
neutralize IED threats include controlled detonation of weapons and munitions cashes, and practicing safe 
procedures of armed devices.  

PROTECT ACTIVITIES 
5-98. These activities improve the survivability of IED targets through hardening (of vehicles), awareness 
training, and/or other techniques. 

Figure 5-6. IED defeat framework 

5-99. The IED defeat framework (Figure 5-6) can be broken down into two major sub-elements: proactive 
(pre-detection) and reactive (post-detection). 

 Proactive elements are actions taken by friendly forces to predict, detect, prevent, avoid, 
neutralize, and protect against IED events. 

 Reactive elements are actions taken by friendly forces to detect, avoid, neutralize, and protect 
against IED events. 
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Note. The fundamentals of detect, avoid, neutralize, and protect applies to both sides of the 
framework (proactive and reactive measures). 

IMPROVISED EXPLOSIVE DEVICE DEFEAT CONSIDERATIONS 
5-100. IED defeat considerations are incorporated into the BCT operations process during MDMP. 
Additionally, the IPB, targeting, and risk management processes are used to assist commanders and staffs 
with IED defeat. 

5-101. During mission analysis, the staff identifies those specified and implied tasks necessary for 
mission accomplishment, including IED defeat tasks. IED defeat must be an integral part of unit 
operations, particularly those operations involving maneuver and mobility within the unit AO. Leaders 
must coordinate their IED defeat efforts with adjacent units and integrate them as necessary. Often, leaders 
must coordinate the use of theater-level assets and resources for use in IED defeat operations. IED defeat 
tasks can include: 

 Reconnaissance (route, zone, area). 
 Security patrols. 
 Route security. 
 Route clearance. 
 Area security, to include defending critical sites and infrastructure. 
 Raids. 
 Cordon and search. 
 Sniper operations. 

5-102. When a unit encounters a suspected IED, the leader must make a decision on the appropriate 
action to take. After taking immediate actions to alert personnel and remotely confirm the suspected IED, 
the leader must assess the following operational, situational, and tactical factors: 

 The effect of the delay on the mission. 
 The threat from direct and indirect fire. The risk of casualties from direct or indirect fire may be 

greater than that from the IED. 
 The size and location of the IED. 
 The type of terrain. The terrain determines the effectiveness and discernibility of the IED and, 

consequently, the ability of the unit to detect, avoid, neutralize, or protect against it. 
 The alternate routes or positions available. 
 The location and security of potential incident control points (ICP). 
 The degree of protection available. 
 The capabilities of the unit. 
 The availability of explosive ordnance disposal (EOD) support. 
 The dedicated security support for EOD. 
 The danger to follow-on forces and missions. 
 The danger to the civilian population and infrastructure. 

SECTION VIII – ROUTE SECURITY 

5-103. The BCT conducts route security missions to prevent enemy ground maneuver forces or 
unconventional forces from coming within direct fire range of the protected route. Route security missions 
are increasingly important and common, given the BCT’s extended lines of communication and the 
increasing frequency with which units are executing peacekeeping or peace enforcement missions. A route 
security force prevents an enemy force from impeding, harassing, containing, seizing, or destroying traffic 
along the route. To accomplish this task, the force: 
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 Conducts continuous mounted and dismounted reconnaissance of the route and key locations 
along the route to ensure the route is trafficable. 

 Conducts route clearance operations. 
 Conducts presence patrols. 
 Conducts sweeps of the route at irregular intervals to prevent emplacement of enemy mines 

along the route. 
 Identifies sections of the route that can be used to search for suspected enemy locations. 
 Establishes roadblocks/checkpoints along the route and lateral routes to stop and search vehicles 

and persons on the route, and those entering the route. 
 Occupies key locations and terrain along or near the route. If possible, establishes a screen 

oriented to preventing enemy direct fire weapons and observation from influencing the route. 
 Aggressively conducts ground and aerial patrols/surveillance to maintain route security. 
 Establishes OPs (covert/overt) or ambushes at critical points to watch for enemy activity. 

5-104. While route security is a mission commonly associated with SO, and SSC conflicts, it can be 
executed under MCO as well. The situation determines the degree of visibility the commander presents in 
the security operation. In some situations, being highly visible in the execution of the mission adds to the 
effectiveness of the operation. In other situations, stealth and low-profile are essential for both force 
protection and mission success. Subordinate units might conduct the following missions: 

 Screen. 
 Area, route, and zone reconnaissance. 
 Compliance inspections. 
 Establish traffic control points. 
 Defend. 
 Hasty attack. 

5-105. Enemy forces might try to sever supply routes and lines of communication by various methods. 
Roads, waterways, and railways might be mined; ambush sites might be located adjacent to the route being 
secured; or bridges and tunnels might be destroyed by demolitions. Due to the nature of this mission, very 
long routes might be extremely difficult to secure; however, measures can be enforced to reduce the effect 
of enemy forces. Figure 5-7 depicts a combined arms battalion (CAB) conducting a route security mission. 

5-106. Patrolling the route, mounted and/or dismounted, increases the chances of detecting enemy forces 
before they can effectively emplace mines or demolitions, or establish ambushes or roadblocks. The CAB 
patrols regularly, but not in an established routine manner. This precludes possible ambushes and helps 
detect enemy forces. Patrols can be covert or overt (used as a demonstration of force or presence patrol) to 
deter enemy actions. Patrols must be aware of probable ambush sites and choke points where roadblocks or 
mines and demolitions would be effective. Personnel conducting patrols must be trained to detect mines 
and booby traps. 

5-107. The CAB organizes patrols with enough combat power to survive initial enemy contact. Recent 
enemy activity provides guidance on the organization of patrols. When available, combat engineers, MPs, 
or other assets can augment patrols to increase their capability. Usually, lack of combat power prohibits a 
patrol’s ability to deal with large enemy forces; therefore, indirect fire plans and air attack assets, when 
available, should be integrated into the patrol plan. 
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Figure 5-7. CAB conducting route security 

5-108. The CAB can place roadblocks, checkpoints, and guard posts at crucial choke points (such as 
bridges and tunnels) to effectively prevent acts of sabotage, and to keep the route open and available to 
friendly forces. The CAB uses the procedures below, as appropriate, to aid in this effort. 

 Stop and search vehicles and persons before they proceed.  
 Do not allow vehicles to stop on or under bridges, or in tunnels. 
 Maintain constant surveillance over critical checkpoints at night by use of night vision 

equipment, integrating GSRs, remote sensors, and UAS to cover the immediate and surrounding 
areas.  

 Mine indirect approaches to sensitive areas to help lessen the chances of a ground attack.  
 Plan artillery fires to assist in defeating enemy attempts to influence the critical areas.  
 Construct bunkers to protect OPs and to provide positions from which to fight until reinforced. 

5-109. UAS can assist in securing the route by conducting aerial reconnaissance, effectively covering 
large areas in a short time. Additionally, UAS can assist in maintaining the screen or perimeter securing the 
route. Upon securing the route, the CAB uses sensors in surveillance of key avenues of approach or areas 
that do not require continuous surveillance by scouts. This reduces the manpower and logistical 
requirements on the unit. The CAB might designate a quick reaction force (QRF) to destroy enemy ground 
forces or to cut off enemy escape routes. 

5-110. Engineers help keep the route open and assist in locating and clearing mines, clearing terrain at 
potential ambush sites, and repairing damage to roads and trails. Engineers can also assist in preparing 
defensive systems around critical areas and choke points. 

SECTION IX – CONVOY SECURITY 

5-111. The BCT performs convoy security operations when sufficient friendly forces are unavailable to 
continuously secure lines of communication in an AO. To protect a convoy, the security force must 
accomplish the following critical tasks: 
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 Reconnoiter the route that the convoy will travel. 
 Clear the route of obstacles or positions from which the enemy could influence movement along 

the route. 
 Provide early warning and prevent the enemy from impeding, harassing, containing, seizing, or 

destroying the convoy. 

5-112. The minimum sized unit performing convoy security operations should be a company. 
Reconnaissance assets, sensors, engineers, and/or MPs sometimes augment companies performing security 
operations. LRAS and UAS are examples of such assets. The convoy security force is organized into three 
or four elements (Figure 5-8): 

 Reconnaissance element -- The reconnaissance element performs tasks associated with zone and 
route reconnaissance forward of the convoy. It may perform duties of the screen element. 

 Screen element -- The screen element provides early warning and security to the convoy’s flanks 
and rear. It may also perform duties of the reconnaissance element. 

 Escort element -- The escort element provides close-in protection to the convoy. It may also 
provide a reaction force to assist in repelling or destroying enemy contact. 

 Reaction force -- Provides firepower and support to the elements above to assist in developing 
the situation or conducting a hasty attack. May also perform duties of the escort element. 

Figure 5-8. RS conducting convoy security 

 

5-113. Commanders plan and execute all movements of troops and supplies as tactical operations. The 
BCT conducts convoy security operations in three general types of areas. These areas are: 

 High-risk areas that are not controlled by friendly forces. 
 Medium risk areas where friendly forces operate but have been frequented by unconventional 

forces. 
 Low risk areas where the friendly forces have control of the area.  

5-114. Because of the inherent dangers of convoy operations, emphasis is on extensive security measures. 
These security measures include: 

 Secrecy when planning and disseminating orders, strict noise and light discipline during 
movement, and varying routes and schedules. 
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 Coordination with fire or aerial support units to ensure an understanding of how that support is 
used to assist the movement, both to enforce preventive measures and to conduct close, 
continuous support of combat operations. 

 Maneuver for counter ambush actions. This includes contingency plans for immediate actions 
against an ambush and use of formations, which allow part of the column to be in position to 
maneuver against an ambush force. 

 Communications and coordination with supporting units and units along the route, adjacent HN 
forces, and higher headquarters, to include airborne radio relay. 

 Coordination with the supported unit moving in the formation including C2, locations for 
leaders, communications, medical support, and weapons systems. 

 Questions asked of the local civilians along the movement route for intelligence information 
(i.e., possible enemy ambush sites). 

5-115. Convoy security missions generate unique requirements the commander and staff must take into 
account when formulating a plan. The convoy security commander and his subordinates are briefed on the 
latest information regarding the enemy situation and the area through which the convoy will pass. The 
commander formulates his plans and issues his orders, including commander’s intent, assigning troops an 
element task (i.e., reconnaissance, screen, escort, reaction), the movement formation, intervals between 
echelons and vehicles, rate of travel, and detailed plans for actions on contact. Immediate action drills must 
be identified and rehearsed prior to movement and executed in case of contact (i.e., enemy ambush, 
obstacle, react to indirect fire). 

5-116. The BCT S4 and unit commanders must carefully plan for sustainment in convoy security 
operations. They should include fuel and maintenance elements in the convoy itself, or pre-positioned in 
secure areas along the route. Convoy elements must perform a detailed pre-combat inspection to ensure 
that vehicles are full of fuel, preventive maintenance checks and services (PMCS) have been performed, 
and potential maintenance problems are eliminated before the convoy starts movement. Leaders must plan 
casualty evacuation in detail along the entire movement route. When deployed, they must maintain 
coordination with the convoy security force, the BN aid station, the BN CP, and the combat trains CP 
(CTCP); and also with designated units along the route to ensure that immediate medical support is 
available. Due to the possibility of operating over extended distances from the BN aid station, aerial 
MEDEVAC is the preferred means of evacuation and must be planned and rehearsed in detail. 

5-117. Higher headquarters command may maintain a reaction force. This reaction force remains at 
readiness condition (REDCON) 1, monitoring the progress of the convoy and ready to respond if the 
convoy encounters an enemy unit that is greater than the security element’s capability. Enemy forces must 
be convinced that ambushes will produce a fast, relentless, hard-hitting response. Consequently, sometimes 
the reaction forces move forward so they can respond quickly, especially if the convoy is moving a long 
distance. 

5-118. Communications are vital to the success of movement. Leaders plan FM radio, and digital 
communications with convoy elements and population centers in the areas along the route of movement to 
ensure availability of support assets. Leaders also prearrange visual and sound signals. These signals 
include colored smoke, identification panels, and whistles or horn signals. While limited, these means of 
communicating are effective when clearly understood and rehearsed. 

5-119. Units must ensure artillery and mortar support are planned to support the entire route of 
movement. Units may have mortars integrated into the escort element itself, or they may have indirect FS 
provided by artillery elements that are positioned along the route. Coordination with fires sections that can 
provide fire along the route of movement ensures that fire support teams (FIST) can enter the FM voice or 
digital fire direction center (FDC) net, send routine location reports, and request and adjust fires. Leaders 
must coordinate call signs, frequencies, areas of employment, schedules of movement, and target numbers 
prior to convoy movement. 
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5-120. Leaders must address air defense of the convoy if an air enemy is possible. Convoy elements 
should review small arms air defense procedures and establish orientation sectors. Air defense 
reinforcements should be orchestrated into the movement and defense plan. If the route falls under an 
existing air defense umbrella, both short-range air defense (SHORAD) and high-to-medium-altitude air 
defense (HIMAD), the BN staff and the controlling air defense headquarters should coordinate 
appropriately with each other. 

5-121. Convoy security operations in an urban environment or built-up area require different emphasis 
and techniques than those in rural areas. The population density and characteristics of the area may require 
the use of non-lethal weapons and the careful application of lethal weapons. When applying minimum-
essential force to minimize loss of life and destruction of property, leaders must conduct detailed planning, 
coordination, and control. Convoys, whenever possible, should move through populated areas during times 
when these areas are least congested and, therefore, less dangerous to the security of the convoy. Convoy 
operations may require assistance from military or local police and other government agencies to secure the 
route prior to the convoy entering the built-up area. 
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Chapter 6 

Offensive Operations 

“Hit hard, hit fast, hit often” 
W.F. Halsey, 1944 

The purpose of the offense is to defeat, destroy, or neutralize the enemy. While the 
characteristics of offensive operations remain unchanged, the BCT’s unique 
capabilities enable it to conduct offensive operations with greater precision and speed 
than that of past organizations. In past military operations, US ground forces spent 
precious lives, and consumed extraordinary amounts of munitions and time to 
develop situations clearly. While costly, this clarity enabled forces to formulate the 
best solution to the tactical problem. The sensors and INFOSYS within the BCT 
enable the commander to visualize the battlefield better than his predecessors. 
However, sensors and INFOSYS do not eliminate casualties or render the combined 
arms assault obsolete. They only enhance the precision and lethality of operations.  

SECTION I – CHARACTERISTICS OF THE OFFENSE 

6-1. Surprise, concentration, audacity, and tempo characterize successful offensive operations. BCT 
commanders sustain the initiative by aggressively committing their forces against enemy weaknesses; BCT 
attacks are force-oriented or terrain-oriented, and facilitate the defeat of the enemy or the continuation of 
the attack. BCT commanders extend their attacks in time and space by engaging the enemy in depth, and 
destroying key elements of the enemy force. 

SURPRISE 
6-2. Commanders achieve surprise by attacking the enemy at an unexpected time or place. The BCT has 
several capabilities that enable the BCT to achieve surprise. First, the RS can gain accurate and timely 
information about the enemy. By seeing the enemy first and understanding the situation, the commander 
can exploit enemy weaknesses and disrupt enemy movement. Second, the movement speed of BCT units, 
either mounted or by air, provides the BCT commander with the option to position combat power rapidly; 
this limits the enemy's ability to react.  

6-3. The BCT can use its increased IO capability to give the enemy a false sense of the tactical 
environment, and possibly lower his defenses. Effective IO can weaken the enemy’s will to resist while 
denying him information on friendly forces. Prior to actual offensive operations, the BCT can use feints 
and demonstrations to divert the enemy’s attention, and tactically deceive him. The key to successful 
deception is to show the enemy what he expects to see. Often, surprise is achieved by causing the enemy to 
hesitate physically or in his decision-making; this enables the BCT to retain the initiative by concentrating 
its forces and adjusting its tempo as the tactical situation requires. 

CONCENTRATION 
6-4. Concentration is the massing of overwhelming effects of combat power to achieve a single purpose. 
The digital communications and INFOSYS found at the company level enable the BCT to concentrate 
combat power against the enemy quickly. To counter this, the enemy probably will seek close combat in 
urban or severely restricted terrain. This terrain inhibits the standoff capability of our weapons systems, 
makes it difficult to mass effects of combat power with precision, and may cause collateral damage.  
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6-5. Using information from higher HQ and JIM ISR assets, the BCT can create an accurate 
representation of the terrain and threat forces in its AO. This enables the BCT commander to concentrate 
the BCT ISR efforts on his specific information requirements. This focused ISR effort provides an 
enhanced COP, which provides the commander and staff a greater SU than in the past. This SU should 
enable the BCT to concentrate combat power at the decisive point to overwhelm the enemy.  

AUDACITY 
6-6. Audacity is a simple plan of action, boldly executed. Since digital capabilities such as FBCB2 enable 
the BCT commander to reduce the uncertainties about friendly and enemy forces, the commander should 
be able to act more boldly. 

TEMPO 
6-7. Tempo is the rate of military action. The digital communications and INFOSYS supporting 
commanders within the BCT enable commanders to process information and disseminate decisions 
quicker, and to act inside a threat commander’s decision cycle. 

SECTION II – FORMS OF MANEUVER 

6-8. The BCT commander selects the form of maneuver based on his analysis of the factors of METT-
TC. An operation may contain several forms of offensive maneuver such as frontal attack to clear enemy 
security forces; followed by a penetration to create a gap in enemy defenses; which in turn is followed by 
an envelopment to destroy a counterattacking force.  

6-9. The five forms of maneuver are: 
 Envelopment. 
 Turning movement. 
 Infiltration. 
 Penetration. 
 Frontal attack. 

ENVELOPMENT 
6-10. During an envelopment, the preponderance of the BCT's combat power avoids contacting the enemy, 
where the enemy is most protected and has concentrated fires. The RS and other ISR assets enable the BCT 
to develop the situation out of contact. The BCT can then maneuver against the enemy on its own terms. 
Another option is for the BCT to fix the enemy with one force, and then attack the enemy with the 
remaining available force.  
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TURNING MOVEMENT 
6-11. During a turning movement, the BCT could serve either as a supporting attack, main attack, or 
reserve force. The division avoids the enemy’s principal defensive positions by seizing objectives to the 
enemy rear, causing the enemy to abandon its prepared defense, or divert major forces to meet the threat. 
This enables the division to fight the repositioning enemy force on terms and conditions that are favorable 
to the division (Figure 6-1).  

Figure 6-1. Example of a BCT conducting a turning movement  

INFILTRATION 
6-12. The BCT may use infiltration to reconnoiter the enemy force or objective, to attack the enemy from 
an unexpected location, or to seize terrain to support a future attack. The BCT usually infiltrates ISR assets 
or infantry to obtain information, or to support the attack by destroying vulnerable key targets or seizing 
key terrain. The IBCT has the ability to conduct air, wheeled, or ground infiltration with its RS or infantry 
units. The HBCT can conduct a wheeled and/or tracked infiltration with its RS or dismounted infantry. The 
SBCT can conduct infiltration by means of the RS, or infantry battalion; either mounted or dismounted.  
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PENETRATION 
6-13. The key to a successful penetration is the ability to mass combat power and effects rapidly at the 
point of penetration while maintaining surprise as to the exact location of the penetration. In most cases, 
the BCT either attacks to create a gap, or attacks through a gap made by another BCT. In this case, the first 
BCT is conducting a frontal assault, and the second BCT is conducting a deliberate attack (Figure 6-2). 

Figure 6-2. Example of a BCT penetration 

FRONTAL ATTACK 
6-14. The BCT may conduct a frontal attack against a stationary enemy, or a moving enemy force (Figure 
6-3). Depending upon the terrain and enemy, this may not be enough force to execute across a wide front. 
The IBCT and HBCT must be judicious when deciding to conduct a frontal attack, because they only have 
two maneuver/combined arms battalions to execute this maneuver. The SBCT generally does not conduct 
frontal attacks. 
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Figure 6-3. Example of a frontal attack against a stationary enemy force 

SECTION III – TYPES OF OFFENSIVE OPERATIONS 

6-15. The BCT conducts, or participates in, movements to contact (MTC), attacks, exploitations, and 
pursuits. The BCT may participate in a division pursuit or exploitation by conducting a MTC or attack. The 
BCT’s RS and ISR assets do not negate the need to conduct the traditional MTC. However, the actual 
techniques used during MTC may be modified to fit the capabilities found within each of the BCTs.  

MOVEMENT TO CONTACT 
6-16. Movement to contact (MTC) is an offensive operation designed to develop the situation and gain or 
reestablish contact with the enemy. It is conducted when the tactical situation is unclear or when contact 
with the enemy has been lost. During a MTC, the BCT commander uses his ISR effort to develop the 
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situation out of contact, and maintain his freedom of action once contact has been gained. The BCT must 
also maintain all-around security. The BCT may conduct a MTC as part of a higher unit’s MTC, or the 
BCT commander may direct a MTC any time during an operation.  

6-17. The following are fundamentals of a movement to contact: 
 Focus all efforts on finding the enemy. 
 Make initial contact with organic or JIM ISR assets or organizations. 
 Task organize the BCT to make contact with the smallest mobile, self-contained force to avoid 

decisive engagement of the main body. 
 Plan to facilitate flexible response throughout the AO. 
 Maintain contact once contact is made. 

ORGANIZATION OF A MOVEMENT TO CONTACT 
6-18. The minimum components of a BCT MTC organization include security forces and a main body. 

Security Forces 
6-19. Security forces consist of: advance guard, flank and rear security elements.  

Advance Guard 

6-20. The advance guard is a self-contained force capable of operating independently of the main body. 
Only maneuver battalions (i.e., CAB or IN BN) or their companies have sufficient combat power to serve 
as a covering force. Generally, the advance guard requires FA, anti-armor, and engineer augmentation. In 
some cases the division provides a covering force that moves ahead of the BCT. When the division 
provides a covering force, the BCT commander uses an advance guard to maintain contact with the 
covering force. The advance guard should remain within range of the main body’s indirect fire weapons 
systems.  

Flank and Rear Security 

6-21. When adjacent units are not protecting the BCT's flanks or rear, they are secured by forces providing 
a guard or screen. The BCT may use reconnaissance troops for flank security, or it may require the main 
body forces to provide security.  

Intelligence, Surveillance, and Reconnaissance  

6-22. The BCT staff develops its ISR plan to ensure that the appropriate combination of the RS and other 
ISR assets are available. The BCT generally focuses its ISR assets where it expects to make contact. Once 
contact has been made, the BCT uses its ISR assets to determine the strength and disposition of enemy 
forces. 

Main Body 
6-23. Once the security forces have made contact with the enemy, the BCT commander uses his main body 
in one of four basic maneuver options. 

 Attack. 
 Defend. 
 Report and bypass. 
 Retrograde. 

6-24. The main body follows the advance guard and keeps enough distance between itself and the advance 
guard to maintain flexibility. Depending on his visualization, answers to his CCIR, and the fidelity of other 
information, the BCT commander may designate a portion of the main body as the reserve.  
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SEARCH AND ATTACK 
6-25. Search and attack is one technique for conducting a MTC. It is most often used when operating 
within noncontiguous areas of operation (Figure 6-4). The BCT conducts this form of movement to contact 
to destroy enemy forces, deny the enemy certain areas, protect the force, or collect information. Search and 
attack can be executed at any level above platoon, but typically is conducted by company-sized elements in 
battalion-sized AOs. The BCT may task its subordinate units to conduct the following missions: 

 Locate enemy positions or habitually traveled routes. 
 Destroy enemy forces within its capability, or fix and/or block the enemy until reinforcements 

arrive. 
 Maintain surveillance of a larger enemy force through stealth until reinforcements arrive. 
 Search urban areas. 
 Secure military or civilian property or installations. 
 Eliminate enemy influence within the AO. 

Figure 6-4. BCT search and attack 

6-26. The battalion is the basic operational unit in search and attack operations. Battalions conduct search 
and attack when the enemy is operating in small, dispersed elements, or when the task is to deny the enemy 
movement in an area. The BCT assists by ensuring the availability of adequate supporting fires, mobile 
transportation assets, timely and accurate intelligence, and reserve forces. BNs accomplish search and 
attack operations by organizing the brigade into find, fix, and finish forces; each of these forces has a 
specific task and purpose. The finish force is the main effort. Some considerations for conducting search 
and attack operations include: intelligence preparation of the battlefield, task organization, isolation of 
enemy forces, supporting fires, and decentralized C2. The following paragraphs provide more information 
about these considerations. 

Intelligence Preparation of the Battlefield 
6-27. The intelligence preparation of the battlefield (IPB) process is critical to search and attack 
operations. The BCT does not usually have the luxury of conducting a police call type search of the zone. 
The S2 must focus the brigade’s search efforts on likely enemy locations, and refine the enemy SITEMP as 
new information becomes available. 
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Task Organization 
6-28. In search and attack operations, the BCT commander first task organizes the finish force, and uses 
the anticipated size of the enemy to ensure that the force has enough combat power to accomplish its 
assigned task. The finish force may move at some distance behind the find force, or it may be at a pickup 
zone (PZ) and air assault to the objective once the enemy is located. The air assault technique is dependent 
on the availability of LZs near the objective, weather, and availability of aircraft. The S2 must provide the 
commander with his estimate of how long it will take the enemy to displace, thus helping to ensure that the 
finish force reaches the objective before the enemy can displace.  

6-29. The size of the find force depends on the degree of certainty associated with the enemy ternplate. 
The vaguer the situation is, the larger the find force will be. The find force can consist of infantry, air, and 
electronic assets. It usually uses zone reconnaissance techniques to reconnoiter NAIs identified by the S2. 
The brigade fix-and-finish plan must consider the possibility of the find forces being compromised. 

6-30. The BCT can rotate units through the find, fix, and finish roles, but the main effort remains the finish 
force. Rotating roles may require a change in task organization and additional time for rehearsal. 

Isolate the Enemy 
6-31. The fix force isolates the enemy once the find force finds it. It blocks both escape and reinforcement 
routes. The fix force incorporates indirect fires into the fix plan; it also blocks routes that the S2 identified. 
Depending on the mobility of the enemy and the likelihood of the find force being compromised, the fix 
force might have to be emplaced before the find force enters the AO. 

Supporting Fires 
6-32. Available FS must provide flexible, rapid support throughout the area of operations. This includes 
the ability to clear fires rapidly. To clear fires rapidly, units must track and report the locations of the unit’s 
subordinate units. The capability must exist to mass fires quickly in support of the main effort. Because of 
the uncertainty of the enemy situation the commander avoids command or support relationships that 
prevent shifting assets when necessary. Supporting fires should be flexible and destructive. They should 
also enhance the ability of a highly mobile attack force to destroy an enemy force located and fixed by 
other forces. 

Decentralized Command and Control 
6-33. The brigade commander provides the necessary control, but he permits decentralized actions and 
small-unit initiative to the greatest extent possible. This includes establishing the proper graphic control 
measures to control movement, and the synchronization of all brigade assets to enhance combat power 

HASTY AND DELIBERATE ATTACKS 

HASTY ATTACK 
6-34. Hasty attacks maximize agility, surprise, and initiative to seize opportunities to destroy the enemy or 
seize the initiative. to the BCT uses hasty attacks to: 

 Exploit a tactical opportunity. 
 Maintain the momentum. 
 Regain the initiative. 
 Prevent the enemy from regaining organization or balance. 
 Gain a favorable position that may be lost with time. 

6-35. BCTs are capable of conducting more precise hasty attacks because of their inherent battle command 
enablers such as ABCS and FBCB2. Rapidly attacking before the enemy can act often leads to success 
even when the combat power ratio is not as favorable as desired. In choosing to conduct a hasty attack, a 
commander is trading planning and preparation time for speed of execution. Planning and preparation are 
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typically less detailed for a hasty attack. The BCT can prepare to execute hasty attacks by anticipating their 
occurrence, and developing contingency plans. By assigning on-order or be-prepared missions to 
subordinate units, the BCT is able to transition into hasty attacks better. Doing so may require a CAB to go 
from a shaping role to a role as the decisive effort, depending on its location during the engagement. In 
such cases, support and sustainment operations may have to shift to support it. This may require particular 
attention during the rehearsal phase.  

DELIBERATE ATTACK 
6-36. Deliberate attacks are highly synchronized operations characterized by detailed planning, precise 
preparation, carefully coordinated fires, and violent execution. During shaping operations BCT 
commanders allow their reconnaissance element and ISR assets time to prepare and develop sufficient 
intelligence to strike the enemy at a vulnerable point with bold maneuver. Shaping operations also disrupt 
enemy defensive preparations through aggressive patrolling, feints, limited-objective attacks, harassing 
indirect fires, air strikes, and offensive IO. The fires battalion is positioned to provide maximum coverage 
throughout the initial phases of the operation, and they are prepared to incapacitate the enemy’s ability to 
conduct reconnaissance, conduct strike operations, communicate, and command. Usually, the BCT 
maneuver/combined arms battalions conduct decisive operations. Fires are planned on all known and 
potential enemy positions; and also to isolate the objective. Sustaining operations should be planned to 
enable rapid resupply and movement. Execution of these operations might require bringing the BSB or 
some of its crucial elements forward; also, a reserve may be required.  

6-37. Accurate intelligence is a prerequisite for a successful attack. Before mounting an attack, the BCT 
seeks to determine the enemy’s strength and disposition. In a deliberate attack, the BCT collects detailed 
information about the enemy, and then uses this information to plan the attack, and locate enemy 
surveillance, strike, command, and communication assets. Barriers are also identified and targeted. The 
commander must receive an accurate picture of the enemy’s defense so he can decide on a COA, and act 
faster than the enemy can react. 

6-38. When preparing for a deliberate attack, the commander and staff develop a well-resourced and 
coordinated ISR effort that provides a detailed picture of the enemy situation prior to execution of the 
attack. Key ISR considerations specific to a deliberate attack are: 

 Determine the enemy’s current array of forces. 
 Anticipate the enemy’s engagement areas. 
 Determine enemy vulnerabilities. 
 Support the BCT’s approach to the objective. 
 Support actions on the objective. 

6-39. During the approach to the objective the BCT is prepared to: 
 Breach, reduce, or bypass obstacles. 
 React to artillery, chemical strikes, air attack, and EW. 
 Transition to different formations based on the terrain and enemy situation. 
 Employ forces to screen or guard flanks that may become exposed or threatened during the 

approach. 
 Avoid terrain features that are likely enemy artillery reference points, locations for chemical 

strikes, or locations for situational obstacles. 
 Destroy enemy security forces with indirect fire or CAS immediately upon locating the forces. 
 Conduct limited attacks prior to execution of the main attack. 

6-40. The commander maneuvers combat forces and employs fires, obstacles, and smoke to create 
favorable conditions for decisive maneuver against the enemy. The commander commits maneuver forces 
and fires to isolate or rupture a small vulnerable portion of the enemy’s defense to gain a flank or create a 
penetration. The final destruction of the enemy force is achieved through the attack of assaulting forces. 



Chapter 6  

6-10 FM 3-90.6 4 August 2006 

6-41. Usually, the BCT employs fires with CAS, FA, and non-lethal capabilities to weaken the enemy’s 
position and condition prior to closure within direct fire range of the enemy force. Initially, preparatory 
fires focus on the destruction of key enemy forces with the most impact on the scheme of maneuver. 
Preparatory fires also can: 

 Weaken or neutralize enemy reserves. 
 Emplace FS-delivered scatterable mines to disrupt repositioning or counterattacking enemy 

forces. 
 Deceive the enemy as to the BCT’s actual intentions. 
 Destroy enemy security forces. 
 Obscure friendly movements and deployment. 
 Destroy or suppress enemy indirect fire assets. 

6-42. The commander does everything in his power to limit the options available to the enemy. The 
primary goal is to isolate the unit targeted for destruction by preventing the enemy from laterally 
repositioning and reinforcing it. A task force, designated as a shaping force, usually fixes the bulk of the 
enemy force by attacking an objective(s) that isolates a portion of the enemy’s defense. A tank heavy force 
is suited to fix a defending armor force. The commander continuously assesses the situation and commits 
forces only when the necessary conditions of enemy suppression, destruction, and obscuration are 
achieved. Attacking a well-prepared enemy force usually requires breaching enemy obstacles. 

6-43. The maneuver battalion, which is the BCT’s main effort, assaults the objective. To do this 
effectively, it receives updates of critical information about the enemy and friendly situation from both the 
shaping effort and the higher headquarters. 

6-44. The assault might involve a single rapid advance across the enemy’s position, or might involve a 
series of rapid advances and commitment of forces to achieve the same result. Terrain-oriented attacks are 
planned and executed in the same manner. The most important distinction in a terrain-oriented attack is that 
the BCT focuses its efforts on seizing and holding terrain instead of on destroying the enemy. 

6-45. The reserve is kept ready for immediate employment. The reserve moves within the BCT’s 
formation to permit rapid commitment to points of probable employment. The reserve may be committed to 
reinforce the momentum of the attack, block enemy counterattacks, or exploit success. 

EXPLOITATION AND PURSUITS 

6-46. In an exploitation, the BCT attacks rapidly over a broad front to prevent the enemy from establishing 
a defense, organizing an effective rear guard, withdrawing, or regaining balance (Figure 6-5). The BCT 
commander orders pursuit when the enemy can no longer maintain his position and tries to escape. The 
wheeled mobility of the SBCT, tracked mobility of HBCT, and air capability of the IBCT enable all BCTs 
to rapidly move into position to conduct the pursuit (Figure 6-6). 
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Figure 6-5. BCT exploitation 

 

Figure 6-6. Pursuit control measures in a non-contiguous AO 
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OTHER FORMS OF ATTACK 
6-47. The BCT can launch attacks with various purposes to achieve different results. The forms of attack 
that a BCT may conduct are: 

 Raids. 
 Feints. 
 Demonstrations. 
 Counterattacks. 
 Spoiling attacks. 
 Cordon and searches. 

RAID 
6-48. Raids are operations that involve swift penetration of hostile territory to secure information, to 
confuse the enemy, or to destroy his installations. The BCT makes plans for the withdrawal of personnel at 
the completion of the mission. The raiding force may operate within or outside of the BCT’s supporting 
range, and moves to its objective by infiltration. Once the raid mission is completed, the raiding force 
quickly withdraws along a different route (Figure 6-7).  

6-49. Raids usually are planned at BCT level, and executed at BN level. BNs usually conduct raids during 
limited visibility. The approach route should be different from the withdrawal route, which security 
elements must ensure is open. The raiding force generally carries everything it requires to sustain itself 
during the operation. If not, resupply is usually by aircraft. Factors that determine the amount of logistics 
support that must accompany a raiding force include the: 

 Type and number of enemy vehicles and weapons. 
 Movement distance to the raid objective area. 
 Length of time the raid force is to remain in enemy territory. 
 Expected enemy resistance. 

Figure 6-7. Example of a raid 
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COUNTERATTACK 
6-50. The commander might plan counterattacks as part of the BCT’s defensive plan, or the BCT might be 
the counterattack force for the higher headquarters. The BCT must resource the counterattack force with 
enough combat power and mobility to affect the enemy’s offensive operations. Figure 6-8 demonstrates a 
counterattack by the BCT tactical combat force (TCF) using an attack by fire position to destroy 
insurgents, while supported by organic artillery. 

Figure 6-8. Example of an IBCT counterattack 

CORDON AND SEARCH 
6-51. Generally the BCT commander delegates the cordon and search mission to a battalion (FM 3-06.11). 
However, the BCT must shape and provide resources for the battalion to accomplish the mission. 
Subordinate units should divide the built-up area to be searched into zones, and assign a search party to 
each zone. Search parties consist of: 

 Security element – to encircle the area, to prevent entrance and exit, and to secure open areas. 
 Search element – to conduct the search. 
 Reserve element – to assist either element, as required. 

6-52. The BCT usually  provides the following assets to battalions conducting cordon and search missions: 
 ISR assets from the RS and the MI CO.  
 Mine detection and/or demolition support from attached engineer units. 
 Interrogation, translator, and/or HUMINT support from the MI CO. 
 PSYOP (i.e., loudspeaker) and other CA support from attached CA units. 
 EW support (i.e., Prophet) from the MI CO. 
 LNOs to assist with HN interaction. 
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Figure 6-9. Typical organization for search operations 

Establishing the Cordon 
6-53. An effective cordon is critical to the success of the search effort. Although a battalion usually has 
sufficient manpower to prevent the escape of individuals to be searched, the BCT may need to allocate 
forces to protect the BNs conducting the operation. Combat aviation units (i.e., AH-64) can be used to 
support the BNs that establish cordons. 

6-54. Deployment for the search should be rapid, especially if the enemy is still in the area to be searched. 
Ideally, the entire area should be surrounded at once. SBCT infantry BNs have the organic capability to 
move quickly, but HBCT and IBCT battalions might need additional transport for Soldiers. The BCT 
should consider the use of general support aviation units (i.e., UH-60) for transport of Soldiers across long 
distances. 

Conducting the Search 
6-55. PSYOP and CA units are force multipliers when dealing with the populace. Aerial photographs can 
provide information needed about the terrain. In larger towns or cities, the local police might have detailed 
maps showing relative sizes and locations of buildings.  

Capturing Personnel and Equipment 
6-56. Commanders must carefully weigh the value of tactically questioning detainees at the point of 
capture against the thorough questioning at a safe haven. Although Soldiers on the ground desire to gather 
and act on timely intelligence, there might be far-reaching damage to an ongoing investigation by MI or 
HN counterinsurgency operations. Often MI and HN representatives can accompany units conducting 
cordon and search to provide advice to on-site commanders. 

6-57. Certain kinds of equipment (i.e., computers and cell phones) should not be exploited at the point of 
capture. Instead, the BCT should make arrangements for quick removal of captured material to MI units 
with the capability to handle exploitation properly.  
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SECTION IV – COMBAT FORMATIONS 

6-58. The BCT uses six basic formations: column, line, echelon, box, wedge, and vee. The type of 
formation the BCT commander selects is based on: 

 Actions on the objective. 
 The likelihood of enemy contact. 
 The type of enemy contact expected. 
 The terrain the BCT must cross. 
 The balance of speed, security, and flexibility required during movement. 

6-59. The commander and staff must also determine when, where, and how the BCT transitions into 
different movement formations based on the terrain and anticipated situation. The commander and all 
subordinate units also maintain the flexibility to adapt to new formations based on changes in the terrain 
and enemy situation.  
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COLUMN 
6-60. The column formation is useful in restrictive terrain or when attacking on a narrow front (Figure 6-
10). The column formation: 

 Is the easiest formation to control. 
 Enables rapid movement, especially along roads and trails. 
 Provides a high degree of security and firepower to the flanks. 
 Allows follow-on elements to assume the mission or support the lead element (depending on the 

terrain). 
 Provides flexibility for maneuver to the flanks and forward, but is slow to deploy to the front. 
 Limits firepower forward. 
 Is vulnerable to piecemeal commitment of forces to the front. 

Figure 6-10. Example of a SBCT in column formation 
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LINE  
6-61. The line formation is useful against a weak or shallow enemy defense, or when the situation requires 
an advance over a broad front (Figure 6-11). The line formation: 

 Provides maximum firepower forward. 
 Covers a relatively wide front. 
 Facilitates the discovery of gaps, weak areas, and flanks in the enemy's disposition. 
 Provides less flexibility of maneuver than other formations. 
 Limits firepower to the flanks. 
 Requires wide maneuver space for employment and to maintain adequate dispersion. 
 Is difficult to control, especially in restricted terrain or during limited visibility. 

Figure 6-11. Example of a SBCT in line formation 
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ECHELON 
6-62. The echelon formation is useful when a BCT flank is threatened, or when maneuver and enemy 
contact is expected in the direction of echelon (Figure 6-12). The echelon formation: 

 Enables concentration of firepower forward and to the flank in the direction of echelon. 
 Facilitates maneuver against a known enemy in the direction of echelon. 
 Allows flexibility in the direction of echelon. 
 Transitions easily into a line or vee formation. 
 Is easy to control on open terrain but more difficult to control in restricted terrain. 
 Requires use of multiple routes or a wide maneuver area. 
 Reduces firepower, flexibility of maneuver, and security in the direction opposite of the echelon. 

Figure 6-12. Example of a SBCT in echelon formation 

Note. Primary maneuver units in diagonal oriented right. 
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BOX 
6-63. The box formation is useful when general information about the enemy is known, and the BCT 
requires flexibility and depth in its attack. The diamond formation is a variation of the box formation. The 
BCT uses box and diamond formations when it has four maneuver forces (Figure 6-13). Both the box and 
the diamond formations: 

 Provide the best flexibility for maneuver. 
 Enable easy transition into all other formations. 
 Distribute firepower forward and to the flanks. 
 Are easy to control. 
 Provide all-around security. 
 Facilitate rapid movement. 
 Provide protection of accompanying CS and sustainment elements located in the center of the 

formation. 

Figure 6-13. Example of a SBCT in box and diamond formations 
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WEDGE 
6-64. The wedge formation is useful when attacking enemy forces that appear to the front and flank, or 
when the situation warrants contact with minimal combat power followed by rapid development of the 
situation (Figure 6-14). The wedge formation: 

 Enables easy transition into other formations. 
 Makes contact with minimal combat power forward. 
 Provides mutual support between battalions. 
 Provides maximum firepower forward and good firepower to the flanks. 
 Facilitates control and transition to the assault. 
 Is easy to control except in restrictive terrain or during limited visibility. 
 Requires sufficient space for lateral and in-depth dispersion. 

Figure 6-14. Example of a SBCT in wedge formation 
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VEE 
6-65. The vee formation is useful in an advance against a known threat to the front (Figure 6-15). The vee 
formation: 

 Provides good firepower forward and to the flanks. 
 Changes easily to the line, wedge, or column formation. 
 Facilitates continued maneuver after contact is made against a relatively weak enemy. 
 Is difficult to control, especially in restricted terrain or during limited visibility. 
 Is difficult to reorient the formation. 

 

Figure 6-15. Example of a SBCT in vee formation 
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SECTION V – OTHER OFFENSIVE OPERATIONS 

MISSION STAGING OPERATIONS 
6-66. To maintain continuous pressure on enemy forces, the division designs operations that accommodate 
the cycling of BCTs to temporary bases where they rest, refit, and receive supplies. These can be sustaining 
operations. The BCT moves to the area established by the sustainment brigade for mission staging. While 
in mission staging, the BCT is not available for tactical tasks other than local security. Typically, mission 
staging involves the sustainment brigade, CS brigade, and the BCT. In offensive operations, one BCT may 
replace another in the attack, usually when one has a follow and assume mission. The division commander 
then orders a mission staging operation (MSO) for the BCT that is out of the fight. After mission staging, 
that BCT may assume the attack while the second BCT refits, continuing a tactical cycle of mission staging 
without relinquishing the initiative. The BCT can do this on a scheduled basis not tied to a unit’s respective 
combat power status (Figure 6-16). 

Figure 6-16. Mission staging operations 
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SENSITIVE SITES 
6-67. A sensitive site is a geographically limited area with special diplomatic, informational, military, or 
economic sensitivity to the US government. Examples of sensitive sites include the following: 

 War crimes sites. 
 Critical hostile government facilities. 
 Areas suspected of containing persons of high rank in a hostile government. 
 Document storage areas for enemy classified files. 
 Research and production facilities involving breakthrough technologies. 
 Any place that contains, or is suspected of containing, enemy research, production, storage, 

employment, use, or threat of use, of CBRN weapons.  

PLANNING SENSITIVE SITE OPERATIONS 
6-68. Operations to seize, secure, exploit, and neutralize or destroy sensitive sites are deliberately planned, 
using forces task organized for the mission.  

Tactical Sequence of Sensitive Site Operations 
 Perform reconnaissance, assess the site, and provide an initial report.  
 Perform tactical movement to an assault position near the site.  
 Isolate the site.  
 Seize and secure the site.  
 Consolidate and reorganize.  
 Assess, then access the site  
 Exploit the site.  
 Neutralize or destroy the site.  
 Transition to other operations. 

Planning Considerations for Sensitive Site Operations 
 C2 

 Unique task organizations.  
 Inclusion of interagency specialists for planning and execution. 
 LNO to the exploitation team and other elements (e.g., SOF). 

 Signal 
 Enhanced telecommunications support to facilitate offsite expertise. 
 Video feeds. 

 Maneuver 
 The force assigned the mission of seizing and securing a sensitive site must be large enough 

to control the entire site. 
 Planning should address the seizure and disposal of contraband, evidence, intelligence 

material, supplies, and/or other minor items collected during this mission.  
 Seizure and disposition of such items is performed in accordance with applicable laws and 

regulations. 
 Consider aviation support for security of the site and for lift to evacuate material and/or 

personnel. 
 
 
 

 Fire support 
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 Operations involving sensitive sites require carefully balancing overwhelming firepower 
with controlled maneuver.  

 Use of FSCM such as a restricted fire area (RFA) to safeguard important facilities. 
 Use precision fires on targets in the sensitive site; this could require additional COLTs. 

 Intelligence 
 Information on suspected sensitive sites should be requested and developed well in advance 

of anticipated operations. Extensive coordination might be necessary to obtain it.  
 Provide useable information to tactical units on what to look for at various sensitive sites.  
 After encountering a sensitive site, commanders should evaluate their CCIR and adjust as 

necessary. For example, an entire set of PIR may result from discovering a large war crimes 
site. 

 Develop target folders for each known site, and ensure dissemination to the unit preparing 
for sensitive site exploitation mission. Items in the target folder should include: 

 Diagrams. 
 Imagery. 
 Site inventory. 
 Site history. 
 Logistics considerations. 

 Mobility, countermobility, survivability 
 Engineers can support exploitation by ensuring mobility and site access.  
 Engineers can identify and prepare barriers to isolate the site, particularly when the site is 

located in or near an urban area. 
 Engineers’ assessment and marking of unsafe structures.  

 CBRN defense  
 Plan for possible exposure to TIM and WMD components.  
 DOT Emergency Responders Guide website (http://hazmat.dot.gov/gydebook.htm ).  
 Include CBRN reconnaissance and defense units with all sensitive sites.  
 Decontamination for personnel and equipment might be needed.  

 Sustainment 
 Many sites will require EOD teams.  
 Some war crimes sites will require mortuary affairs teams to support forensic investigators. 

These teams may assist CA with dignified return of remains to appropriate authorities.  
 Additional transportation resources to transport material and specialized equipment  

 Rules of engagement 
 Include provisions that apply to noncombatants and the security of sensitive sites in 

different situations.  
 For example, security of a war crimes area might include ROE that allow 

for arrest and detention of violators of a security zone, but not deadly force, 
except in self-defense.  

 At a captured CBRN facility, troops might be authorized to use deadly force to preclude 
unauthorized entry to the site when other measures fail.  

 Site preservation 
 Certain sensitive sites are highly dynamic and fragile; the evidence value of items at the site 

can be easily lost. Usually, there is only one chance to search a scene properly.  
 In the case of possible war crimes sites, the key actions of those performing the survey are 

to observe and record. The position of items in relation to each other and to victims can be 
as important as the items themselves.  

http://hazmat.dot.gov/gydebook.htm
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ENCOUNTERING A SENSITIVE SITE  

Deliberate Encounters 
6-69. Army forces prefer to encounter sensitive sites in a deliberate, rather than in a hasty encounter. In a 
deliberate encounter, the existence of the site and its general nature, extent, and purpose are known. In the 
case of sensitive sites defended by enemy forces smaller than a battalion, the operation to seize control of 
the site is often a raid conducted by a battalion supported by the BCT. Operations involving large sensitive 
sites defended by enemy forces larger than a battalion are conducted by a BCT supported by the division. 
These operations can involve encircling, isolating, and destroying the defenders before seizing the 
complex. A deliberate mission to seize and secure a sensitive site is preferred. In an AO containing known 
sensitive sites, commanders task organize units with the mission of seizing and securing sensitive sites, and 
subsequently supporting their exploitation. Planners balance the requirements of ongoing operations with 
requirements to seize and secure sensitive sites. They allocate forces according to the commander’s 
priorities.  

Hasty Encounters 
6-70. While the BCT prefers deliberate operations, military history and the realities of modern operations 
indicate that some operations involving sensitive sites will be hasty. Intelligence is rarely perfect, and 
enemies take extraordinary measures to hide some sensitive sites. In hasty encounters, Army forces 
discover a sensitive site during operations to accomplish another mission. In some instances, ISR 
operations may detect a sensitive site for which no planning has taken place. In other situations, 
intelligence developed over time may identify an area previously overrun or bypassed as being much more 
important than assumed. In each case, the unit controlling the AO in which the site is discovered takes 
immediate steps to seize, secure, and possibly exploit the site. Even when forces lack intelligence about 
sensitive sites in their AO, battalion and higher-level units include branches addressing incidental 
encounters of sensitive sites in their tactical plans. 

SENSITIVE SITE EXPLOITATION 
6-71. Sensitive site exploitation consists of a related series of activities inside a captured sensitive site. 
Exploitation should not begin until the site is secured and threat forces are neutralized. Trained 
professionals conduct exploitation of personnel, documents, electronic data, and material found at the site. 
While the physical process of exploiting the sensitive site begins at the site itself, full exploitation may 
involve teams of experts located around the world.  

Sensitive Site Exploitation Team 
6-72. The sensitive site exploitation team is a tailored organization responsible for entering a captured 
sensitive site to exploit its contents and neutralize or remove any threats posed by material found inside. 
Teams usually are organized around joint and interagency experts, and include specially trained, equipped, 
and qualified individuals. Army units support the exploitation by performing the following roles: 

 Security of the site and of the exploitation team. 
 Processing material with experts providing supervision. 
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Chapter 7 

Defensive Operations 

“The influence of growing firepower on tactical defense is evident. The defensive is able 
more than before to carry out its original mission, which is to break the strength of the 
attacker, to parry his blows, to weaken him, to bleed him, so as to reverse the relation of 
forces and lead finally to the offensive, which is the only decisive form of warfare.” 

Ritter von Leeb 
Defense 
 

SECTION I – CHARACTERISTICS OF THE DEFENSE 

7-1. The immediate purpose of defensive operations is to defeat an enemy attack, buy time, economize 
forces, or develop conditions favorable for offensive operations. Usually, defensive operations alone 
cannot achieve a decision. Their purpose is to create conditions for a counteroffensive that enables Army 
forces to regain the initiative. Other reasons for conducting defensive operations include: 

 Retaining decisive terrain or denying a vital area to the enemy. 
 Attriting or fixing the enemy as a prelude to offensive operations. 
 Surprise action by the enemy. 
 Increasing the enemy’s vulnerability by forcing him to concentrate his forces. 

7-2. As part of division defensive operations, the BCT may defend, delay, withdraw, or counterattack. 
The BCT defends as part of the division’s MBA in contiguous operations. The division conducts shaping 
operations in its deep areas to create the conditions for the BCT’s success by controlling the introduction of 
enemy forces into the MBA, and weakening the enemy’s combat power or combat effectiveness prior to 
close combat (Figures 7-1 and 7-2). 

7-3. The three types of defensive operations are: 

 Area defense - Concentrates on denying the enemy access to designated terrain for a specified 
time, rather than the outright destruction of the enemy. In a non-contiguous battlefield a forward 
operating base (FOB) is considered a perimeter defense and is used as a sanctuary from which 
forces operate. 

 Mobile defense - Orients on the destruction of the enemy through a decisive attack(s) by a 
striking force. 

 Retrograde operations - Forced or voluntary movements to the rear or away from the enemy. 
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Figure 7-1. Typical HBCT organization of a contiguous defensive battlefield 

Figure 7-2. Typical IBCT organization of a non-contiguous defensive battlefield 
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SECURITY AREA 

7-4. The BCT usually establishes a security area to provide early warning and reaction time, deny enemy 
reconnaissance efforts, and protect the MBA. Usually, the forward security mission is executed as a guard 
or screen. If the division attaches an additional maneuver battalion to the BCT, it may be employed as a 
BCT-controlled security force. There are typically two general options for organizing the security force 
(Figure 7-3): 

 Forward defending CABs establish their own security areas. 
 CABs provide security forces that operate with the RS under the BCT’s direct control. 

7-5. The division commander defines the depth of the BCT’s security area. The BCT’s security area 
extends from the forward edge of the battle area (FEBA) to the BCT’s forward boundary. Depth in the 
security area provides the MBA more reaction time, and allows the security force more area to conduct ISR 
and engage enemy forces. A very shallow security area may require more forces and assets to provide the 
needed reaction time. The BCT commander must clearly define the objective of the security area. He states 
the tasks of the security force, in terms of time required or expected to maintain security, expected results, 
disengagement and withdrawal criteria, and follow-on tasks. He identifies specific avenues of approach 
and NAIs the security force must cover. Security forces also assist the rearward passage of lines of any 
division and/or corps security forces at the battle handover line (BHL). 

Figure 7-3. Options for organizing the security area in a contiguous battlefield 
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Figure 7-4. BCT Security areas in a non-contiguous battlefield 

7-6. The BCT conducts security operations within an area outside the battalion AOs but within the outer 
boundary of the brigade AO (Figure 7-4). When tasked, any maneuver unit (e.g., infantry company, armor 
company, MP platoon, or reconnaissance troop) within the BCT can conduct security  in the security area. 
The BCT gives the unit conducting security its boundaries to define its area, or control measures as part of 
the overall ISR plan. Typically, the RS conducts security operations when threat contact is expected. The 
MP platoon can conduct security operations when threat contact is not expected. 

7-7. Early warnings of pending enemy actions ensure the commander time to react to any threat. The S2 
analyzes likely routes and methods the enemy could use to conduct reconnaissance. He templates likely 
locations and activities of enemy OPs, patrols (mounted and dismounted), and other reconnaissance assets. 
NAIs are established at these locations to focus counter-reconnaissance activities. Security forces use OPs, 
combat outposts, patrols, sensors, target acquisition radars, and aerial surveillance to locate HPTs, and to 
confirm or deny the CCIR. This is a vital step in disrupting the enemy's plan and getting inside his decision 
cycle. (See Chapter 5 for a detailed discussion of security operations.) 

DEFENSE IN DEPTH  
7-8. Alternate and supplementary positions, combat outposts, and mutually supporting strong points 
forward of the perimeter extend the depth. The commander plans fires throughout the defensive area up to 
the maximum range of available weapons. He may place portable obstacles around critical locations within 
the perimeter during periods of reduced visibility to disrupt the enemy’s plan based on visual 
reconnaissance and add depth to the defense. 
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MAIN BATTLE AREA 
7-9. The main battle area (MBA) is where the commander intends to defeat the enemy. The BCT’s MBA 
extends from the FEBA to the forward BN’s rear boundary. The commander selects his MBA based on the 
higher commander’s concept of operations, IPB, initial ISR results, and his own assessment of the 
situation. The commander delegates responsibilities within the MBA by assigning boundaries to 
subordinate BNs. If the commander does not assign boundaries to subordinate BNs, the BCT is responsible 
for terrain management, security, clearance of fires, and coordination of maneuver within the entire AO. 
The commander may control his forces by assigning units an AO, battle position (BP), or strongpoint.  

AREA OF OPERATIONS 
7-10. An area of operations (AO) gives maneuver battalions (i.e., CAB or IN BN) freedom of maneuver 
and fire planning within a specific area. A defense in an AO enables the BCT commander to distribute his 
fires to suit the terrain and anticipated enemy situation. BN AOs are situated against enemy brigade 
avenues of approach. A BN's AO must provide adequate depth based on its assigned tasks, the terrain, and 
the anticipated size of the attacking enemy force. An AO generally requires continuous coordination with 
flank units for security and to maintain a coherent defense. Control measures such as PLs, coordinating 
points, engagement areas (EA), obstacle belts, and BPs are used to coordinate BN defenses within the 
MBA (Figure 7-5). During defensive preparations, the commander and staff use confirmation briefs, 
backbriefs, inspections, and supervision to ensure BN defenses are coordinated, and that unacceptable gaps 
do not develop.  

Figure 7-5. Example of control measures used to coordinate defense by AO 

BATTLE POSITIONS 
7-11. The commander assigns a battle position (BP) to a BN when he wishes to control the BN’s fires, 
maneuver, and positioning. Usually, boundaries still are assigned to provide space for BN security, CS, and 
sustainment elements that operate outside a BP. When the commander does not establish unit boundaries, 
the BCT is responsible for fires, security, terrain management, and maneuver between positions of different 
BNs. The BP prescribes a primary direction of fire by the orientation of the position. BN BPs are 
positioned and oriented on well-defined enemy brigade-size avenues of approach. A BN BP must provide 
sufficient space for dispersion and depth of weapons systems; supplementary and alternate positions; and 
flanking fires if possible. The commander defines when and under what conditions the BN can displace 
from the BP or maneuver outside it. Also, the use of prepared or planned BPs with the associated tasks of 
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prepare or reconnoiter provides flexibility to rapidly concentrate forces and adds depth to the defense. 
Construction of BPs by the BCT requires engineer augmentation. 

STRONGPOINT 
7-12. A strongpoint is a heavily fortified BP tied into a natural obstacle or restrictive terrain, to create an 
anchor for the defense. A strongpoint implies retention of terrain for the purpose of controlling key terrain 
and/or blocking, fixing, or canalizing enemy forces.  

7-13. Defending units require permission from the higher headquarters to withdraw from a strongpoint. 
Strongpoints are prepared for all-around defense. Strongpoints for armored or mechanized forces are 
seldom used because they sacrifice the inherent mobility advantage of heavy forces. Strongpoints require 
extensive engineer effort and resources. All combat, CS, and sustainment assets within the strongpoint 
require fortified positions. Also, extensive protective and tactical obstacles are required to provide an all-
around defense. A strongpoint usually requires one full day of engineer effort by an engineer force equal in 
size to that of the force defending the strongpoint. Organic BCT engineers lack certain equipment that 
make the creation of a strongpoint possible within a reasonable amount of time. Before assigning a 
strongpoint mission, the commander considers the following: 

 Loss of survivability and countermobility effort to other areas within the defense.  
 Potential for the defending force to be encircled or isolated by the attacking enemy.  
 Availability of sufficient time and resources to construct the position. 

COMBAT OUTPOSTS 
7-14. A combat outpost is a reinforced OP capable of conducting limited combat operations. While the 
factors of METT-TC determine the size, location, and number of combat outposts established by a unit, a 
reinforced platoon typically occupies a combat outpost. Both mounted and dismounted forces can employ 
combat outposts. Combat outposts are usually located far enough in front of the protected force to preclude 
enemy ground reconnaissance elements from observing the actions of the protected force. Considerations 
for employing combat outposts include: 

 They allow security forces to be employed in restrictive terrain that precludes mounted security 
forces from covering the area.  

 They can be used when smaller OPs are in danger of being overrun by enemy forces infiltrating 
into and through the security area.  

 They enable a commander to extend the depth of his security area.  
 They should not seriously deplete the strength of the main body. 

7-15. Forces manning combat outposts can conduct aggressive patrolling, engage and destroy enemy 
reconnaissance elements, and engage the enemy main body prior to their extraction. The commander 
should plan to extract his forces from the combat outpost before the enemy has the opportunity to overrun 
them. 

REAR AREA 
7-16. The rear area extends from the rear boundaries of the forward BNs to the BCT’s rear boundary on a 
contiguous battlefield. On a non-contiguous battlefield, the rear area is generally used for sustainment 
operations, or contains LOC. It usually contains the bulk of the BCT sustainment capability, and may 
include additional CS assets, uncommitted combat forces, artillery units, and C2 facilities. The BCT is 
responsible for securing the rear area; however, all units are responsible for their own local security. 
Planning for combat operations in the rear area should not unnecessarily divert combat power away from 
the MBA. Defensive plans must address the early detection and containment or destruction of enemy 
forces attempting to operate in the rear area.  
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RESERVE 
7-17. The reserve is a force(s) withheld from action and committed at a decisive moment. The reserve 
provides the BCT flexibility to exploit success or deal with a tactical setback. The maintenance of a reserve 
is essential for depth in a defense. 

Positioning the Reserve 
7-18. The reserve is positioned to respond quickly to unanticipated missions. A reserve maintains force 
protection from enemy fires and detection by maximizing covered and concealed positions, wide 
dispersion, and frequent repositioning.  

7-19. When resources (or METT-TC) permit, the BCT may begin defensive operations with a company 
reserve, and allocate additional forces to the reserve as operations progress. In other cases, the BCT’s 
initial reserve force might be as small as a platoon. The commander and staff must look for opportunities to 
use other forces to assist with the reserve mission. Such forces include fires, aviation, airmobile Javelin 
teams, and rapidly emplaced minefields. The BCT commander must strive for information superiority over 
his enemy to eliminate as much uncertainty as possible, and achieve decisive results. He must capitalize on 
the capabilities of digitization to apportion his available troops to the required defense tasks.  

7-20. A reserve usually is assigned a BP with planning priorities to defend its position; otherwise an 
assembly area can be used. Maintaining and positioning a reserve is a key requirement for achieving depth 
within the defense. The commander and staff determine the size and position of the reserve based on the 
accuracy of knowledge about the enemy and the ability of the terrain to accommodate multiple ECOAs. 
When the BCT has good knowledge about the enemy and the enemy's maneuver options are limited, the 
BCT can maintain a smaller reserve. If knowledge of the enemy is limited and the terrain allows him 
multiple COAs, then the BCT needs a larger reserve positioned deeper in the AO. This gives the BCT the 
required combat power and reaction time to commit the reserve effectively.  

SECTION II – TYPES OF DEFENSE 

AREA DEFENSE 
7-21. An area defense concentrates on denying the enemy's access to designated terrain for a specific time, 
rather than on the outright destruction of the enemy (FM 3-90). The BCT usually conducts an area defense 
when the following conditions exist: 

 The mission requires holding certain terrain for a specific period of time. 
 There is enough time to organize the position. 
 The BCT has less mobility than the enemy. 
 The terrain limits counterattacks to a few probable employment options. 
 The terrain affords natural lines of resistance and limits the enemy to a few well-defined 

avenues of approach, thereby restricting the enemy’s maneuver. 

SCHEME OF MANEUVER 
7-22. The BCT arrays its forces in relationship to likely enemy COA. The BCT allocates combat forces to 
the main effort, shaping operation(s), and reserve. Allocations are based on the forces’ assigned tasks, the 
terrain, and the size of enemy force that each avenue of approach can support (probable force ratio). The 
commander accepts risk along less likely avenues of approach to ensure that adequate combat power is 
available for more critical efforts. In some cases, the commander must accept gaps within the defense, but 
must take measures to maintain security within these risk areas. The BCT may use surveillance assets, 
security forces, patrols, or other economy of force missions for these areas. 
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Defense In-depth 
7-23. A defense in-depth is the preferred form of maneuver because it reduces the risk of the attacking 
enemy force quickly penetrating the defense. The enemy is unable to exploit a penetration because of 
additional defensive positions employed in depth. The in-depth defense provides more space and time to 
defeat the enemy attack (Figure 7-6). 

7-24. The BCT uses a defense in-depth when: 
 The mission allows the BCT to fight throughout the depth of the AO. 
 The terrain does not favor a defense well forward, and there is better defensible terrain deeper in 

the AO. 
 Sufficient depth is available in the AO. 
 Cover and concealment forward in the AO is limited. 
 WMD may be used. 

Figure 7-6. Example of a BCT defense in-depth 

Forward Defense 
7-25. The intent of a forward defense is to prevent enemy penetration of the defense. Due to its lack of 
depth, a forward defense is the least preferred form of maneuver. The BCT deploys the majority of its 
combat power into forward defensive positions near the FEBA (Figure 7-7). The BCT fights to retain its 
forward position, and may conduct counterattacks against enemy penetrations, or to destroy enemy forces 
in forward EAs. Often, counterattacks are planned forward of the FEBA to defeat the enemy. 
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7-26. The BCT uses a forward defense when: 
 Terrain forward in the AO favors the defense. 
 Strong existing natural or man-made obstacles, such as a river or a rail line, are located forward 

in the AO. 
 The assigned AO lacks depth due to the location of the area or facility to be protected. Cover 

and concealment in the rear portion of the AO is limited. 
 Directed by higher headquarters to retain or initially control forward terrain.  

Figure 7-7. Example of a BCT forward defense 

MOBILE DEFENSE 
7-27. A mobile defense is a force oriented defensive action that focuses on the destruction of the enemy 
rather than the retention of terrain. Terrain is traded to overextend the attacker and diminish his ability to 
react to counterattacks. A mobile defense requires considerable depth. A BCT can conduct a mobile 
defense, but is limited in scope by its combat power. The BCT allows the enemy to advance into a 
position(s) to set up battalion or company-sized counterattack. Because of their limited mobility, IBCTs 
usually are not used in the mobile defense. The SBCT can be either the fixing or the striking force, but 
their lack of offensive armor generally limits their use to that of the fixing force. Within a division mobile 
defense, HBCTs are usually the striking force, though they are fully capable of being the fixing force.  
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ORGANIZATION 
7-28. The BCT usually organizes a mobile defense by means of a fixing force, striking force, and reserve. 
When conducting a mobile defense, an HBCT typically uses one CAB (-) as the fixing force and the other 
CAB (+) as the striking force. The RS can be used as a screen on the flanks of either the fixing or striking 
force to limit risk. 

7-29. The fixing force is an economy of force role. Its purpose is to control the enemy’s advance, provide 
reaction time, isolate selected enemy elements, and shape the attacking force into vulnerable positions. The 
fixing force executes its mission as a delay. The striking force is the defeat mechanism of the defense, 
since success of the mobile defense depends upon its decisive counterattack(s). The sole purpose of the 
striking force is to conduct counterattacks. It becomes the main effort upon commitment. It is organized 
with the majority of combat power available to the BCT upon commitment, often consisting of one-half to 
two-thirds of the BCT’s combat power. The striking force requires greater relative combat power and 
mobility than the targeted enemy force it is seeking to defeat. Usually, the striking force would be a tank-
heavy CAB. 

7-30. The BCT commander might retain a small reserve independent from the striking force. The reserve 
generally operates in support of the fixing force to help shape the enemy’s attack and deal with unexpected 
threats. If the reserve is immediately available, the commander can employ it in support of the striking 
force. The reserve usually is a tank company from the CAB with the fixing force mission. 

Scheme of Maneuver 
7-31. The BCT commander develops the scheme of maneuver around counterattacks. There are two 
general counterattack options during a mobile defense—limited objective and decisive. The BCT can 
employ one or a combination of these options to defeat the enemy. 

Limited Objective Counterattacks 

7-32. Often, the enemy force is large enough to require that the striking force conduct a series of attacks. 
Limited objective counterattacks focus on defeating isolated enemy formations in a series of attacks that 
weaken the attacking enemy to the point of culmination. This option usually provides the BCT with the 
most flexibility. The risk associated with this option is two-fold. First, the striking force could become too 
weak over time to be effective during subsequent attacks. Second, the striking force could become 
involved in a single engagement for too long that prevents it from reaching subsequent objectives in time 
to prove effective.  

Decisive Counterattack  

7-33. A decisive counterattack is a single attack that breaks the enemy’s momentum and ability to continue 
offensive actions. Usually a decisive counterattack is feasible only after the enemy’s combat power has 
been reduced significantly. The striking force conducts the counterattack by avoiding or penetrating the 
enemy’s forward combat elements and attacking an objective in the enemy’s rear area. The striking force 
destroys vital enemy rear area assets to cause his advance to collapse, or seizes key terrain that makes the 
forward positions of the enemy’s combat force untenable, or subjects them to encirclement. The primary 
risk for this option is the defeat of the striking force short of its objective. The commander must consider 
the ability of follow-on enemy forces to intervene before the enemy’s advance is affected or the enemy’s 
ability to counter the attack before a decisive result is achieved.  

Reconnaissance Considerations 
7-34. CCIR usually center on identifying and tracking the enemy’s main and secondary efforts that enable 
him to effectively commit the striking force. The following paragraphs address key considerations. 

Identify the Enemy’s Main and Secondary Efforts 
7-35. The initial priority of the ISR effort is to confirm the enemy’s main and secondary efforts. Early 
detection of the enemy’s main attack provides the commander reaction time to adjust the fixing force’s 
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positions and control the enemy penetration that, in turn, provides the time necessary to commit the striking 
force effectively. The RS and MI CO reconnaissance assets (i.e., UAs) focus on critical NAIs that help the 
commander identify the enemy’s selected COA. The collection effort must also detect and monitor the 
actions of enemy reserves and follow-on forces that may intervene in the battle. This provides the 
commander with an understanding of the time available to counterattack, and the need to reinforce efforts 
in other areas of the defense. 

Support to the Striking Force’s Counterattack(s) 

7-36. The striking force requires as close to real time intelligence of the enemy situation as possible to 
ensure that it engages the targeted enemy force at the right time and location, and in the best manner. ISR 
assets seek to identify the targeted enemy force’s strength, composition, disposition, security forces, and 
rate/direction of movement. If the ISR assets are digitally equipped, they enter the information they 
gathered into the BCT’s enemy database so that it becomes part of the BCT COP. The BCT often assigns 
additional reconnaissance assets to the striking force to provide it a more robust and responsive collection 
capability. The commander must ensure that adequate means are established to provide continuous updates 
of the enemy situation directly to the striking force. 

Synchronize the Reconnaissance Effort 

7-37. Due to the vast area and fluid situation associated with a mobile defense, synchronization of ISR 
operations is especially difficult. The commander must establish a mobile, flexible, and responsive 
reconnaissance effort. Flow of critical information from observers to the commander and affected 
subordinate units is essential. The staff carefully analyzes the terrain, avenues of approach available to the 
enemy, and feasible ECOAs to determine positioning and movements of reconnaissance assets. The staff 
identifies locations where the occurrence or lack of occurrence of an enemy activity potentially indicates a 
future COA. Reconnaissance assets need to move and reposition to maintain contact with enemy forces and 
observe NAIs in depth as the battle develops. The commander must ensure the ISR plan is synchronized, 
resourced, understood, and rehearsed. The staff also must analyze the risk to reconnaissance assets during 
the battle, and develop measures to protect and support reconnaissance forces. Potential risks to 
reconnaissance forces include detection and engagement by the enemy, loss of mobility or supportability 
due to enemy actions, and fratricide. 

PREPARATION 
7-38. The BCT uses the preparation time available to build the strongest position possible while refining 
counterattack plans. The commander and staff supervise the defensive preparations through inspections, 
rehearsals, and security operations. 

Establishment of Security 
7-39. The first priority in a mobile defense is to establish security. The commander may direct the 
establishment of a forward security area; he often assigns this mission to the RS. When defending an 
extremely wide AO, the RS establishes a screen. The commander should consider the need to reinforce the 
surveillance and security capabilities of the squadron with tanks and other assets. It is essential that all 
units maintain a high level of active and passive security. Employment of patrols, establishment of OPs, 
skillful use of UAS and sensors, and effective use of the terrain to conceal dispositions are essential for 
effective security.  

7-40. Units move into their assigned AOs and occupy positions as directed by the BCT’s movement plan, 
and ICW RS ISR efforts. The fixing force occupies its assigned AO to start defensive preparations. The 
striking force occupies positions in one or more areas depending on the terrain, enemy capabilities, size of 
the AO, and its planned manner of employment. CS and sustainment assets also occupy positions to 
support preparation of the defense.  

7-41. The fixing force uses extensive obstacles to support its delay mission, shape the enemy’s maneuver, 
and gain a relative mobility advantage over the enemy. The fixing force employs obstacles throughout the 
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depth of its AO. Fighting positions are constructed to enhance survivability at planned BPs. The BCT also 
maintains a flexible and responsive obstacle capability through the use of situational obstacles. 

7-42. As part of the mobile defense, there should be a deception story to protect the force, cause early 
committal of the enemy, and mislead the enemy as to the true intentions, composition, and disposition of 
friendly forces. The BCT aids in the execution of the deception story to: 

 Exploit enemy pre-battle force allocation and sustainment decisions. 
 Exploit the potential for favorable outcomes of protracted minor engagements and battles. 
 Lure the enemy into friendly territory, exposing his flanks and rear to attacks. 
 Mask the aggressiveness of the sustaining and operational forces committed to the defense. 

7-43. The reasons for employing deception are at the heart of maintaining a coherent defense. Those 
reasons are to: 

 Defeat a large attacking force. 
 Retain territory. 
 Gain time. 

7-44. Defensive operations contain branches and sequels that give the commander preplanned 
opportunities to exploit the military situation. It is around these branches and sequels that deception 
potentials exist. Specific deceptive actions the BCT commander can take to hasten exhaustion of the enemy 
offensive include, but are not limited to: 

 Manipulating the SALUTE (size, activity, location, unit or uniform, time, and equipment) 
factors associated with defensive dispositions. 

 Creating dummy obstacles. 
 Masking the conditions under which he will accept decisive battle. 
 Manipulating the SALUTE factors associated with the reserve, particularly their mission intent. 
 Luring the enemy into a decisive battle, the outcome of which will precondition branching or 

sequencing to an offensive campaign. 
 Inducing enemy operational reserves to remain uncommitted at the decisive time or place. 
 Employing camouflage, decoys, false radio traffic, movement of forces, and the digging of false 

positions and obstacles. 

EXECUTION 

Security Area Engagement 
7-45. The security area engagement begins as the security force makes contact with the enemy. It may 
include battle handover and passage of lines with the RS, and division or corps security forces operating 
forward of the BCT.  

Battle Handover 
7-46. The fixing force usually conducts battle handover (BHO) with a security force such as the RS. The 
fixing force is prepared to assist the security force with breaking contact from the enemy. As the battle 
handover is executed, the fixing force makes contact with the enemy and undertakes its portion of the 
defensive mission. 

Shape the enemy advance 

7-47. The fixing force’s first priority is to assess the enemy’s main and secondary efforts. The fixing force 
influences the enemy’s advance mainly through delaying actions supported by obstacles and fires. The 
fixing force may displace quickly to deceive the enemy by making the enemy think it has been successful, 
or to entice the enemy into a position where the striking force can attack it. The fixing force usually retains 
ground only to support an attack of the striking force. As the fixing force fights the enemy, the commander 
employs the full weight of joint fires and effects against the enemy. These fires and effects include both 
lethal and non-lethal, CAS, division supporting fires, and could also integrate attack aviation support. In a 
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mobile defense, the BCT relies heavily on indirect fires, CAS, and situational obstacles to create favorable 
force ratios for counterattacks.  

7-48. The BCT uses indirect fires during this phase of the battle to: 
 Support the fixing force’s delaying action. 
 Disrupt or limit the momentum of the enemy’s attack. 
 Destroy HPTs that support the decisive action of the striking force. 
 Divert the enemy’s attack. 
 Reduce the enemy’s combat power. 
 Separate enemy formations. 

7-49. The fixing force commander, using the COP, reports his assessments of the enemy’s strength, 
disposition, and intentions to the BCT commander. The BCT commander considers this report combined 
with other ISR results to determine when and where to counterattack. The commander repositions security 
forces, the RS, and battlefield surveillance assets to provide detail information on enemy forces he intends 
to counterattack. The commander also must stay aware of enemy follow-on echelons that might be able to 
impact on the current or future situation. The commander, assisted by the staff, anticipates likely times and 
locations to counterattack, then adjusts counterattack plans based on the actual situation. 

Main Battle Area Engagement 
7-50. The commander launches his striking force in a counterattack when its offensive power, relative to 
that of the targeted enemy force, is the greatest. The striking force usually attacks with surprise and speed 
against a flank, or the rear of the targeted enemy force. The commander weights the counterattack with all 
available combat power. 

7-51. The commander’s most critical decision is when, where, and under what conditions he will commit 
the striking force. The striking force must have the command, control, communications, computers, and 
ISR that it needs to focus its combat power at decisive times and locations. The commander ensures that 
the BCT’s C4 and ISR systems are focused on anticipating and identifying the DP for the striking force’s 
commitment, and synchronizing the required actions to support its attack(s).  

7-52. The striking force must be able to respond to unexpected developments rapidly and decisively. 
Although plans for counterattacks are developed in advance, they may be launched at a different time and 
in an entirely different location than planned. Assuring mobility is critical. The striking force achieves and 
sustains mobility through reconnaissance, use of multiple routes, and mobility operations. 

7-53. The BCT develops the situation and maneuvers the striking force out of contact in a formation that is 
focused on massing fires and effects at the objective or EA. The BCT uses enhanced SU to strike the 
enemy at near-simultaneous, multiple, and critical points in its depth, while also attacking its supporting 
and reinforcing capabilities. The systems available to the commander (ISR assets) enable him to see what 
the enemy is doing before it impacts the brigade, and  SU gives him the ability to assume risk in areas 
allowing a concentration of forces and/or fires.  

7-54. When a series of counterattacks serve as the defeat mechanism, the commander usually aims to 
defeat exposed portions of the enemy force in sequence. In this case, it is often best to counterattack by fire 
from the enemy’s flank, rear, or other position of advantage. The counterattack by fire is completed by an 
assault, after which time the strike force may break contact to prepare for action elsewhere. The striking 
force may conduct a mounted assault to defeat a vulnerable enemy force, or rapidly penetrate an enemy 
force to gain access to a deeper objective. The striking force must maintain flank and rear security during a 
mounted assault. In some cases, the striking force may occupy hasty positions prior to the arrival of an 
enemy force. Once the enemy force closes into the EA, it is destroyed through massed fires and, if 
required, an assault. The risk inherent in this option is that it potentially allows the enemy to react or even 
fix the striking force. 
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Controlling a Mobile Defense 
7-55. Counterattacks orient on EAs or objectives. Other control measures for counterattacks include 
boundaries, PLs, routes, axis of advance, LOA, restrictive fire lines (RFL), and checkpoints. Passage of 
lines graphics also might be required. The BCT uses attack positions, assembly areas, or checkpoints to 
position the striking force for counterattacks into specific EAs or objectives.  

7-56. The parameters of the fixing force’s mission are linked to counterattack plans. Due to its relative 
combat power, the fixing force usually accomplishes its mission as a delay. The fixing force can delay by 
AO, or might be required to delay forward of a specific PL for a specific time. In some cases, the fixing 
force may defend for a short period of time in support of the striking force.  

Risks 
7-57. The main risks generally associated with a mobile defense are: 

 Units in the fixing force may be isolated and defeated. This could cause the defense to collapse.  

 Enemy deep operations and fires may impair the striking force’s ability to react at critical points 
during the defense. 

 The enemy may not maneuver into the area the commander anticipated, resulting in the striking 
force being out of position to decisively influence the battle. Digitization enables information on 
the enemy’s actual location to be transmitted as part of the COP. This, then, enables the 
counterattack force to adjust its maneuver to the movement of the targeted enemy force.  

 A mobile defense requires mobility equal to or greater than the attacking force. If the enemy can 
defeat our ability to maneuver they may defeat the defense. Mobility support (primarily 
engineer) assets must be available in sufficient quantities and capabilities to assure mobility of 
the force. 

 The enemy may maintain a higher degree of momentum than the BCT is able to control, or the 
enemy commits significantly more forces into the AO than the BCT can defeat. In both cases, 
the BCT lacks the ability to decisively counterattack. 

7-58. The plan must include provisions for action if the BCT lacks the ability to defeat the enemy through 
counterattacks. Contingency plans are coordinated with the division during mission planning. In some 
cases, the BCT might delay to provide time for commitment of the division reserve. The most effective 
contingency plans seek to maximize the depth of the BCT’s AO, advantages of the terrain, and superior 
mobility and agility of the BCT. 

 

RETROGRADE OPERATIONS 
7-59. Retrograde operations are defensive operations that are directed, organized movements away from 
an enemy. They are conducted to protect an overwhelmed or weakened force, or to improve an untenable 
tactical situation (FM 3-90). In either case, the BCT’s higher headquarters must approve the operation. 
Retrograde operations accomplish the following: 

 Resist, exhaust, and damage enemy forces, and at the same time, avoid becoming decisively 
engaged. 

 Draw the enemy into an unfavorable situation. 
 Gain time. 
 Preserve combat power. 
 Disengage from battle for use elsewhere in other missions. 
 Reposition forces or shorten LOCs. 



Defensive Operations 

4 August 2006 FM 3-90.6 7-15 

Table 7-1. Forms of retrograde operations 

7-60. An integral part of successful retrograde operations is disciplined execution. Movement to the rear 
may be seen as defeat or threat of isolation unless Soldiers have confidence in their leaders, and understand 
the purpose of the operation and their role in it. Leaders must be present, display confidence in the plan, be 
in control of the battlefield, and thoroughly brief Soldiers on their role in the overall operation. Soldiers 
must be reminded they are conducting combat operations that will free the unit for other operations, while 
continuing to inflict casualties upon the enemy.  

7-61. BCTs must preserve their freedom to maneuver. While a portion of the unit may become decisively 
engaged, the commander cannot allow the entire unit to do so. He must develop contingencies and be 
prepared to fight to free battalions or companies that can no longer extricate themselves. 

DELAY 
7-62. In a delay, the BCT trades space for time and inflicts maximum damage on the enemy while 
attempting to avoid decisive engagement. Usually, inflicting damage is secondary to gaining time. The 
BCT may execute a delay when it has insufficient combat power to attack or defend or when the higher 
unit’s plan calls for drawing the enemy into an engagement area or area for a counterattack. Delays gain 
time to: 

 Allow other friendly forces to establish a defense. 
 Cover a withdrawing force. 
 Function as an economy of force effort to enable other forces to counterattack. 

7-63. The two types of delay missions are: 
 Delay within an AO. This mission is used to slow and defeat as much of the enemy as possible 

without sacrificing the tactical integrity of the unit; presents low risk to the unit. 
 Delay forward of a specific area or position for a specific period of time. This mission is used to 

slow an enemy advance for a specific period of time, or defeat specified enemy formations 
within an area to support the higher commander’s concept of operations. This can involve 
engagement with all or part of the unit, and presents high risk to the unit. 

Organization 
7-64. The BCT usually organizes into a security force, main body, and reserve. The main body consists of 
the majority of the BCT’s combat power, and is usually deployed well forward within the AO. The security 
force usually establishes a screen forward of the initial positions of the main body. The reserve may have a  
mission to contain, or defeat enemy penetrations between delay positions, conduct limited objective 
counterattacks, or assist other units to break contact. CS and sustainment assets tend to be widely dispersed 
and often attached to the units they support. 

Table 7-2. Example of the parameters of a delay 

“CAB 1 delays forward of PL BLUE (space) until 020900 FEB XX (time) 
to allow CAB 2 to prepare its defense. If unable to meet mission parameters, 
provide at least 30 minutes warning before initiating rearward passage of lines 
and battle handover with CAB 2 along PL BLUE. Upon completion of RPOL, 
assume the mission of BCT reserve.” 

OPERATION INTENT THREAT CONTACT 
Delay Trade space for time. In contact. 

Withdrawal Disengage force. Free unit for use 
elsewhere. 

In contact. 
Break contact. 

Retirement Move a force away from the threat. Not in contact. 
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Force the Enemy to Deploy and Maneuver 
7-65. Commanders should select terrain which supports engagements at maximum weapons ranges. This 
causes the enemy to take time-consuming measures to deploy, develop the situation, and maneuver to drive 
the delaying force from its position. The delay must be sufficiently tenacious to make the enemy doubt the 
nature of the friendly mission, and leave it no choice but to deploy and maneuver.  

Maintain a Mobility Advantage Over the Attacker 
7-66. Maintaining a mobility advantage over the attacking enemy is essential to a successful delay. The 
goal is to increase the BCT’s mobility while degrading the enemy’s ability to move. The BCT improves its 
mobility by task organizing appropriate engineer assets within subordinate formations, using and 
rehearsing multiple routes, displacing nonessential sustainment elements early in the operation, and having 
a rapid CASEVAC plan. Mobility operations facilitate this aspect of the scheme of maneuver and enable 
the BCT to achieve this. 

7-67. The BCT degrades the mobility of the enemy by destroying enemy disruption and security forces, 
controlling dominant terrain, engaging at maximum ranges, extensive use of obstacles, and synchronized 
effects of lethal and non-lethal effects. 

Alternate and Subsequent Positions 
7-68. In planning, the commander chooses to delay from either alternate positions or subsequent positions. 
In a delay from alternate positions, two or more units in a single AO occupy delaying positions in depth 
(Figure 7-8). As the first unit engages the enemy, the second occupies the next position in depth and 
prepares to assume responsibility for the operation. The first force disengages and passes around or 
through the second force. It then moves to the next position and prepares to reengage the enemy while the 
second force takes up the fight.  
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Figure 7-8. Delay by alternate positions 

 

7-69. The BCT uses a delay from subsequent positions when the assigned AO is so wide that available 
forces cannot occupy more than a single tier of positions across a front (Figure 7-9). In a delay from 
subsequent positions, the majority of forces are arrayed along the same PL or series of BPs. There are no 
forces in depth, only unoccupied positions. The forward forces delay the enemy from one PL, reposition to 
the next PL, and then the same forces delay the enemy again. 
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Figure 7-9. Delay by subsequent positions 

7-70. In both techniques, the delaying forces maintain contact with the enemy between delay positions. 
The advantages and disadvantages of the two techniques are shown in Table 7-3. 

Table 7-3. Comparison of methods of delay 

METHOD OF 
DELAY USE WHEN . . . ADVANTAGES DISADVANTAGES 

Delay from 
subsequent 
positions. 

AO is wide. 
Forces available do not 
allow themselves to be 
split. 

Masses fires of all 
available combat 
elements. 

Limited depth to the delay 
positions. 
Less time is available to 
prepare each position. 
Less flexibility. 

Delay from 
alternate positions. 

AO is narrow. 
Forces are adequate to 
be split between different 
positions. 

Allows positioning in 
depth. 
Allows more time for 
equipment and Soldier 
maintenance. 
More flexibility. 

Requires continuous 
coordination. 
Requires passage of lines. 
Only part of the force is 
engaged at one time. 

Controlling the Delay 

7-71. The commander usually decentralizes execution of the delay to CAB level. He must rely on his 
subordinate commanders to execute their mission, and request help if and when they need it. Subordinates 
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displace once they meet previously established parameters. Units delaying within the BCT must 
continuously coordinate movement and actions with units surrounding them. Displacements may be 
preplanned events or time dependent. The commander closely controls the disposition of his forces to 
maintain cohesion and control of the situation.  

7-72. The BCT commander directs or allows delays from one position or PL to the next only after 
considering the following: 

 What are the strengths, compositions, and dispositions of attacking enemy forces? Are elements 
of the BCT threatened with decisive engagement or bypass? 

 What is the status of adjacent units? How does their status affect the BCT’s capability to 
continue to delay? 

 Does the movement affect the cohesion of the BCT’s disposition? Are other movements 
necessary to maintain cohesion? Do any CS or sustainment assets need to reposition? 

 What is the condition of the delaying force in terms of troops, equipment, and morale? 
 How strong is this position in relation to other positions that may be occupied? 
 Is unit survivability or time key to the mission and higher commander’s intent? 

Counterattacks 

7-73. Whenever possible, the BCT takes any opportunity to seize the initiative, even if only temporarily. 
By aggressively contesting the enemy’s initiative through offensive action, the BCT avoids passive 
defensive patterns that favor the attacking enemy. Counterattacks disorganize the enemy, confuse the 
enemy commander’s picture of the situation, and help prolong the delay. Counterattacks also affect the 
enemy’s momentum.  

Decisive Engagement 

7-74. Friendly forces usually do not become decisively engaged. There are two exceptions to this. First, 
when engagement is necessary to prevent the enemy from prematurely advancing across a piece of key 
terrain. Second, when a part of the force must be risked to prevent jeopardizing the integrity of the whole 
force. If elements of the BCT are threatened with decisive engagement or have become decisively engaged, 
the commander must take actions to support their disengagement. In order of priority, he can do any of the 
following: 

 Allocate priority of all supporting fires to the threatened unit. This is the most rapid and 
responsive means of increasing the unit’s combat power. 

 Reinforce the unit. 
 Conduct a counterattack to disengage the unit. 

Terminating the Delay 
7-75. A delay mission ends with another planned mission such as a defense, withdrawal, or attack. If the 
enemy reaches his culmination point during the delay, the BCT can maintain contact while another force 
counterattacks, withdraw to perform another mission, or transition to the offense. In all cases, the 
commander must plan for the expected outcome of the delay based on the situation and the higher 
commander’s plan. 
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WITHDRAWAL 

7-76. The withdrawal is a planned operation in which a force in contact disengages from an enemy force. 
Withdrawals may or may not be conducted under enemy pressure. The two types of withdrawals are: 

 Assisted. The assisting force occupies positions to the rear of the withdrawing unit and prepares 
to accept control of the situation. Also, it can assist the withdrawing unit with route 
reconnaissance, route maintenance, FS, and sustainment. Both forces coordinate the withdrawal 
closely. Once plans are coordinated, the withdrawing unit delays to a BHL, conducts a passage 
of lines, and moves to its final destination. 

 Unassisted. The withdrawing unit establishes routes and develops plans for the withdrawal, then 
establishes a security force as the rear guard while the main body withdraws. Sustainment and 
CS elements usually withdraw first, followed by combat forces. The BCT may establish a 
detachment left in contact (DLIC) if withdrawing under enemy pressure; the DLIC’s goal is to 
deceive the enemy as to the friendly movement. As the BCT withdraws, the DLIC disengages 
from the enemy and follows the main body to its final destination. 

Organization 

7-77. The BCT usually organizes into a security force, main body, and reserve. It can also organize a 
DLIC or stay behind forces if required by the enemy situation. Usually, the RS is the security force; the 
CABs are the main body; and a maneuver company is the reserve. 

7-78. The security force maintains contact with the enemy until ordered to disengage, or until another 
force takes over the task. It simulates the continued presence of the main body. This requires allocation of 
additional combat multipliers to a reconnaissance unit. When the BCT conducts withdrawal without enemy 
pressure, the security force transitions into a rear guard because the most probable threat is a pursuing 
enemy. When withdrawing under enemy pressure, the security force establishes or operates as a DLIC to 
provide a way to sequentially break contact with the enemy.  

7-79. A DLIC is an element that is left in contact as part of the previously designated (usually rear) 
security force, while the main body conducts its withdrawal. Its purpose is to remain behind to deceive the 
enemy into believing the BCT is still in position while the majority of the BCT withdraws. The commander 
must establish specific instructions about what to do if the enemy attacks and when and under what 
circumstances to delay or withdraw. The BCT organizes a DLIC in one of three ways (Figure 7-10): 

 The RS or a single CAB operates as the DLIC.  
 Each CAB provides forces for the DLIC mission, which then operates under the BCT’s control. 
 Each CAB establishes and controls their individual DLIC. 
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Figure 7-10. Method for organizing the detachment left in contact 

7-80. The main body consists of all elements except the security force and reserve. The main body 
withdraws along pre-designated routes to its final destination. The main body maintains all-around security 
during the withdrawal and movement. 

7-81. The reserve provides the BCT with the flexibility to deal with unexpected enemy actions. The 
reserve may take limited offensive action such as spoiling attacks to disorganize or disrupt the enemy. It 
can counter enemy attacks, reinforce threatened areas, and protect withdrawal routes. 

7-82. The commander develops his vision of the battle based on withdrawing under enemy pressure. He 
must determine the composition and strength of the security force, main body, and reserve. The 
commander must clearly define how he intends to deceive the enemy by executing a withdrawal; how he 
intends to disengage from the enemy (use of maneuver, fires, and obstacles); and the final end state of the 
operation in terms of time, location, and disposition of forces. 
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Figure 7-11. Types of withdrawals 

Disengagement 
7-83. The security force remains in position and maintains a deception while the main body moves as 
rapidly as possible rearward to intermediate or final positions. After the main body withdraws a safe 
distance, the commander orders the security force to begin its rearward movement. Once the security force 
begins moving, it assumes the duties of a rear guard. If the enemy is not pursuing the BCT, the security 
force can move in a march column (Figure 7-11). 

7-84. The main body moves rapidly on multiple routes to designated positions. It can occupy a series of 
intermediate positions before completing the withdrawal. Usually CS and sustainment units, along with 
their convoy escorts, move first and precede combat units in the withdrawal movement formation. The staff 
enforces the disciplined use of routes during the withdrawal. Despite confusion and enemy pressure, 
subordinate units must follow specified routes and movement times. 

Terminating the Withdrawal 
7-85. Once the BCT successfully disengages from the enemy, it usually has the following options: 

 Rejoin the overall defense under favorable conditions. 
 Transition into a retirement. 
 Continue moving away from the enemy and towards its next mission. 

7-86. The higher headquarters defines the BCT’s next mission. Follow-on missions usually are planned as 
the BCT is preparing for or executing the withdrawal. 
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RETIREMENT 
7-87. A retirement is a retrograde operation in which a force that is not in contact with the enemy moves to 
the rear in an organized manner. The BCT usually conducts a retirement to reposition for future operations 
(Figure 7-12). 

Figure 7-12. Retirement operations 

Organization 
7-88. The BCT usually organizes into security elements and a main body. The formation and number of 
columns employed depend on the number of available routes and the potential for enemy interference. The 
commander typically wants to move his major elements to the rear simultaneously. 

Execution 
7-89. During a retirement, the BCT usually moves to an assembly area to prepare for future operations. 
The elements of the BCT move IAW established movement times and routes. Strict adherence to the 
movement plan is essential to avoid congestion. The staff closely supervises the execution of the movement 
plan. Sustainment and CS assets (units) not attached or organic to the CABs or separate companies usually 
move to the rear first, followed by combat forces. 
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SECTION III – DEFENSE PLANNING CONSIDERATIONS 

OBSTACLES 
7-90. The BCT employs tactical obstacles to directly attack the enemy’s ability to move, mass, and 
reinforce. Obstacles are force oriented combat multipliers. Tactical obstacles are integrated into the scheme 
of maneuver and fires to produce specific obstacle effects. Obstacles alone do not produce significant 
effects against the enemy; obstacles must be integrated with fires to be effective. Fires and obstacles 
produce four distinct effects: disrupt, fix, turn, and block. 

7-91. There are three types of tactical obstacles: directed, situational, and reserve. This section provides 
information about each type of tactical obstacle. 

DIRECTED OBSTACLES 
7-92. Directed obstacles are obstacles assigned by higher commanders as specified tasks to subordinate 
units. Units plan, prepare, and execute obstacles during the preparation of the defense. The commander can 
use directed obstacles or obstacle groups to achieve specific obstacle effects at key locations on the 
battlefield. In this case, the staff plans the obstacle control measures and resources as well as determines 
measures and tasks to subordinates to integrate the directed obstacles with fires. 

SITUATIONAL OBSTACLES 
7-93. Situational obstacles are obstacles the BCT plans and possibly prepares before an operation; 
however, they do not execute the obstacles unless specific criteria are met. They are “be prepared” 
obstacles and provide the commander flexibility for employing tactical obstacles based on battlefield 
developments. The commander can use engineer forces to emplace tactical obstacles rapidly, but usually 
uses scatterable mine systems instead. The BCT staff usually plans situational obstacles to enable the 
commander to shift his countermobility effort rapidly to where he needs it the most based on the situation. 
Execution triggers for situational obstacles are integrated into the DST. Situational obstacles must be well 
integrated with tactical plans to avoid fratricide. 

RESERVE OBSTACLES 
7-94. Reserve obstacles are obstacles for which the commander restricts execution authority. These are 
“on-order” obstacles. The commander specifies the unit(s) responsible for constructing, guarding, and 
executing the obstacle. Examples of reserve obstacles include preparing a bridge for destruction or an 
obstacle to close a lane. Units usually prepare reserve obstacles during the preparation phase. They execute 
the obstacle only on command of the authorizing commander or when specific criteria are met. 

SECURITY AREA ENGAGEMENT 
7-95. When the tasks of the division’s security force mission are met, and the security force begins its 
movement from the security area to the flanks of the division or rearward, the security force passes a final 
enemy spot report (SPOTREP) to the BCT (via FM voice and digital), and the BCT assumes control of the 
battle. 
7-96. BCT security forces observe and maintain contact with the approaching enemy, report enemy 
movements, avoid decisive engagement, and withdraw as lead enemy formations enter the BCT’s security 
area. The commander can direct security forces to disrupt, delay, or destroy lead portions of the enemy 
formations. The commander also can include his security forces as part of an effort to deceive the enemy as 
to the actual location of the MBA. The commander must consider the follow-on missions of his security 
forces, the potential for these forces to be overrun or isolated, and the overall impact their direct combat 
achieves. To remain abreast of the situation and maintain mutual support, main battle forces eavesdrop on 
the security force fight. 
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7-97. The BCT continues to disrupt the tempo of the approaching enemy formations to ensure these forces 
are unable to restore any lost momentum. The commander usually maintains indirect fires and CAS 
(complemented by nonlethal capabilities) on the approaching enemy formations as they enter the MBA. 
The commander must clearly state his essential fire support tasks (EFST) and essential mobility-
survivability tasks (EMST) for this phase of the defense, and ensure his FS systems remain responsive to 
weight their efforts to the MBA fight as it develops. The commander orders the execution of situational 
obstacles that best support the MBA engagement; supervises occupation of defensive positions; and 
assesses the impact of fires against the enemy. At this point, the commander’s major concerns are to 
identify the enemy’s main effort, determine the direction of the attack, and gain time to react. 

BATTLE HANDOVER 
7-98. The battle handover (BHO) is the transfer of responsibility for the battle from BCT security forces to 
the BCT combat forces in the MBA. The BCT commander prescribes criteria for the handover; he 
designates where it will pass through, routes contact points, and the BHL. The BHL is usually forward of 
the FEBA, which is where elements of the passing unit are effectively over-watched by direct fires of the 
forward combat elements. BNs usually employ security forces in the area immediately behind the BHL. 
Each maneuver BN coordinates the battle handover with the security force to their front. This coordination 
overlaps the coordination for the passage of lines, and so the BN should conduct the two simultaneously. 
To facilitate a rapid BHO, it is best to establish its coordination as SOP. BHO coordination usually 
includes: 

 Establishing communications. 
 Providing updates on both friendly and enemy situations. 
 Coordinating passage. 
 Collocating C2. 
 Dispatching representatives to contact points and establishing liaison. 
 Recognition signals. 
 Status of obstacles and routes. 
 Fire support, air defense, and sustainment requirements. 
 Defining exact locations of contact points, lanes, and other control measures. 
 Actions to assist the security force with breaking enemy contact. 
 Coordinating and exchanging maneuver, obstacle, and fire plans. 
 ROE. 
 Civilian considerations. 
 Displaced personnel. 

7-99. While a line defines the battle handover, events might force the security force to break contact 
forward of or behind the BHL, or in the gaps that develop between attacking enemy echelons. As security 
force elements cross the BHL, each BN directs its movements along designated routes through their BN 
AO. As necessary, BN security forces and FS systems assist the passing force to break contact with the 
enemy. Mass artillery, smoke, CAS, and possibly situational obstacles are used to support the break in 
contact. Commanders must closely coordinate control of fires to avoid confusion during execution. Close 
coordination at all levels is essential to execute this process. The battle handover is completed when the 
passing unit is clear and the battalions have assumed control of the battle. 

7-100. During battle handover, each maneuver battalion in the MBA: 
 Assists passage of lines and disengagement. 
 Gains and maintains contact with enemy forces as the battle handover occurs. 
 Continues to locate and destroy enemy reconnaissance and security elements to preclude 

observation of the primary defensive positions. 
 Closes lanes, executes reserve obstacles, and/or emplaces situational obstacles in the security 

area as the passing force withdraws. 
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MAIN BATTLE AREA ENGAGEMENT 
7-101. All systems and units (combat, CS, sustainment) are focused on fixing and destroying enemy 
forces that enter the MBA. Only through decisive combat can the BCT defeat/destroy a determined enemy 
and complete its mission. 

MANEUVER 
7-102. During the MBA engagement, the BCT shifts combat power and priority of fires to defeat the 
enemy’s attack. This may require: 

 Adjustment of subordinates' AOs and missions. 
 Repositioning forces. 
 Shifting the main effort. 
 Repeated commitment and reconstitution of a reserve. 
 Modification of the original plan. 

7-103. Forward forces within the MBA usually have the mission to break the enemy’s momentum, reduce 
his numerical advantage, and force the enemy into positions of vulnerability. The BCT masses (possibly 
repeatedly) combat power at decisive times and locations to counter major enemy efforts and defeat enemy 
formations. The BCT economizes and takes risks in less threatened areas, shifts fires, and maneuvers the 
reserve and/or MBA forces to gain local fire superiority at critical locations. Obstacles, security forces, 
surveillance assets, and fires can assist covering areas where risk is accepted. Often, the BCT must trade 
ground to gain the time necessary to concentrate forces, mass fires, and attrit the enemy. The commander 
must decide and mass forces and fires swiftly since periods that allow him to gain an advantage are usually 
brief. 

MAINTAIN COHESION 
7-104. The BCT must maintain a cohesive defense if the defense is to remain viable. The commander 
ensures battalion movements do not uncover adjacent battalions or adjacent BCTs. Often, the BCT must 
accept gaps in the defense. In such cases, the commander must take measures to cover these gaps, and 
detect enemy efforts towards these risk areas. The BCT commander and subordinate commanders use 
security forces, surveillance assets, and patrols to maintain a cohesive defense. 

7-105. Subordinate commander’s cross talk and continually report their situation, enemy actions, and 
future plans to the BCT commander. If digitally equipped, subordinate commanders accomplish this via the 
digitally displayed COP or if non-digital they use paper maps and charts brought to the TOC by LNOs. The 
commander assesses individual battalion plans to ensure they are consistent with his scheme of maneuver. 
Often, defending battalions must modify their defensive plans to protect and refuse their flanks when 
necessary actions of an adjacent CAB create an assailable flank. The BCT commander must ensure all 
battalion actions are coordinated and controlled to provide a cohesive defense.  

INTEGRATE SUSTAINMENT  
7-106. Listed below are considerations for the BCT sustainment plan. 

 Due to the greater distances involved in a mobile defense, a greater than normal amount of 
supplies and support need to accompany each CAB. 

 The fixing force requires large amounts of Class IV and V. 
 The striking force requires large amounts of Class III, Class V, and maintenance support. 

Additional support often is attached to the striking force. 
 Ensure routes are planned to support all counterattack plans. Consider route security due to the 

large AO and potential for enemy interdiction. 
 Plan refueling operations to support counterattacks and delaying actions. Ensure refueling 

operations are anticipated, planned, and synchronized with maneuver plans. 
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 Plan for the necessary barrier materials to develop the defense, and the necessary breaching 
munitions to assure the mobility of the force. 

 Develop triggers to support the movement of sustainment units and functions based on the 
scheme of maneuver, counterattack options, and anticipated enemy situation. 

 Identify units with potential for high casualty density. 
 Ensure status of evacuation routes is disseminated to medical elements, and that triggers for 

opening or using alternate routes are established. 
 Establish AXPs with triggers for their displacement to reduce ambulance turn-around time. 
 Pre-position ambulance teams with CAB aid stations. 
 Pre-position treatment teams based on METT-TC and casualty density estimates. 
 Plan for heaviest patient workloads, including those produced by threat artillery and CBRN 

weapons, and be prepared to implement a mass casualty plan. 
 Integrate air ambulances from aviation brigade and the use of nonstandard air platforms for mass 

casualty operations into the BCT FHP for clearing the battlefield and reducing evacuation time.  

REAR AREA AND BASE SECURITY 

BASE SECURITY 

Organization 
7-107. The objective of base security is to maintain a secure position, defending in all directions. The 
commander can employ base security when conducting either offensive or defensive operations. The BCT 
establishes base security when it must hold critical terrain in areas where the defense is not tied in with 
adjacent units. The BCT can also form a perimeter, and conduct base security when it has been bypassed 
and isolated by the enemy, and must defend in place.  

7-108. FOBs can be used to create a 360 degree defense for basing units inside urban environments. 
These FOBs are considered a secure area and most would have guard towers, indirect fire protection, and 
an infrastructure to support the unit. Many times the support elements of the BCT can be housed in the 
same FOB as the combat unit. 

7-109. Sustainment elements can support from inside the perimeter or from another location depending 
on the mission and status of the BCT. Sustainment considerations are the type of transport available, the 
weather, and the terrain. Sustainment assets inside the perimeter should be in a protected location from 
which they can provide continuous support. The availability of DZ/LZ protected from the enemy’s 
observation and fire is a main consideration in selecting and organizing the location. 

7-110. The reconnaissance elements probe for enemy weakness, and keep the BCT informed of possible 
weaknesses of the enemy along possible avenues or routes in and out of the perimeter. 

REAR AREA THREATS 

7-111. The BCT S3 includes detailed planning for the entire rear area as part of the OPORD for defensive 
missions. The BSB commander is responsible for the brigade support area (BSA). For security purposes, 
this includes the OPCON of all elements operating within the BSA. Consistent with the commander’s 
estimate, the BSB commander might be assigned additional rear area functions.  

7-112. Threats to bases in the rear area are categorized by the three levels of defense required to counter 
them. Any or all of these three levels can exist simultaneously in the rear area. 

 A Level I threat is a small enemy force that can be defeated by CS and sustainment units 
operating in the rear area, or by the perimeter defenses established by friendly bases and base 
clusters. 
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 A Level II threat is enemy activity that can be defeated by a base or base cluster augmented by a 
response force. 

 A Level III threat is beyond the defensive capability of both the base and base cluster, and any 
local reserve or response force. 

7-113. Units in the BCT rear area are responsible for planning, executing, and defending against Level I 
enemy attacks. Response to rear area threats, especially Levels II and III, is vital to the BCT’s ability to 
execute a successful defense. To counter Level III threats, the BCT commander might have to commit 
combat forces and fires to counter enemy actions directed against the rear area. The commander must 
balance the risk of diverting combat power away from the MBA, against the potential impact that the 
enemy’s actions in the rear area will have on the overall operation. MP units from the BSTB can provide a 
response force to engage up to Level II rear area threats but usually do not have sufficient power to defeat 
Level III threats. Fire support and attack aviation (when available) are key to defeating rear area attacks 
while preserving the integrity of ground combat forces in the MBA. 

7-114. Commanders should consider the following when positioning and allocating artillery and attack 
aviation units to fight rear area threats: 

 Positioning. Allocating FA battery fires to the rear might be done at the expense of the 
main/supporting efforts. 

 Observers. A dedicated source to conduct calls for fire must have eyes on the target. Aerial 
observers from the aviation BCT may be the best artillery observers to employ against rear area 
threats. 

 Clearance of fires. When firing into the rear area, BCT S3 must determine rapidly who owns the 
ground, and coordinate unit positioning, routes and activities. 

 Type of threat and desired effects. The use of area fire weapons (aviation rockets/minimums as 
well as FA fires) is not the most accurate or effective means of defeating Level I and Level II 
threats. Commanders must commit a ground force to ensure and confirm that all enemy forces 
are defeated. 

7-115. The staff must identify the enemy threats to the rear area and critical functions to be protected. 
Rear area units are tasked by the BCT staff to conduct ISR operations of likely enemy avenues of approach 
into the rear area, and potential DZ/LZ for enemy airmobile forces.  

7-116. BCT planning considerations for rear area operations include: 
 Securing rear areas and facilities. 
 Preventing or minimizing enemy interference with C4. 
 Preventing or minimizing disruption of CS and sustainment to forward units. 
 Providing unimpeded movement of friendly units throughout the rear area. 
 Finding, fixing, and destroying enemy attacks in the rear area. The BSB commander must 

designate ready reaction forces, plan for contingencies, and rehearse the plan for this to be 
effective. 

PENETRATIONS 
7-117. Each battalion commander is responsible for controlling enemy advances within his assigned AO. 
Battalion commanders must provide the BCT commander early warning and reaction time for potential 
enemy penetrations. 

7-118. If a battalion is threatened with a penetration the BCT commander may take several actions to 
counter the situation. In order of priority, he can do any or all of the following: 

 Allocate immediate priority of all available indirect fires, including CAS, to the threatened unit. 
This is the most rapid and responsive means of increasing the combat power of the threatened 
unit. 
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 Direct and/or reposition adjacent units to engage enemy forces that are attacking the threatened 
unit. This may not be possible if adjacent units are already decisively engaged.  

 Commit the reserve to reinforce the threatened unit. 
 Commit the reserve to block, contain, or destroy the penetrating enemy force. 

7-119. When a penetration does occur, units within the MBA continue to fight, refusing their flanks, and 
engaging the enemy’s flanks and rear. The penetrated force must hold the shoulders of the penetration to 
prevent the area of penetration from widening, and to protect adjacent unit flanks. Adjacent units must take 
immediate action to secure their exposed flanks, which may include security missions or the establishment 
of blocking positions. Adjacent units might also need to reposition forces, readjust subordinate AOs and 
tasks, or commit their reserve. MBA forces attempt to reestablish contact across the area of penetration 
when possible.  

7-120. A major penetration within the MBA usually dictates the commitment of the reserve to decisive 
combat. The commander assesses the situation, determines where and when to engage the penetrating 
enemy force, and issues verbal orders to execute his plan. He bases these decisions on existing operational 
graphics. If the unit is digitally equipped, the commander issues verbal orders, and also inputs simple 
graphic control measures (i.e., checkpoints, objectives) to orient the force, while forces in contact send 
SPOTREPs to increase the fidelity of the counterattack force’s COP (Figures 7-13 and 7-14). 
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Figure 7-13. Reacting to a penetration 
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Figure 7-14. Reacting to a penetration (continued) 
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7-121. Usually, the BCT uses the following steps to counter a penetration: 
 Maintain contact with the penetrating enemy force. Forward MBA forces may be able to 

transition into a delay to maintain contact or the commander may redirect reconnaissance assets, 
security forces, and observers to locate and observe the enemy. The commander seeks to 
determine the penetrating enemy force’s size, composition, direction of attack, and rate of 
movement. Forces in contact must also adjust indirect fires and CAS against the enemy to 
disrupt, delay, or divert his attack. 

 Take immediate actions to hold the shoulders of the penetration. This may require changing 
task organization, adjusting adjacent CAB boundaries and tasks, executing situational or reserve 
obstacles, or shifting priority of fires. 

 Move threatened CS and sustainment units. Based on the enemy’s direction of attack, CS and 
sustainment units may need to move away from the penetration. These movements must be 
controlled to ensure they do not interfere with counterattack plans or movements of combat 
forces. 

 Determine where and how to engage the penetrating enemy force. Based on the enemy’s 
size, composition, and direction of attack the commander selects the best location to engage the 
enemy. The reserve may counterattack into the enemy’s flank, or it may establish a defensive 
position in depth to defeat or block the enemy. The staff establishes control measures for the 
reserve’s attack. The reserve can use an EA or objective to orient itself to a specific location to 
engage the enemy. A BP can be used to position the reserve along defensible terrain. When the 
situation is vague or the enemy has multiple avenues of approach, the commander may establish 
an AO for the reserve. This requires the reserve to locate, and move to intercept and engage the 
enemy anywhere in the assigned AO. The commander and staff develop a concept of fires and 
consider required adjustments to FSCM. They also decide on the commitment of directed, 
reserve, or situational obstacles to support the action. Traffic control is especially critical. 
Sufficient routes must be designated for the reserve to use and provisions such as the use of MPs 
must be taken to ensure those routes remain clear.  

 Issue an order. If the operation is not well controlled, the situation could easily deteriorate into 
a total force failure. Orders must be developed quickly and issued clearly, concisely, and calmly. 
A simple, well thought-out plan, developed during the initial planning process, greatly improves 
the ability of subordinates to react effectively. 

7-122. The BCT commander must keep the division commander well informed of the BCT’s situation. 
Potential enemy penetrations of the BCT’s AO are immediately addressed to the division commander. 
Depending on the resources available, the division commander might reinforce the BCT with additional 
fires, CAS, attack aviation, or maneuver forces.  

FRIENDLY COUNTERATTACK TO AN ENEMY PENETRATION.  
7-123. Counterattacks are conducted to take advantage of an attacking enemy’s weakened condition by 
striking against his flanks or rear, or to deny the enemy commander momentum and initiative. They also 
are conducted to dislodge an enemy from within the perimeter of a battalion defensive position. As the 
enemy’s advance is slowed and weakened, his maneuver options become less available. As a result, he 
could transition to a hasty defense along the FLOT, or he could attempt to gain a foothold within a 
battalion’s defensive position from which he can defend. This situation enables the commander to seek 
decisive opportunities to counterattack the enemy with all available force, and ultimately secure the 
initiative of the battle. Timing is critical to a counterattack. Assuring the mobility of the counterattack force 
is critical. If committed too soon, reserves might not have the desired effect or may not be available for a 
more dangerous contingency. If committed too late, they might be ineffective. Once committed, 
counterattack forces can penetrate the enemy’s flanks and attack the enemy's artillery and logistics areas; or 
penetrate the enemy’s flanks and attack them from the rear. Both actions are decisive and will create grave 
concern for the enemy.  
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7-124. Adequate warning time must be given to the reserve. The reserve cannot remain ready to go 
indefinitely. A rested reserve force performs better than one that has been on one hour alert for the 
previous 48 hours. Reserve commanders and staffs must closely monitor the flow of the battle. This 
includes monitoring the BCT command net as well as eavesdropping on other committed units' command 
radio nets.  

COUNTERATTACK 
7-125. In a successful defense, the enemy’s attack is defeated in the MBA. The defensive plan must 
address missions following successful operations. The division’s follow-on missions for the BCT govern 
this plan. The staff must begin planning for future offensive operations as they develop defensive and 
obstacle plans. The commander and staff must develop maneuver plans, control measures, obstacle 
restrictions, and sustainment plans that enable the BCT to quickly transition to follow-on offensive 
missions or to pass follow on forces. The ISR plan must incorporate surveillance shaping activities for 
defensive operations, as well as plan for reconnaissance shaping activities for potential follow-on offensive 
operations. 
7-126. Once minimum reorganization activities are completed, the commander orders his forces to attack 
key objectives to damage the enemy most, and to place the BCT in positions for future operations (Figure 
7-15). As the objective of the attack is reached, the BCT consolidates and continues more extensive 
reorganization, and begins preparation to resume future offensive operations. 

Figure 7-15. Counterattack 
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SECTION  IV – TRANSITION OPERATIONS 
7-127. During the planning for any operation, the BCT commander and staff must discern from the higher 
HQ OPORD what the follow-on missions are, and how they intend to achieve them. Whether the BCT is 
concluding an offensive or defensive operation, it must pause to consolidate and reorganize before the next 
operation. If required, the commander decides the best time and location that facilitates future operations 
and provides force protection. The BCT must maintain a high degree of security when performing 
consolidation and reorganization activities. 

CONSOLIDATION 
7-128. Consolidation is the process of organizing and strengthening a newly captured position. The BCT 
might need to consolidate to reorganize, avoid culmination, prepare for an enemy counterattack, or allow 
time for movement of adjacent units. Consolidation is planned for every mission. Actions during 
consolidation include: 

 Eliminate pockets of enemy resistance. 
 Establish security consistent with the threat. 
 Establish contact with adjacent friendly units. 
 Prepare defensive positions. 
 Position air defense assets to maintain coverage. 
 Clear obstacles or improve lanes to support friendly movement and reorganization activities. 
 Plan and prepare for future operations. 
 Destroy captured enemy equipment and process EPWs. 
 Maintain contact with the enemy and conduct reconnaissance. 

7-129. The BCT maintains contact with the enemy by redirecting ISR assets, directing small-unit patrols, 
and possibly conducting limited objective attacks. In some situations, the BCT might leave a small force to 
control key terrain or complete clearing the objective while the remainder of the BCT begins an attack. 

REORGANIZATION 
7-130. Reorganization is defined as all measures taken to maintain the combat effectiveness of the BCT, 
or return it to a specified level of combat capability. All units undertake reorganization activities during 
operations, as the situation allows, to maintain combat effectiveness. More extensive reorganization is 
usually conducted after the BCT defeats an enemy attack. Reorganization tasks usually include: 

 Establish and maintain security. 
 Destroy or contain enemy forces that still threaten the BCT. 
 Establish security consistent with the threat. This may include moving forces, adjusting 

boundaries, changing task organization, and adjacent unit coordination. 
 Replace or shift ISR assets and observers if needed. 
 Reestablish the BCT chain of command, key staff positions, and C2 facilities lost during the 

battle. 
 Treat and evacuate casualties. 
 Redistribute ammunition, supplies, and equipment as necessary. 
 Conduct emergency resupply and refueling operations. 
 Recover and repair damaged equipment. 
 Send relevant logistics and battle reports by digital means and voice (if not digitally equipped). 
 Process EPWs and detainees as required. 
 Repair/emplace additional obstacles and improve/construct additional fighting positions. 
 Repair/restore critical routes within the BCT AO to assure mobility of the force. 
 Reposition C2 facilities, communications assets, logistics, and FS assets for future operations. 
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CONTINUING OPERATIONS 
7-131. At the conclusion of an engagement, the commander can conduct either offense or defense, or 
transition to SO. The commander considers the higher commander’s concept of operations, friendly 
capabilities, and the enemy situation when making this decision. All missions should include plans for 
exploiting success or assuming a defense. 

OFFENSE 
7-132. Unless the BCT is approaching culmination or limited by higher headquarters, it continues the 
advance against the enemy. The BCT might conduct a hasty attack, movement to contact, or exploitation. 
In some cases, the operation might immediately transition into a pursuit. If reorganization is required, the 
BCT maintains pressure on the enemy through artillery, CAS, and/or limited objective attacks. 

DEFENSE 
7-133. The BCT conducts a defense to repel an enemy counterattack, avoid culmination, complete 
reorganization activities, or when directed to do so by higher headquarters. The BCT occupies the most 
defensible terrain. This might require the BCT to attack to seize defensible terrain. The BCT usually 
establishes a security area to provide reaction time and early warning of enemy actions. Subordinate task 
forces occupy designated AOs, quickly array forces, and develop fire plans. The commander usually seeks 
to array task forces to achieve an adequate level of defense and facilitate future operations. Engineers 
provide survivability support and emplace obstacles as required to support the defense. 

STABILITY OPERATIONS 
7-134. BCT commanders must ensure that contingencies are planned to transition quickly from MCO to 
stability operations and vice versa. For example, it may be tactically wise for commanders to plan a 
defensive contingency with on-order offensive missions for certain stability operations that could 
deteriorate. Subordinate commanders and leaders must be fully trained to recognize activities that would 
initiate this transition. Commanders, staffs, and Soldiers must be aware that elements of the BCT could be 
conducting offensive, defensive, and SO simultaneously within a small radius of each other. Actions in one 
unit’s AO can affect a change in whatever type operation an adjacent unit is conducting. For example, an 
offensive operation may cause noncombatants to be displaced to another section of the city creating a 
support operation for the unit in that AO.  
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Chapter 8 

Fire Support in the Brigade Combat Team 

"Too much praise cannot be bestowed on those who managed my artillery."  
General Andrew Jackson after the Battle of New Orleans, 1815 

Fire  support of the BCT includes Army indirect fires, joint fires, and offensive IO. 
The success of this support depends on effective interaction between the BCT fires 
section, the S7, other members of the BCT staff, the fires battalion, and the 
supporting joint or IO units.  

 

SECTION I – FIRE SUPPORT ORGANIZATION 

BRIGADE COMBAT TEAM FIRES SECTION 
8-1. The fires section is organic to the BCT headquarters. It consists of Army personnel with indirect 
fires expertise, and the USAF TACP (Figure 8-1). Primary fires section functions include the following: 

 Planning, coordinating, synchronizing, and executing Army indirect FS and joint fires into BCT 
operations.  

 Collaborating in the BCT IPB.  
 Coordinating the tasking of sensors during development of the collection plan with the BCT S2, 

the MI CO commander (as needed), and the RS to acquire targets.  
 Participating in the BCT MDMP.  
 Briefing the BCT commander to obtain his approval of the concept for fires.  
 Disseminating the approved concept within the BCT to the fires battalion and maneuver 

battalion FS organizations; and outside the BCT to the fires brigade and the division fires 
section.  

 Participating in the BCT targeting process.  
 Ensuring subordinate battalion fires sections plan fires IAW the commander’s guidance for 

current and future operations.  
 Preparing the fires paragraphs in the BCT OPORD that describe the concept/scheme of fires to 

support BCT operations.  
 Synchronizing the fires paragraphs of the OPORD with the S7, S9, and PA portions of the BCT 

OPORD.  
 Managing the establishment of and changes to FSCM.  
 Coordinating maneuver space for the positioning of FA assets.  
 Coordinating clearance of fires.  
 Performing combat assessments of the results of employing fires.  
 Coordinating requests for additional FS to include joint fires.  
 Providing input to the BCT’s COP to enhance SU.  
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Figure 8-1. Fires section 

8-2. The fires section is led and directed by the FSCOORD. The FSCOORD is a FA lieutenant colonel 
assigned to the BCT staff. The fires battalion commander no longer has the duties of the FSCOORD.  

8-3. The fires section is resourced to support current operations from the TAC CP, and plan for future 
operations from a main CP. The fires section has a limited capability to provide coverage to the command 
group and the deputy command group when deployed. All elements work from the main CP if the TAC CP 
is not deployed. The fires section can be augmented by other Army agencies (e.g., reinforcing FA units).  

SECTION II – THE BRIGADE COMBAT TEAM INFORMATION OPERATIONS 
SECTION 

8-4. The S7 section is organic to the BCT headquarters. It consists of Army personnel with IO planning 
and execution expertise. Primary S7 section functions include: 

 Planning, coordinating, synchronizing, and executing Army offensive IO and their effects into 
BCT operations.  

 Collaborating in the BCT IPB.  
 Coordinating the tasking of sensors during the collection plan’s development with the BCT S2, 

the MI CO commander (as needed), and the RS to acquire targets.  
 Participating in the BCT MDMP.  
 Disseminating the approved concept within the BCT to organization supporting IO efforts.  
 Participating in the BCT targeting process.  
 Preparing the IO paragraphs in the BCT OPORD.  
 Synchronizing the IO paragraphs of the OPORD with the FS and PA portions of the BCT 

OPORD.  
 Coordinating clearance and non-lethal attack against targets (i.e., clearance of fires).  
 Performing combat assessments as a result of employing nonlethal weapons.  
 Coordinating requests for additional effects support units.  
 Providing input to the BCT’s COP to enhance SU.  

8-5. The S7 leads and directs the IO section. The S7 is an officer with a functional area specialty in IO. 
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8-6. The main CP resources the IO section to support operations. The IO section has little or no capability 
to provide coverage to the TAC CP, command group, and the deputy command group when deployed. The 
IO section can be augmented by other Army or joint agencies.  

TACTICAL AIR CONTROL PARTY 

8-7. An Air Force TACP is assigned to the BCT HQ. The TACP is resourced to support both the TAC 
CP and the main CP. The ALO advises the BCT commander and staff on air support effects. He leverages 
the expertise of his TACP with links to the division TACP to plan, coordinate, synchronize, and execute air 
support operations. He also maintains SU of the total air support and air support effects picture.  

8-8. TACP functions include: 
 Serving as the Air Force commander’s representative, providing advice to the BCT commander 

and staff on the capabilities, limitations, and employment of air support, airlift, and 
reconnaissance.  

 Providing an Air Force coordination interface with the BCT fires section, ADAM/BAE section, 
and maneuver battalions. 

 Coordinating activities through an Air Force air request net and the advanced airlift notification 
net.  

 Helping to synchronize air and surface fires, and prepare the air support plan.  
 Providing direct liaison for local air defense and airspace management activities.  
 Integrating into the staff to facilitate planning air support for future operations, and providing 

advice about the development and evaluation of CAS, interdiction, reconnaissance, and joint 
suppression of enemy air defenses (JSEAD) programs.  

 Providing terminal control for CAS, and operating the Air Force air request net.  

OTHER JOINT AND ARMY AUGMENTATION 
8-9.  Joint and Army augmentation is essential to BCT operations. In addition to the Air Force TACP, 
other joint augmentation may include naval surface fire support (NSFS) and USMC liaison officers.  

BRIGADE COMBAT TEAM COMBAT OBSERVATION LASING TEAMS 
8-10. The combat observation lasing team (COLT) is a high-technology observer team created and 
designed to maximize the use of smart munitions. COLTs are organic to the HHC of the BCT. There are 
five COLTS in the BCT and four COLTS in the IBCT. There are no COLTs in the SBCT. The BCT 
FSCOORD is responsible for training the COLTs and for performing precombat checks and mission 
briefings/rehearsals before employment. The BCT fires section supervises the planning and execution of 
COLT employment. COLTs can be used as independent observers to weight key or vulnerable areas. 
Although originally conceived to interface with the Copperhead, a COLT can be used with any munitions 
that require reflected laser energy for final ballistic guidance. The self-location and target ranging 
capabilities of the ground/vehicular laser locator designator (G/VLLD) enables first-round fire for effect 
with conventional munitions. 

FIRES BATTALION 
8-11. Each brigade combat team has an organic fires battalion. Their organization varies according to the 
type of brigade combat team (Figure 8-2). 
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Figure 8-2. Fires battalions 

MANEUVER BATTALION AND RECONNAISSANCE SQUADRON 
8-12. Each maneuver battalion and RS has organic mortars for their FS. These can include 60mm, 81mm, 
and 120mm mortars. 

8-13. Each battalion also has an Air Force TACP, to include an ALO and an enlisted terminal attack 
controller (ETAC). Air Force ETACs are authorized for each maneuver company to assist the company 
commander with employment of CAS. 

SECTION III – DECIDE, DETECT, DELIVER, AND ASSESS  

THE TARGETING PROCESS 
8-14. The targeting process synchronizes the effects of FS and IO with the effects of other WF. The 
targeting process determines what targets to attack to achieve the BCT commander’s desired effects; and 
how, where, and when to attack them.  

8-15. The targeting process is based on four functions: decide, detect, deliver, and assess (D3A) (Figure 8-
3). It is a cyclical process. The D3A functions are not phased or sequenced, and frequently occur 
simultaneously throughout planning and execution. For example, based on information received through 
detect, deliver, or assess actions, decisions may be reconsidered and revised. Detection efforts often begin 
concurrently with decision processes, since key information is required to support the decision-making 
process.  

Figure 8-3. D3A 
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8-16. BCTs can conduct two distinct targeting processes; one for lethal (FS) and another for non-lethal 
(IO) attack; or they may merge both into one process. The FSCOORD and S7 ensure the BCT targeting 
effort is coordinated properly with targeting at echelons above the BCT level and with subordinate 
supporting and adjacent units. 

ESSENTIAL FIRE SUPPORT TASK 
8-17. Essential fire support tasks (EFST) are those FS tasks that the BCT requires to accomplish the 
operation. Failure to achieve an EFST could require the commander to alter his tactical plan. When 
developing EFSTs, the FSCOORD considers METT-TC, and follows the basic FS planning process. Thus, 
a fully developed EFST has a task, purpose, method, and effect (TPME): 

 Task -- describes what results fire must achieve on an enemy formation’s function or capability. 
 Purpose -- describes why the task contributes to the maneuver operation. 
 Method -- describes how the task will be accomplished by assigning responsibility to observers 

or units and delivery assets; and providing information and/or restrictions. The method is 
described typically by covering the three categories of priority, allocation, and restrictions. 

 Effects -- quantify successful accomplishment of the task. 

THE DECIDE, DETECT, DELIVER, AND ASSESS PROCESS 

DECIDE 
8-18. The BCT commander and his entire staff play a significant role in the “decide” function. The decide 
function provides the overall focus, identifies targeting requirements, and sets the initial priorities and 
planning for specific ISR activities. These ISR activities support the “detect” function, the attack 
methodology that supports the “deliver” function, and C2/BDA/ISR issues in the “assess” function. As part 
of the decide function, the BCT should answer the following questions: 

 What targets should be acquired and attacked?  
 When and where are the targets likely to be found?  
 How long will the target remain once acquired?  
 Who or what can locate the targets?  
 What accuracy of target location will be required to attack the target?  
 What are the priorities for ISR objectives and asset allocation?  
 What PIR are necessary, and how and when (NLT time/date) must the information be obtained, 

processed, and disseminated?  
 When, where, how, and in what priority should the targets be attacked?  
 What are the effects criteria that must be achieved to attack the target successfully?  
 Who or what can attack the targets, and how should the attack be conducted (for example, 

number/type of attack elements, ammunition) to maximize effects and resources based on 
commander’s guidance?  

 What or who will obtain the BDA or other information the BCT needs to determine the success 
or failure of each attack? Who must receive and process that information, how rapidly, and in 
what format?  

 Who has the decision-making authority to determine success or failure, and how rapidly must 
the decision be made and disseminated?  

 What actions will be required if an attack is unsuccessful and who has the authority to direct 
those actions?  
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8-19. The BCT staff, FSCOORD, and S7 prepare several products as they work through the decide 
process. These products must complement the commander’s scheme of maneuver and provide the basis for 
the concept of fires. Typical FS products include: 

 High-value target list (HVTL). The HVTL is a list of targets or assets essential for the enemy 
commander to accomplish his mission. The loss of HVTs would be expected to degrade 
important enemy functions seriously throughout the friendly commander’s area of interest. The 
FSCOORD and S7 identify HVTs during mission analysis and COA development.  

 High-payoff target list (HPTL). The HPTL is a by-phase, prioritized list of those HVT that 
must be acquired and successfully attacked for the success of the friendly commander’s mission. 
Examples of HPTs are the enemy’s C2 nodes and intelligence collection systems. The HPTL is a 
dynamic document that is continually refined, during both planning and execution, based on the 
situation and the commander’s guidance. Usually, the HPTL is identified through war gaming. 

Table 8-1. Example high payoff target list 

Phase of the Operation: I – Isolate the Enemy Units 
Priority Category HPT 

1 Fire support Insurgent mortars 
2 Maneuver Insurgent teams 
3 Command and control Insurgent cell phone 
4 Command and control Insurgent FM radio 
5 Civilians Hostile civilian crowds 

* A hostile crowd is defined as 25 or more people with leadership, interfering or capable of 
interfering with BCT operations. 

 Target selection standards (TSS). This matrix focuses on accuracy to establish criteria for 
deciding when targets are located accurately enough to attack. MI analysts use TSS to determine 
targets from combat information and pass them to FS elements for attack. 

Table 8-2. Example target selection standards 

HPT Timeliness Accuracy 
Insurgent mortars 10 minutes 100 meters 
Insurgent teams 30 minutes 100 meters 

Insurgent cell phone Within 2 hours of H-hour Placed/received within 12 km of Fustina 
airfield 

Insurgent FM radio 20 minutes 150 meters 
Hostile civilian crowds Within 6 hours of H-hour Within 10 km of Fustina village 

 



Fire Support in the Brigade Combat Team 

4 August 2006 FM 3-90.6 8-7 

 Attack guidance matrix (AGM). The commander must approve this matrix, which addresses 
the targets or target sets to attack, how and when they will be attacked, and the desired effects 
that attacking the target will generate.  

Table 8-3. Example attack guidance matrix 

HPT WHEN HOW EFFECT REMARKS 

Insurgent mortars I FA D Use search and attack teams in restricted 
areas. 

Insurgent teams I FA N Destroy C2. 
Insurgent cell 
phone A EA EW Disrupt service starting H-2. 

Insurgent FM radio A EA EW No jamming until H-3 to preserve 
intelligence. 

Hostile civilian 
crowds A CA/MP Dispersed 25 or more with leadership constitute a 

crowd 
Legend 
When: I = Immediate 

A = As acquired 
P = Planned 

Effects: S = Suppress 
N = Neutralize 
D = Destroy 
EW = Jamming 

 Target synchronization matrix (TSM). The TSM combines data from the HPTL, ISR plan, 
and AGM. It lists HPT by category and the units responsible for detecting them, attacking them, 
and assessing the effects of the attacks.  

 Sensor/attack matrix. This matrix is a targeting tool used to determine whether the critical 
HVT can be acquired and attacked. The matrix enables war game participants to record their 
assessments of the ability of sensor systems to acquire and attack HVT at a critical event or 
phase of the battle.  

 Combat assessment requirements. The requirements for combat assessment are identified 
during COA development. Combat assessment consists of BDA, munitions effectiveness 
assessment (MEA), and re-attack recommendations.  

 Target nominations. These may include targets nominated for attack by higher HQ. These 
include air interdiction (AI), ATACMS, and electronic attack.  

8-20. Other BCT sections work with the FSCOORD and S7 to prepare products that complement fires and 
IO products. These products include: 

 ISR plan. The ISR plan focuses primarily on answering PIR and then identifying HPT. The ISR 
plan is prepared by the S3 and coordinated with the S2. It is a major contributor to the detect and 
assess functions of D3A.  

 Decision support template (DST). The DST is a tool planners use to anticipate and 
synchronize required friendly actions at critical junctures on the battlefield. It is one method the 
BCT uses to tie target execution to the friendly scheme of maneuver.  
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Effects to be Generated by Attacking the Target  
8-21. Based on the BCT commander’s guidance, the targeting working group recommends how each target 
should be engaged in terms of the degree and duration of desired effects. The desired effects generated by 
attacking the target should be clearly identified. Attack criteria can be a standard term such as destroy, 
block, neutralize, or suppress; or they may describe desired effects in further detail such as the length of the 
effect.  

Attack Criteria 
For example, to destroy means to render an enemy force combat-ineffective until it 
is reconstituted; or to damage a combat system so badly that it cannot perform any 
function or be restored to a usable condition without being entirely rebuilt. 
Destruction can be expressed as the elimination of a function (the bridge no longer 
supports vehicle traffic) or percentage of the force. Destroying an infantry unit 
(second order indirect effect) may include killing 60% of the personnel and vehicles 
in the battalion, and seriously damaging or wounding another 20% (first order direct 
physical effects).  

8-22. Fires planners must understand the differences between broad targeting objectives that support the 
commander’s intent, and the detailed targeting objectives and effects determination required for the 
execution of specific fire plans and programs. An overall objective of disrupting an enemy’s tempo 
(commander’s goal) by blocking an enemy force for X-hours or until a certain time (tactical level effect) 
can be achieved through the use of: 

 Fires to interdict the enemy’s route (tactical effect) --  
 Fires to deliver SCATMINE at chokepoints; and fires to cause avalanches (1st order 

direct physical effect) that block (2nd
 
order indirect functional effect) or obstruct 

routes.  
 Fires to damage bridges or crater highways (1st order direct physical effect) or 

otherwise cut LOCs that render a movement route unusable (2nd
 
order indirect 

functional effect).  
 Fires against a unit that disrupt/slow the unit’s movement (tactical effect) -- 

 Destructive fires against engineer, bridging, or fuel equipment (1st order direct 
physical effect).  

 Destructive fires against lead vehicles at chokepoints or key C2 vehicles (1st order 
direct physical effect).  

 Harassing fires (tactical task) that could create fear, havoc, and complications (2nd 
order indirect behavioral effect) by destroying and damaging equipment, killing and 
wounding personnel, obscuring vision (1st order direct physical effect); and that could 
cause the enemy to travel buttoned-up, at open column (2nd

 
order indirect behavioral 

effect).  

DETECT  
8-23. The S3, assisted by the S2, is responsible for directing the ISR plan to detect HPT identified in the 
decide function. Execution of detect functions must be timely and accurate. Based on the results and 
effectiveness of the execution of detect functions, the products developed in the decide function may be 
modified.  

8-24. The detect function involves locating HPT accurately enough to engage them. Characteristics and 
signatures of the relevant targets are determined and then compared to potential attack system requirements 
to establish specific sensor requirements. The S2 section works closely with the fires section to identify the 
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specific “who, what, when, and how” for target acquisition. Information needed for target detection is 
expressed as PIR and/or IR to support the attack of HPT and associated EFST. As target acquisition assets 
gather information, they report their findings back to the commander and staff. Detection plans, priorities, 
and allocations change during execution based on METT-TC. As part of the detect function, the BCT 
should answer the following questions:  

 Were the designated targets found at the anticipated locations, times, and conditions, and to the 
required accuracies?  

 Are detect-related plans, units, and equipment performing as required? Are there any combat 
loss or maintenance issues? Is detect information being processed and disseminated in a timely 
manner?  

 Is the situation developing as anticipated (i.e., the order of battle, main effort identification, 
friendly/enemy success/failure)?  

 Have ISR activities identified new, unanticipated information that must be considered?  
 Based on detect functions, are changes required to other D3A functions?  

8-25. The information gathered from the multitude of collection assets must be processed to produce 
targets meeting TSS. Moving HPT must be detected and tracked to maintain a current target location. The 
FSCOORD and S7 planners tell the S2 the accuracy required and dwell time for a target to be eligible for 
attack. To facilitate the hand-off of targets and tracking (as in RHO), the S3 coordinates with higher and 
subordinate units to establish responsibilities.  

8-26. The fires section assists the S2 in the detect function by providing information from the FA radars 
and observers to help complete the intelligence picture. Critical targets not attacked must be tracked to 
ensure they are not lost. Tracking suspected targets expedites execution of the attack guidance and keeps 
the targets in view while they are validated. The fires section monitors fire missions and SPOTREPs for 
targeting information.  

DELIVER 
8-27. The deliver function of the targeting process is based on the attack guidance and the selection of an 
attack system or combination of systems. As part of the deliver function, the BCT should answer the 
following questions:  

 Can/should designated targets be attacked as planned or are changes required?  
 Are the established attack guidance and effects criteria still valid and achievable?  
 Are lethal and nonlethal delivery systems performing as required? Are there any combat loss or 

maintenance issues?  
 Are unanticipated delivery requirements manageable, or are there actual or potential 

implications?  
 Based on deliver factors (i.e., ammunition or weapon status), are changes required to other D3A 

functions?  
 What effect will this have on the civilian infrastructure? What level of collateral damage is 

acceptable and who is authorized to make that decision?  

8-28. Successful attack of HPT requires the FSCOORD and S7 to: 
 Determine if the planned attack system is available and is still the best system for attack. 

Coordinate as necessary to use the attack system in a timely manner. (i.e., use of offensive EW 
systems requires coordination with both the EA officer and the S2).  

 Deconflict and synchronize all attacks as necessary to gain maximum, synergistic effects with 
minimum resource expenditure.  

 Ensure IO, especially the destructive component, are properly incorporated into the overall 
targeting plan.  

 Coordinate as required with higher, lower, and adjacent units, other services, allies, and the HN. 
This is particularly necessary to minimize the risk of fratricide.  

 Issue the call for fire to the appropriate executing unit(s).  
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 Inform the S2 of the target attack.  

8-29. The deliver function involves engaging targets located within the TSS according to the guidance in 
the AGM. This includes using both lethal and non-lethal attack systems. HPT that are located within the 
TSS are tracked and engaged at the time designated in the OPORD/AGM. Other collection assets look at 
HPT that are not located accurately enough or for targets within priority target sets. When one of these is 
located within the TSS, its location is sent to the system that the AGM assigns to attack it. All HPT will not 
be identified accurately enough to be attacked before execution. Some target sets might not have very 
many targets identified. Collection assets and the intelligence system develop information that locates or 
describes potential targets accurately enough to engage them. The HPTL sets the priority in which they 
accomplish this task the attack of targets requires a number of tactical and technical decisions and actions. 
These decisions determine the: 

 Time of attack.  
 Desired effects.  
 Attack system(s) or IO activity to be used.  

8-30. Based on these decisions, technical decisions can be made using the following considerations as an 
outline: 

 Delivery means (lethal and non-lethal).  
 Number and types of munitions or systems, tools, and techniques.  
 Unit to conduct the lethal/non-lethal attack.  
 Response time of the asset or unit to provide the effects.  

ASSESS  
8-31. The commander and staff assess the results of mission execution. Assessment occurs throughout the 
operations process. Targets are attacked until the effects outlined in the AGM are achieved or until the 
target is no longer within the TSS. If combat assessment reveals that the commander's guidance has not 
been met, the detect and deliver functions of the targeting process must continue to focus on the targets 
involved and make adjustments to the plan as necessary.  

8-32. This feedback could result in changes to original decisions made during the decide function. These 
changes must be provided to subordinate units as is appropriate, because they impact continued execution 
of the plan. In the case of IO effects, the time it takes to achieve desired effects, or impact the target or 
audience, might be lengthy. The assessment of these effects can not be treated and processed as rapidly as a 
lethal effect would be.  

8-33. The FSCOORD, S7, and targeting working group must consider the following when conducting 
combat assessment: 

 Impacts on achieving the commander’s intent if targets supporting an EFST were engaged but 
the desired effects or objectives were not achieved.  

 Whether or not BDA and MOE can be objective enough to measure the achievement of the 
commander’s intent.  

 The degree of accuracy of the assessment relies largely upon collection resources and their 
quality as well as quantity.  

Combat Assessment  
8-34. Combat assessment is composed of three interrelated components: BDA, MEA, and future targeting 
or re-attack recommendations.  
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Battle Damage Assessment 

8-35. Battle damage assessment (BDA) is the timely and accurate estimate of damage resulting from the 
application of military force, either lethal or non-lethal, against a target. BDA in the targeting process 
pertains to the results of attacks on targets designated by the commander. Based on the results and 
effectiveness of the execution of assess functions, the commander and staff refine and modify the products 
discussed in the decide function.  

8-36. BDA compares what was actually accomplished by attacking the target to what was envisioned when 
targeting options were being formulated. Critical ingredients for effective BDA include a detailed 
familiarity with the BCT commander’s intent, concept of the operation, targeting guidance, and the 
analysis that justified the chosen targets.  

8-37. BDA begins with a micro-level examination of the damage or effect resulting from attack of a 
specific target, and ends with macro-level conclusions regarding the functional outcomes created in the 
target system. BDA is conducted in three phases; they are: 

 The first phase examines the outcomes at the specific targeted elements.  
 The second phase estimates the functional consequences for the target system components.  
 The third phase projects results on the overall functioning of the target system and the 

consequent changes in the adversary’s behavior.  

Munitions Effectiveness Assessment 

8-38. The purpose of munitions effectiveness assessment (MEA) is to compare the actual effectiveness of 
the chosen means of attack, to its anticipated effectiveness. The results of MEA support both near-term 
improvement in TTP and long-term improvements in lethal and non-lethal capabilities.  

Future Targeting and Re-Attack Nominations  

8-39. The final phase of combat assessment is future targeting or re-attack nominations. In this phase, by 
closely examining what was done (BDA), and how it was done (MEA), a determination can be made as to 
whether the desired effects have been generated by attacking this particular target with the selected means. 
If the desired effect was not achieved, a determination must be made as to whether the same target should 
be re-attacked using the same means or a different, perhaps more effective means. It might be possible that 
the desired effect simply cannot be generated by re-attacking this particular target, and, therefore, an 
entirely new target or set of targets must be attacked to achieve the desired effect. This last activity both 
completes the targeting process and begins it anew by linking effects actually generated with those desired 
at the beginning of the targeting cycle.  

8-40. The effects of non-lethal attacks require continuous assessment. The S7 is responsible for this 
assessment, and monitors reporting based on IR and RFI. The S7 uses the MOE established during COA 
analysis to maintain a continuous assessment. Based on this assessment, the S7 decides whether to continue 
to engage the target, to break off the attack, or to engage the target with another IO element. The S7 bases 
his decision on the extent to which continuing to engage the target will increase the likelihood of 
accomplishing the IO objectives it supports, and the extent to which accomplishing the IO objectives will 
contribute to completing the mission.  

Measure of Effectiveness  
8-41. A measure of effectiveness is a criterion used to assess changes in system behavior, capability, or 
operational environment. The criterion also must be associated with measuring the attainment of an end 
state, achievement of an objective, or creation of an effect. A well developed MOE should answer the 
question: “Has the unit accomplished the mission?” Often it is not possible to measure an effect directly.  

Measure of Performance  
8-42. A measure of performance is a criterion used to assess friendly actions, and that is associated with 
measuring task accomplishment. A well developed MOP will answer the question, “Was the task or action 
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performed as the commander intended?” MOPs verify whether or not the task has been performed 
correctly.  
8-43. Examples of typical MOP include delivery of correct ordnance on a target, the occupation of a town, 
the distribution of PSYOP pamphlets on enemy positions, etc. At the lowest level, MOPs are the ”battle 
damage” indicators that result from tactical actions. Usually, they are physical evidence (visual, infrared, or 
electronic) of death, destruction, needs met, support provided, etc.  

D3A AND THE MILITARY DECISION-MAKING PROCESS 
8-44. The BCT should integrate the initial targeting effort into the unit’s MDMP. As the staff develops its 
plan for future operations, they should use the D3A methodology to ensure that the plan is synchronized. 
As a textbook solution, the decide function of targeting occurs within the MDMP when the battle staff 
develops an OPORD. The detect function occurs during preparation and execution. 
8-45. The decide function of the targeting process continues even after the plan is completed, because it 
continuously validates previous targeting decisions and makes new targeting decisions based on changed 
circumstances or changed guidance. The deliver function occurs primarily during execution, although some 
IO-related targets may be engaged while the command is preparing for the overall operation. The assess 
function occurs throughout the operations process but is most intense during execution. Table 8-4 provides 
an overview of targeting process functions and their relationship to the MDMP.  

Figure 8-4. The MDMP and targeting process 
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SUMMARY 
8-46. The FSCOORD, S7, and targeting working group develop FS and IO-related targets that, when 
attacked, generate the BCT commander’s desired effects. Effects planning is integrated throughout the 
MDMP using the targeting process. Figure 8-4 provides a summary of the entire D3A process. 

Figure 8-5. Illustration of D3A 
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SECTION IV – TARGETING MEETINGS 

PURPOSE OF TARGETING MEETINGS 
8-47. Targeting meetings integrate the targeting process into other BCT processes. The purpose of a 
targeting meeting is to focus and synchronize the unit's combat power and resources toward finding, 
attacking, and assessing current HPT by using the D3A methodology. The meeting verifies and updates the 
HPTL; verifies, updates, and modifies taskings of the collection assets for each HPT; allocates delivery 
systems to engage each target; and confirms the assets tasked to assess the effects on the target(s) after the 
attack. A successful targeting meeting requires preparation by participants, participation by all WFF 
representatives, and the rapid development and dissemination of required products. Specific objectives of 
targeting meetings include: 

 Verification and update of the HPTL.  
 Verification, update of, and re-tasking available collection assets for each HPT.  
 Allocation of delivery systems to engage each target.  
 Confirmation that assets are tasked to assess whether the desired effects have been achieved by 

attacking the target.  
 Identification of target nominations for attack by division or joint assets.  
 Synchronization of lethal and non-lethal actions (including IO).  
 Synchronization of FS and IO assets to generate desired lethal and non-lethal effects.  

TARGETING WORKING GROUP 
8-48. The targeting working group is a temporary grouping of designated staff representatives to 
coordinate and synchronize the targeting process, and provide recommendations to the commander. The 
targeting working group usually includes: 

 BCT XO (chairs the meeting) 
 BCT S3 (alternate chair) 

 BCT S3 – Air 
 ENCOORD 
 ADAM/BAE representative 

 BCT S7 
 FSCOORD 

 EA officer 
 Fires section targeting officers 
 ALO 
 COLT chiefs  

 BCT S2 
 BCT S6 
 BCT S9 

 PSYOP team leader 
 CA unit leader 

 BJA 
 Sustainment cell representative 
 Subordinate unit representatives (if available) 

 Fires battalion S3 and S2 
 RS S3, S2, FSO, and FIST chiefs 
 Maneuver battalion S3, S2, and FSO 
 BSTB and BSB FSNCO 
 MI CO commander/collection manager 

 SOF representative 
 Reinforcing unit LNO and NSFS LNO 
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TARGETING RESPONSIBILITIES  

BRIGADE COMMANDER  
8-49. The BCT commander’s intent focuses and drives the targeting process. He approves the 
recommendations of the targeting working group. 

EXECUTIVE OFFICER  
8-50. The BCT XO usually chairs the targeting meeting. Although the BCT commander must approve the 
initial targeting products that accompany an OPLAN/OPORDER, the XO (or DCO) may be the approval 
authority for modifications to targeting products.  

FIRE SUPPORT COORDINATOR  
8-51. The FSCOORD finalizes the fires attack guidance formulated by the commander. His specific 
targeting responsibilities include: 

 Overseeing fires targeting execution.  
 Ensuring all aspects of targeting are addressed and understood during the targeting process (i.e., 

task, purpose, location of sensor/back-up, fire mission thread, rehearsal, delivery asset, and 
assessment).  

 Developing and updating the EFST.  
 Consolidating target refinements and planned targets from subordinate units.  
 Establishing target refinement standards to facilitate completion of the FS plan.  
 Coordinating support for subordinate unit attack requirements.  
 Coordinating SEAD and joint air attack team (JAAT).  
 Assessing BDA to determine if the desired effects were achieved.  
 Formulating the re-attack recommendation.  
 Ensuring target nominations are validated and processed, and updated to support the ATO.  

BRIGADE COMBAT TEAM S7 
8-52. The S7 finalizes the IO attack guidance formulated by the commander. His specific targeting 
responsibilities include: 

 Overseeing IO targeting execution.  
 Synchronizing IO and its elements with FS.  
 Assessing enemy vulnerabilities, friendly capabilities, and friendly missions.  
 Nominating IO targets for attack.  
 Briefing deception operations.  
 Developing and updating EFST.  
 Assessing BDA to determine if the desired effects were achieved.  
 Formulating the re-attack recommendation.  

BRIGADE COMBAT TEAM S2 
8-53. The S2 prepares the ISR plan and maintains information on the current enemy situation. He provides 
assessments of possible enemy actions, provides analyses, and identifies targets based on commander’s 
guidance. The S2’s specific targeting responsibilities include: 

 Providing enemy capabilities and projected COA.  
 Providing IPB products to the targeting team.  
 Developing HVT.  
 Determining which HPT can be acquired with organic assets.  
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 Developing support requests for acquiring HPT beyond the capabilities of organic assets.  
 Coordinating the collection and dissemination of targeting information with the fires section.  
 Developing and supervising implementation of the ISR plan.  
 Advising the S3 about BDA collection capabilities.  

BRIGADE COMBAT TEAM S3 
8-54. The BCT S3’s specific targeting responsibilities include: 

 Working with the S2, S7, and FSCOORD to prioritize the HPTL before approval by the 
commander.  

 Determining the targets to be attacked immediately and desired effects.  
 Providing a detailed interpretation of the commander’s concept of the operation.  
 Providing guidance about which targets are most important to the commander.  
 Deciding when and where targets should be attacked.  
 Periodically reassessing the HPTL, AGM, and BDA requirements with the FSCOORD, S7, and 

S2.  
 Determining with the FSCOORD, S7, and S2 if desired effects have been achieved and if 

additional attacks are required.  

BRIGADE COMBAT TEAM S9 
8-55. The S9’s targeting responsibilities include: 

 Providing advice on the affects of friendly actions on the civilian populace.  
 Producing input to the restricted target list.  
 Providing assessments of the effectiveness of CA activities.  

 BRIGADE JUDGE ADVOCATE 
8-56. The BJA’s targeting responsibilities include: 

 Providing advice on ROE impacts on targeting.  
 Providing advice on law of war impacts on targeting.  

TARGETING OFFICER 
8-57. The targeting officers in the fires section facilitate the exchange of information between the BCT S2 
and subordinate fires sections. Their responsibilities include: 

 Helping the BCT S2/S3 develop ISR plans.  
 Developing, recommending, and disseminating the AGM.  
 Coordinating with the BCT S2 for target acquisition coverage and processing of HPT.  
 Producing the TSS matrix for target acquisition (TA) assets supporting the BCT.  
 Managing target lists for planned fires.  
 Coordinating and distributing the restricted target list ICW division.  

AIR LIAISON OFFICER 
8-58. The ALO’s targeting actions include: 

 Monitoring execution of the ATO.  
 Advising the commander and staff about employment of air assets.  
 Receiving, coordinating, planning, prioritizing, and synchronizing immediate CAS requests.  
 Providing Air Force input to analysis and plans.  
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ELECTRONIC ATTACK OFFICER 
8-59. The electronic attack officer’s targeting responsibilities include: 

 Determining HPT to engage with electronic attack.  
 Recommending EW methods of target engagement.  
 Planning and coordinating taskings and requests to satisfy electronic attack requirements.  
 Assisting the S2 with the electronic portion of IPB.  
 Identifying threat electronic attack capabilities and targets.  

PSYCHOLOGICAL OPERATIONS NON-COMMISSIONED OFFICER 
8-60. The PSYOP NCO‘s targeting responsibilities include:  

 Selecting target audiences during the target nomination process and recommending them to the 
targeting team.  

 Coordinating PSYOP targeting with deception.  
 Coordinating with supporting PSYOP units.  
 Synchronizing BCT PSYOP with higher and lateral HQ.  
 Providing assessments of the effectiveness of PSYOP activities.  

ENGINEER COORDINATOR 
8-61. The ENCOORD’s targeting responsibilities include:  

 Providing advice on the use of SCATMINE.  
 Providing input to the restricted target list (including relevant environmental considerations).  
 Providing advice on the obstacle creating effects of indirect fires. 

FREQUENCY AND TIMING OF TARGETING MEETINGS 
8-62. The targeting meeting is a critical event in the BCT’s battle rhythm. It must be integrated effectively 
into the BCT’s battle rhythm and nested within the higher HQ targeting cycle to ensure the results of the 
targeting process focus, rather than disrupt operations. Thus, task organization changes, modifications to 
the ISR plan, ATO nominations, and changes to the HPTL all must be made with full awareness of time 
available to prepare and execute. 
8-63. The timing of the targeting meeting is critical (Figure 8-5). While the timeline for brigade level 
targeting meetings is usually 24 to 36 hours out, higher HQ assets and certain targeting decisions, such as 
ATO nominations, usually are based on a 72-hour cycle.  

Figure 8-6. Brigade targeting timeline 
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8-64. Experience in the BCT has shown the benefits of two targeting meetings daily at the main CP. A 
preliminary meeting facilitated by the fires section ensures the targets and objectives of non-lethal effects 
complement those of lethal effects, and that both meet the commander’s guidance and intent. The 
FSCOORD and S7 assess ongoing targeting efforts and ensure target nominations to higher HQ are being 
processed in a timely manner. The second meeting is generally more formal than the first, is chaired by the 
XO and has as its focus, updating the commander and gaining new guidance and approval of planned and 
proposed targeting actions in the next 24, 48 and 72 hours. Adequate time should be allowed for targeting 
meetings to present targeting information, situation updates, provide recommendations and obtain 
decisions. Experience has shown that about 60 minutes is the norm. 

PREPARING FOR THE TARGETING MEETING  
8-65. Preparation and focus are keys to successful BCT targeting meetings. Each representative must come 
to the meeting prepared to discuss available assets, capabilities, limitations and BDA requirements related 
to their staff area. This means participants must conduct detailed prior coordination and be prepared to 
provide input and/or information. This preparation must be focused around the commander’s intent and a 
solid understanding of the current situation.  

8-66. The BCT S3 must be prepared to provide:  
 Current friendly situation.  
 Maneuver assets available.  
 Current combat power.  
 Requirements from higher HQ (including recent FRAGOs or taskings).  
 Changes to the commander’s intent.  
 Changes to the task organization.  
 Planned operations.  

8-67. The BCT S2 must be prepared to provide:  
 Current enemy situation.  
 Current ISR plan.  
 Planned ECOAs (SITEMP) tailored to the time period discussed.  
 Collection assets available and those the S2 must request from higher HQ.  

8-68. The FSCOORD must be prepared to provide:  
 Changes to the EFST.  
 Fire support assets available.  
 Proposed HPTL, TSS, AGM, and EFST for FS for the time period discussed.  
 Recommended changes to FSCM for period being discussed.  

8-69. The S7 must be prepared to provide:  
 Changes to the EFST.  
 IO assets available.  
 Proposed HPTL, TSS, AGM, and EFST for IO for the time period discussed.  

8-70. The specific situation dictates the extent of the remaining targeting team members’ preparation. They 
should be prepared to discuss in detail (within their own WF) available assets and capabilities, the 
integration of their assets into targeting decisions, and the capabilities and limitations of enemy assets. The 
following tools should be available to facilitate the conduct of the targeting meeting: HPTL, TSS, AGM, 
consolidated matrix (for example, TSM) or another product per SOP, list of delivery assets, and list of 
collection assets.  
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8-71. The following tools should be available to facilitate targeting meetings:  
 Target synchronization matrix. The TSM visually illustrates the HPTs, and is designed to list 

specific targets with locations, in each category. The matrix has entries to identify whether a 
target is covered by a NAI; the specific detection, delivery, and assessment assets for each 
target; and attack guidance. Once completed, the TSM serves as a basis for updating the ICP and 
issuing a FRAGO at the conclusion of the meeting. In addition, it facilitates the distribution of 
the target meeting’s results.  

 List of potential detection and delivery assets. A list of all potential detection and delivery 
assets available to the unit helps all attendees visualize which assets might be available for 
detection and delivery. It is essential that staff members be prepared to discuss the potential 
contribution for the particular assets within their area.  

SECTION V – FUNDAMENTALS OF FIRES AND INFORMATION OPERATIONS 

TRADITIONAL FIRE SUPPORT TASKS 
8-72. The four traditional FS tasks provide a frame of reference for the BCT commander and FSCOORD 
to evaluate the effects delivery system. These four tasks employ effects on the enemy, set conditions for 
decisive operations, and support higher HQ operations. The four tasks are: 

 Support forces in contact.  
 Support the concept of operations.  
 Synchronize FS and IO.  
 Sustain FS and IO.  

SUPPORT FORCES IN CONTACT 
8-73. Supporting forces in contact is the primary reason for generating desired effects with FS and IO. 
Forces engaged with the enemy need responsive support, including artillery, mortars, naval surface fires, 
attack helicopters, and fixed-wing aircraft. The BCT fires battalion, together with reinforcing units 
provided by the division, support forces in contact by performing traditional roles of close support, 
counterfire, and interdiction. CAS operations can support forces in contact either directly or by interdicting 
follow-on enemy forces.  

SUPPORT THE CONCEPT OF OPERATIONS 
8-74. Effects must support the BCT commander’s intent, concept of operations and end state in the most 
effective and efficient manner. The BCT commander’s guidance generally includes his desired end state, 
his effects guidance, and the effects concept.  

SYNCHRONIZE FIRE SUPPORT AND INFORMATION OPERATIONS  
8-75. Synchronization, in addition to being one of the four basic effects tasks, is also one of the tenets of 
Army operations. In terms of effects, synchronization is the precise arrangement of coordinated activities 
in time, space, and purpose to generate desired effects. Synchronization is both a process and a result. It 
requires unity of effort throughout the BCT. The BCT commander and his staff must synchronize must 
fires with the other WF. The fires section ensures that the right delivery means is used to attack the right 
target at the right time, to produce the BCT commander’s desired effects. The fires rehearsal is an integral 
part of the operations process and a key to effective synchronization.  

SUSTAIN FIRE SUPPORT AND INFORMATION OPERATIONS  
8-76. Adequate sustainment ensures the endurance of the effects system. All leaders work together to 
ensure that adequate resourcing (i.e., personnel, supplies, and equipment) is provided to support the entire 
effects system. 
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KEY CONSIDERATIONS FOR FIRE SUPPORT AND INFORMATION 
OPERATIONS PLANNING  

8-77. The BCT staff, FSCOORD, and S7 must also consider all METT-TC factors, as well as any other 
considerations relevant to the operation, the specific situation, and the OE within which the operation is 
conducted. The following describe considerations that apply to most situations, and provide broad 
guidance on the effective application of FS: 

 Mission focus. FS and IO plans for generating the BCT commander’s desired effects must 
support accomplishment of the BCT mission.  

 Command involvement. Commanders and leaders at all levels must be involved directly in the 
effects planning process for FS and IO. This includes the commanders of the elements involved 
in target acquisition and intelligence analysis in support of effects.  

 Unity of effort. Successful effects planning, coordination, and synchronization integrate all 
aspects of effects application with each other, and with the other functions of the combined arms 
team to produce a unified effort.  

 Aggressive intelligence and target acquisition. FS and IO plans are designed to find and affect 
HPTs before they can impact friendly operations. The rapid acquisition, processing, and 
dissemination of relevant information are critically important to success.  

 Mass fires at decisive places and times. The intent is to achieve efficient, effective FS and IO 
that produces overwhelming effects, as opposed to overwhelming effects that may waste limited 
resources.  

 Rehearsal. Rehearsed FS and IO plans have a greater chance of success. Rehearsal helps to 
familiarize everyone with the effects plan, and to identify potential problems in time for 
corrective action.  

 Timely execution. FS and IO planners must ensure the timing of effects achieves maximum 
desired results, and that timing is realistically achievable. Overly ambitious plans often 
miscalculate time-distance factors, reaction times, effects application, combat and non-combat 
losses, and the effects of battle fatigue. Hasty effects planning methods must often be used 
during execution to make the changes necessary to ensure that effects delivery remains timely 
and effective.  

IMPERATIVES FOR FIRE SUPPORT AND INFORMATION OPERATIONS PLANNING  
8-78. The effects planning process has four imperatives:  

 Effects planning must be a part of the MDMP.  
 Effects planning must truly integrate the targeting process (D3A).  
 Effects planning must support and be integrated with the ISR plan. The ISR plan is a key link 

between the MDMP, effects planning, and targeting.  
 The effects planning must produce an effective, integrated, and executable plan that includes the 

following --  
 A focus on achieving the effects required against the identified HPTs. 
 Timing for acquisition and attack systems to achieve a unified effect on HPTs. 
 Links between detection and delivery assets. 
 Assessment of effects achieved.  

FUNDAMENTALS FOR FIRE SUPPORT COORDINATION  
8-79. FS coordination ensures the synchronization of delivery assets to match the right attack means with 
the correct target to deliver the BCT commander’s desired effects at the precise time and location needed to 
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support BCT operations. To achieve the best possible synchronization of all fires and their effects, the 
following guidelines are recommended: 

 Position fire delivery units effectively.  
 Coordinate use of CAS and NSFS to support the commander’s intent and the concept of 

operations.  
 Ensure that FSOs, FISTs and observers know the exact locations of maneuver boundaries and 

other FSCM.  
 Position observers redundantly where they can see their assigned targets and trigger points, 

communicate with FS assets, and respond to maneuver commander.  
 Provide common survey and meteorological data to mortars.  
 Use the FSEM during rehearsals and execution of the battle. 
 Coordinate with the fires battalion TOC to develop the AGM. 
 Develop and disseminate SCATMINE safety boxes ICW the ENCOORD and the S3.  
 Require refinement by lower echelons to be completed by an established cut-off time.  
 Verify or correct target locations and trigger points during refinement.  
 Seek the BCT commander’s guidance concerning delivery of indirect fires for maneuver units in 

close contact. Calculate risk-estimate distances.  
 Consider limiting the number of targets to 10 to 15 per maneuver battalion, with no more than 

45 to 60 for the entire BCT.  
 Use the FSEM to brief the fires portion of the OPORD during a combined arms rehearsal.  
 Conduct rehearsals with the actual Soldiers who will execute essential tasks (i.e., the forward 

observer [FO] who will initiate fires on a critical target rather than his FIST leader).  
 Ensure that methods for battle tracking and clearance of indirect fires are clearly understood by 

maneuver commanders.  
 Prioritize requirements for Q-36 and Q-37 radar, and allocate radar zones to reflect the 

developed SITEMP, force protection priorities, and the scheme of maneuver.  

8-80. Explain FS combat power in terms of the effects required to be generated for the operation. The BCT 
and subordinate maneuver commander can understand FS contributions to the COA and scheme of 
maneuver better. Useful information also includes:  

 Number and type of missions available/possible.  
 Battery/battalion/mortar volleys available by the type of ammunition and the effects expected.  
 Minutes of smoke available and allocation.  
 Minutes of illumination available and allocation.  
 Number of available SCATMINE by type, size, density, and safety zone.  

FUNDAMENTALS FOR INFORMATION OPERATIONS COORDINATION 
8-81. Coordination of IO is the responsibility of the S7. A major focus of this coordination process is the 
deconfliction of IO and its effects. Some examples follow: 

 It might be necessary to deconflict an EW attack against specific frequencies and bands within 
the electromagnetic spectrum. In this case, conflicts can arise between IO planners who want to 
attack a target electronically and communicators (primarily PSYOP non-lethal effects) who need 
to use the frequency band, or intelligence operators who are exploiting information derived from 
the adversary target in question.  

 It might be necessary to resolve issues with an EW attack for its potential residual effects on our 
own INFOSYS that may be in the target area of interest.  

 Conflicts between intelligence collection and attacks against critical adversary information 
nodes are another example. When a C2 target scheduled for attack represents a valuable source 
of intelligence, the commander must decide if the tactical and operational advantage achieved 
through attacking it is worth the probable loss of intelligence.  
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 Conflicts between targeting media infrastructure and its post combat operations value to 
PSYOP, PA, and CA must be weighed as well. Frequently, internal media within the AO may 
produce propaganda that is either ineffectual or even counterproductive to their efforts. In this 
case the commander may wish to safeguard such assets for possible use during SO.  

8-82. The principal coordination process for IO is the targeting meeting. The targeting meetings, led and 
supervised by the BCT XO, determine which targets are to be attacked and by what means. The S7 attends 
these meetings and nominates targets that should be the focus of IO and non-lethal attack options.  

8-83. IO coordination can extend to a broader audience of external agencies supporting the BCT for which 
extensive liaison is required. PSYOP personnel address local populations and enemy forces. The S7 might 
have to coordinate essential IO tasks with its higher headquarters or next higher PSYOP headquarters, 
CMO tasks with a joint civil military operations task force (JCMOTF), or EW and deception with higher 
headquarters and sister services. The BCT may also be required to coordinate IO with government 
agencies, NGOs, and local assets. 

SECTION VI – CLEARANCE OF FIRES AND INFORMATION OPERATIONS 

8-84. Maneuver commanders clear fires. At the BCT level, the commander usually delegates the 
responsibility for coordinating fires to the FSCOORD. The BCT accomplishes clearance of fires in any of 
several ways: 

 Through a staff process. 
 Through control measures embedded in automated battle command systems. 
 Through active or passive recognition systems.  

8-85. Clearance of fires ensures fires will attack enemy capabilities without resulting in casualties to 
friendly forces and noncombatants. Similarly, clearance of effects ensures that any electronic attack 
conducted by the BCT does not interfere with friendly or civilian operations. Even with automated 
systems, clearance of fire support remains a command responsibility at every level, and commanders must 
assess the risk, and decide the extent of reliance on automated systems.  

8-86. The FSCOORD and S7 coordinate all FS and IO impacting in the area of responsibility of his 
supported BCT commander, including that requested by the supported unit. They ensure that FS and IO 
will not jeopardize troop safety, will interface with other FS and IO means, and/or will not disrupt adjacent 
unit operations. 

RISK 
8-87. The level of risk is directly related to the level of SA. Commanders must pre-determine what level of 
risk is acceptable when delegating clearance of fires to subordinate units. Units under fire need immediate 
responsive FS and cannot wait for a multi-layered clearance process through higher HQ to receive indirect 
fire.  

CLEARANCE OF FIRES 
8-88. The first step in clearance of fires is to use maneuver control measures. The next step is to use 
FSCM. Finally, determine which fires will be pre-cleared. 

BOUNDARIES 
8-89. The most prevalent maneuver control measure is the boundary. Boundaries serve as both a 
permissive and restrictive measure. Whenever possible, boundaries should be used because they enable the 
unit that "owns the ground" to engage targets quickly, requiring coordination and clearance only within 
that organization. Boundaries divide AOs into sectors, and define responsibility for clearance of fires. 
Targets and their triggers should be kept within the same unit’s boundary without overriding other tactical 
or doctrinal considerations.  
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8-90. While clearing fires is potentially more complicated in non-contiguous operations, serious 
consideration should be given for establishing an AO for each subordinate maneuver unit, consistent with 
the scheme of maneuver. 

Fire Support Coordination Measure 
8-91.  Proper use of FSCM also facilitates the clearance of fires. Permissive measures (if positioned 
correctly and disseminated to all higher, adjacent, and subordinate units), such as coordinated fire lines 
(CFL) and free fire areas (FFA), offer the opportunity for safe responsive fires on targets of opportunity.  

8-92. Restrictive measures, such as no fire areas (NFA) and RFAs are used to protect independent units 
such as scouts or SOF elements, and critical civilian infrastructure. In a non-contiguous battlefield, these 
may exist within AOs. The size and location of these restrictive areas should be verified to preclude 
unwarranted delays for otherwise safe fires.  

PRE-CLEARANCE OF FIRES 
8-93. Pre-clearing fires is one of the most effective ways to ensure troop safety and speed up target 
engagement. Units should clear fires during the planning phase. The two most common types of pre-
clearance of fires are: 

 Fires into a planned CFFZ resulting from a radar acquisition from that planned CFFZ.  
 Fires on a preplanned target, with a definable trigger, against a specific enemy, and according to 

the concept of fires.  

8-94. Using digital FS C2 systems, the commander can set the conditions for the execution of certain fire 
missions without clearance confirmation at the time of execution. Typical conditions that a commander 
might set include:  

 Fires do not violate established maneuver control measure or FSCM.  
 The observer executing the fires must have positive identification of the target, and it must meet 

the established engagement criteria.  
 The observer executing the fire mission must meet target location accuracy criteria. 
 The execution of and the digital links established for the mission must be planned and rehearsed 

prior to the operation.  

8-95. Always ensure pre-clearance is disseminated in plans and orders, and is included in all rehearsals. 
The more pre-clearance work done in preparation, the less delay experienced in execution.  

COORDINATION 
8-96. When fires are requested that are not pre-cleared or allowed by a permissive FS coordinating 
measure, they must be positively cleared. This procedure should be a battle drill in CPs.  

8-97. Coordination is required when the affected area around the target violates one or more FSCM or 
zones of responsibility (ZOR). A ZOR is an AFATDS geometry used to define boundaries in both the 
offense and defense. It is an enclosed area of the battlefield that a specific unit controls. A ZOR can exist 
within another ZOR. When coordination is required before firing a mission, the unit establishing the FSCM 
or the unit responsible for the ZOR must approve a coordination request. AFATDS will generate a 
coordination requirement if a fire mission violates another unit’s ZOR. Coordination of ZOR is based on 
the support headquarters relationships. A mission requires coordination with a ZOR if the observer, his 
supported headquarters, or the originator of the mission is not the same as the responsible unit for the 
lowest echelon ZOR that enclose the target area.  

8-98. Even with enhanced SA offered by automated systems, and the automated checks and warnings of 
AFATDS, there may still be instances where fires require voice coordination before clearance.  
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CLEARANCE OF INFORMATION OPERATIONS 
8-99. The S7 has the responsibility to coordinate with the S6 to clear offensive IO. The S6 is responsible 
for spectrum management. 

8-100. The S6 section publishes a restricted frequency list to ensure that EA missions do not adversely 
affect friendly forces' use of the electro-magnetic (EM) spectrum. The restricted frequency list captures any 
conflicts between friendly communications and EA missions. The fires section establishes both positive 
and negative controls on EA assets. It establishes a “stop jam” frequency and states procedures for “stop 
jam” in case of a loss of communications. 

SECTION VII – JOINT FIRE SUPPORT 

JOINT FIRE SUPPORT SYSTEM 
8-101. Joint fire support (FS) is the synergistic product of three subsystems: target acquisition, C2, and 
attack resources.  

TARGET ACQUISITION  
8-102. Joint target acquisition includes the use of maneuver forces, intelligence units, special 
reconnaissance operations, sophisticated satellite systems, intelligence and EW systems, JSTARS, airborne 
reconnaissance low-multifunction (ARL-M), and UAS.  

COMMAND AND CONTROL  
8-103. Establishing supported and supporting relationships among or between components helps the joint 
forces commander (JFC) integrate operations. Typically, joint FS priorities and objectives are listed as part 
of the overall joint fires priorities and goals within the concept of the operation. Guidance for joint FS 
includes: 

 Establishing joint force policies, procedures, and planning cycles.  
 Identifying assets for planning purposes.  
 Designating priority of fires for friendly forces.  
 Discussing areas that require joint FS to assist operational maneuver.  
 Identifying HPT and time sensitive targets (TST) for acquisition and attack.  
 Sequencing of anticipated requirements.  
 Establishing JFC-level FSCM to facilitate the application of joint fires.  

ATTACK RESOURCES  
8-104. Joint FS typically involves two interrelated operations: air-to-surface and surface-to-surface fires, 
lethal as well as non-lethal. Air Force, Navy, Marine Corps, and Army aircraft perform air-to-surface 
attack. Surface-to-surface fires typically include organic Army and Marine Corps cannon, rocket, missile, 
and NSFS systems. Non-lethal fires include those fires from EW, PSYOP, and IO.  

AIR SUPPORT REQUESTS 
8-105. Preplanned air support requests are processed in AFATDS using the ‘air support list’ function. 
The air support list enables the BCT to automatically submit, update, and track the status of all air support 
requests. The air support list contains air missions for a given air day (i.e., from the ATO) or those 
missions to be flown during the current day. The seven air mission types that can be requested on an air 
support list are:  

 CAS. 
 AI.  
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 Reconnaissance.  
 Airdrop.  
 Assault support. 
 MEDEVAC. 

KILL BOX 
8-106. A kill box is a three-dimensional FSCM used to facilitate speedy air-to-surface lethal attack of 
targets, and to augment or integrate with surface-to-surface indirect fires. Kill boxes are FSCM that are: 

 Permissive -- with respect to the deliverance of air-to-surface weapons.  
 Restrictive -- in the sense that trajectories and effects of surface-to-surface indirect fires are not 

usually allowed to pass through the kill box.  

8-107. A kill box is a unique FSCM that may contain other measures within its boundaries (e.g., NFA, 
restricted operations area [ROA], airspace coordination areas [ACA], etc.). Restrictive FSCM and airspace 
control measures (ACM) always have priority when established in a kill box. There are two basic types of 
kill boxes: blue and purple. 

BLUE KILL BOX 
8-108. A blue kill box permits air-to-surface fires in the kill box without further coordination or 
deconfliction. 

PURPLE KILL BOX 
8-109. A purple kill box is the same as a blue kill box, plus a purple kill box permits the integration of 
surface-to-surface indirect fires with air-to-surface fires into the kill box without further coordination. 

SECTION VIII – COUNTERFIRE 

8-110. Enemy FS systems can potentially inflict serious damage on friendly maneuver forces, FS systems, 
and supporting infrastructure. Therefore, the enemy's FS system must be eliminated as a viable threat. 
Counterfire should be integrated into the BCT commander’s battle plans and not be a separate battle. 
Counterfire can be either proactive or reactive. 

8-111. During the offense, friendly counterfire initially is focused on enemy long-range weapons systems 
used to conduct hostile counterfire missions. It is critical that friendly forces generate the necessary 
momentum and counteract enemy artillery. 

8-112.  In the defense, counterfire should be focused on artillery formations supporting ground attacks 
and on the enemy's counterfire systems. Position attack systems to meet the enemy's main effort with 
counterfire target acquisition elements focused on the most likely avenues of approach where the enemy 
can be expected to concentrate his indirect fire weapons. Available assets should be emplaced throughout 
the AO for continuous, maximum lateral and in-depth coverage.  

PROACTIVE COUNTERFIRE  
8-113. Proactive counterfire is used when there is little movement of enemy FS systems and when there is 
sufficient time to identify, locate, and target enemy systems. MCO demand an aggressive proactive 
counterfire effort to limit damage from hostile FS systems. 

8-114. The proactive counterfire process begins with initial targeting during the MDMP and continues 
throughout operations. If the enemy indirect fire threat is significant, the BCT commander may direct his 
air, ground, and electronic ISR assets to find and target the threat. The BCT S2 and the fires section 
targeting officer develop NAIs and TAIs where the enemy indirect fire assets are expected. Using the ISR 
plan, the BCT S3 assigns units to detect enemy activities in the selected NAIs.  
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8-115. Information feeds from JSTARS, UA, and HUMINT sources populate the ASAS database in the 
S2 and BCT fires section. ASAS generates target nominations that are digitally transmitted to AFATDS in 
the fires section for mission processing. Sensors providing information not meeting the TSS are used to cue 
other sensors to validate the target.  

8-116. The flexibility of the TUA makes it a key resource that can be cross-cued to locate enemy indirect 
fire targets. Once located, FA, CAS, or maneuver assets may engage the targets. The TUA may loiter over 
the area to provide BDA. 

REACTIVE COUNTERFIRE  
8-117. In reactive counterfire, FS systems respond primarily to enemy mortar and artillery fires during or 
immediately following enemy engagement of friendly forces during decisive combat. Reactive counterfire 
usually requires quick response capabilities for optimum effectiveness, and can benefit from the 
establishment of quick fire channels.  

8-118. Reactive counterfire also begins during the MDMP. BCT leaders collaborate with the fires BN to 
determine the requirements for the counterfire radars. Radar deployment orders (RDO) are issued to detail 
positioning, coverage, and zones for all radars. When counterfire radars receive an acquisition, they send a 
priority one call for fire, or an artillery target intelligence coordinates report to the counterfire AFATDS in 
the BCT fires section. The counterfire radar system generates a fire mission if the acquisition meets the 
appropriate guidance.  

8-119. Increased responsiveness may be achieved by creating sensor to shooter linkages for acquisitions 
from specific areas such as CFFZ and CFZ. Such linkages, when directed, are established for a specific 
period to achieve a specific purpose. Pre-clearance of such targets must be defined in precise terms that 
identify the conditions under which the target is pre-cleared. 

8-120. The fires section controls reactive counterfire with input from the BCT S2. The Q36 and Q37 
radars usually send fire missions generated from established CFFZs directly to the fire control element at 
the fires battalion. If the situation warrants, the FSCOORD can establish a quick fire channel from a radar 
unit to a firing battery or platoon. When directed, he establishes quick fire channels for a specified period 
of time to achieve specific mission requirements. The commander has additional options for conducting 
reactive counterfire when a reinforcing FA battalion is assigned. The first option is for the fires section to 
pass all counterfire missions to the reinforcing FA battalion. This allows the BCT’s organic fires battalion 
to concentrate on providing close fires. A second option is to have the radars send all acquisitions directly 
to the reinforcing FA battalion. This option usually lowers mission processing time, and the BCT’s organic 
fires battalion remains focused on the close fight.  

SECTION IX – SUPPRESSION OF ENEMY AIR DEFENSES 

8-121. The effective employment of air assets gives the BCT commander a powerful source of fires. 
Army aviation and the fixed wing aircraft of other services enable the ground commander to influence 
operations quickly and to add depth to the battlefield.  

REQUIREMENT FOR SUPPRESSION OF ENEMY AIR DEFENSES  
8-122. The use of air assets in the AO requires the BCT to protect those assets. The most effective enemy 
air defense systems will be on the high-intensity battlefield. However, enemy air defense capabilities in 
SSC also pose a significant threat to US air assets.  

8-123. The BCT must synchronize suppression of enemy air defenses (SEAD) operations with elements 
of the FS system, and the joint and combined arms team, to produce maximum combat power. This 
synchronization with FS resources requires detailed planning and coordination, and precise timing. 
Therefore, unity of effort with joint forces is essential. 
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INITIATING THE SEAD PROCESS  
8-124. SEAD is an integral part of air or aviation mission planning. SEAD requests are processed through 
the appropriate Army FS channels. Targets exceeding Army capabilities are nominated and forwarded to 
the Air Force through the supporting air support operations center (ASOC). Once approved, the schedule 
and other pertinent information are sent back through the same channels to the requesting Army echelon.  

8-125. The SEAD process starts with the Army or other unit that requests air operations. First 
consideration is given to the means of suppression that are organic to, or available to, the requesting unit. 
When SEAD requirements exceed the availability or capability of these means, the BCT uses the theater air 
control system (TACS) or Army air-ground system (AAGS) to request or coordinate joint support.  

8-126. The Army also responds to Air Force-generated requests for Army SEAD to support air missions 
IAW established guidelines and priorities. As with Army-initiated SEAD requests, Air Force requests are 
processed through appropriate Army channels to the supporting units. The Army FSCOORD coordinates 
the mission and directs the SEAD effort. The FSCOORD also assesses the effectiveness of Army SEAD to 
ensure that results are forwarded to the requesting command.  

SEAD PLANNING AND EXECUTION  
8-127. The FSCOORD is responsible for SEAD operations in the BCT. SEAD operations require the 
coordination of all FS means, as well as EW capabilities. The S2, in conjunction with the intelligence cell, 
gives the S3 and the FSCOORD information on the projected enemy defense threat. These data, plus 
airspace use information, are integrated into the SEAD plan by the fires section.  

8-128. SEAD is supported by the coordinated use of air- and ground-based acquisition platforms. 
Disruptive efforts are planned to complement destructive efforts and include the full spectrum of EW 
capabilities. The BCT uses EW systems to degrade jammable threats and to neutralize enemy systems 
when destruction is not feasible. To prevent fratricide of friendly AMD radars, the FA BCT must provide 
friendly emitter order of battle and location information for inclusion to the ACO.  

SEAD TARGETING  
8-129. The targeting process for SEAD is the same as for any other target set. The targeting of enemy air 
defense weapons is conducted within the framework of the D3A targeting methodology. The product of the 
targeting process (that is, successful SEAD) must accomplish one or all of the following: 

 Support air or aviation assets engaged in contact with the enemy air defense threat.  
 Fulfill some aspect of the commander's battle plan.  
 Be synchronized with the air operation.  
 Be capable of sustaining its effort.  

 

SECTION X – OFFENSIVE INFORMATION OPERATIONS 

8-130. Targeting supports both offensive IO and defensive IO. Engaging IO-related targets helps to 
achieve offensive IO objectives that include: 

 Destroy, degrade, disrupt, deny, deceive, and exploit adversary C2 systems.  
 Degrade or influence adversary morale and will to fight.  
 Influence adversary decision makers.  
 Influence the local population to support the BCT’s mission.  

8-131. Employment considerations of offensive IO are sensitive and not covered in this FM. 
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Chapter 9 

Urban Operations 

“Except when war is waged in the desert, noncombatants, also known as civilians or 
‘the people’ constitute the great majority of those affected.” 

Martin Van Creveld 
 

The US has worldwide interests that relate directly to global security. Because of this, 
US forces can be deployed into urban environments to neutralize or stabilize 
extremely volatile political situations or defeat an enemy force that has sought 
protection afforded by urban terrain. The BCT is well equipped and manned to 
confront the challenges of defeating an asymmetrical threat from an enemy force 
operating in an urban environment. This chapter provides information needed to plan 
and execute missions in an urban environment as a BCT. See FM 3-06 and 3-06.11 
for more information on urban operations. 

SECTION I – THE BRIGADE COMBAT TEAM’S ROLE IN URBAN 
OPERATIONS 

9-1. Although the close combat during past urban operations (UO) could be considered infantry-centric, 
the modular infantry, heavy, and Stryker BCTs usually operate as an integral force in both shaping and 
decisive operations. Each of these units has elements and capabilities to isolate the enemy and prevent its 
reinforcement during UO. The units operate with their organic infantry forces in the close fight, covered by 
the multiple mobile weapons platforms in the BCT. The BCT’s weapons platforms provide precise and 
overwhelming firepower, and the ability to gain positional advantage over the enemy. The BCT leadership 
must: 

 Understand -- Understand the urban environment to determine decisive points. 
 Shape -- Shape the operation to set the conditions for success. 
 Engage -- Precisely mass the effects of combat power to thoroughly engage the decisive points 

that lead to centers of gravity. 
 Consolidate -- Continually consolidate gains essential to the retention of the initiative. 
 Transition -- Then, transition the urban area to the control of another force or agency or, 

ultimately, back to legitimate and functioning civilian control. 

9-2. The BCT conducts offense, defense, and SO simultaneously at its level, but uses smaller units to 
conduct specific operations such as raids, cordon and searches, and area security. 

CLOSE COMBAT 
9-3. The BCT operates as a combined arms organization with infantry forces in combination with 
mounted forces providing fires and shock effect to defeat the enemy and his will to resist. Historically, the 
close fight in urban combat has consisted of street-to-street fighting resulting in high casualties and high 
expenditure of resources. The BCT possesses the capability to use precision fires and maneuver to gain 
positional advantage and to seize the initiative from the enemy, thus, limiting collateral damage. The BCT 
uses the FBCB2 system, maneuver, and SU to properly position forces and destroy the enemy as he reacts 
to threats from multiple directions. The BCT relies on its capability to maneuver as a result of its enhanced 
SU to destroy the enemy.  
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SECTION II – CHARACTERISTICS OF THE URBAN BATTLEFIELD 

THE THREAT 
9-4. The BCT faces enemies that are supported by weak national economies and infrastructures seeking 
to achieve regional objectives that challenge US national objectives. Trends indicate an increasing 
availability of more sophisticated technology. Now, factional, operational approaches (asymmetry) by 
potential adversaries take advantage of the diversity and time sensitivity of humanitarian issues. Offsetting 
their inherent weaknesses, enemy forces seek advantage in urban areas dispersing and blending into the 
local population for cover and concealment. 

9-5. The demographics of the HN can complicate BCT operations. There is a high likelihood the US will 
conduct military operations in countries with cultural, ethnic, or religious conflicts. When these conditions 
exist, the local population tends to be sympathetic to enemy causes. Refugees and displaced persons are 
likely to be present. In addition, states whose sophisticated military capability has been fractured as a result 
of these types of issues usually are much more aggressive and willing to resort to violence within their 
regions to project their dominance in the region. For these and other reasons, cultural awareness, discussed 
in chapter 1, is imperative to mission success.  

ENEMY TACTICS 
9-6. While the composition of enemy forces may vary widely, many techniques remain common to all. 
Figure 9-1 describes the tactical tenets that could be used against US forces in the urban environment.  

9-7. The BCT focuses on the tactical level of enemy UO, while taking into account the impact of 
operational and strategic considerations and policies. In addition to conventional forces, the enemy might 
consist of: 

 Unconventional forces. 
 Insurgent forces. 
 Paramilitary forces 
 State-controlled terrorist organizations. 
 Militia and special police organizations. 
 Organized criminal organizations. 
 Local civilians including women and children. 
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Figure 9-1. Urban threat tactics 

URBAN MAPPING 
9-8. Prior to entering an urban environment, the BCT obtains or develops urban maps to assist in C2. The 
BCT should attempt to gain access to city planner or civil engineer maps that provide detailed information 
of the urban area. The urban maps, available through the supporting DTSS, can be digital, photographed, 
or sketched, and must include a reference system to identify buildings and streets. The terrain team in the 
BCT focuses on obtaining required geospatial products. Naming conventions should be simple and enable 
ease of navigation and orientation in the urban environment (i.e., odd number buildings on left side of 
street, even numbers on right side of street). Street names should not be used as references as the signs can 
be missing or changed to confuse friendly forces.  

9-9. Initial map and aerial photograph reconnaissance pinpoint key terrain and other important locations 
that can be identified in the AO. The urban map also facilitates control in tracking units with greater detail 
and obtaining precise location updates, since urban terrain sometimes affects digital systems. The BCT 
uses ISR assets to confirm and update the urban maps. Since even the most accurately produced maps do 
not provide the level of detail needed to conduct tactical operations within an urban environment, urban 
maps are critical. The BCT uses urban maps to assess avenues of approach in the urban AO. Included with 
the maps are overlays that categorize sections of the urban area by ethnicity, religious affiliation, and other 
prevailing characteristics that could affect operations.  

Note. Although urban mapping techniques are useful tools, the urban battlefield and 
noncombatant/social delineations are not as simple as depicted in Figures 9-2 to 9-5. Friendly, 
neutral, and hostile groups do not live in strictly homogeneous communities, neighborhoods, or 
districts. 
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Figure 9-2. Example of a threat overlay 

 

Figure 9-3. Example of a population status overlay 
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Figure 9-4. Example of an avenue of approach overlay 

 

Figure 9-5. Example of a sewer and subterranean overlay 
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SECTION III – FUNDAMENTALS OF URBAN OPERATIONS 

9-10. Urban operations (UO) are among the most difficult and challenging missions a BCT can undertake. 
To understand the complexity of the urban battlefield, the BCT commander and his staff apply the tactical 
fundamentals presented in this section. The urban operational framework enables commanders to function 
as catalysts of the operational process by helping them to visualize, describe, and direct the process (Figure 
9-6). In the same manner, the urban operational framework contributes to the overall operations process 
(FM 3-0). 

 

Figure 9-6. Urban operational framework 

PERFORM FOCUSED INFORMATION OPERATIONS AND 
AGGRESSIVE ISR OPERATIONS  

9-11. The density of noncombatants and information sources make effective IO a necessity when 
conducting any mission in an urban area. The BCT may be highly successful in its execution of tactical 
operations on a consistent basis, but failure to control the information flow from within an urban area could 
result in overall mission failure. The BCT must leverage the IO capability found in the S7 section to gain 
and maintain information superiority during all phases of the urban operation. To develop an effective 
course of action, the BCT commander and his staff must initiate aggressive and effective ISR operations 
throughout the AO. UO require significant HUMINT reconnaissance because current sensors and other 
technological devices are not as effective in such environments. The BCT has a HUMINT capability that 
the S2 coordinates through the HUMINT section of the MI CO. Additionally, the BCT can leverage the 
assets from the RS to accomplish its ISR goals.  

9-12. The RS, in conjunction with MI CO, has the technical capability and operational expertise to use 
multi-source information, and intelligence fusion, rapid analysis, and dissemination down to the lowest 
possible level in the chain of command. As part of area reconnaissance, the RS conducts reconnaissance of 
urban areas during some missions. The RS must focus its assets on providing information about the urban 
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area to support the commander’s COA. This information may be directly linked to CCIR, or may support 
triggers established in the commander’s selected COA (i.e., targeting lethal and nonlethal effects). 

9-13. From the understanding gained through analysis of existing intelligence, the RS begins to identify 
ISR objectives based on the mission assigned by the BCT commander. The IR given to the RS from the 
BCT may be complex, detailed, and extensive. The RS not only answers IR of the BCT but of higher-level 
commanders as well. When developing its objectives, the RS must weigh the assigned IR against the time 
available to accomplish the mission. IR such as the following, help the RS define its ISR objectives: 

 Where are the threat’s critical C2 nodes? 
 What is the threat’s most likely/dangerous COA? 
 What is the status of the key LOC leading into and within the urban area? 
 Would isolation cause the threat to withdraw from the urban area? 
 What is the location and status of tunnels within the urban area? 
 Has the deployed threat force had any training on UO? 
 Where are the cultural, political, or religious facilities located? 
 What are the critical elements of the urban infrastructure (communications and information, 

transportation and distribution, energy, economics and commerce, administration and human 
services, and cultural) and where are they located? 

CREATE A COLLABORATIVE INFORMATION ENVIRONMENT 
9-14. The complexity of the urban environment, particularly its societal dimension, requires rapid 
information sharing: 

 From the national level to the tactical level. 
 Among Army headquarters at each echelon. 
 With sister services and coalition partners. 
 With participating governmental and (when appropriate) nongovernmental agencies.  

9-15. The analysis of urban information into the intelligence needed to refine and deepen a commander’s 
understanding of the urban environment and its infrastructure of systems also demands collaboration 
among the various information sources and consumers. Therefore, commanders seek to establish 
streamlined procedures, develop commonality among databases, and make best use of existing information 
systems. The result is the capability to disseminate and receive needed intelligence and relevant 
information for subordinates, and partner organizations and agencies. These capabilities help establish 
effective leadership and decision making, and a united effort in this multifaceted environment. 

SECTION IV – TACTICAL CHALLENGES 

9-16. The BCT faces a number of challenges during the planning, preparation, and execution of UO. This 
section discusses some of the tactical challenges the urban environment presents. 

CONTIGUOUS AND NON-CONTIGUOUS AREAS OF OPERATIONS 
9-17. The BCT must be prepared to conduct full spectrum operations in both contiguous and non-
contiguous AOs. 

CONTIGUOUS 
9-18. The BCT conducts contiguous or noncontiguous operations in an AO that facilitates mutual support 
of combat, CS, and sustainment elements. Contiguous areas of operation have traditional contiguous 
features including identifiable, contiguous frontages and shared boundaries between forces. For the BCT, 
relatively close distances between subordinate units and elements characterize operations in contiguous 
environments.  
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NON-CONTIGUOUS 
9-19. In noncontiguous areas of operation, subordinate units operate in isolated pockets, connected only by 
integrating the effects of a concept of operations. Noncontiguous areas of operation place a premium on 
initiative, effective IO, decentralized security operations, and innovative logistics measures. Operations in 
noncontiguous environments complicate or hinder mutual support of combat, CS, and sustainment 
elements because of extended distances between subordinate units and elements. The BCT might be 
required to provide C2 to subordinate battalions and elements over extended distances. This could include 
deploying battalions individually in support of operations in the BCT’s area of influence or area of interest, 
outside of the BCT's AO, and securing lines of communication. 

COORDINATION WITH OTHER AGENCIES  
9-20. The population density of the urban environment, its economic and political importance, and its life-
supporting infrastructure attracts many types of organizations. These organizations include: 

 Other US governmental agencies. 
 International governmental organizations. 
 Allied and neutral national governments. 
 Allied and coalition forces. 
 Local governmental agencies and politicians. 
 NGOs. 

9-21. Even in MCO, many organizations operate in the area as long as possible before combat, and as soon 
as possible after combat. Therefore, coordination with the organizations who share the urban AO is 
essential. Effective coordination is challenging, time consuming, and manpower intensive. The staffs of 
larger HQ (divisions or higher) usually have the breadth of resources and experience to conduct the 
coordination best. They can effectively use or manage the organizations interested in the urban area, and 
mitigate their potential adverse effects on UO.  

9-22. The higher HQ should assume as much of the burden of coordination as possible. By taking on as 
much of the coordination requirements as possible, the operational HQ enables its tactical subordinates to 
remain focused on accomplishing their tactical missions. The density of the urban environment often 
requires that smaller tactical units coordinate with other agencies and the local civilian leadership (formal 
and informal) because of their physical presence in the units’ AOs. In urban stability operations and 
support operations, mission accomplishment requires effective civil-military coordination.   

CIVIL-MILITARY OPERATIONS CENTERS  
9-23. To coordinate activities among the varied agencies and organizations operating in an urban area and 
the local population, urban commanders can establish a CMOC. The CMOC synchronizes Army activities 
and resources with the efforts and resources of all other organizations involved (FM 41-10). This can be 
particularly important in stability operations, in which combat operations are not the dominant 
characteristic of the operation. CMOCs can be established at all levels of command. Hence, more than one 
CMOC may exist in an AO; this is particularly true in large urban areas.  

9-24. CMOCs may be organized in various ways, and may include representatives from as many agencies 
as required to facilitate the flow of information among all concerned parties. Commanders still ensure that 
force protection and OPSEC requirements are not compromised. Effective CMOCs can serve as 
clearinghouses for the receipt and validation of all civilian requests for support; can aid in prioritizing 
efforts and eliminating redundancy; can decrease the potential for inappropriate displays of wealth by one 
or more of the participating organizations; and, most importantly, can reduce wasting the urban 
commander’s scarce resources.  
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LIAISON OFFICERS  
9-25. LNOs must be sufficiently experienced and adequately trained in liaison duties and functions. The 
BCT employs LNOs to deal with the other agencies that have interests in the urban area. Army LNOs work 
with the lead agency or other organizations the commander has identified as critical to mission success. 
These other organizations might include local civilian agencies such as the local police. Together they 
work rapidly to establish unity of effort and maintain coordination, often before a CMOC is established. 
The LNOs’ presences, and the added coordination they provide within these organizations, often continue 
to be required even after the CMOC is fully functional. When commanders lack enough LNOs to meet 
requirements, they prioritize and sometimes assign a single LNO to several organizations. That LNO then 
shares his time and presence with those organizations based on the situation and his commander’s 
guidance.  
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Chapter 10 

Stability Operations 
“Peacekeeping is not a job for soldiers, but only a soldier can do it.” 

Former UN Secretary-General Dag Hammerskold 

Stability operations sustain and exploit security and control over areas, populations, 
and resources. They employ military capabilities to reconstruct or establish services 
and to support civilian agencies. Stability operations involve both coercive and 
cooperative actions. Although they can occur before or after offensive and defensive 
operations; recent history demonstrates that stability operations occur simultaneously 
with offense and defense. Stability operations lead to an environment that, in 
cooperation with a legitimate government, ultimately enables the other instruments of 
national power to predominate. 

This chapter was written to expedite delivery of doctrine that the Army urgently 
needs to execute transformation to the modular BCT. Doctrine writers accomplished 
this by using joint doctrine and current events that otherwise might not have been 
placed through the standard doctrinal process. 

SECTION I – STABILITY OPERATIONS 

OVERVIEW 
10-1. In recent years Army forces have conducted stability operations more frequently than any other kind 
of operation. Stability operations are inherently complex and place great demands on the organization’s 
small-unit leadership. Junior leaders are required to develop skills associated with non-combat and nation-
building issues while maintaining essential warfighting skills. Capable, trained, disciplined, and high-
quality leaders, Soldiers, and teams are essential to the success of stability operations. Soldiers and units at 
every level must be flexible and adaptive. Stability operations often require the mental and physical agility 
and capability needed to shift from non-combat to MCO, and back to non0combat again. 
10-2. Stability operations demonstrate American resolve through the commitment of time, resources, 
and forces to establish and reinforce diplomatic and military ties. Military forces conduct these operations 
to accomplish one or more of the activities listed below: 

 Protect national interests. 
 Promote peace and deter aggression. 
 Satisfy treaty obligations or enforce agreements and policies. 
 Reassure allies, friendly governments, and agencies. 
 Encourage a weak or faltering government. 
 Maintain or restore order. 
 Protect life and property. 
 Demonstrate resolve. 
 Prevent, deter, or respond to terrorism. 
 Reduce the threat of conventional arms and WMD to regional security. 
 Protect freedom from oppression, subversion, lawlessness, and insurgency. 
 Promote sustainable and responsive institutions. 
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THE BRIGADE COMBAT TEAM IN STABILITY OPERATIONS 
10-3. The BCT is designed for combined arms combat. However, as a versatile and flexible force, it also 
can conduct stability operations very effectively. The BCT will likely have to focus on simultaneous 
combat and stability operations. The ability of Army forces to stabilize a crisis is related to their ability to 
attack and defend. The presence of a BCT helps to promote a secure environment in which diplomatic and 
economic programs designed to eliminate root causes of instability, can flourish. Presence can take the 
form of forward basing, forward deploying, or pre-positioning assets in an AO. The BCT like other Army 
forces can establish and maintain a credible presence as long as necessary to achieve the desired results. 

10-4. During stability operations, the BCT performs many familiar core tactical missions and tasks. What 
differentiates stability operations from other operations, however, are the purposes of the operations, the 
special constraints placed on commanders, and the missions and tasks unique to these operations. 

10-5. The ability of the BCT’s C2 INFOSYS to gather information from anywhere in the world, and 
distribute it rapidly to its units, is of great value in stability operations. As in MCO, digitized units in 
stability operations must make special provisions for communicating with analog units and systems. In 
stability operations, commanders must emphasize cooperation and communication with joint headquarters, 
multinational units, civilian authorities, and NGOs. In addition, close association with the population in the 
AO typifies many stability operations.  

10-6. The broad imperatives of stability operations are: 
 Protect the force. 
 Conduct active IO. 
 Maximize joint, multinational, and interagency cooperation. 
 Clearly present the ability to apply force without threatening its use. 
 Apply force as precisely and selectively as possible. 
 Understand the potential for grave consequences originating from Soldier and small unit actions. 
 Act decisively to prevent escalation of violence. 

TYPES OF STABILITY OPERATIONS 
10-7. Stability operations typically fall into ten broad types that are neither discrete nor mutually exclusive. 
For example, a force engaged in a peace operation might also simultaneously conduct arms control and a 
show of force to set the conditions for achieving an end state. This section provides an introductory 
discussion of stability operations. For more detailed information, refer to FM 3-0 and FM 3-07.  

10-8. The ten types of stability operations are: 
 Peace operations.  

 Peacekeeping. 
 Peace enforcement. 
 Operation in support of diplomatic efforts. 

 Foreign internal defense. 
 Indirect support. 
 Direct support. 
 Combat operations. 

 Security assistance.  
 Humanitarian and civic assistance. 
 Support to insurgencies. 

 Unconventional warfare. 
 Conventional combat actions. 

 Support to counterdrug operations.  
 Detection and monitoring. 
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 Host nation support (HNS). 
 C4. 
 Intelligence, planning, sustainment, training, and manpower support. 

 Combating terrorism. 
 Antiterrorism. 
 Counterterrorism. 

 Noncombatant evacuation operations. 
 Arms control. 

 Inspection. 
 Protection. 
 Destruction. 

 Show of force. 
 Increased force visibility. 
 Exercises and demonstrations. 

PEACE OPERATIONS 
10-9. Peace operations (PO) support strategic and policy objectives as well as the diplomatic activities that 
implement them.  

Peacekeeping Operations 
10-10. Peacekeeping operations (PKO) are military operations that are undertaken with the consent of all 
major parties in a dispute. They are designed to monitor and implement agreements (i.e., a cease-fire or 
truce), and to support diplomatic efforts to reach a long-term political settlement (FM 3-07.31). Before 
PKO begin, a credible truce or ceasefire must be in effect, and the belligerent parties must consent to the 
operation. 

10-11. In peacekeeping operations, the BCT must use all of its capabilities, short of coercive force, to 
gain and maintain the initiative. The BCT may be assigned a variety of missions designed to monitor peace 
and stability, and to improve the humanitarian environment. The following are examples of PKO missions: 

 Deterring violent acts by the PKO force's physical presence at critical locations. 
 Conducting liaison with disputing parties. 
 Verifying the storage or destruction of military equipment. 
 Verifying disarmament and demobilization of selected disputing forces. 
 Negotiating and mediating. 
 Investigating alleged cease-fire violations, boundary incidents, and complaints. 
 Collecting information about the disputing forces, using all available assets. 
 Contending with ambiguous, tense, or violent situations without becoming a participant, in 

compliance with the rules of engagement, rules of interaction, and preparatory training. 
 Providing security for EPW exchange. 
 Supervising disengagements and withdrawals. 
 Assisting civil authorities. 
 Supporting local elections. 
 Providing relief to refugees and internally displaced persons. 
 Restoring emergency and basic infrastructure functions.  
 Transitioning to peace enforcement or combat operations. (The BCT must train to ensure the 

force has the ability to respond to a contingency plan requiring an increased use of force.) 
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Peace Enforcement Operations 
10-12. Peace enforcement operations (PEO) involve the application of military force or the threat of 
military force to compel participants in the conflict to comply with resolutions or sanctions designed to 
maintain or restore peace and order. By definition, PEO are coercive in nature and rely on the threat or use 
of force. However, the impartiality with which the peace force treats all parties and the nature of its 
objectives separates PEO from war. PEO support diplomatic efforts to restore peace and represent an 
escalation from peacekeeping operations.  

10-13. In PEO, the BCT may use force to coerce hostile factions into ceasing and desisting violent 
actions. These factions usually have not consented to intervention, and they could be engaged in combat 
activities. The nature of PEOs dictates that Army forces assigned a PEO mission must be capable of 
conducting combat operations. The BCT conducting a PEO must be ready to fight to achieve the 
following: 

 Forcible separation of belligerents. 
 Establishment and supervision of protected areas. 
 Sanction and exclusion zone enforcement. 
 Movement denial and guarantee. 
 Restoration and maintenance of order. 
 Protection of humanitarian assistance. 
 Relief to refugees and internally displaced persons. 
 Support for the return of refugee operations. 

Operations in Support of Diplomatic Efforts 
10-14. Forces conduct operations in support of diplomatic efforts to establish peace and order before, 
during, and after a conflict. These operations include preventive diplomacy, peacemaking, and peace 
building. Military support of diplomatic activities improves the chances for success by lending credibility 
to diplomatic actions and demonstrating resolve to achieve viable political settlements. 

Peacemaking  
10-15. BCTs participate in these operations primarily by performing military-to-military contacts, 
exercises, peacetime deployments, and security assistance. Peacemaking operations also serve to influence 
important regional and HN political and military groups. 

Peace Building  
10-16. Typical peace-building activities include restoring civil authority, rebuilding physical 
infrastructure, providing structures and training for schools and hospitals, and helping to reestablish 
commerce. When executing peace-building operations, BCT efforts would complement those of 
nonmilitary agencies and local governments. 

FOREIGN INTERNAL DEFENSE 
10-17. Foreign internal defense (FID) is the participation of US civilian and military agencies in activities 
taken by another government, to free and protect the HN’s society from subversion, lawlessness, and 
insurgency (FM 1-02). The main objective of FID is to promote stability by helping a HN establish and 
maintain institutions and facilities responsive to its people’s needs. Army forces engaged in FID usually 
help HN forces to increase their capabilities by advising and assisting the HN forces conducting operations.  

10-18. The BCT’s primary roles in nation-assistance operations usually are similar to its roles in peace-
building operations. If involved in these operations, a BCT would most likely be a force provider rather 
than lead the effort themselves. 
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10-19. BCT forces conduct FID operations IAW FM 3-07. They provide indirect support, direct support 
(not involving combat operations), or conduct combat operations to support a HN’s efforts. 

 Indirect support emphasizes the principles of HN self-sufficiency and builds strong national 
infrastructures through economic and military capabilities. Security assistance programs, 
multinational exercises, and exchange programs are examples of indirect support. Indirect 
support reinforces the legitimacy and primacy of the HN government in addressing internal 
problems. 

 Direct support provides direct assistance to the HN civilian populace or military. Examples of 
direct support include CMO, intelligence and communications sharing, and logistics. Direct 
support does not usually involve the transfer of arms and equipment or the training of local 
military forces. 

 Combat operations include offensive and defensive operations conducted by US forces to 
support a HN’s fight against insurgents or terrorists. The use of US forces in combat operations 
should only be a temporary measure. Direct involvement by the US military can damage the 
legitimacy and credibility of the HN government and security forces. Eventually, HN forces 
must be strengthened to stabilize the situation and provide security for the populace 
independently. 

SECURITY ASSISTANCE 
10-20. Army forces support security assistance efforts by training, advising, and assisting allied and 
friendly armed forces. Security assistance includes the participation of Army forces in any of a group of 
programs in which the US provides defense articles, military training, and other defense-related services to 
foreign nations. The US does this through grants, loans, credit, or cash sales in accordance with national 
policies and objectives (FM 1-02). These programs include foreign military sales, and international military 
education and training. 

HUMANITARIAN AND CIVIC ASSISTANCE 
10-21. Humanitarian and civic assistance (HCA) programs provide assistance to the HN populace in 
conjunction with military operations and exercises. Often, the very nature of HCA programs dictates that 
additional engineer units and support capabilities augment the BCT. In contrast to humanitarian and 
disaster relief operations, HCA programs are planned activities. HCA programs must be in compliance 
with Title 10, United States Code, Sections 401, 401(E), (5), and Section 2551. For additional information 
on selected sections of Title 10 US Code for medical support, see FM 8-42. AR 40-400 provides 
information on emergency medical treatment for local national civilians during stability operations.  

 

10-22. Humanitarian and civic actions are limited to the following categories: 
 Medical, dental, and veterinary care provided in rural areas of a country. 
 Construction of rudimentary surface transportation systems. 
 Well drilling and construction of basic sanitation facilities. 
 Rudimentary construction and repair of public facilities. 

SUPPORT TO INSURGENCY 
10-23. An insurgency is an organized resistance movement aimed at the overthrow of a constituted 
government through the use of subversion and armed conflict. There are four elements to an insurgency; 
they are hardcore leadership, active cadre, active support, and passive support. 
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UNCONVENTIONAL WARFARE 
10-24. The US supports insurgencies that oppose regimes that threaten US interests or regional stability. 
While any Army force can support an insurgency, SOF almost exclusively receive these missions. There 
are seven phases of US sponsored insurgency: 

 Preparation. 
 Initial contact. 
 Infiltration. 
 Organization. 
 Buildup. 
 Combat employment. 
 Demobilization. 

COUNTERINSURGENCY 
10-25. Counterinsurgency is defined as those military, paramilitary, political, economic, psychological, 
and civic actions taken by a government to defeat insurgency. It is an offensive approach involving all 
elements of national power. FM 3-07.22 provides additional guidance on counterinsurgency operations. 

10-26. Planning for a counterinsurgency focuses on specific conditions the force must establish to be 
successful. They are:  

 A secure populace.  
 Established local political institution.  
 Contributing local government.  
 Neutralization of insurgent capabilities.  
 Information flow from local sources. 

10-27. An example of counterinsurgency would be if the BCT were to conduct shaping operations, while 
the SOF forces in the BCT AO conduct the decisive operation. The maneuver forces of the BCT would 
participate in operations to neutralize the insurgents, secure the AO and populace, and conduct IO with the 
locals. 

SUPPORT TO COUNTERINSURGENCY 
10-28. The BCT most often conducts counterinsurgency operations by providing security for a HN. The 
security operations include security of facilities and installations, defensive operations, and protection of 
the local population. BCT activities directly or indirectly support the host government’s efforts to establish 
itself with the citizens as the legitimate and competent authority in the nation. 

10-29. Army forces help the supported government’s police, paramilitary, and military forces perform 
counterinsurgency, area security, or local security operations while respecting the rights and dignity of the 
people. They provide advice and assistance in finding, dispersing, capturing, and destroying insurgent 
forces. They emphasize the training of national, state, and local forces to perform essential defense 
functions. Their aim is to provide a secure environment in which development programs can take effect. 
Examples of US security assistance programs are foreign military sales, foreign military financing, 
international military education and training, economic support fund, and commercial sales licensed under 
the Army Export Control Act. 

SUPPORT TO COUNTERDRUG OPERATIONS 
10-30. Counterdrug operations are always conducted in support of one or more governmental agencies. 
These include the Coast Guard, Customs Service, Department of State (DOS), Drug Enforcement Agency 
(DEA), and Border Patrol of the Immigration and Naturalization Service. When operating inside the US 
and its territories, counterdrug operations are considered support operations, and are subject to restrictions 
under the Posse Comitatus Act. 



Stability Operations 

4 August 2006 FM 3-90.6 10-7 

10-31. Whether operating in the US or in a HN, Army forces do not engage in direct action during 
counterdrug operations. Units that support counterdrug operations must be fully aware of legal limitations 
regarding acquiring information about civilians, both US and foreign. Typical support to counterdrug 
operations includes: 

 Detection and monitoring. 
 Host nation support. 
 C4. 
 Intelligence, planning, sustainment, training, and manpower support. 

COMBATTING TERRORISM 
10-32. Terrorism is the calculated use of unlawful violence or the threat of unlawful violence to inculcate 
fear and to coerce or intimidate governments or societies. A terrorist’s goals generally are political, 
religious, or ideological (FM 1-02). Enemies who cannot compete with Army forces conventionally often 
turn to terrorism. Terrorist attacks often create a disproportionate effect on even the most capable of 
conventional forces. Army forces conduct operations to defeat these attacks. A BCT uses offensive 
operations to counter terrorism and defensive measures to support antiterrorism operations.  

COMMON STRATEGIES AND TACTICS 
10-33. The common strategy of the terrorist is to commit acts of violence. These acts draw the attention 
of the people, the government, and the world to his cause. The media plays a crucial part in this strategy by 
giving terrorists international recognition. The danger is that this kind of attention tends to incite acts of 
violence by other terrorist groups. The terrorist’s victim is seldom his target. The target, or focal point, 
more often includes the general public, government, or perhaps the business sector. 

10-34. Some common tactics terrorists use include: 
 Bombing.  
 Hoaxes. 
 Arson.  
 Hijacking.  
 Ambush.  
 Kidnapping. 
 Hostage taking.  
 Assassination.  
 Other tactics.  

ANTITERRORISM  
10-35. Antiterrorism includes defensive measures used to reduce the vulnerability of individuals and 
property to terrorist attacks, including limited response and containment by local military forces (FM 1-
02). Antiterrorism is always a mission consideration and a component of force protection. Antiterrorism 
must be a priority for all forces during all operations--offensive, defensive, stability operations. US units 
might be high priority targets for terrorists because of the notoriety and media attention that follow an 
attack on an American target. Experience shows that sensational acts of terrorism against US forces can 
have strategic effects. The 1983 bombing of the US Marine barracks in Lebanon, for example, resulted in a 
change in US policy. Commanders must take the security measures necessary to accomplish the mission by 
protecting the force against terrorism. Typical antiterrorism actions include: 

 Coordination with local law enforcement/HN military. 
 Hardening facilities, such as forward operating bases. 
 Physical security actions designed to prevent unauthorized access or approach to facilities 

(checkpoints and roadblocks). 
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 Crime prevention and physical security actions that prevent theft of weapons, munitions, 
identification cards, and other materials. 

 Policies regarding travel, size of convoys, breaking of routines, HN interaction, and off-duty 
restrictions. 

 Protection from weapons of mass destruction (dispersion). 

COUNTERTERRORISM  
10-36. Counterterrorism (CT) refers to offensive measures taken by the BCT to prevent, deter, and 
respond to terrorism (FM 1-02). The BCT can participate in counterterrorism by supporting the full array 
of counterterrorism actions, including strikes and raids against terrorist organizations and facilities. 
Counterterrorism can be a specified mission for selected special operations forces that operate under the 
direct control of the President, Secretary of Defense, or under a unified command arrangement. However, a 
BCT may conduct conventional small-unit raids against terrorist forces in support of counterterrorism 
operations. The calculated use of unlawful violence is the choice among urban guerrilla and insurgent 
groups. It is one of the basic techniques of guerrilla warfare.  

10-37. The primary mission of the BCT in CT is to apply specialized capabilities, such as attached SOF, 
to preclude (offense), preempt (force protection measures), and resolve terrorist incidents abroad. When 
directed by the President, the Secretary of Defense, or the appropriate combatant commander, designates 
that SOF conduct or support CT missions, including:  

 Providing indications and warning of impending hostile actions against friendly forces.  
 Hostage rescue.  
 Recovery of sensitive material from terrorist organizations.  
 Attacks on the terrorist infrastructure.  

NONCOMBATANT EVACUATION OPERATIONS 
10-38. Army forces including BCTs sometimes conduct noncombatant evacuation operations (NEO). 
These operations support the Department of State to evacuate noncombatants and nonessential military 
personnel from locations in a foreign nation, to the US or an appropriate safe haven. Usually, these 
operations involve US citizens whose lives are in danger either from the threat of hostilities or from a 
natural disaster. They may also include selected citizens of the HN or third-country nationals. The NEO 
can take place in permissive, uncertain, or hostile environments; and can be either unopposed or resisted by 
hostile crowds, guerrillas, or conventional forces.  

ARMS CONTROL 
10-39. Army forces can play a vital role in arms control. Brigade elements might be involved in searching 
for, inspecting, protecting, and/or destroying weapons of mass destruction after hostilities (e.g., Operation 
Desert Storm). Other actions include escorting authorized deliveries of weapons and materiel (i.e., enriched 
uranium) to prevent loss or unauthorized use; inspecting and monitoring production and storage facilities; 
and training foreign forces in the security of weapons and facilities. Arms control operations are usually 
conducted to support arms control treaties and enforcement agencies. The BCT can conduct arms control 
during combat or stability operations to prevent escalation of the conflict and reduce instability. This could 
include the mandated disarming of belligerents as part of a peace operation. The collection, storing, and 
destruction of conventional munitions and weapons systems can deter belligerents from re-instigating 
hostilities. Specific BCT capabilities, including engineers and EOD personnel, are particularly suited to 
these operations.  
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10-40. Maneuver companies at checkpoints and conducting patrols have some part to play in controlling, 
seizing, and destroying weapons. Arms control assists in force protection and increases security for the 
local populace. Among other tasks, BCT personnel conducting arms control may: 

 Supervise or facilitate the implementation of a treaty or agreement. 
 Enforce restrictions on weapons. 
 Establish areas of limited armaments. 
 Inspect weapons production facilities, demilitarized zones, storage sites, and belligerent forces 

and facilities. 
 Seize weapons of mass destruction and other arms. 
 Disarm belligerent forces. 
 Secure confiscated weapons. 
 Escort and transport sensitive items. 
 Dismantle, destroy, or dispose of designated weapons and hazardous material. 

SHOW OF FORCE 
10-41. A show of force is an operation that involves increased visibility of US deployed forces in an 
attempt to defuse a specific situation which, if allowed to continue, could be detrimental to US interests or 
national objectives. The show of force is designed to demonstrate US resolve, and can influence other 
government or political-military organizations to respect US interests and international law. The BCT may 
participate in a show of force as part of a temporary buildup in a specific region, by conducting a combined 
training exercise, or by demonstrating an increased level of readiness. The US conducts shows of force for 
three principal reasons: to bolster and reassure allies; to deter potential aggressors; and to gain or increase 
influence.  

10-42. Usually, Army units are not assigned the mission to conduct a show of force; rather they usually 
conduct other operations such as those listed below, for the purpose of showing force. Shows of force are 
usually executed as: 

 A permanent forward deployment of military forces. 
 Multinational training exercises. 
 The introduction or build-up of military forces in a region or area. 
 An increase in the readiness status and level of activity of designated forces. 

10-43. The BCT commander must be prepared for an escalation to combat. Commanders must organize 
their units as if they intend to accomplish the mission by the use of force. Units assigned a show of force 
mission assume that combat not only is possible, but is probable. All actions ordinarily associated with the 
projection of a force to conduct combat operations pertain to show of force deployments. 

STABILITY PLANNING CONSIDERATIONS 
10-44. Stability operations tend to be decentralized operations over extended distances. Exceptions to this 
are specific actions undertaken in combating terrorism, support to counter-drug operations, and 
noncombatant evacuation operations. As such, the BCT’s activities consist largely of separated small-unit 
operations conducted across an assigned, probably noncontiguous AO. The BCT must conduct these 
operations with consistency, impartiality, and discipline to encourage cooperation from indigenous forces, 
and garner popular support. 

 

RULES OF ENGAGEMENT 
10-45. The rules of engagement (ROE) are directives issued by competent military authority that explain 
the circumstances and limitations under which US forces initiate and continue combat engagement with 
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encountered opposition. The ROE reflect the requirements of the Law of War, operational concerns, and 
political considerations when military force shifts from peace activities to MCO and back to the peace 
phase of an operation.  

10-46. Tactical and legal channels cooperate closely when formulating ROE. The tacticians, usually 
represented by the S3, determine the desired intent of the ROE. The Staff Judge Advocate puts that intent 
into legal terms. 

10-47. Generally, the commander permits a wider use of military force in wartime through ROE. The 
ROE restrict the use of military force to achieve political objectives. In all operations, the commander is 
legally responsible for the care and treatment of civilians and property in the AO, until the civilians and 
property are transferred to a proper government. The ROE assist the commander to fulfill these 
responsibilities. ROE vary in different conflicts and often change during the respective phases from combat 
or crisis through peace building or nation assistance. Even during a single-phase of operation, the rules are 
amended at different levels of command, which might result in confusion. 

10-48. The ROE must be consistent with training and equipment capabilities. When necessary, command 
guidance clarifies the ROE. While the rules must be tailored to the situation, the BCT should observe that 
nothing in such rules negates a commander's obligation to take all necessary and appropriate action in unit 
self-defense, enabling Soldiers to protect themselves from deadly threats. The ROE rule out the use of 
some weapons and impose special limitations on the use of weapons. Examples include the requirements 
for warning shots, single shot engagements, and efforts to wound rather than kill. A BCT deploying for 
stability operations trains its Soldiers to interpret and apply the ROE effectively. It is imperative for 
everyone to understand the ROE since small-unit leaders and individual Soldiers must make ROE 
decisions promptly and independently. 

10-49. Usually, ROE are developed with political considerations in mind, and come from Joint Chiefs of 
Staff (JCS)-level decisions. Changes to the ROE can be the results of immediate tactical emergencies at the 
local level. Commanders at all levels need to know the request channels for ROE, as well as the procedures 
to obtain approval for recommended changes to the ROE. The BCT commander should be able to request 
changes to the ROE through the operational chain of command. Changes must be approved by the 
designated authority, usually division or higher-level command. Examples of situations that would require 
an immediate change to the ROE are: introduction of combat forces from a hostile nation; attacks by 
sophisticated weapons systems including CBRN; or incidents resulting in loss of life. These situations 
should be war-gamed, and request channels exercised. 

10-50. The ROE are established for, disseminated down to, and understood by individual Soldiers. 
However, the ROE cannot cover every situation. Soldiers at all levels must understand the intent of the 
ROE and act accordingly despite any military disadvantage that may occur. The commander responsible 
for ROE formulation should consider including an intent portion that describes the desired end state of the 
operation, as well as conflict-termination considerations. These considerations assist commanders and 
leaders at all levels in situations that are not clearly addressed in an OPORD. 

RULES OF INTERACTION 
10-51. The rules of interaction (ROI) embody the human dimension of stability operations. They lay the 
foundation for successful relationships with the numerous factions and individuals that play critical roles in 
these operations. The ROI encompass an array of interpersonal communication skills such as persuasion 
and negotiation. These skills are the tools the individual Soldier needs to deal with the nontraditional 
threats that are prevalent in stability operations. Examples of such threats are political friction, unfamiliar 
cultures, and conflicting ideologies. In turn, ROI enhance the Soldier’s survivability in such situations. The 
ROI are based on the applicable ROE for a certain operation. The ROI must be tailored to the specific 
regions, cultures, and populations affected by the operation. Like ROE, the ROI can be effective only if 
they are thoroughly rehearsed and understood by every Soldier in the unit. 
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PROTECTION 
10-52. Protection has four components: force protection, field discipline, safety, and fratricide avoidance. 
Force protection, the primary component, minimizes the effects of enemy firepower (including weapons of 
mass destruction), terrorism, maneuver, and information. Field discipline precludes losses from hostile 
environments. Safety reduces the inherent risk of non-battle deaths and injuries. Fratricide avoidance 
minimizes the inadvertent killing or maiming of Soldiers by friendly fires. Force protection requires special 
consideration in stability operations since threats may be different and in some cases opposing forces might 
seek to kill or wound US Soldiers, or destroy or damage property for political purposes. Commanders 
attempt to accomplish a mission with minimal loss of personnel, equipment, and supplies by integrating 
force protection considerations into all aspects of operational planning and execution.  

10-53. Commanders and leaders throughout the brigade deliberately analyze their missions and 
environments to identify threats to their units. They then make their Soldiers aware of the dangers, and 
create safeguards to protect them. Commanders must always consider the aspects of force protection and 
how they relate to the ROE. Some considerations are: 

 Secure the inside perimeter if the HN secures the outside perimeter. 
 Avoid becoming a lucrative target and do not become predictable. 
 Include security in each plan, SOP, OPORD, and movement order. 
 Develop specific security programs such as threat awareness and OPSEC. 
 Restrict access of unassigned personnel to the unit's location. 
 Constantly maintain an image of professionalism and readiness. 
 Consider force protection throughout the range of military operations; base the degree of 

security on a continuous threat assessment. 

Operations Security 
10-54. Communications security (COMSEC) is as important in stability operations as it is in conventional 
military operations. Belligerent parties can monitor telephones and radios. Transparency of the force’s 
intentions in stability operations must be maintained when considering operations security (OPSEC). 

10-55. Maintaining neutrality contributes to protecting the force. In stability operations, the entire force 
safeguards information about deployment, positions, strengths, and equipment of one side from the other 
side. If one side suspects the force is giving information to the other side, either deliberately or 
inadvertently, one or both parties in the dispute could become uncooperative. This would jeopardize the 
success of the operation, and place the force at risk from this loss of legitimacy. 

10-56. The single most proactive measure for survivability is individual awareness by all Soldiers in all 
circumstances. Soldiers must look for things out of place and patterns preceding aggression. Commanders 
should ensure that Soldiers remain alert, do not establish a routine, maintain appearance and bearing, and 
keep a low profile. 

Fratricide Avoidance 
10-57. Most measures taken to avoid fratricide in stability operations are no different than those taken 
during MCO. However, commanders must consider other factors such as local hires, IO personnel, or 
civilians who could be as much at risk as US forces. Accurate information about the location and activity 
of both friendly and hostile forces, and an aggressive airspace management plan help commanders to avoid 
fratricide. 
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PSYCHOLOGICAL OPERATIONS  

BRIGADE PSYCHOLOGICAL OPERATIONS 
10-58. The purpose of BCT PSYOP is to enhance the probability of accomplishing the brigade's 
missions. PSYOP reinforce the effects of the BCT’s tactical or non-tactical operations and, discredit and 
demoralize opposing forces. 

CONCEPT 
10-59. A US-host country agency establishes the overall PSYOP program at the national level for a given 
host country. This program provides guidelines for succeeding lower military and civilian echelons to use 
in the quest for popular support. BCTs conduct their own PSYOP in conformance with higher level 
directives. 

10-60. Counter-guerrilla units must ensure their PSYOP supports US national objectives and the host 
country national PSYOP program. The BCT employs PSYOP to support its tactical strike and 
consolidation missions, and to support intelligence operations, civil affairs operations, and advisory 
assistance operations. Care is exercised to ensure the allegiance of the people is directed toward the host 
country rather than toward the BCT, and that announced programs and projects are attainable. 
Coordination is accomplished in the local area control center. 

ORGANIZATION 
10-61. The PSYOP operations staff officer(s) and unit(s) perform assigned missions in the same manner 
as other specialized units or staff members that are attached to, or placed in support of, the brigade or 
battalion. When such support is not available, a member or section of the unit staff is assigned 
responsibility for incorporating psychological operation considerations into plans, actions, and operations. 

10-62. PSYOP resources are provided either from higher HQ or from organic resources. In addition to 
advice, PSYOP units provide support in the form of loudspeaker teams, leaflets, and various other 
audiovisual media. 

OPERATIONS 
10-63. PSYOP can facilitate the accomplishment of the brigade's mission when they are properly 
integrated and employed in planning and conducting operations and activities. Counterguerrilla forces must 
consider the employment of PSYOP in all missions. Commanders and staff officers must realize that all 
military operations have psychological implications. PSYOP officers must be included in planning all 
activities. 

CIVIL AFFAIRS 
10-64. Civil-military operations are those BCT activities that establish, maintain, influence, and/or exploit 
relations between the BCT and civilian organizations, governments, authorities, and populace in an area of 
operations. The goal is to facilitate military operations, and consolidate and achieve US objectives. These 
activities may occur before, during, or after other military actions. They may also occur, if directed, in the 
absence of other military operations. 

SUPPORT TO CIVIL ADMINISTRATION 
10-65. Civil affairs support to civil administration is military operations that help stabilize or continue the 
operations of the governing body or civil structure of a foreign country. This is done by assisting an 
established government or by establishing military authority over an occupied population (FM 3-05.401).  
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10-66. The support to civil administration activity consists of two distinct mission activities: 
 Civil administration in friendly territory -- Geographic combatant commander’s support to 

governments of friendly territories during peacetime, disasters, or war. Examples of support 
include advising friendly authorities, or performing specific functions within the limits of the 
authority and liability established by international treaties and agreements. 

 Civil administration in occupied territory -- The establishment of a temporary government, as 
directed by the SecDef, until an indigenous civil government can be established. This temporary 
government exercises executive, legislative, and judicial authority over the populace of a 
territory that US forces have taken from an enemy by force of arms.  

OPERATIONAL SCOPE 
10-67. The scope of CA operations varies with the type of local government, and is influenced by the 
economic, social, and political background of the country and people. CA core tasks include: 

 Populace and resource control (PRC). 
 Foreign humanitarian assistance (FHA). 
 Civil information management. 
 Nation assistance. 
 Support to civil administration (SCA). 

10-68. There are several factors that a military unit should consider before it undertakes a civic action 
project: 

 Is the project needed and wanted? 
 Will military participation compromise civilian authority and responsibility? 
 Does the project support the unit's political-military mission? 
 Does the project comply with the host country FID plan? 
 Will the project duplicate other efforts? 
 Will the HN populace be involved in the project? 
 Will there be continuity of effort? 

BRIGADE COMBAT TEAM ROLE 
10-69. Usually, the role of the BCT in civic assistance and civic action is to advise and assist HN military 
forces. Under some rare conditions, US military units enter into direct civic action programs. The BCT can 
assign CA elements to units as small as a CAB to assist in carrying out CA plans. It might also assign a 
civil-military operations staff officer to such a task force. The BCT should establish CA liaison and 
coordination between military forces and government agencies. This can be accomplished through 
organizations specifically designed for this purpose or through CA staff elements. 

SPECIFIC CONSIDERATIONS BY WARFIGHTING FUNCTION 
10-70. The BCT commander and his subordinates must clearly understand the mission and the situation. 
He must plan for continuous operations, and his plan must facilitate adjustments based on changes in the 
situation. The BCT commander and his staff must consider: 

 The mission and what the force is expected to do. 
 The AO (size, location, terrain, and weather). 
 The political, economic, military, and geographical situations in their AO. 
 Local customs, cultures, religions, ethnic groups, and tribal factions. 
 The importance of force protection, OPSEC, physical security, and permissible protection 

measures. 
 The ROE and ROI, and appropriate actions to take concerning infringements and violations of 

agreements. 
 Physical considerations (i.e., minefields, bridges, road conditions, and existing infrastructure). 
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 Security operations. 
 Use of additional assets such as intelligence, PA, civil affairs, PSYOP, engineers, and MP. 

There could be an increase in the quantity of these assets, or in the requirement for specialized 
capabilities that are not organic to the BCT. 

10-71. The BCT commander influences and shapes the AO for mission success by assigning appropriate 
missions to the battalions. He also does this by supporting his battalions’ liaison activities with civil 
authorities, and with specialized units necessary to the mission. All planning should provide a reserve of 
appropriate size for a QRF to separate hostile parties before potential violent situations grow out of control. 
The reserve must have the ability to respond anywhere in the BCT area and handle any unforeseen crisis. 

INTELLIGENCE 
10-72. Intelligence plays an important role in the BCT's ability to accomplish its stability operations 
mission. The BCT commander uses every available ISR asset to collect information that helps him 
accomplish his mission. He uses these assets in compliance with the ROE. Every member of the BCT plays 
a role in gathering information to support the BCT. The commander uses his S2, the reconnaissance 
squadron S2, the MI CO, and the BCT infantry battalions’ intelligence sections to form a coordinated 
intelligence production team. The ENCOORD provides geospatial products (i.e., maps). The BCT S2 
manages the intelligence synchronization effort to ensure every element of the BCT understands the 
intelligence required, and plays an active role in the collection and production of that intelligence. 
Collection elements typically available to the BCT include the reconnaissance troops; surveillance troops; 
ISR assets organic to, attached to, or supporting the BCT; infantry companies; and Soldiers on patrols, in 
OPs, and at checkpoints. 

Other Collection Elements 
10-73. In addition to attached organic ISR assets, the BCT might have interrogation, counterintelligence, 
or other HUMINT elements. The BCT might also have signal intelligence elements attached from the 
higher headquarters MI battalion, corps MI brigade, or other theater intelligence resources. 

Human Intelligence 
10-74. The attitudes and perceptions of the local populace in the AO are important in helping the BCT 
commander decide how to use his forces to accomplish his objectives. The BCT uses HUMINT, collected 
by the BCT or other supporting or cooperating elements, as a primary means of understanding the attitudes 
and perceptions of the local populace. 

Intelligence Preparation of the Battlefield 
10-75. The BCT S2, assisted by other staff members, uses intelligence preparation of the battlefield (IPB) 
and the intelligence process as cornerstones for successful stability operations. These help the commander 
visualize who the enemy is, what capabilities the enemy has, and where he can find the enemy. They also 
serve as the basis for creating the BCT commander’s concept of operations and allocating combat power 
available to the BCT. Although some of the traditional IPB products, such as the warfighting templates, 
may not be applicable in stability operations, the methodology remains intact. The development of detailed 
PIR and IR enables all personnel in the AO to gather critical information needed to support the BCT 
commander’s decision-making, and to assess the area in which the BCT will be operating.  

Intelligence Considerations 
10-76. The BCT performs IPB and uses these products and the intelligence estimate to portray the threat 
and the operating environment to the commander. The intelligence effort must be continuous. 
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Organizations 

10-77. Organization sources include all HN military and civilian intelligence systems, as well as US 
intelligence sources. 

Restrictions 

10-78. Internal and external restrictions might be placed on the dissemination of information. Gathering 
information on and within another country in operations other than war has political sensitivity. 

Emphasis 

10-79. The intelligence effort must have continued emphasis. Before force commitment, the BCT must 
effectively collect, process, and focus intelligence to support all planning, training, and operational 
requirements. 

Collection 

10-80. Tactical collection includes all sources. Technological capabilities do not always provide a 
significant advantage in some environments. HUMINT could be a major focus and often the main source 
of intelligence. The intelligence database may or may not apply, or be available to the tactical commander. 
Every Soldier must be trained and able to collect and report information of value (Table 10-1).  

Table 10-1. Area assessment checklist 

AREA ASSESSMENT CHECKLIST 
Refugee Interaction 

Where are the refugees originally from? 
What is the size of the original population? 
What is the size and population of the surrounding countryside that the village services?  
What is the size of the refugee population? 
Why did they come here? 
What is the relationship of the village with the surrounding villages? Are they related? Do 
they support each other? Are they hostile? Is any portion of the population discriminated 
against? 

Food and Water 
What is the food and water status of the village? 
Where do they get their food? 
What other means of subsistence are available? 
Are the villagers’ farmers or herders?  
What is the status of their crops or herds? 
What is the quality of the water source? 

Medical 
What is the status of the public health system/services for the AO?  
How many public health personnel and facilities are available and what are their capabilities? 
What is the health and nutritional status of the general population or specified 
subpopulation?  
What are the primary endemic and epidemic diseases? What percent of the population is 
affected? 
What is the leading cause of death for the population or specified subpopulation? 
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AREA ASSESSMENT CHECKLIST 
What are the names and titles of key personnel within public and private health care 
infrastructure?  

Civil-Military/Nongovernmental Organizations 
What civilian and military organizations exist in the village or surrounding countryside? 
Who are their leaders? 
Which organization, if any, does the local populace support? 

United Nations or other Relief Agencies 
What NATO, UN, or other relief agencies operate in the village?  
Who are their representatives?  
What services do they provide? 
What portion of the population do they service?  
Do they have an outreach program for the surrounding countryside?  

Commerce 
What commercial or business activities are present in the village? The surrounding 
countryside? 
What services or products do they produce? 

Miscellaneous 
Determine the groups in the village in the most need. What are their numbers? Where did 
they come from? How long have they been there? What are their specific needs? 
What civic employment projects would village leaders like to see started? 
Determine the number of families in the village. What are their family names? How many in 
each family? 
What food items are available in the local market? What is the cost of these items? Are relief 
supplies being sold in the market? If so, what items, from what source, and at what price? 
What skilled labor or services are available in the village? 
What are the major roads and routes through the village? How heavily traveled are they? Are 
there choke points or bridges on the routes? Are there alternate routes or footpaths? 
What is the size of any transient population in the village? Where did they come from and 
how long have they been there? 

MOVEMENT AND MANEUVER 
10-81. BCT movement and maneuver in stability operations emphasizes security of the force, positioning 
troops where they can best stabilize the situation, and observance of ROE. Maneuver of the BCT in 
stability operations is often decentralized to the battalion, company, or platoon level. As required, these 
units receive relief from support forces such as engineers, logistics, and medical personnel. The BCT 
commander must be prepared to rely on CS and sustainment elements to assist the maneuver forces when 
the need arises. When new requirements develop, the CS and sustainment elements must be ready to shift 
priorities. 

10-82. Maneuver can involve combat. The BCT uses only the level of force necessary to stabilize the 
crisis. Depending on the ROE, the BCT may precede the use of force with a warning or the use of 
nonlethal means. The BCT would employ lethal means only if a belligerent does not stop interfering. The 
methods employed to reduce the crisis could take the form of separating belligerent forces or maneuvering 
BCT elements to provide security. A show of force or demonstration might be all that is necessary. 
Alternatively, the BCT’s subordinate units might conduct patrols, searches, negotiation and mediation, 
information gathering, strikes and raids, or combat operations to accomplish the mission. 
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10-83. Aviation units facilitate C2, support logistical operations, conduct reconnaissance, and participate 
in shows of force. Attack helicopters can be a significant stabilizing factor when potentially hostile 
armored or mechanized infantry forces are present. Observation or attack helicopters can be employed to 
act as a TCF, or as a reaction force against enemy threats. They also can conduct reconnaissance and 
surveillance over wide areas, and provide the BCT a means of visual route reconnaissance for its 
subordinate units. Utility helicopters provide an excellent enhanced C2 capability to stability operations. 
Medium lift helicopters are capable of moving large numbers of military and civilian peace enforcement 
personnel, and delivering supplies when surface transportation is unavailable or routes become impassable. 
(Also, see Appendix E, Aviation Support of Ground Operations.) 

FIRE SUPPORT 
10-84. Although fire support planning for stability operations is the same as for traditional MCO, there 
could be limitations or restriction on the use of certain indirect fire assets. 

10-85. The BCT commander integrates fire support into his tactical plan IAW the ROE, and any 
restrictions imposed within the AO (i.e., no-fire or restrictive fire areas, presence of noncombatants, etc.). 
Special considerations include: 

 Procedures for the rapid clearance of fires. 
 Close communication and coordination with host country officials. 
 Increased security for indirect firing positions. 
 Restricted use of certain munitions such as dual-purpose improved conventional munitions 

(DPICM), or SCATMINE. 

10-86. IO focus on shaping the ideas, perceptions, and beliefs of friendly, neutral, and belligerent forces. 
The successful management of information helps to give the BCT commander the ability to affect the 
perception of the local population, belligerent factions, and local leaders, and to accomplish his mission. IO 
are critical in stability operations. The BCT may have PSYOP, CA, PA, and OPSEC elements attached or 
operating in support of the BCT. If the S9 coordinates and synchronizes their employment, the S9 must 
consider the ROE, the order from higher headquarters, and the commander’s intent. If these elements are 
operating in the BCT AO, the BCT could be responsible for providing security for them. Sources of 
information the BCT must use include: 

 Neutral parties. 
 Former warring factions. 
 Civilian populace. 
 Other agencies working in the AO. 
 Media and information passed from organic and non-organic assets. 

PROTECTION 

MILITARY POLICE 
10-87. Military police (MP) forces establish and maintain roadblocks. If forces are unavailable, other 
forces within the BCT may assume this responsibility. At a minimum, the area should be highly visible and 
defensible with an armed overwatch. 

10-88. The BCT must take precautions to rapidly protect positions, headquarters, support facilities, and 
base camps. The BCT MP platoon can satisfy the requirement for a highly mobile force to meet protection 
needs. 

MOBILITY SUPPORT 
10-89. Improving mobility in the BCT AO may be part of the unit’s mission in stability operations. If so, 
the BCT may be reinforced with Army construction or combat engineers, or with civilian or local military 
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engineers. This function also includes the tasks performed by elements other than engineers to include MP, 
CBRN, EOD, and others. The BCT’s assured mobility section coordinates these efforts. 

10-90. Engineers can play a major role in stability operations by constructing base camps, upgrading the 
transportation infrastructure, conducting bridge reconnaissance, assisting in civic action by building 
temporary facilities for the civilian populace, and reducing the mine threat. Factors that help determine the 
amount of engineer support the BCT receives include: 

 Terrain in the AO. 
 Type and location of obstacles in the AO. 
 Engineer assets available. 
 Duration of the operation. 
 Environmental considerations (Also see FM 3-100.4). 
 Water supply and location. 
 Sewage and garbage facilities. 
 Local power facilities. 
 Fire fighting capability. 
 Base support requirements. 
 De-mining center issues 
 Countermine awareness training 
 Basic country infrastructure (road, bridge, rail, airfield, and port capabilities) including 

contracted engineering support. 

10-91. Sometimes there are not enough available engineer assets, including civilian contract engineer 
support. This situation requires BCT units to construct their own fortifications and assist with other 
engineer tasks within their capabilities. In prioritizing the use of engineers or the use of organic forces to 
accomplish engineer tasks, the BCT commander emphasizes strengthening of force protective measures. 

AIR AND MISSILE DEFENSE 
10-92. The ADAM section assesses the air and missile threat to determine if air and missile augmentation 
is required. If augmentation is required, it is obtained in the form of a tailored air and missile defense 
(AMD) task force that can provide active air defense for the BCT.  

SUSTAINMENT 
10-93. The BCT’s ability to sustain itself in the AO depends on theater maturity, the sustainment 
structure, and the time flow of forces. Refugees, an inadequate infrastructure, and demands by the HN and 
coalition partners can make logistical support complex. Engineering support, though not a sustainment 
function, plays a critical role in delivering sustainment by enhancing its capabilities. 

GENERAL PRINCIPLES 
10-94. General principles to consider when planning sustainment for stability operations include: 

 Ability to implement logistical support in any stability operations area. 
 Ability of the BCT to provide its own support. 
 Ability of higher headquarters to provide support. 
 Availability of local supplies, facilities, utilities, services, and transportation support systems by 

contract or local purchase. 
 Availability of local facilities such as a line of communication, ports, airfields, and 

communications systems. 
 Local capabilities for self-support to facilitate the eventual transfer of responsibilities to the 

supported nation for development or improvement. 
 Availability of resources. 
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AUGMENTATION 
10-95. Additional sustainment elements can augment the BCT that has inadequate logistical and health 
service infrastructures in the AO. Some or all of these sustainment elements may precede combat or CS 
elements into the AO. In addition to supporting the BCT, sustainment elements can provide support for: 

 Allied or indigenous governmental agencies. 
 Allied or indigenous civilians. 
 Allied or indigenous military forces. 
 US governmental agencies. 
 US civilian agencies and personnel. 
 Other US military forces. 
 US-backed personnel and organizations. 
 International civilian and governmental agencies. 

FORCE HEALTH PROTECTION 
10-96. In stability operations, the BCT’s BSMC might be augmented with a forward surgical team (FST) 
and a forward support MEDEVAC platoon from the general aviation support battalion. Force health 
protection support for the BCT in stability operations depends upon the specific type of operations, 
anticipated duration of the operations,  numbers of personnel deployed, evacuation policy, medical troop 
ceiling, and anticipated level of violence. Additional FHP requirements could include veterinary services, 
preventive medicine, hospital, laboratory, combat and operational stress control, and dental support. See 
AR 40-3 for information on emergency medical treatment for local national civilians during stability 
operations.  

CONTRACTING 
10-97. Contracting can be an effective force multiplier and can augment existing sustainment capabilities. 
Weak logistical infrastructures in the AO may make it necessary to contract some supplies and services. If 
he knows that contracting may be required, the BCT commander obtains guidance from higher 
headquarters concerning contracting during the initial planning stages. Hostilities can cause interruptions in 
the delivery of any contracted services, such as food and water. For this reason, the BCT must be prepared 
to sustain itself, attached forces, supporting forces, and the local populace for limited periods of time. A 
good plan anticipates large consumption rates of supplies in Classes I, III, IV, and VIII, and provides for 
reserve stockage of non-perishables. 

COMMAND AND CONTROL  
10-98. In stability operations, the BCT reports to an Army or joint headquarters. The BCT’s own C2 
system may be augmented with staff specialists, liaison teams, and signal units depending on the mission. 

Command and Support Relationships  
10-99. With the exception of military forces under the command of a geographic combatant commander, 
the ambassador to the country is responsible for US operations, both civilian and military. He heads a 
country team that interfaces with civilian and military agencies. The term “country team” describes 
interdepartmental coordination among the members of the US diplomatic mission within a specific country. 
Examples of team members are: 

 Economics officer. 
 Director of the United States Agency for International Development (USAID). 
 Commercial attaché. 
 Agriculture attaché. 
 Department of State. 
 Chief, Security Assistance Office (SAO). 
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10-100. The US area military commander is not a member of the diplomatic mission. The JTF interfaces 
with the senior military defense representative on the country team. If there is no JTF, a division or BCT 
headquarters may be responsible for interface with the country team and HN. 

Planning 
10-101. The commander and staff use standard military planning techniques in stability operations. The 
BCT commander determines the unit’s objective, develops a concept of operation and assigns missions and 
tasks to his subordinates to accomplish the mission. The commander and staff usually assign objectives and 
AOs, allocate forces, and establish control measures for subordinate forces to accomplish their missions. 

10-102. To keep the BCT focused throughout the operation, the commander and his staff develop a 
concept of the operation that establishes objectives and sets timelines to meet the desired end state. The 
concept should cover the entire duration of the operation from deployment to the end state, and it should 
define how the BCT would accomplish its assigned mission. The commander uses FRAGOs and 
subsequent OPORDs, as required, to control execution of each phase of the operation and the various 
missions. 

10-103. To ensure a unified effort, the BCT commander and his staff coordinate plans and actions with 
their higher headquarters and adjacent units, as well as with government and NGOs present in the AO. Use 
of liaison officers is vital for this requirement. 

10-104. The BCT augments its communications abilities to effect long-range communications, access to 
civilian telephones and data links, and proper liaison. The commander and his staff consider equipment 
compatibility, crypto use, information sharing, and security measures when working with SOF, joint 
forces, and multinational forces. 

SEQUENCE OF STABILITY OPERATIONS ACTIONS 
10-105. Generally, all stability operations follow the sequence of: 

 Deploy and move into the AO. 
 Conduct stability operations. 
 Terminate operations. 

Deployment and Movement into the Area of Operations  
10-106. The commander and staff must plan, synchronize, and control the movement of forces into the AO 
to maintain the proper balance of security and flexibility. The commander must decide the sequence in 
which his forces will enter the AO. The BCT must consider the number of suitable routes or lift assets 
available to meet the movement requirements of its subordinate elements. Other considerations include: 

 Road and/or route improvement and maintenance. 
 Route construction. 
 Obstacles clearance. 
 Bridge and culvert repair. 
 Bridging rivers or dry gaps. 
 Establishment of security along routes. 
 Traffic control to permit freedom of or restrict civilian movements along routes. 
 Communications architecture. 

10-107. If the AO does not have the infrastructure to support the operation, it might be necessary to deploy 
an advance party heavy with logistical and engineering support into the AO. In other circumstances, it may 
be necessary for the commander and a small group of specialized key personnel such as CA, PA, or the 
Staff Judge Advocate to lead the advance party. These personnel will set the groundwork for the rest of the 
force by conducting face-to-face coordination with local civilian or military leaders. In most show of force 
operations, the commander sends a large contingent of forces to act as a deterrent and to ensure initial 
security. In all cases, a well-developed movement order is essential. 
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Stability Operations Execution 
10-108. After the BCT has moved into its AO and established a base for future operations, a continuation 
of the stability effort commences. To successfully execute the mission, commanders at all levels must 
clearly understand the mission and the higher commander’s concept of operation and intent. This 
knowledge enables the commander to prioritize tasks and begin stability operations. Tactical tasks 
executed during the stability operation depend upon the factors of METT-TC. These tactical tasks include: 

 Establishment of zones of separation.  
 Combat operations including raids, checkpoints, patrols, and reconnaissance. 
 Support to the HN. 
 Security operations. 
 Treaty compliance inspections. 
 Negotiation or mediation.  

Termination of Stability Operations  
10-109. The BCT can terminate stability operation in several ways. The BCT may be relieved of its 
mission and conduct a mission handover of the operation to a follow-on force. This force could be another 
BCT, a UN force, or a nonmilitary organization. The situation could become stabilized and not necessitate 
the continuance of operations. In this case, the HN or domestic community assumes responsibility for 
stability. The BCT could be redeployed with no follow-on forces and without the area being stabilized. A 
condition such as this would place the BCT in a vulnerable situation. Security must be intense and the 
protection of the force during its exit must be well planned and executed. Finally, the BCT could transition 
to MCO. The commander must always ensure the BCT maintains the ability to transition quickly and 
forcefully. 

Transition to Combat Operations 
10-110. If the stability operations are unsuccessful or if it is necessary to defeat armed resistance during 
the operation, the BCT might be ordered to begin offensive or defensive operations while simultaneously 
continuing stability operations. The commander and staff must always remember that the situation could 
escalate to a MCO at any time; they, therefore, must maintain the ability to conduct full spectrum 
operations. Preserving that ability enables the BCT to maintain the initiative while providing force 
protection.  

SECTION II – RECONSTRUCTION OPERATIONS 

10-111. The overall purpose of reconstruction operations is to meet the immediate needs of designated 
groups for a limited time until civil authorities can accomplish these tasks without assistance. In 
reconstruction operations, Army forces provide essential services, assets, or specialized resources to help 
civil authorities deal with situations beyond their capabilities. Reconstruction operations are a function of 
foreign humanitarian assistance (FHA). For more detailed information, refer to FM 1, “The Army,” and 
FM 3-0, “Operations.” 

FORMS OF RECONSTRUCTION OPERATIONS 
10-112. Reconstruction operations typically fall into four broad types that are neither discrete nor mutually 
exclusive. For example, a force engaged in relief operations might also find itself conducting community 
assistance to set the conditions for achieving an end state. This section provides an introductory discussion 
of reconstruction operations. The four types of reconstruction operations are: 

 Relief operations. 
 Support to WMD incidents. 
 Support to foreign civil law enforcement. 
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 Foreign community assistance. 

RELIEF OPERATIONS (FOREIGN) 
10-113. Foreign relief operations provide either humanitarian relief, which focuses on the well being of 
supported populations; or disaster relief, which focuses on recovery of critical infrastructure after a natural 
or manmade disaster. Relief operations accomplish one or more of the following: 

 Save lives. 
 Reduce suffering. 
 Recover essential infrastructure. 
 Improve quality of life. 

Disaster Relief 
10-114. Disaster relief encompasses those actions taken to restore or recreate the minimum infrastructure 
to enable effective humanitarian relief and set the conditions for longer-term recovery. This includes 
establishing and maintaining the minimum safe working conditions plus security measures needed to 
protect relief workers and the affected population from additional harm. Disaster relief might involve 
repairing or demolishing damaged structures; restoring or building bridges, roads, and airfields; and/or 
removing debris from critical routes and relief sites. 

Humanitarian Relief 
10-115. Humanitarian relief focuses on lifesaving measures to alleviate the immediate needs of a 
population in crisis. Humanitarian relief often includes providing medical reconstruction, food, water, 
medicines, clothing, blankets, and shelter, as well as heating or cooking fuel. In some cases, humanitarian 
relief involves transportation reconstruction to move affected people from a disaster area. 

PROTECTION OF CRITICAL ASSETS 
10-116. The purpose of this program is to identify critical assets, and to ensure their integrity, availability, 
survivability, and capability when applied to vital DOD reconstruction missions across the full spectrum of 
military operations. Critical assets include telecommunications, electric power, gas and oil, banking and 
finance, transportation, water, and emergency services. An attack on any of these assets may disrupt 
civilian commerce, government operations, and the military. 

SUPPORT TO FOREIGN WEAPONS OF MASS DESTRUCTION INCIDENTS 
10-117. In a permissive overseas environment, the President can make Army assets available to assist a 
foreign government after a WMD incident. Such assistance may be linked to concurrent relief operations. 
WMD incidents require specialized resources. Mass casualties from these incidents require 
decontamination and massive medical response. A WMD incident can create public health threats related 
to food, vectors, water, wastewater, solid waste, and mental health. 

SUPPORT TO FOREIGN CIVIL LAW ENFORCEMENT 
10-118. The Army assists the law enforcement personnel of a foreign country by providing equipment, 
training, and expert advice. The presence of Army personnel helps maintain law and order through military 
power until the foreign country’s police force is able to do the job. 

FOREIGN COMMUNITY ASSISTANCE 
10-119. Community assistance activities must be a country-wide effort that focuses on developing public 
support for the Army, and its efforts to reconstruct the country’s infrastructure. A cooperative effort from 
local and national public and/or political figures is necessary. 
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RECONSTRUCTION PLANNING CONSIDERATIONS 
10-120. The planning, preparation, execution, and assessment of reconstruction operations are 
fundamentally similar to planning offensive, defensive, and stability operations. However, while each 
reconstruction operation is unique, four broad considerations can help the BCT develop mission-specific 
concepts and schemes for executing reconstruction operations. 

PROVIDE ESSENTIAL RECONSTRUCTION TO THE LARGEST NUMBER OF PEOPLE 
10-121. BCT commanders must allocate finite resources to achieve the greatest good. Additionally, 
commanders require an accurate assessment of what needs to be done to employ military power effectively. 
In some cases, the BCT can accomplish this task using warfighting reconnaissance capabilities and 
techniques.  

COORDINATE ACTIONS WITH OTHER AGENCIES 
10-122. Foreign humanitarian operations are usually multinational. Unity of effort between the military 
and local authorities requires constant communication to ensure that they conduct tasks in the most 
efficient and effective way, and that they use resources wisely.  

TRANSFER RESPONSIBILITY TO CIVILIAN AGENCIES AS SOON AS POSSIBLE 
10-123. When planning reconstruction operations, forces must always include the subsequent actions of 
the civilian agencies and the HN to restore conditions to normal. The following considerations determine 
handover feasibility: 

 Condition of supported population and governments. 
 Competing mission requirements. 
 Specified and implied commitment levels of time, resources, and forces. 
 Maturity of the reconstruction effort. 

ESTABLISH MEASURES OF EFFECTIVENESS AND PERFORMANCE 
10-124. A critical aspect of reconstruction operations is to establish measures of effectiveness and 
performance. This means establishing objective standards for measuring progress throughout planning, 
preparation, and execution, and also developing criteria for evaluating the degree of mission 
accomplishment. Criteria can be expressed as measures of performance (MOP) or measures of 
effectiveness (MOE). MOP and MOE generate IR that, when met, support the overall assessment of an 
operation. 

 A MOP is a criterion tied to measuring task accomplishment by friendly BCT actions.  
 A MOE is a criterion that measures the attainment of an operation’s end state, achievement of 

objectives, or creation of an effect that is used to assess changes in the OE.  
Table 10-2. Example of progress measurement 

Situation MOP MOE 
Support disaster relief 
 
Task: Establish a refugee 
camp. 
 
Purpose: Provide shelter to 
displaced civilians. 

   # of tents erected 
   # of tents with floors 
   # of tents with floors & heaters 
   # of potable water points 
   # of non-potable water points 
   # of medical clinics 
   # of food distribution points 

Number of people within 
supporting distance of the 
refugee camp without 
shelter. (Compared to the 
number of people without 
shelter before the disaster) 
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PLANNING PROCESS 

SPECIAL CONSIDERATIONS  
10-125. The BCT planning staff must understand the following special considerations:  

 Specialized reconstruction operations terminology in the BCT’s assigned mission and tasks, 
which are used in mission analysis and course of action development. 

 Command relationships, especially in multinational operations and in reconstruction to US civil 
authorities. 

 Presence of, activities of, and the BCT’s relationship to NGOs in the AO. 
 The political, economic, military, and environmental situation in the AO. 
 Local customs, cultures, religions, ethnic groups, tribes, and factions. 
 Force protection measures. 
 ROE, ROI, and other restrictions on operations. 
 Terrain, weather, infrastructure, and unique conditions in the AO and the nature of the 

operation. 
 Security operations. 
 Availability or need for specialized units such as PAO, CA, PSYOP, chemical defense, 

engineers, MPs, and others. 

ATTACHED ELEMENTS  
10-126. BCTs involved in reconstruction operations are usually reinforced with engineers, and might also 
have additional MPs, medics, CA, PA, and PSYOP teams attached or OPCON. Since some of these units 
are not commonly part of a BCT in MCO, the commanders and staffs should learn the internal structures, 
capabilities, limitations, and specific missions of attached organizations before employing them. In some 
cases, protecting those elements imposes additional loads on the maneuver units. Additionally, if attached 
units do not possess the complete C2 INFOSYS, they need liaison teams or instrumented units of the BCT 
to accompany them. 

ISR IN RECONSTRUCTION 
10-127. Intelligence collection and distribution systems facilitate reconstruction operations in the same 
general way they facilitate other operations. The S2 uses the BCT’s organic ISR collection assets to gather 
critical information on enemy or criminal forces and on the AO, according to the PIR. The S2 then 
distributes intelligence to the BCT as information is analyzed. ASAS is an important means of maintaining 
a current view of the situation. In reconstruction operations conducted where combat is not taking place, 
there may be no enemy force present. The BCT never conducts intelligence operations in the US. Some 
multinational and most UN intelligence operations are also prescribed or severely limited. In some of those 
cases, intelligence operations might be replaced with neutral, self-defensive information collection 
operations. 

INFORMATION GATHERING 
10-128. A coordinated ISR effort is as critical to the BCT’s success in reconstruction operations as it is 
during MCO. Information gathering is a continuous process that is guided by the CCIR, and is usually 
embodied in an information collection plan, and a reconnaissance and surveillance order. The BCT 
commander can employ the RS, other ISR assets, engineers, and liaison teams to answer his ISR 
requirements. Infrastructure reconnaissance should be conducted with organic (an assessment) or 
augmenting technical expertise (a survey) to identify the conditions in an organized fashion and format. 
Every Soldier and unit in the BCT has some responsibility for observing and reporting. Therefore, the PIR 
must be known throughout the BCT and revised as often as necessary to ensure that Soldiers know what 
information is of greatest importance.  
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FIRES 
10-129. The BCT does not usually use lethal fires in reconstruction operations. However, basic fire 
planning considerations for targeting remain valid for integrating nonlethal effects. 

10-130. Fire support plans in reconstruction operations are integrated into tactical or force protection 
operations as the situation warrants. Accuracy and timeliness are very important in reconstruction 
operations because of the importance of safeguarding the population and preventing collateral damage. 
AFATDS still gives the commander and the fires section exceptionally clear and timely information. Fire 
support planners in the fires and S7 sections must make special provisions for integrating IO. 

10-131. IO shape the perceptions of friendly, neutral, and hostile forces. The force commander employs 
PSYOP, CA, PA, and OPSEC as part of his IO. The BCT commander implements the higher commander’s 
IO by carrying out assigned tasks, and acting within the higher commander’s intent and within the 
constraints of his own resources. Because reconstruction operations are complex, usually decentralized, 
and often critical to the force’s perceived legitimacy, continuity and consistency in IO are extremely 
important. The BCT must present its position clearly to ensure that the interested public, both in the US 
and in the AO, understands it.  

10-132. The BCT commander must be aware of theater positions and interests and of the effects of events 
on the perceptions of his troops, his opponents, and the population in general. He must understand the 
positions of and information environments created by: 

 Neutral parties. 
 Warring or formerly warring factions. 
 The population and its major segments. 
 Other agencies working in the AO. 
 Media.  
 Information gathered by elements of the BCT. 

LOGISTICS 
10-133. Sustainment for reconstruction operations usually requires substantial tailoring to adapt to unique 
mission requirements. Moreover, logistical requirements vary considerably among the different types of 
reconstruction operations. Reconstruction operations usually take place in areas where local resources and 
infrastructure are scarce, damaged, or fully devoted to the civilian population. 

SUSTAINMENT CHALLENGES 
10-134. The primary sustainment challenges of reconstruction operations are to anticipate needs and to 
integrate analog units and sources into the reconstruction operation. Informational needs include: 

 Resources available in-theater. 
 Status of critical supply items and repair jobs. 
 Nature and condition of the infrastructure. 
 Capabilities of general reconstruction units. 
 Mission tasks. 
 Overall material readiness of the BCT. 
 Contracting. In some cases, contracting can augment organic sustainment.  

 BCTs may encounter contractor-provided services and supply operations in reconstruction 
operations environments. The BCT S4 and commander must understand the terms and 
limitations of contractor reconstruction. 
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 Liaison with civil authorities.  

 Close coordination with civil authorities and nonstandard supporting relationships demand 
the use of digitized liaison teams to assure their greatest usefulness. They can also require 
the creation of additional liaison teams that may have to operate without the C2 INFOSYS. 

LEGAL RESTRICTIONS 

10-135. Legal restrictions apply to all Army operations including reconstruction operations. Legal 
restrictions relevant to reconstruction operations might include the Law of Land Warfare, the Uniform 
Code of Military Justice (UCMJ), treaty agreements, and federal, state, and foreign law. The brigade and 
higher SJA play important roles in planning and conducting these missions. In some cases, the SJAs 
provide direct support (DS) to the BCT units in the form of legal officers or enlisted legal assistants.  

PATTERN OF OPERATIONS 
10-136. While reconstruction operations vary greatly in every mission, the BCT can expect events to 
follow a broad pattern of response, recovery, and restoration. 

RESPONSE 
10-137. As part of a response, the BCT’s subordinate units enter the affected area, usually under brigade 
control, and make contact with other relief organizations. Planning for the operation, staging command 
posts into the area, establishing security, deploying the BCT’s subordinate units, and initiating contacts 
with supported activities and other parts of the relief force occur during this phase of operations. BCT 
Soldiers usually are among the first relief forces to arrive. Early on, a robust C2 structure gives the BCT a 
considerably superior ability to communicate and coordinate relief efforts. Further, its ability to reconnoiter 
and gather information makes the BCT useful in the initial efforts by authorities to establish understanding 
and control of the area, and to oversee critical actions.  

 

10-138. Typical requirements of the response period are: 
 Search and rescue. 
 High volume emergency medical treatment. 
 Hazard identification. 
 Initiation of IO. 
 Food and water distribution. 
 Collection of displaced people in temporary shelter. 
 Support of law enforcement agencies. 
 Repair of power generation and distribution systems. 
 Clearance and repair of roads, railways, and canals. 
 Firefighting, CBRN and hazardous industrial waste decontamination, and flood control. 

RECOVERY 
10-139. Once the BCT reconstruction operation is underway, recovery begins. With initial emergencies 
resolved and a working relationship between all parties in place, there should be steady progress in 
relieving the situation throughout this phase of operations. The BCT is fully deployed in an AO or in an 
assigned task. Its work includes coordination with its higher headquarters, supported groups, and other 
relief forces, and daily allocation of its own assets to recovery tasks. The BCT task organization is likely to 
change periodically as the need for particular services and reconstruction changes. Security, maintenance, 
effective employment of resources, and Soldier reconstruction all need continuing attention. Medical 
officers should review and assist the commander in counteracting the psychological effects of disaster 
relief work and exposure to human suffering on the BCT’s Soldiers throughout the operation.  
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10-140. Typical recovery tasks include: 
 Continuing and modifying IO. 
 Resettling people from emergency shelters to their homes. 
 Repairing infrastructure. 
 Contracting to provide appropriate reconstruction (when feasible). 
 Restoring power, water, communication, and sanitation services. 
 Removing debris. 
 Investigating crimes and supporting law enforcement agencies. 
 Transferring authority and responsibility to civil authorities. 
 Planning for redeployment. 

RESTORATION 
10-141. Restoration is the return of normalcy to the area. As civil authorities assume full control of 
remaining emergency operations and normal services, the BCT transfers those responsibilities to 
replacement agencies, and begins redeployment from the area.  

10-142. During restoration, the BCT commander should consider issues such as: 
 Transfer of authority to civil agencies. 
 Transition of C2 for agencies and units that remain in the area. 
 Movement plans that facilitate redeployment and continued recovery in the area. 
 Staging of C2 out of the area. 
 Accountability of property or transfer of property to the community, if authorized. 
 Force protection during movement. 

TRANSITION TO COMBAT 
10-143. In some reconstruction operations (typically those that take place in an active combat theater), the 
BCT command must stay prepared to defend itself or to attack forces that threaten the command. This 
means different things in different operations. It might mean maintaining a reserve or a QRF within the 
BCT’s subordinate units. It might even compel the BCT to disperse its forces in ways that enable 
immediate transition from reconstruction operations to combat operations. Additionally, the BCT must 
address the considerations of transitioning to less restrictive ROE. 

SECTION III – CIVIL SUPPORT OPERATIONS (CONTINENTAL US ONLY) 

10-144. The overall purpose of civil support operations is to meet the immediate needs of the citizens of 
the United States in time of emergency until civil authorities can accomplish these tasks without assistance. 
Although not the norm, the BCT may be deployed into an area to support civilian agencies. BCT forces 
provide essential services, assets, or specialized resources to help civil authorities deal with situations 
beyond their capabilities. The BCT has a functional chain of command, reliable communications, and well-
trained, well-equipped forces that can operate and sustain themselves in an austere environment with 
organic or attached assets. In civil support operations, the adversary is often disease, hunger, or the 
consequences of disaster. Companies and battalions from the BCT can expect to participate in civil support 
operations with or without other units from time to time.  
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Figure 10-1. Civil support framework 

MILITARY ASSISTANCE TO CIVIL AUTHORITIES 
10-145. Employment of a BCT within the US, its territories, and possessions, under the auspices of civil 
support, typically falls under the broad mission of military assistance to civil authorities (MACA). MACA 
missions, for the purposes of this publication, consist of three mission subsets (Figure 10-1). These mission 
subsets are military support to civil authorities (MSCA), military support to civilian law enforcement 
agencies (MSCLEA), and military assistance for civil disturbances (MACDIS). 

MILITARY SUPPORT TO CIVIL AUTHORITIES 
10-146. MSCA is the most widely recognized form of DOD civil support because it usually consists of 
support for high-profile emergencies, such as natural or manmade disasters (Hurricanes Andrew and 
Katrina) that often invoke Presidential or state emergency/disaster declarations. DOD assistance should be 
requested by a lead federal agency (LFA) only when other local, state and federal capabilities have been 
exhausted, or when the situation requires a uniquely military capability. 

10-147. Examples of natural disasters include, but are not limited to severe weather, wildfires, and 
outbreaks of animal disease. When natural disasters occur and military assistance is anticipated, 
Department of Homeland Security (DHS)/Federal Emergency Management Agency (FEMA) request a 
defense coordinating officer to serve as the single DOD point of contact within the disaster area. The 
defense coordinating officer will be OPCON to the designated supported combatant commander or 
designated JTF commander. The BCT would report to the defense coordinating officer for missions. 

10-148. Manmade disasters can be accidental or intentional. An example of an accidental event is an oil 
spill. Chemical, biological, radiological, nuclear, and high yield explosives (CBRNE) consequence 
management could be initiated in response to an accident or an intentional terrorist act. The implications of 
a deliberate or unintentional large release of a CBRNE are severe. A catastrophic CBRNE event or attack 
might occur with little or no warning, resulting (either immediately or over time) in mass casualties, and 
producing a mass exodus of evacuees. The BCT would deploy to support the defense coordinating officer 
with whatever mission sets he had. They could provide C2 and personnel for the specialized units that 
could be called for that scenario. 
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10-149. Historic examples of special events include the Olympic Games and the Pan American Games. 
The Secretary of Defense may also designate non-athletic international or national events to receive 
support IAW DODD 2000.15, Support to Special Events. Other examples of non-athletic events include 
summits, world fairs, and the Boy Scouts Jamboree. A BCT could be selected to provide security, logistics, 
and communications. 

Military Support to Civilian Law Enforcement Agencies 
10-150. The use of the military in law enforcement roles is a sensitive topic and restrictions apply to such 
use. Military forces performing these roles may work under several lead federal agencies, such as the 
Department of Homeland Security, the Department of Justice, or the Federal Bureau of Investigations 
(FBI). Forces might be armed, depending on the circumstances and the decision of the Secretary of 
Defense.  

Counterterrorism Support 

10-151. The Attorney General works through the FBI to cooperate with the heads of other Federal 
departments, agencies, and military criminal investigative organizations to coordinate domestic intelligence 
collection and the activities of the law enforcement community. The goals of these efforts are to detect, 
prevent, preempt, and disrupt terrorist attacks, and to identify the perpetrators and bring them to justice in 
the event of a terrorist incident. A BCT may be requested to support the FBI or other LEAs during the 
crisis management portion of a response. If there is a credible threat, a BCT may also be requested to 
support LEAs in a pre-positioning of forces. Specific rules on the use of force (RUF) must be established 
and approved for this type of support.  

10-152. DODD 5210.56, Use of Deadly Force and the Carrying of Firearms by DOD Personnel Engaged 
in Law Enforcement and Security Duties contains RUF that might serve as examples. Requests for RUF for 
CS missions will be sent through the supported combatant commander to DOD for development and 
approval. Supplemental RUF may be required depending on the situation. For more information on CT see 
FM 3-19.16, Antiterrorism. 

National Special Security Event Support 

10-153.  NSSE are events of national significance that require greater federal visibility. If BCT assistance 
is required, the BCT remains in a supporting role to the lead federal agency. The Secretary of Homeland 
Security, in consultation with the Homeland Security Council (HSC), shall be responsible for designating 
events as NSSEs. The United States Secret Service (USSS), an element of the DHS, is the LFA for NSSE 
designated events. Historic examples of NSSEs include the State of the Union Address, Salt Lake City 
Olympics, and Democratic and Republican National Conventions. 

Counterdrug Operations Support 

10-154. Counterdrug planning involves joint, multinational, and interagency organizations, and requires 
close coordination. The DEA serves as the lead LEA for coordinating domestic counterdrug LEA efforts. 
The principal counterdrug mission for the BCT could be the detection and monitoring of the transit of 
illegal drugs into the US using its organic ISR assets. 

Maritime Security 

10-155. The United States Coast Guard (USCG), when operating under DHS, is responsible for 
conducting and coordinating maritime operations. Potential BCT support can include the provision of 
personnel to assist with boarding operations during heightened maritime security levels, but this would 
usually be conducted by another type of force.  

http:2000.15
http:5210.56
http:3-19.16


Chapter 10  

10-30 FM 3-90.6 4 August 2006 

Loans of Equipment, Facilities, or Personnel to Law Enforcement 

10-156. Requests for loans of equipment, facilities, or personnel made by LEAs, shall be made and 
approved IAW the Department of Defense directive (DODD) 5525.5, DOD Cooperation with Civilian Law 
Enforcement Officials, Military Assistance for Civil Disturbances.  

Military Assistance For Civil Disturbance Operations 

Technical Operations 

10-157. Technical operations include actions to identify, assess, dismantle, transfer, dispose of, or 
decontaminate personnel and property exposed in a CBRNE incident. The LFA for technical operations 
depends upon the material involved and the location of the incident. Other federal agencies supporting 
technical operations include the Department of Energy (DOE), the Department of Health and Human 
Services (DHHS), and the Environmental Protection Agency (EPA). The BCT can use its assets in support 
of these efforts. 

Defense of Critical Infrastructure 

10-158. While DOD is responsible for the defense of critical infrastructure (DCI), there may be instances 
in which the President and SECDEF will instruct DOD to provide support to other LFAs. This support can 
take many forms but is usually associated with disasters, emergency relief, and crisis management (CrM) 
and consequence management (CM) activities. Critical infrastructure comprises those systems essential to 
the minimum operations of the economy and the government. They include, but are not limited to, 
telecommunications, energy, banking and finance, transportation, water systems and emergency services, 
both governmental and private.  

ROLES AND RESPONSIBILITIES 
10-159. The Secretary of Defense retains approval authority for support to civil authorities involving use 
of combatant commander-assigned forces, personnel, units, and equipment; DOD support to civil 
disturbances; and DOD responses to acts of terrorism. Approval can also involve DOD support that results 
in a planned event with the potential for confrontation with specific individuals and groups, or results in 
using lethal force. 

10-160. The Secretary of the Army, as executive agent for the secretary of defense, is the approval 
authority for emergency support in response to natural and man-made disasters (except CBRNE response). 
Military forces respond to direction and guidance from the secretary of the Army’s action agent, the 
Director of Military Support (DOMS). When the combatant commander assets are not involved, the 
secretary of the Army might task the services or DOD agencies to provide emergency support. 

10-161. The Army National Guard (NG), in state status, is the governor’s primary response organization 
for emergencies and disasters. The NG responds under the governor’s control, not DOD’s, and IAW state 
laws. However, if the NG is federalized by order of the president, it responds under the same limitations 
and C2 arrangements as active component military organizations. NG commanders must plan and train 
their forces for both federal and state missions. 

10-162. The BCT’s roles and responsibilities to the LFA are to provide the LFA with capabilities that were 
lost to the local government, and/or those capabilities that the LFA requests. The loss of 
telecommunications, water, electricity, food, shelter, and the loss of control of the population overwhelms 
local support. The BCT’s ability to deploy on short notice, set up operations without external support, and 
create an infrastructure that would support the civilian effort is paramount to the ability of the BCT to help. 
The BCT’s task organization provides all personnel needed for AO, signal, PA, civil affairs, chaplain, 
medical and security operations.  
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RULES ON THE USE OF FORCE 

Military Support to Civilain Authorities  
10-163. The standing rules of engagement as delineated in CJCSI 3121.01A, Standing Rules of 
Engagement for US Forces, do not apply to US forces conducting military support to civilian authorities 
(MSCA) missions. US forces deployed to assist federal and local authorities in disaster assistance missions, 
such as hurricanes and earthquakes, follow RUF as set forth in the mission’s execute order and subsequent 
orders. In support of CBRNE consequence management operations, RUF are delineated in CJCS Concept 
Plan 0500, Annex C, Appendix 16, Rules for the Use of Force. There is a presumption that a BCT 
deployed to sites of a CBRNE situation will not carry arms. As authorized by SecDef, units may deploy to 
sites with their weapons stored in an appropriate storage container to cover possible follow on assignments 
where weapons are authorized. Military commanders are responsible to ensure that weapons and 
ammunition are properly stored and physically secured at any incident response site. 

Military Support to Civilian Law Enforcement Agencies  
10-164. Forces deployed to assist law enforcement agencies (LEA) may or may not be armed depending 
on the situation. These forces must adhere to the RUF as designated in the deployment order or MOA with 
the supported federal LEA. Forces conducting counterdrug (CD) missions abide by RUF in CJCSI 
3121.02, Rules on the Use of Force by DOD Personnel Providing Support to Law Enforcement Agencies 
Conducting Counterdrug Operations in the United States. 

Military Assistance for Civil Disturbances  
10-165. Forces deployed to assist federal and local authorities during times of civil disturbance situations 
follow the use-of-force policy found in DOD Civil Disturbance Plan — GARDEN PLOT (Appendix 1 to 
Annex C) and Director of Military Support message 161639Z July 1996, Subject: Changes to DOD Civil 
Disturbance Plan. 

http:3121.02
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Chapter 11 

Combat Support Operations 

The general who wins the battle makes many calculations in his temple before the battle 
is fought. The general who loses makes but few calculations beforehand. 

Sun Tzu 

The ability to apply superior combat power at decisive times and places determines 
the outcome of battles. The maneuver commander uses all available combat and CS 
assets to enhance the capabilities of his maneuver units. He also uses these assets to 
apply weight to the main effort. Knowing the capabilities of the available assets, 
assigning them appropriate missions, and synchronizing their operations are essential 
to the application of superior combat power. Task organized resources must be an 
integral and active part of the plan, not an afterthought. Representatives from the 
associated combat and CS units must be involved from the very onset in the planning 
sequence. The commander must clearly articulate what he wants done to the enemy 
for the additional combat and CS elements to prepare employment recommendations. 
The BSTB commander has a significant role to play in the integration of CS within 
the HBCT and IBCT. 

SECTION I – COMBAT SUPPORT IN THE BRIGADE COMBAT TEAM 

11-1. Usually the BSTB contains the BCT’s CS units. These units consist of the engineer company, the MI 
CO, the NSC, the MP platoon and the CBRN reconnaissance platoon. Although the HBCT has engineer 
companies organic to its CABs, additional engineer support is usually attached to the BSTB. In the IBCT, 
the engineer company is organic to the BSTB, and in the SBCT the engineer company is a separate 
company reporting to the BCT headquarters.  

11-2. The BCT can expect to receive augmentation upon arrival in a new theater. These units usually come 
from a CS brigade, but not always. For instance, an EOD company will come from an EOD group. Based 
on the factors of METT-TC and the commander’s guidance, the BCT staff integrates these assets into 
maneuver operations and/organizations at all levels.  

11-3. Figures 11-1 through 11-3 show the array of CS elements in each of the three BCTS, along with their 
expected augmentation. 
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Figure 11-1. CS units in the IBCT 

Figure 11-2. CS units in the HBCT 

Figure 11-3. CS units in the SBCT 
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SECTION II – CIVIL-MILITARY OPERATIONS 

11-4. Civil-military operations (CMO)  are those activities that establish and maintain relations among US 
military forces, HN, NGOs, US state department agencies, other US governmental agencies, and the 
civilian population. Favorable relations among these participants facilitate military operations, and achieve 
operational US objectives. CMO are not considered an element of IO, but do play a supporting role.  

SUPPORT TO MILITARY OPERATIONS  
11-5. Support to military operations seeks to minimize civilian interference with military operations, 
maximize support for operations, and meet the BCT commander’s legal responsibilities and moral 
obligations to civilian populations within the BCT AO. Operationally, CMO support national policy and 
implements US national objectives by coordinating with, influencing, developing, or accessing HN 
infrastructures. Tactically, CMO secure local acceptance of and support for US forces. It is important to IO 
because CMO involve interfacing with essential organizations and individuals in the AO and with NGOs, 
such as the International Committee of the Red Cross (ICRC). 

SUPPORT TO CIVIL AUTHORITIES  
11-6. Support to civil authorities includes assistance with relief, DC support (dislocated persons, evacuees, 
expellees, or refugees), and security or technical assistance. These activities include such actions as: 

 Coordinating the removal of civilians from the combat zone. 
 Interfacing between military forces, HN and other NGOs. 
 Exercising military control over an area, hostile government, or population. 

CIVIL AFFAIRS 
11-7. Civil affairs (CA) units are those units organized, trained and equipped to conduct CMO. CA units 
provide the commander with the means to shape his operational environment with regard to these 
significant factors and to synchronize their actions with those of the military force. In addition, CA units 
perform important liaison functions between the military force and the local civil authorities, international 
organizations, and NGOs. 

 CA personnel engage in a variety of CA operations in fulfillment of CA core tasks. CA elements 
can assess the needs of civil authorities, act as an interface between civil authorities and the 
military supporting agency, and as liaison to the civil populace. They can develop population 
and resource control measures, and coordinate with international support agencies.  

 CA personnel are regionally oriented, and possess cultural and linguistic knowledge (active 
component [AC] only) of the countries in each region. Most CA personnel have had extensive 
experience in combat arms or CS prior to assignment to CA units. With guidance from the 
commander on desired effects, CA personnel have a wide variety of resources at their disposal 
to influence the AO. CA is a combat multiplier in this sense. Also, the civilian skills that reserve 
component (RC) CA units possess enable them to assess and coordinate infrastructure activities. 
(See FM 3-05.401 for more details) 

11-8. Usually, one CA company provides support to a BCT. (Figure 11-4) 
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Figure 11-4. Civil affairs company 

CIVIL-MILITARY OPERATIONS INTEGRATION INTO THE BRIGADE COMBAT TEAM 
11-9. The BCT S9 is responsible for CMO planning. For many BCTs, the S9 position is coded 
“required/not authorized” and, therefore, not filled on a full-time basis. Upon deployment, the BCT may be 
authorized an S9. Until that time, the CMO planning function usually falls under the staff CA officer and 
CA NCO. 

11-10. Depending on the factors of METT-TC, the CA planning team may participate in the BCT’s 
planning processes if directed. Usually, the team is attached to the brigade for planning and operations. 

CIVIL-MILITARY OPERATIONS CENTER  

11-11. A civil-military operations center (CMOC) is a coordination center that a commander establishes 
when required. CMOCs assist in coordinating the activities of the commander’s military forces, other US 
government agencies, NGOs, and other international organizations. There is an established CMOC 
structure, but its size and composition are situation dependent (Figure 11-5). 

 During MCO, the CMOC can serve as the commander’s filter to control the many nonmilitary 
“distracters” to C2 of military operations.  

 During SO and civil support operations, the CMOC can serve as the primary center for 
synchronizing military operations with the operations of nonmilitary organizations. During 
transition from military to civilian control, the CMOC can serve as a source of operational 
continuity and a facilitator to the transition process. 
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Figure 11-5. Basic CMOC structure 

11-12. A typical CMOC has an officer in charge (OIC) responsible for overall management of CMOC 
operations. The BCT commander may assign his senior CA officer (i.e., S9) as the OIC, if there is no CA 
company in support. Depending on METT-TC, the OIC might be from an attached CA unit, a senior 
civilian, or a foreign military officer. 
11-13. The OIC typically has both civilian-related and military-related staff sections: 

 The PA branch handles media inquiries to coordinate the release of information to the public 
with the PAO, and to synchronize CMOC information with the BCT’s S9 section. 

 The security branch manages the various aspects of security (physical, operations, personnel, 
and C2) inherent to CMOC operations. 

 Liaison officers or representatives are on-site CMOC contacts for both military and civilian 
agencies and/organizations. 

 The plans and operations section maintains current status of routes used in CMO. 
 The logistics section maintains a database of all POCs and HN resources that can be used for 

military or humanitarian purposes (facilities, transportation assets, goods, and services). 
Generally, this section tracks costs incurred by military forces and other agencies participating 
in CMO activities.  

11-14. The administration section focuses on internal CMOC activities and personnel issues that include: 
 Maintaining access rosters and identification systems for the CMOC. 
 Conducting CMOC meetings, minutes, and scheduling. 
 Processing and archiving required reports. 
 Creating recognition documents and certificates. 
 Maintaining adequate levels of supplies for use in CMOC operations (for example, office 

supplies, fuel, batteries, and light bulbs). 
 Managing operator-level maintenance on vehicles, communications, and generator equipment. 
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Table 11-1. What is a CMOC? 

The CMOC is: The CMOC is not: 
Based on a clearly defined core structure 
comprising C4 and ISR-enhancing assets. 

A passive participant in the commander’s civil 
engagement plan. 

An analysis center for the civil component of 
the operational environment. A maneuver element. 

A collaborative planning cell for CMO. An operations center that competes with the 
BCT main CP. 

A meeting place for interagency coordination, 
mediation, and consensus building. 

An organization with tasking authority over 
unassigned resources. 

An organization with the ability to synchronize 
and influence military and nonmilitary 
activities within authority granted by the BCT 
commander. 

An intelligence collection element or 
intelligence fusion cell. 

A clearinghouse for requests for military 
support from nonmilitary organizations. The S9 section. 

INFORMATION OPERATIONS PLANNING 
11-15. Commanders and staff planners consider information operations (IO) throughout the MDMP. 
Planning IO requires integrating it with several other processes; among them, IPB and targeting. The S7, 
assisted by the S2, S3, and fires sections synchronize IO activities within the overall operation. 
Commanders may use an IO concept of support, with IO objectives and tasks, to describe and direct IO 
(Figure 11-6). 

Figure 11-6. Relationship of the IO concept of support, objectives, and tasks 

11-16. IO tasks are developed to support one or more IO objectives. Each IO element task addresses only 
one IO element or related activity. The S7 develops IO tasks during COA development, and finalizes them 
during COA analysis. During COA development and COA analysis, BCT leaders discuss IO tasks in terms 
of IO elements or related activities. During orders production, IO tasks are assigned to units. The BCT 
commander lists IO tasks within the OPORD to subordinate units, and also in the IO annex to ensure 
synchronization (Table 11-2). 
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Table 11-2. IO execution matrix format 

Appendix 5 (IO Execution Matrix) to Annex P (IO) to OPORD #___ 
State the IO Objective in terms of the desired IO effects. 

Tasked Unit or 
System IO Task Time on Target Location Remarks 

Unit 
System 
Delivery System 
Weapons system 

List tasks by IO 
element 

    Continuing 
    On order 
    NLT 
    Continuing 
    Per fires plan 

     Unit location 
     Grid 
     Target 

       EEFI 
       Deny 
       Influence 
       Protect 
       Destroy 

Special Instructions. 

MEASURES OF PERFORMANCE AND EFFECTIVENESS 
11-17. Critical to effective assessment of IO is the development of criteria to evaluate the degree of 
success in accomplishing the mission. Criteria can be expressed as measures of performance (MOP) or as 
measures of effectiveness (MOE). MOP and MOE generate IR that, when met, support the overall 
assessment of IO.  

11-18. MOP and MOE do not constitute the assessment itself. They are means of evaluation to determine 
if the individual IO tasks are achieving the IO objectives, and whether or not achieving the IO objectives is 
fulfilling the IO concept of support. MOP and MOE are developed during planning to determine the effects 
of both offensive and defensive IO. To be meaningful, MOE and MOP must link friendly, enemy, and 
civilian actions (causes) to friendly, enemy, and civilian capabilities to make decisions (effects). 
Developing effective MOE and MOP requires a properly crafted IO concept of support, IO objectives, and 
IO tasks. 

SECTION III – ENGINEERING OPERATIONS 

11-19. Engineers perform essential mobility, countermobility, and survivability tasks for the BCT as they 
support assured mobility. The BCT uses engineers to shape its AO to provide freedom of maneuver and 
assured mobility for friendly forces, denying them to the enemy, and protecting friendly forces from the 
effects of enemy action and natural incidents. Combat engineers are an integral part of the combined arms 
team. The two core qualities of all BCTs are mobility and the ability to achieve decisive action through 
dismounted infantry assault. In light of these core qualities, the engineer structure is austere in each type of 
BCT organization, and all BCTs might require engineer augmentation to enable these desired qualities. 
(There is no organic gap crossing capability in the HBCT/IBCT, and only limited organic capability in the 
SBCT.)  

11-20. The engineer staff within the BCT HQ includes an engineer section and terrain team of four 
Soldiers each. The staff engineer section is the focal point for the synchronization of all BCT engineer 
planning and integration into the MDMP. It operates as a part of the assured mobility section with other 
mobility elements, providing integrated and synchronized support throughout the BCT AO. This section 
uses the EMST format to communicate the BCT commander’s priorities for his available engineering 
assets (FM 3-34) to subordinate units. Through this and its enhanced SU, the staff engineer section is 
capable of preparing executable engineer plans and/orders that require minimal refinement by subordinate 
units. This capability, coupled with digital dissemination of information, minimizes the need for time-
consuming engineering planning at battalion and company levels during SSC, SO, and civil support 
operations. 

11-21. The staff engineer section task organizes and performs staff supervision for all organic and 
augmentation engineer forces and any HN, coalition and/or contracted engineer support under BCT control 
and/or operating within the BCT AO. The section digitally tracks, reports, analyzes, and disseminates all 
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engineer and terrain-related information that might influence BCT operations, including a “dirty 
battlefield” database. An obstacle database includes all confirmed obstacles, mines, munitions, and 
unexploded ordnance encountered by the force during any action or operation. The section conducts 
tracking and database management in conjunction with EOD elements operating within the BCT AO. 

11-22. The terrain team is the focal point for geospatial information and products within the BCT. Using 
its organic DTSS, the terrain team provides the BCT with timely digital terrain products and integrated 
terrain analysis. The team also enables the BCT to obtain other geospatial products through reach 
capabilities. The team provides the commander with a clear understanding of the physical environment by 
enabling visualization of the terrain, and explaining its impact on friendly and enemy operations. They 
identify terrain aspects that the commander can exploit to gain advantage over the enemy. The team also 
emphasizes terrain aspects that the enemy can take advantage of when moving throughout the BCT AO. 

ENGINEER FUNCTIONS 
11-23. Combat engineers provide support in the five primary engineer functions: mobility, 
countermobility, survivability, general engineering, and geospatial engineering. 

MOBILITY 
11-24. Mobility preserves the freedom of maneuver of friendly forces. Mobility missions include 
breaching enemy obstacles, route and area clearance, increasing battlefield circulation, improving existing 
routes, providing limited bridge support for gap crossings, and identifying routes around contaminated 
areas. 

11-25. Mobility is a core capability of the BCT. Mobility operations maintain unimpeded freedom of 
movement and maneuver for personnel and equipment throughout the depth of the BCT AO during 
decisive, shaping, and sustaining operations. Because of the potentially asymmetric, noncontiguous nature 
of the enemy and their obstacles, engineers must be prepared to perform mounted and dismounted mobility 
tasks using manual, mechanical, and explosive reduction means. These mobility tasks usually are: 

 Bypassing obstacles. 
 Manual obstacle breaching for dismounted assaults. 
 Mechanical and explosive obstacle breaching for mounted movement or maneuver. 
 Route and area clearance. 
 Limited maintenance and/or repair of lines of communication. 

11-26. BCT engineer companies have limited route construction and repair capabilities. The engineer 
company can clear limited rubble and/or debris and construct combat trails, but it requires significant 
augmentation from higher HQ to perform major route construction and repair.  

COUNTERMOBILITY 
11-27. Countermobility limits the maneuver of enemy forces and enhances the effectiveness of BCT fires. 
By denying mobility to enemy forces, Army forces can destroy them with fires and maneuver. 
Countermobility missions include creating or enhancing obstacles to attack enemy maneuver, and using 
smoke to hinder enemy maneuver.  

11-28. The ENCOORD uses obstacles to create EAs, protect friendly vulnerabilities, and disrupt enemy 
actions. The most efficient use of obstacles occurs during shaping operations. The BCT relies primarily on 
SCATMINE systems to shape its operational environment. If the requirement to employ conventional 
obstacles arises, the BCT might require engineer augmentation. 

SURVIVABILITY 
11-29. Survivability protects friendly forces from the effects of enemy weapons systems and from natural 
occurrences. Hardening of facilities and fortification of battle positions are active survivability measures. 
Military deception, OPSEC, and dispersion can increase survivability.  
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11-30. Although inherent to all operations, survivability impacts shaping and sustaining operations most. 
Survivability must be considered in some measure during both offensive and defensive operations. Because 
of the austere nature of engineer company survivability equipment, the BCT relies heavily on terrain to 
provide protection for combat, CS, and sustainment forces during SSC. Priority of survivability work 
typically goes to HVAs, such as counterfire radars, signal nodes, and C2. The engineer company usually 
employs its limited assets: 

 During temporary defensive operations to reinforce reverse slope positions. 
 To construct hasty vehicle fighting positions and individual or crew-served weapons positions. 
 To prepare protective positions for CS and sustainment elements.  

11-31. In the event of an escalation of combat intensity and/or the transition to a more deliberate defense, 
the BCT will require augmentation from a division or corps multi-function engineer battalion to support 
increased survivability requirements. 

11-32. To maximize the capability of organic survivability assets, the ENCOORD must prioritize 
survivability effort in detail. The plan should: 

 Specify the level of survivability and sequence for each BN.  
 Integrate C2 of digging assets, site security, sustainment (fuel, maintenance, and Class I), and 

movement times between BPs into a comprehensive, digitally transmitted and updated 
survivability plan. 

 Closely monitor survivability operations via digital reports. Develop and digitally transmit 
changes or shifting priorities to units engaged in survivability operations. 

 Closely consider terrain and soil composition in BP selection. 
 Start the survivability effort as soon as practical.  

GENERAL ENGINEERING 
11-33. General engineering encompasses those engineer tasks that increase the mobility, survivability, 
and sustainability of tactical and logistical units. These are identified as general engineering rather than 
combat engineering. Such tasks include construction and repair of LOC, MSR, airfields, and logistical 
facilities. Due to the austere organization of the BCT’s organic engineers, and a lack of specific equipment 
and training for general engineering tasks, execution of most general engineering tasks requires 
augmentation. The ENCOORD is responsible for the coordination of this augmentation when it becomes 
necessary. 

GEOSPATIAL ENGINEERING 
11-34. Geospatial engineering is the collection, development, dissemination, and analysis of positionally 
accurate terrain information that is tied to some earth reference. Geospatial engineering provides mission-
tailored data, tactical decision aids, and visualization products that define the character of the AO for the 
maneuver commander. Key aspects of this mission are databases, analysis and survey control, and paper 
products. They provide the commander with a common view of the terrain (terrain visualization) that 
enables him to visualize and describe his intent. This capability also provides the common map background 
for the COP that the commander uses to direct his subordinates. The organic terrain team is the conduit or 
provider for this information within the BCT, and works under the guidance of the ENCOORD to support 
BCT requirements. 

ENGINEER UNITS 
11-35. The organic engineer companies in each of the BCTs provide embedded, responsive mobility, 
counter-mobility, and protection. Their primary focus is on assured mobility for maneuver elements. BCT 
engineer companies have very limited countermobility and survivability capabilities. They rely heavily on 
the integration of SCATMINE systems and complex terrain to support temporary defensive actions. BCTs 
require augmentation by engineer forces from a CS brigade to support more permanent defensive actions. 
Each engineer company is organized slightly differently (Figure 11-7). 
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Figure 11-7. BCT engineer companies 

Stryker Brigade Combat Team Engineer Company 
11-36. The SBCT engineer company has three combat mobility platoons, one mobility support platoon, 
and a company HQ section. The SBCT engineer company is a separate company. Only the SBCT engineer 
company has organic gap crossing capability. 

 The combat mobility platoon has a platoon HQ and three engineer squads. Each of the platoons 
is equipped with mine clearing line charges (MICLIC) and Volcano mine dispersers. 

 The mobility support platoon has a platoon HQ section and three equipment-based mobility 
sections. Each section is structured to provide equipment augmentation to each of the three 
combat mobility platoons. The platoon is equipped with small emplacement excavators (SEE) 
and the deployable universal combat earthmover (DEUCE). 

Heavy Brigade Combat Team Engineer Company 
11-37. The HBCT engineer company consists of a headquarters section, two combat engineer platoons 
and an obstacle reduction section. Each CAB within a HBCT contains an organic combat engineer 
company. 

 The combat engineer platoon has a platoon headquarters and three engineer squads. The platoon 
headquarters is equipped with one M2A3, one armored combat earthmover (ACE), and two 
handheld standoff mine detection systems (HSTAMIDS). Each of the squads has one M2A3 and 
two HSTAMIDS. 

 The obstacle reduction section has a M548A1, Volcano, SEE, and ACE. 

Infantry Brigade Combat Team Engineer Company 
11-38. The IBCT engineer company consists of a company headquarters, two combat engineer platoons, 
and an equipment section. This company is organic to the BTSB. 

 The combat engineer platoons each have a platoon headquarters equipped with two SEEs and 
one HMMWV. Each platoon has three combat engineer squads. Each squad has two 
HSTAMIDS, and one HMMWV. 

 The equipment section has one 2 1/2 cubic yard loader, two DEUCEs, and two dump trucks. 

BREACHING OPERATIONS 
11-39. Breaching is an inherent part of maneuver. Obstacle breaching is the employment of a 
combination of tactics and techniques that the BCT uses to project combat power to the far side of an 
obstacle. Breaching is a synchronized, combined-arms operation under the control of a maneuver 
commander. Breaching operations begin when friendly forces employ suppressive fires, and end when 
battle handover has occurred between a unit conducting the breaching operation, and follow-on forces. 
Thus, effective breaching operations enable friendly maneuver in the face of obstacles. See FM 3-34.2 for 
more information about combined arms breaching operations. 
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11-40. Maneuver units conduct breaching operations by organizing subordinate forces into support, 
breach, and assault forces. They develop a scheme of maneuver specifically designed to cross an obstacle 
and continue the mission. A BCT requires engineer augmentation to conduct a brigade-level combined 
arms breaching operation. The BCT plans a brigade-level breaching operation when: 

• The enemy’s strength is beyond a battalion’s capability to conduct a breaching operation 
successfully. 

• A subordinate battalion has failed in its attempt to breach an obstacle. 

11-41. Breaching operations are characterized by intelligence, knowledge of breaching fundamentals, 
breaching organization, mass, and synchronization. The following paragraphs present more information 
about each of these characteristics. 

Intelligence 
11-42. The BCT must obtain accurate, real-time information on the composition, size, location, 
orientation, and overwatch of enemy obstacles throughout the depth of the AO. The RS usually obtains this 
information as part of its assigned ISR effort. If a breaching operation is an integral part of a decisive 
operation, engineer reconnaissance teams can augment the RS or other units to collect enemy obstacle 
information. Timely and accurate enemy obstacle information, available early in the planning process, 
enables greater precision in the decision to bypass or breach, and the selection of bypass and/or breach site 
locations. The BCT needs to identify multiple bypass routes that best support the scheme of maneuver and 
avoid unwanted enemy contact. 

Breaching Fundamentals 
11-43. The BCT uses fundamentals known as suppress, obscure, secure, reduce, and assault (SOSRA) to 
plan breaching operations. These fundamentals enable the BCT to: 

 Organize, position, and synchronize precise direct and indirect suppressive fires. 
 Employ timely and accurate obscuring smoke to isolate known enemy positions effectively. 
 Select a breach site that is supported by masking terrain, and to economize the amount of 

maneuver force required to secure the site locally. 
 Establish, track, execute, and digitally report breach force commitment criteria that will reduce 

exposure time and minimize casualties. 

Breaching Organization (Assault, Breach, and Support) 
11-44. The BCT must organize its forces efficiently for breaching operations. The BCT should maximize 
its ability to weight the combat power of the assault force by economizing elsewhere. The breach force can 
be organized with only the specific breaching equipment needed for the known obstacle types. The 
ENCOORD typically allocates two MICLIC launchers (one per combat mobility platoon) for every 100m 
deep lane required. If faced with complex obstacle belts, two additional launchers are required for each 
additional 100m depth of the obstacle. In an HBCT, this could require task organizing the engineer 
companies from both CABs under the lead battalion. The support force should be organized economically 
with only those precision direct- and indirect-fire systems required to suppress a known enemy, leaving the 
bulk of the combat power available for the assault force. 

Mass and Synchronization 
11-45. The application of mass and synchronization improves dramatically through use of the BCT’s 
digital architecture. Simultaneous, multi-echelon, collaborative planning coupled with digital dissemination 
of information ensures that all maneuver forces and combat multipliers are integrated and understand their 
roles. Digital rehearsals afford a simulation-like medium in which remotely located, multi-echelon forces 
can coordinate and synchronize actions up to and beyond an anticipated breaching operation. 
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PLANNING CONSIDERATIONS FOR BREACHING OPERATIONS 
11-46. BCT responsibilities during BN breaching operations include: 

• Resourcing the BN with additional or special assets such as engineer, reconnaissance, smoke, 
communications, COLT/Stryker, enlisted terminal attack controller (ETAC), GSR, IEW, and 
AMD. 

• Fixing enemy forces to prevent repositioning or interference with the breach. 
• Isolating the area around the breaching site to set conditions or prevent enemy counterattack 

through the use of Army indirect fires (i.e., SCATMINE and smoke), offensive IO, Army attack 
aviation, and CAS. 

11-47. The BCT plans a forward passage of lines by follow-on forces through a unit conducting a breach. 
This includes: 

• Widening or reducing additional lanes. 
• Upgrading and maintaining lane marking. 
• Assuming control of all lanes and traffic up to the BHL. 
• Providing decision criteria for transition from BN to BCT level breach. 

ROUTE CLEARANCE OPERATIONS 
11-48. The nature of the OE makes route clearance a likely task at all levels. The use of IEDs by the 
enemy has increased significantly. When confronted with this challenge during route clearing, friendly 
forces must observe the routes constantly, and conduct periodic detailed reconnaissance of the routes using 
equipment specifically designed to locate and/or destroy IEDs. 

11-49. Route clearance missions often consist of more than just neutralizing mines along pre-existing 
roads and trails. The enemy, particularly guerillas and other irregular forces, might actively resist such 
operations. This requires the BCT to execute the more complex task of clearance-in-zone. Clearance-in-
zone eliminates organized resistance in an assigned zone by destroying, capturing, or forcing the 
withdrawal of enemy forces that could interfere with the unit’s ability to accomplish its mission. In such 
operations, the unit must plan to destroy the enemy first and clear the road second, with the zone dictated 
by the route the commander desires to clear. 

METHODS OF ROUTE CLEARANCE 
11-50. There are three tactical methods of route clearance; contiguous, combat, and combined. The 
method employed depends on the factors of METT-TC. If the route will be used regularly, the BCT might 
be required to establish and maintain static security positions at critical locations following the completion 
of route clearance. 

Contiguous Clearance 
11-51. In contiguous clearance, the clearance team begins its mission at Point A and completes it at Point 
B (Figure 11-8). This method provides the best assurance of complete and consistent route coverage. 
Although this is an effective method, it is not the most secure method in a high-threat environment. It is 
also time-intensive and limits the maneuver commander’s flexibility. 
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Figure 11-8. Contiguous route clearance method 
Combat Clearance 

11-52. Whereas contiguous clearance focuses on a specific route, combat clearance focuses on specific 
points along a route. IPB and engineer battlefield analysis (EBA) can identify areas that are likely to 
contain mines or ambushes (Figure 11-9). These areas become NAI or objectives for combat clearance 
missions. The combat clearance method divides a route into sections according to the number of suspected 
high-threat areas. Once the clearance teams secure and sweep these areas, the route is considered clear. 
Combat forces can patrol the route from these objectives to ensure the route remains secure. Using this 
method, the commander assumes some risk that his S2 and engineer have identified all high-threat areas 
and the route is clear of mines. Combat clearance is ideal for dismounted (light) forces because it enables 
the element of surprise and it provides maximum concealment. 

Figure 11-9. Combat route clearance method 
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Combined Clearance 

11-53. This method combines the clearance capabilities of the contiguous clearance method with the 
security and surprise elements of the combat clearance method. Combined clearance is a two-phase, force-
intensive operation and, depending on the length of route to be cleared, can require a BN-level effort. First, 
the S2 and staff engineer identify high-threat areas through IPB and EBA and target them as NAI and/or 
objectives to secure. Then, the support force clears enemy forces ahead of the breach force. The sweep 
teams of the breach force move down the road and clear all obstacles that impede or endanger movement 
along the MSR.  

11-54. The main advantage of combined clearance is that it provides the commander with a relatively 
rapid method of securing the MSR, with a degree of confidence that follow-on forces will be much safer. 
Subdividing the route and using multiple clearance teams can further reduce the time required to clear a 
route. In the simplest form, the commander can have a team start at each end of a route and clear toward 
each other. If there are friendly defensive positions along the route, it may also be possible to have 
additional teams begin from these points as well. 

TYPES OF ROUTE CLEARANCE 
11-55. Route clearance operations can be characterized as either deliberate sweeps or hasty sweeps. The 
BCT can modify these techniques to meet time and equipment limitations, but the commander must 
consider the risks of doing so. The BCT can use either type of clearance with any of the three methods of 
clearance (contiguous, combat, or combined).  

Deliberate Sweep 

11-56. A deliberate sweep is very thorough and includes a complete sweep of the entire road (including 
shoulders, culverts, ditches, and bridges). It is time-consuming and relies on electronic (primary), visual 
(secondary), and mechanical (tertiary) detection systems (Figure 11-10).  

11-57. A deliberate sweep has five elements: 

 Positioning the troops. 
 Securing the route. 
 Clearing the road. 
 Running the convoy(s). 
 Rolling up the forces . 
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Figure 11-10. Deliberate route clearance method 

Hasty Sweep 
11-58. The BCT uses hasty sweep procedures when a deliberate sweep is not feasible. In situations where 
it is likely the clearance team will encounter ambushes, side attack mines, or command detonated mines, 
the decision to use hasty sweep procedures is high risk. Tactics used for a hasty sweep are based on the 
same tactics used for the deliberate sweep, but they are modified to meet time and resource constraints 
(Figure 11-11). 
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Figure 11-11. Hasty route clearance method 

Sweep Levels 
11-59. Another way to characterize route clearance operations is to use sweep levels (adapted from FM 3-
34.2, Appendix E). Breach forces can use sweep levels with any of the three route clearance methods.  

Level One Sweep 

11-60. This is the fastest, riskiest type of route clearance. It is best suited for use by an 
armored/mechanized team. The breach force is a squad-size or larger element that is task organized with 
mine detectors, demolitions, and possibly an interim vehicle mounted mine detector (IVMMD). The breach 
force looks for mines along the road width of a route. This sweep relies primarily on visual detection, using 
thermal or infrared sights or the naked eye for mine identification. It is followed immediately by a 
secondary, mechanical detection system. The primary objective of a level one sweep is speed, with the 
breach force moving at 5 to 8 miles per hour. The breach force identifies immediate risks to traffic, 
neutralizes them, and continues on with the mission.  

Level Two Sweep 

11-61. A level two sweep uses electronic measures (mainly, mine detectors) as the primary detection 
method in high-threat areas. These areas include intersections, choke points, and areas within 10 meters of 
wood lines. A level two sweep employs more caution than a level one sweep, and forces the unit to update 
the IPB before beginning the mission. This level of operation employs a company team for security and 
C2. Dismounted forces clear and secure the flanks and the far side of a mined area, while an engineer 
squad clears a section of the road.  

Level Three Sweep 
11-62. For level three, the sweep team must examine the route’s entire width, including the shoulders and 
drainage ditches. This technique ensures that follow-on forces are protected if they are forced to the side of 
the road. The security and support element also moves, mounted or dismounted, to provide rapid response 
and security. The breach force provides a route recon report that updates current maps and further 
identifies high-threat areas.  
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Level Four Sweep 

11-63. This is the most time-consuming sweep. It relies on visual and electronic means for clearance. A 
dismounted platoon-size breach force focuses attention on the route’s entire length. A company-size 
support force clears and secures the flanks and front of the breach force (at least 100 meters in each 
direction in forested areas). This clears the area of snipers and ambushes, as well as off-route and 
command-detonated mines. This enables the sweep teams to focus solely on the route. MCRs are used to 
proof the route after the sweep team passes through an area. Level four sweeps include route and area 
recons, and they are used when thoroughness and security, not speed, are critical to the mission.  

PLANNING CONSIDERATIONS FOR ROUTE CLEARANCE OPERATIONS 
11-64. The BCT must understand the effort required to clear and secure its routes. Operations to clear or 
secure a route of any length, especially in restrictive terrain, require a huge investment of time, manpower, 
and resources. The commander must determine if reducing the obstacles along a specific route will be 
adequate. Obstacle reduction usually requires fewer forces and less time than securing the route or clearing 
all obstacles along it.  

11-65. Several other considerations must be taken into account when planning route clearance operations. 
They are intelligence, maneuver, fire support, protection, sustainment, and C2. The following paragraphs 
provide detailed considerations. 

Intelligence 
11-66. IPB, assisted by EBA offers an effective method for establishing a SITEMP for use in route 
clearance. After the S2 and ENCOORD identify the most probable locations for the enemy to attack a 
route, the S2 designates them as NAIs. The commander then focuses his reconnaissance effort on these 
areas. Engineers work in concert with other reconnaissance assets to confirm the presence or absence of 
ambushes, unexploded ordnance (UXO), IEDs, and tactical/protective minefields. The information 
gathered by reconnaissance determines the method and the type of route clearance needed, and the optimal 
task organization. The task organization includes outside resources such as EOD or SOF. Other 
intelligence considerations are: 

 Identification of key terrain, choke points, obstacles (and associated bypasses), bridges, tunnels, 
critical road junctions, and built-up areas along the route. If the enemy’s goal is to disrupt US 
convoys, routes are typically mined in places that offer him some concealment, such as near 
curves, reverse slopes, low ground (particularly over metal culverts), forested areas, and built-up 
areas. 

 Use of an incident map with a graphics overlay to facilitate pattern analysis.  

 Identification of incidents of re-mining on previously cleared routes as CCIR. 

 Use of a threat “order-of-battle” database, including how the enemy has or could disrupt routes, 
the mines, UXO, IED, and booby-traps that have been encountered, and their employment 
techniques. 

 Identification of bridging constraints (width and military load classification [MLC]). 

 Use of ground-based sensors (i.e., GSR, remotely monitored battlefield sensor system 
[REMBASS]), forward-looking airborne radar, satellite imagery, as well as UAs, scouts, sniper 
teams and patrols. 
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Movement and Maneuver 
 Coordinate periodic flights by Army aviation to provide current intelligence and discourage 

hostile activities. When available, use the video cameras or the airborne standoff minefield 
detection system (ASTAMIDS). 

 Coordinate periodic flights by USAF (i.e., AC-130 Specter). 
 Maintain positive, on-going liaison with the HN, NGO, and SOF to obtain additional 

information/intelligence.  
 Develop friendly infiltration routes to support reconnaissance and security of likely enemy 

ambush sites. 
 Develop a plan for normal civilian traffic, refugee movement, and other obstacles to military 

traffic. 
 Develop adequate control measures (i.e., traffic control points [TCP], PL, CP, rally points, RFL, 

NFA, boundaries, and LZ for use by MEDEVAC) along routes.  
 Close routes to US-controlled traffic during route clearance operations to minimize the target 

presented to enemy forces. 
 Coordinate EW support if radio-controlled mines are a significant threat. (Jamming radio-

controlled mines provides only a temporary countermeasure. Find and neutralize these mines 
before convoys use the route.)  

 Provide MP support of clearance and security operations. 
 Designate a reaction force (at least platoon-size) for immediate commitment to supporting a 

route clearance team that becomes heavily engaged. This force should be mechanized or capable 
of air-assault. 

 Identify security requirements for cleared routes. Coordinate effective transfer of responsibility 
for route security from the clearance team to its relief.  

 Task organize a mix of heavy and light forces. Consider organizing a clearance team into 
breach, support, and assault forces. The breach force conducts clearing operations. The support 
force isolates the area being cleared, and provides nearside security for the breach force. The 
assault force destroys or dislodges the threat on the far side, and performs security functions 
beyond the clearance site. As needed, the assault force also assists the breach, and supports 
forces in disengagement.  

 Employ PSYOP/CA teams forward to disperse civilians and provide traffic management to 
isolate the route during clearance operations. If the situation warrants, publicize warnings to 
civilians to avoid routes being cleared. Coordinate with HN (including law enforcement) to gain 
their assistance in route clearing operations. 

Fire Support 
 Ensure that route clearance teams have a FIST coordinator with them. 
 Pre-plan fires (including smoke) for employment against templated enemy locations and 

activities. Plan suppressive fires on enemy elements capable of firing on the breach force. 
 Coordinate mortar support to ensure continuous coverage of the entire operation. Consider the 

need to displace the mortars during the operation, or have them move with the assault force. 
 Pre-clear fires along as much of the route as possible. 
 Designate predetermined obstacle clearance sites as CFZ for counterfire radar and friendly NFA. 
 Identify dud US/allied sub munitions likely to be encountered, including their locations and 

density. 
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Protection 
 Provide detailed obstacle intelligence that includes: 

 A description of the mines or explosive devices most likely to be encountered. 
 The composition and pattern of anticipated obstacle(s) as well as any unusual or 

noteworthy enemy mining techniques. 
 Likely enemy actions or techniques associated with obstacles found on routes. 

 Provide an estimate of time required to clear a route to a specified level (1 to 4) or by using a 
specified type of clearance (hasty or deliberate) with the available assets. 

 Identify the impact of any operational limitations imposed by the nature of the routes and 
bridges.  

 If needed, identify any available EOD support. Provide contact procedures and estimate 
response times. 

 Coordinate for mine detection dogs (MDD) to assist in clearance. 
 Consider use of road repair equipment and material as part of the breach force (for example, two 

5-ton dump trucks filled with gravel and a bulldozer to spread the gravel). Whenever possible, 
use quick-set concrete to cap all road repairs. This prevents the enemy from using any pre-dug 
holes to lay mines in the future. 

 If river mines are a threat, coordinate mine boom construction upstream of bridging and fording 
sites. 

 To prevent units from inadvertently traveling on uncleared routes, block uncleared roads and 
trails that branch from the route being cleared. As time permits, replace temporary markers 
(such as barbed wire fences or concertina) with berms or Jersey barriers. 

 Debrief the breach force. Determine the location, the composition, and the orientation of all 
obstacles encountered. Provide a summary to the S2 for IPB pattern analysis. 

 Incorporate AMD (i.e., Stinger missile teams) into the support force. 

Sustainment  
 Plan for air and ground evacuation of casualties.  
 Conduct an air-mission brief with personnel from the air ambulance unit, include the locations 

of PZs along the route, and include marking techniques. Rehearse evacuation procedures. 
 Locate the medical team with the support force. 
 Identify the AXP along the route to be cleared. 
 Determine the required maintenance and recovery support (including extracting damaged 

vehicles). 

Command and Control 
 Ensure the route clearance unit has a clear understanding of the mission, the intent, and the end 

state. For example, the clearance team commander should understand that his unit must clear the 
road width, including the shoulders, and secure the route. Ensure the command and support 
relationships for all elements involved in the operation are stated clearly. 

 Ensure a risk assessment of the mission is conducted. An example of a mine risk assessment is 
shown in, FM 20-32, Appendix F.) 

 Coordinate with adjacent units, HN, NGO, and SOF. 
 Determine the required communications assets. Route clearance operations typically require 

three separate frequencies BN command net, CO command net, and FS net. Consider 
retransmission requirements between the clearance force and their HQ.  
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SECTION IV – MILITARY POLICE OPERATIONS 

11-67. The BCT PM serves as the special staff officer to the BCT commander. The PM is responsible for 
MP planning, coordination and synchronization of MP assets. He serves as the special staff officer to the 
BCT commander on all matters relating to MP support. He recommends the allocation of resources, tasks, 
and priority of support to the BCT commander. MP units provided from division or corps assets support 
the brigade through their five primary battlefield functions: maneuver and mobility support operations 
(MMS), area security, law and order, internment and resettlement operations, and police intelligence 
operations. In addition, the PM has staff oversight of MPs as they conduct detainee operations; and he 
operates the detainee collection point (DCP).  

11-68. MPs, when augmenting the brigade, can support the maneuver and mobility functions by 
expediting forward and lateral movement of combat resources. MPs used in the circulation control role, can 
perform the following functions: 

 MSR observation. MPs continually monitor the condition of MSRs, identify restricting terrain, 
effects of weather on routes, damage to routes, CBRN contamination, and the presence of the 
enemy. They also identify alternate MSRs when required. 

 MSR regulation and enforcement. MP units enforce the command’s highway regulation and 
traffic circulation plans to keep MSRs free for resupply operations. MPs use traffic control 
points, roadblocks, checkpoints, holding areas, defiles, and temporary route signs to expedite 
traffic on MSRs.  

 Straggler and DC control. MP units rejoin stragglers with their parent units, thereby 
preserving combat power. In conjunction with HN forces, MP units divert DCs from MSRs and 
other locations needed to support maneuver units. These actions enhance unit mobility and 
prevent the incidence of fratricide and collateral damage. 

 Gap crossing operations. MPs can provide support to the maneuver force for traffic control at 
the crossing points and along the routes to those points. 

 Breaching operations. MPs can provide support to the maneuver force as traffic control at the 
breaching points and along the routes to those points. 

 Passage of lines. MPs can provide support to the maneuver force as traffic control at the 
passage points and along the routes to those points. 

AREA SECURITY 
11-69. MPs assist the brigade commander in addressing security and force protection. The goal is to 
enhance maneuver unit freedom to conduct missions without placing unnecessary requirements on BCT 
maneuver forces. Area security actions include zone and area reconnaissance, counterreconnaissance 
activities, and security of designated personnel, equipment, facilities, and critical points. These actions also 
include convoy and route security. Specific actions include: 

 Combating terrorism. MP units (as well as joint multinational and interagency efforts) act to 
oppose terrorism throughout the entire threat spectrum by conducting antiterrorism missions and 
tasks. 

 Physical security. MPs perform physical security and provide physical security guidance. This 
guidance focuses on physical measures designed to safeguard personnel; prevent unauthorized 
access to equipment, installations, material, and documents; and safeguard against espionage, 
sabotage, damage, and theft. Physical security is an integral part of OPSEC. 

 Counterreconnaissance. Counterreconnaissance is the cumulative result of security operations. 
MP units contribute to counterreconnaissance by conducting screen, supporting, and guard 
operations; area security; OPSEC; deception; and physical security. 

 Security. Personal security is one of the five pillars of force protection. MP activities support 
force protection by providing very important person (VIP) security and security of designated 
personnel. However, the personal security support that the organic MP platoon provides is 
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generic security. Army policy dictates the requirements for personnel to be specifically trained 
as personal security detachment (PSD) personnel. The organic MP platoon usually is trained in 
these matters; therefore, they provide security equal to that of any other group of Soldiers. 

 Area damage control. MP units support area damage control (ADC) before, during, and after 
hostile actions or natural and man-made disasters. ADC operations help reduce the level of 
damage or lessen its effect. MP support includes, but is not limited to, circulation control, DC 
control, straggler control, CBRN detection and reporting, and some physical security when 
required. 

 Critical site assessment. 
 High-risk personnel operations. 

INTERNMENT AND RESETTLEMENT OPERATIONS  
11-70. MPs support the tactical commanders by handling and processing detainees, and by operating the 
DCP.  

LAW AND ORDER OPERATIONS  
11-71. MPs conduct law and order operations when necessary to extend the combat commander’s 
discipline and control. These operations consist of those measures needed to enforce laws, directives, and 
punitive regulations; conduct military police investigations (MPI); and to control populations and resources 
to ensure the existence of a lawful and orderly environment for the commander. An evolving criminal 
threat impacts military operations, and requires the commander to minimize the threat to forces, resources, 
and operations. Close coordination with HN civilian police can enhance MP efforts at combating terrorism, 
maintaining law and order, and controlling civilian populations. 

POLICE INTELLIGENCE OPERATIONS  
11-72. Police intelligence operations (PIO) consist of those measures used to collect, analyze, and 
disseminate information and intelligence resulting from criminal activities, law enforcement, security 
operations, and other MP and criminal intelligence division (CID) operations. The collection of this 
information must be integrated into the overall ISR plan. PIO bridges the information gap between 
commanders and leaders. It does so through the “police information collection process” and the ”criminal 
intelligence process” in concert with the MDMP. PIO can be conducted throughout any Army operations 
that exist in conjunction with the other MP functions. 

MILITARY POLICE PLATOON ORGANIZATION 
11-73. The MP platoon organic to a BCT consists of a platoon headquarters and three MP squads. Each 
squad has four three-man teams (Figure 11-12). The corps MP battalion usually provides an additional MP 
company to augment each BCT. Dependent upon METT-TC, the brigade could receive support ranging 
from platoon- to company-size units from the corps. Mission specificity could result in the BCT being 
augmented with law and order, CS, or internment resettlement specific units. 
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Figure 11-12. BCT MP platoon 

EMPLOYMENT AND PLANNING CONSIDERATIONS 
11-74. Any one of the five MP battlefield functions (discussed earlier in this chapter) easily could require 
an entire MP platoon and more. It is important to consider the factors of METT-TC when using MP 
support. During offensive operations, MPs support the brigade's maneuver and mobility best by facilitating 
route movement, evacuation and control of refugees, stragglers, and/or EPWs, and by controlling road 
traffic. In the defense, MPs are employed best in the area security role to enhance the brigade's maneuver 
and mobility. It is important that MP resources be synchronized and weighted in support of the brigade's 
main effort just as any other asset. This helps to maximize MP resources allocated to the brigade. MP 
support might not be available and/or adequate to perform all necessary MP battlefield functions 
simultaneously. Commanders must prioritize those missions and designate other Soldiers within the 
brigade to assist in their execution. When augmented by the division or corps, the BCT must understand 
that not all MP units are created equal. For instance, an MP guard company has approx 124 personnel; but 
since this unit is specifically designed to guard facilities, prisoners, or critical assets at static locations, the 
unit is authorized only nine vehicles. As a result, this unit cannot be given a mission requiring greater 
levels of mobility. 

SECTION V – AIR AND MISSILE DEFENSE OPERATIONS 

11-75. The BCT does not have organic air defense artillery weapons systems. The brigade does have an 
organic ADAM section. Depending on the BCT there are four variants of the ADAM section. The ADAM 
section is equipped with an AMDWS, an air defense system integrator (ADSI), and forward area air 
defense engagement operations (FAAD-EO) workstation, and a TAIS airspace workstation.  

AIR DEFENSE AIRSPACE MANAGEMENT SECTION CAPABILITIES 
11-76. Upon contingency notification, the ADAM section conducts an assessment to determine if AMD 
augmentation from the corps SHORAD battalion is required. At this time the ADAM section recommends 
to the BCT commander whether or not to request a Sentinel sensor section from the corps. The ADAM 
section conducts continuous planning and coordination appropriate for the augmented sensors that will be 
deployed within the brigade’s AO. The ADAM section and tailored AMD augmentation force from the 
SHORAD battalion provide the active air defense over the brigade's distributed force operations in an 
uncertain and ambiguous battlefield environment. The ADAM section is integrated within the BCT 
operations center and is organic to the BCT.  



Combat Support Operations 

4 August 2006 FM 3-90.6 11-23 

OPERATIONAL FUNCTIONS 
11-77. The ADAM section conducts air defense and airspace analysis, coordinates the AMD 
augmentation into the integrated air defense system (IADS), and contributes to airspace management and 
deconfliction. It also provides early warning, and contributes to airspace deconfliction to minimize 
incidence of fratricide. 

AIR AND MISSILE DEFENSE ANALYSIS 
11-78. The ADAM section conducts a supporting METT-TC analysis. Upon completion of this initial 
analysis, the BCT commander is briefed and, if required, he approves the request for air defense 
augmentation from higher. Generally, the only augmentation available is an Avenger AMD battery (Figure 
11-13). 

Figure 11-13. Avenger AMD battery 

COORDINATION OF AIR AND MISSILE DEFENSE AUGMENTATION 
11-79. Coordination for deployment of the recommended AMD augmentation force runs concurrently 
with the AMD METT-TC analysis. Depending upon force availability (exclusion area boundary [EAB] 
AMD assets already deployed in the AO), the ADAM section identifies AMD augmentation force 
requirements and their availability for rapid deployment. It then integrates this information into the AMD 
force composition recommendation to the BCT commander. Upon approval from the BCT commander, the 
AMD section issues a WARNO to the selected AMD augmentation force is integrated into the BCT 
deployment scheme.  

INTEGRATION OF AIR AND MISSILE DEFENSE AUGMENTATION 
11-80. The ADAM section coordinates between the BCT staff and the AMD augmentation force 
commander to relate the BCT commander’s intent and provides the BCT commander’s defended asset list 
(DAL) / critical asset list (CAL) to the AMD augmentation force commander. The ADAM section provides 
the BCT commander and staff with the aerial component of the overall COP. As the operation evolves, the 
ADAM section works continuously with the BCT staff to ensure the commander's intent is executed with 
respect to the aerial COP and defenses. The ADAM section continuously monitors the AMD situation and 
conducts continual METT-TC analysis to achieve SU of the third dimension in both friendly and enemy 
perspectives. The ADAM section integrates into the IADS through direct coordination with higher HQ air 
defense coordinators (i.e., joint air operations center [JAOC], combined air operations center [CAOC]), 
and the battlefield coordination detachment (BCD) collocated with the USAF area air defense commander 
(AADC). 

AIRSPACE MANAGEMENT AND CONTROL  
11-81. The ADAM section receives and distributes the relevant data from the ACO and ATO, 
interpreting and displaying the procedural means of airspace control (e.g., corridors and restricted 
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operations zones), and scheduled friendly air operations that can impact BCT operations. In addition, the 
ADAM section develops recommended airspace control means that support BCT operations, and forwards 
them to the ACA for approval and implementation. In all A2C2 actions, the ADAM section coordinates 
existing and proposed means of airspace control with all elements of the BCT force employing aerial assets 
(e.g., Army aviation, friendly force UAs, and artillery). 

SECTION VI – CHEMICAL, BIOLOGICAL, RADIOLOGICAL, AND NUCLEAR 
OPERATIONS 

11-82. The brigade chemical staff section advises the commander on all chemical, biological, 
radiological, and nuclear (CBRN) matters. The chemical section is responsible for collecting, 
consolidating, and distributing all CBRN reports from subordinate, adjacent, and higher units. The 
chemical section inspects chemical equipment and trains subordinate units on CBRN defensive tasks prior 
to deployment and in garrison. 

CBRN ORGANIZATION 
11-83. The BCT chemical officer (CHEMO) is a member of the S-3 plans and operations section, and 
usually is found in the main CP.  

CHEMICAL OFFICER  
11-84. The BCT CHEMO acts as the liaison with any attached chemical elements. He is required to 
coordinate closely with the S-2 on the current and updated CBRN threat. Together they develop CBRN 
NAIs. The CHEMO coordinates with FS and aviation personnel on planned smoke operations and advises 
them of hazard areas. He also coordinates with the S-4 on CBRN logistics matters (i.e., MOPP, protective 
mask filters, fog oil), and to identify both “clean” and “dirty” routes as well as contaminated casualty 
collection points. The CHEMO exercises staff supervision over the CBRN reconnaissance platoon in the 
BSTB HHC. 

DEFENSIVE MEASURES  
11-85. A subset of the survivability mission is CBRN defensive measures. Chemical staff personnel 
adhere to three principles: avoidance, protection, and decontamination. 

Avoidance 
11-86. Avoiding CBRN attacks and hazards is the key to CBRN defense. Avoidance involves both active 
and passive measures. Passive measures include training, camouflage, concealment, hardening positions, 
and dispersion. Active measures include detection, reconnaissance, alarms and signals, warning and 
reporting, marking, and contamination control. 

Protection 
11-87. CBRN protection is an integral part of operations. Techniques that work for avoidance also work 
for protection, such as shielding Soldiers and units, and shaping the battlefield. Activities that comprise 
protection involve sealing or hardening positions, protecting Soldiers, assuming MOPP, reacting to attack, 
and using collective protection. 

Decontamination 
11-88. CBRN decontamination prevents the erosion of combat power and reduces possible casualties 
resulting from inadvertent exposure or failure of protection. Decontamination allows commanders to 
sustain combat operations. Decontamination principles involve conducting decontamination as quickly as 
possible, decontaminating only what is necessary, decontaminating as far forward as possible, and 
decontaminating by priority. (Also, see FM 3-4.) 
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CBRN RECONNAISSANCE  
11-89. The CBRN reconnaissance platoon informs the commander of chemical or radiological obstacles 
on the battlefield. The purpose of CBRN reconnaissance is to detect, identify, report, and mark specific 
CBRN hazards (Figure 11-14). 

Figure 11-14. CBRN reconnaissance platoon 

THE CBRN RECONNAISSANCE VEHICLE SYSTEM  
11-90. The CBRNRV system includes either an M93A1 (FOX) CBRN RV, or an M1114 (HMMWV). 
The system provides support to the brigade by identifying most battlefield chemical agents in liquid form 
(persistent), detecting and classifying non-persistent (nerve and blister) agents out to five kilometers, and 
identifying radiological contamination. CBRNRVs are employed as squads and can be used separately. 
However, CBRNRVs are always mutually supporting; that is, they all support one chain of command. 
They are IPB focused and work for the brigade commander fulfilling reconnaissance and surveillance 
taskings. CBRNRVs conduct search, survey, surveillance, and sampling operations.  

 Search operations include route, zone, and area reconnaissance, and are conducted to find the 
contamination. 

 Survey operations are those used to determine the limits of contamination on the ground; they 
are time consuming. 

 A surveillance operation is the systematic observation of surface areas to detect CBRN attacks 
and hazards. Surveillance missions can be conducted from a stationary position or on the move. 

 Sampling is obtaining a specimen of chemical or biological agent or related materials for later 
study. 

11-91. CBRNRVs can execute more than one operation in a single mission. Special care must be taken to 
coordinate with friendly forces to avoid fratricide.  

CBRN RECONNAISSANCE IN THE OFFENSE 
11-92. In the offense, US forces must be able to maintain agility and get to the right place at the right 
time. Enemy forces may use CBRN weapons to slow down or impede attacking friendly forces. Use of 
CBRN weapons can disrupt the tempo and momentum of the attack, allowing the enemy to regain the 
initiative. Our forces employ CBRN reconnaissance to maintain the freedom of maneuver for combat 
forces on axes of advance, MSRs, and critical areas that the commander identified. Since CBRN 
reconnaissance is IPB-focused, it is integrated into the ISR plan, and CBRN reconnaissance personnel are 
responsible for covering specific NAIs for specific periods of time. In the offense, CBRN reconnaissance is 
focused on operations that provide the commander with flexibility, retain freedom of maneuver, and 
identify known or suspected areas of contamination.  
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CBRN RECONNAISSANCE IN THE DEFENSE  
11-93. In the defense, as in the offense, CBRN reconnaissance is focused on IPB. In defensive operations, 
however, CBRN assets should focus on ensuring freedom of movement along brigade routes of 
reinforcement; forward and rearward mobility corridors; and other critical areas identified by the 
commander. CBRN reconnaissance elements in the defense can conduct route reconnaissance, confirm or 
deny suspected or known CBRN hazards at NAIs, perform reconnaissance as part of quartering party 
operations, support counterattacking forces, and conduct CBRN surveillance of BPs with stand-off 
detection.  

SMOKE OPERATIONS 
11-94. The brigade employs smoke in two categories--hasty and deliberate. The brigade uses hasty smoke 
to meet short-term requirements with a minimum of planning. Usually, the smoke is delivered by 
generators, mortars, artillery, smoke pots, or handheld devices. Situations in which the brigade might use 
hasty smoke are to protect friendly forces from observation of indirect fire observers, or as a response to 
direct fire engagements. A greater level of detailed planning characterizes deliberate smoke. It is used over 
large areas for extended periods. Generators and smoke pots usually deliver deliberate smoke. Either type 
of smoke can be used to deceive the enemy.  

Note: BCTs must have augmentation from higher headquarters to execute generator smoke 
missions. 

11-95. The BCT can use smoke on the battlefield to achieve obscuration or screening. 

 Obscuration. Obscuration smoke is delivered directly on or immediately in front of enemy 
positions to blind or degrade their vision both within and beyond their location. 

 Screening. Screening smoke is delivered in areas between friendly and enemy forces or in 
friendly operational areas to degrade enemy ground or aerial observation. There are three 
visibility categories of screening smoke: 

 Haze. A smoke haze is a light concentration of smoke placed over friendly areas to 
restrict accurate enemy observation and fire. Haze is defined as a concentration of 
smoke that would allow an individual to identify a small tactical vehicle 5 to 150 
meters away. 

 Blanket. A smoke blanket is a dense, horizontal development of smoke used over 
friendly areas to conceal them from enemy ground and aerial observation. It is defined 
as a concentration of smoke that would allow the identification of a small tactical 
vehicle 0 to 50 meters away. 

 Curtain. A smoke curtain is a dense, vertical development of smoke. It is placed 
between friendly and enemy positions to prevent observation of friendly positions. 
Since it is not placed on friendly forces, it will not hamper operations. 

 It is imperative that friendly elements synchronize smoke operations in an attack. Smoke 
can greatly assist the commander in maneuvering against the enemy, and it can prevent the 
enemy from breaking contact. Smoke used to deceive is only effective if it is integrated into the 
overall tactical plan and involves other deception assets. Smoke by itself, without a deception 
plan, will not accomplish the desired goal. 
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SECTION VII – INTELLIGENCE 

11-96. Military intelligence (MI) assets are a critical element of the brigade. It is both a source for 
information gathering, and a tool for critical information analysis. MI also can help the commander 
understand how the enemy employs his ISR assets, and recommend measures to counter it.  

PURPOSE 
11-97. The military intelligence company conducts intelligence analysis and ISR integration, as well as 
HUMINT collection. It supports the brigade’s planning, preparation, and execution of multiple, 
simultaneous decisive actions across the distributed AO. Intelligence systems plan, direct, collect, process, 
produce, and disseminate intelligence on the threat and environment to perform IPB and other intelligence 
tasks. A critical part of IPB involves collaborative, cross-WF analysis across echelons and between 
analytic elements of a command. MI assets are used to see the enemy, terrain, and other aspects of the 
operational environment that could effect military operations. The brigade S2 assists the brigade 
commander to identify intelligence requirements that support the brigade mission. He also provides 
information to the commander for making tactical decisions by fully employing the BCT’s intelligence 
assets (signals intelligence [SIGINT], imagery intelligence [IMINT], human intelligence [HUMINT]). 
Through the S3, the S2 coordinates the activity of the MI CO. The MI CO provides multidiscipline 
intelligence support to the brigade. 

EMPLOYMENT AND PLANNING CONSIDERATIONS 
11-98. MI planning must be integrated throughout the planning process. Intelligence operations are 
essential to winning the information battle. The BCT S2 coordinates the brigade’s SIGINT, IMINT, and 
HUMINT operations to dominate the electromagnetic spectrum in the area of operations. Intelligence 
operations: 

 Help the commander seize and maintain the initiative by providing real time knowledge of the 
enemy’s intent, disposition, and readiness. 

 Defend friendly INFOSYS by degrading or neutralizing the effects of enemy activity. 
 Deny the enemy effective use of his INFOSYS by degrading or destroying enemy 

communication and targeting systems. 
 Can be integrated into unit operations regardless of the type of unit, level of war, or the scope of 

the mission.  
 Complement other destructive systems in the context of overall strategy. When intelligence 

operations are synchronized with lethal fires, the friendly commander gains agility by slowing 
the reaction time of his adversary. 

MILITARY INTELLIGENCE COMPANY 
11-99. The MI CO consists of a small headquarters element, an analysis and integration platoon including 
an ISR analysis section, an ISR integration section, a ground collection platoon, and a tactical unmanned 
aircraft platoon (Figure 11-15). A US Air Force weather team generally operates with the company during 
deployments. Each company has two Trojans.  
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Figure 11-15. BCT MI company 

COMPANY HEADQUARTERS  
11-100. The MI CO commander directs the employment of the company IAW assigned missions and 
guidance from the brigade headquarters. The MI CO commander must position himself where he can fulfill 
all of his command responsibilities best. This position could be in the brigade command post, or on site 
with a HUMINT collection team. The commander’s location could also be at the RS tactical operations 
center, in a supported maneuver unit’s headquarters, or with the supported maneuver commander at a 
critical time or location on the battlefield.  

ANALYSIS AND INTEGRATION PLATOON 
11-101. The analysis and integration platoon coordinates and works with the BCT S2 to provide support 
for the development of the BCT COP, targeting, effects, situation development, and IPB. This platoon 
integrates and analyzes cross-WFF reconnaissance and surveillance reports. The platoon uses this 
information to develop intelligence products in response to PIR. The platoon’s analysis of incoming 
combat information and intelligence reports supports the S2 operations team assessment of the current 
threat situation. Its term and pattern analysis helps to predict possible ECOAs, and potential future 
activities within the area of operations by individuals or groups. The analysis platoon consists of a situation 
development team, a disposition development team, a target development team, an imagery analysis team, 
and a database management team. 

GROUND COLLECTION PLATOON 
11-102. The ground collection platoon consists of the Prophet control section, measurement and signatures 
intelligence (MASINT) section, operational management section, and a secure communications section. 
The prophet section can provide support to the RS, depending on mission and environment. The MASINT 
section manages and executes the MASINT collection. The OMT provides the BCT with an organic 
capability to conduct HUMINT collection (interrogation, debriefing, tactical questioning, and limited 
document exploitation). The HUMINT capability focuses on assessing the enemy, environmental, and 
civilian considerations (answering PIR).  
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TACTICAL UNMANNED AIRCRAFT PLATOON  
11-103. The tactical unmanned aircraft (TUA) platoon consists of two mission planning and control 
sections, and one launch and recovery section. The platoon is equipped with seven Shadow UAs in each of 
the three types of BCTs. The Shadow enhances the tactical level reconnaissance, surveillance, target 
acquisition, and the commander’s battle damage assessment. Each vehicle has the capability to remain on 
target (specific target or preprogrammed flight path) for up to four hours and at an altitude of up to 14,000 
feet. All TUA missions must be synchronized with the A2C2 section in the ADAM section. 

Trojan Special Purpose Intelligence Remotely Integrated Terminal Team  
11-104. All three types of BCTs have Trojan special purpose intelligence remotely integrated terminal 
team (SPIRIT) sections; one in each of the secure communications sections. The Trojan SPIRIT section 
provides the organic non-terrestrial reach required to access theater, joint, and national analytic products.  

US Air Force Weather Team  
11-105. The US Air Force (USAF) weather team, when attached, provides detailed, tailored weather 
forecasting information, including support for UA operations. The team uses organic weather automation 
to help the command and staff understand weather implications on current and future operations. Through 
the use of small-footprint collection and processing equipment, the weather team provides detailed 
analyses of weather conditions for the area of operations. 

SECTION VIII – SIGNAL OPERATIONS 

11-106. Signal analysis of the battlefield is even more critical now than in the past. The BCT commander 
must consider the reliability of communications when determining the level of acceptable risk when 
allocating forces during an operation. The correct placement of limited communications resources provides 
the commander with the capability to receive information that produces intelligence for decision-making. 

11-107. To be useful, relevant information must be shared both internally and externally with higher, 
lower, and adjacent units so that all are operating from a COP. The synergy that comes from that shared 
information, and the resulting increase in SU, are critical to successful operations. The brigade’s signal 
company assets provide the support that makes this information sharing possible.  

NETWORK SUPPORT COMPANY 
11-108. The network support company (NSC) is organic to the BCT, and provides the primary 
communications support to the brigade (Figure 11-16). The NSC deploys, installs, operates, and maintains 
the C2 INFOSYS networks that support brigade operations and integrate with the division, corps, or theater 
networks. The NETOPS section, and the network support platoons are the operational arm of the company. 
They collectively deploy and operate the brigade transmission and switching systems to provide voice, 
data, and network installation and management support.  

11-109. The network support company: 
 Provides reach connectivity through the division headquarters. 
 Provides range extension of the brigade’s communications services. 
 Provides network management. 
 Establishes primary TOC voice and/or video capabilities. 
 Performs limited signal electronic maintenance. 
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Figure 11-16. BCT network support company 

11-110. Each NSC has two network extension platoons. Each platoon consists of a JNN section and an 
extension section. These elements enable the BCT with LOS and BLOS connectivity to provide 
unclassified, secret, and top secret/sensitive compartmentalized information (TS/SCI) voice and data, 
tactical network coverage and CP support in the BCT AO. Usually one NET support platoon is located at 
the BCT main CP and one at the BSB TOC. 

11-111. The NSC company HQ consists of the command and NETOPS sections, and a small CP support 
team. 

 Command section. The command section consists of the NSC commander, first sergeant, and 
supply NCO. The command section is responsible for the administration and logistics support 
for the company.  

 Network operations section. The NETOPS section consists of the computer network defense 
and network management teams. These teams execute the installation, operation, and 
maintenance of the computer network defense (CND) and network management functions of the 
BCT’s information network. The NETOPS section establishes the network operations and 
security center (NOSC) while operating closely with the network extension platoons. The 
NETOPS utilizes the organic network management capability of the TOC network extension 
platoon BSN to configure, monitor, and manage the information network. The NOSC 
coordinates with the ARFOR for aerial communications relay package (CRP) operations, and 
extends network connectivity through ground and satellite assets. Generally the CP SPT team 
deploys with the BCT TAC to provide communications connectivity that is similar to, but on a 
lesser scale than, the network extension platoons provide to the main CP and the BSB TOC.  

ELECTRONIC PREPARATION OF THE BATTLEFIELD 
11-112. The S6 must conduct an electronic preparation of the battlefield (EPB) early enough for the 
commander to make informed decisions about assigning missions to ISR assets and, subsequently, to 
maneuver forces. A risk analysis based on the recommended network architecture is critical to the EPB.  

11-113. The commander must incorporate the EPB into his decision-making process early enough to 
understand the limitations in communications when planning the maneuver for his unit. The commander 
must also indicate what his critical IR are in order for the S6 to ensure infrastructure support to that 
requirement.  

11-114. The commander must refine the initial EPB as he decides what risks he will accept in the C2 
INFOSYS arena. The S6 plans the coverage of the battlefield with the available networks. The S6 
identifies any shortfalls in communications coverage, and notifies the S3 and commander. Refinement of 
coverage is determined by the commander's estimate of critical IR.  

 Adapting the C2 INFOSYS plan to the priorities set by the commander requires close 
coordination by the S6 with the other staff members and particularly with the information 
officer. The information officer determines the priority of information being passed; and the S6 
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provides the transport path for that information. The information officer must ensure the S6 is 
aware of the IO priorities at all times; and the S6 must ensure the S7 is aware of the system 
limitations and capabilities at all times.  

 The signal annex must provide clear understanding of the unit's communications architecture 
and how it will operate on the battlefield. A number of information presentation styles are 
effective: text, preformatted templates, and matrixes. The annex must incorporate all 
communications resources. The way to do this best is to provide the commander with a signal 
concept sketch. The graphic presentation provides the commander with a clear and concise 
understanding of the communications plan. Critical elements include concept of 
communications, CP locations, and tactical range extension (T-REX) locations. The S6 must 
capture information for the complete task organization to portray an accurate picture. 
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Chapter 12 

Sustainment Operations 

“The easiest part of going to war these days is getting the Soldier to the battlefield; the 
hardest part is giving him food, water, ammunition, housing, and medical care. We're an 
army that moves on our stomach. You can't give somebody a bag of rice and say, `Go out 
and live in the woods.' The logistical support for any kind of tactical operation is very 
horrendous." 

LTG (Ret) William (Gus) Pagonis 

The brigade support battalion (BSB) is the core of sustainment to the BCT. The BSB 
is organic to the BCT, and consists of functional and multifunctional companies 
assigned to provide support to the BCT. The BSB of the SBCT task organizes to 
provide support to individual combat arms battalions. In contrast, the BSBs of the 
IBCT and HBCT have FSCs that are traditionally under the OPCON of individual 
maneuver battalions. The FSC provides each maneuver battalion commander with 
dedicated logistics assets organized specifically to meet his battalion’s requirements. 
The FSC commander receives technical logistics oversight from the BSB 
commander. Because of their criticality and proximity to combat operations, medical 
platoons remain organic to combat arms battalions. 

SECTION I – SUSTAINMENT FUNDAMENTALS 

12-1. As the Army has transformed brigades into BCTs, it also has transformed the sustaining 
organizations that support the BCTs. Generally, maneuver BCTs are organized with the self-sustainment 
capability for up to 72 hours of combat. Beyond 72 hours, sustainment organizations at the division and 
corps levels are required to conduct replenishment of the BCT’s combat loads. That is a function of the 
sustainment brigade. The sustainment brigade is a scalable, tailorable, networked brigade comprised of a 
headquarters and both functional and multifunctional subordinate sustainment units. The theater 
sustainment command (TSC) uses sustainment brigades to provide operational-level support to theater 
armies. The corps also has sustainment brigades. All sustainment brigades provide area support, although 
the specific tasks they are assigned may differ. (Figure 12-1) 

12-2. The combat sustainment support battalions (CSSB) of the sustainment brigade are the base 
organization from which sustainment units are task organized for various operations. The CSSB 
subordinate elements consist of functional companies that provide supplies and services, ammunition, fuel, 
transportation, and maintenance. Additionally, personnel and finance units can either be assigned to or 
administratively controlled (ADCON) by the CSSB to perform essential human resources and finance 
functions. The CSSB provides the distribution link between theater aerial/sea ports of debarkation 
(APOD/SPOD) and the maneuver BCT’s BSB. The structure includes cargo transfer and movement control 
assets, performing the function of transporting commodities to and from the BCT BSBs, and to/from 
repairing or storage facilities at the theater base. Its function is to ensure and maintain the flow of 
replenishment using expeditionary support packages (ESP), to include retrograde of unserviceable 
components, end items and supplies.  

12-3. Battalion medical platoons and the BSMC provide force health protection to maneuver BCTs. The 
theater Army has a medical deployment support command (MDSC) for C2 of all medical units in a theater 
of operations. The medical support command is a brigade-level command consisting of a multifunctional 
medical battalion (MMB) and a combat support hospital (CSH). 
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Figure 12-1. Sustainment organizations in the modular force 

SUSTAINMENT FUNCTIONS 
12-4. Sustainment consists of eleven interrelated functions: supply, field services, transportation, 
maintenance, EOD, FHP, human resources support (HRS), financial management operations (FMO), legal 
support, religious support, and band support. 

SECTION II – SUSTAINMENT STAFF AND ORGANIZATIONS 

BRIGADE COMBAT TEAM PERSONNEL AND ADMINISTRATION SECTION 
12-5. The BCT personnel and administration section (S1) is responsible for maintaining unit strength and 
other human resources support. They are responsible for maintaining a record of accountability of all 
personnel assigned and attached to the BCT. When the BCT receives attachments, the S1 orients those 
units to processes that maintain personnel accountability, and arranges for the necessary administrative 
support for those units. The S1 manages the casualty reporting system, which includes Soldiers KIA and 
wounded in action (WIA). The S1 section uses an electronic military personnel office (eMILPO) for 
automated personnel support, as well as for coordinating finance, legal, and postal services for the BCT. 
Although the S1 coordinates the staff efforts of the BCT chaplain and BCT surgeon, he generally receives 
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their guidance from the BCT XO. The BCT XO manages and coordinates specific assignments made to the 
BCT chaplain and the BCT surgeon; such assignments would be those that would not be within the usual 
realm of chaplain and/or surgeon responsibilities. The S1 is also the staff POC for inspector general, and 
morale support activities.  

BRIGADE COMBAT TEAM UNIT MINISTRY TEAM 
12-6. The BCT chaplain is a personal staff member who serves as a confidential advisor to the commander 
on the spiritual fitness, ethical, and moral health of the command. Chaplains are assigned to US military 
units to assist commanders in providing the right of free exercise of religion to all personnel. He is 
responsible for the professional oversight of the battalion unit ministry teams (UMT). Each UMT is 
composed of a chaplain and one enlisted chaplain's assistant. 

BRIGADE COMBAT TEAM SURGEON SECTION 
12-7. The BCT surgeon is a special staff officer who is responsible for FHP operations in the BCT. The 
BCT surgeon exercises technical control as permitted by the BCT commander over medical activities in the 
BCT. He provides staff oversight and supervision for FHP operations in the BCT. The BCT surgeon keeps 
the commander informed of the health of the command. The surgeon and the BCT surgeon section (BSS) 
ensure timely planning, integration, and synchronization of the FHP with the BCT maneuver plan. The 
BSS coordinates with the BSMC; the battalion medical platoons and sections; the BSB medical operations 
section; and other staff elements to ensure that Soldiers receive complete and comprehensive medical 
support.  

BRIGADE OPERATIONAL LAW TEAM 
12-8. The BCT Judge Advocate is the special staff officer responsible for operational and administrative 
law support to the BCT. He is the BCT commander’s personal legal advisor. The brigade operational law 
team (BOLT) provides administrative legal services to BCT and battalion S1s, and may provide legal 
advice on HNS issues to the BCT S4. The operational law team members provide the BCT staff with 
immediate access to the legal expertise they need to prevail in an increasingly complex and legally 
intensive OE. 

BRIGADE COMBAT TEAM LOGISTICS SECTION 
12-9. The BCT logistics section (S4) is responsible for the BCT’s logistical planning. The S4 coordinates 
with the BSB to ensure that battalions and attachments to the BCT receive maintenance, supply, 
transportation, and field services support. The S4 section uses property book unit supply, enhanced 
(PBUSE) to help accomplish logistical support to BCT units. 

BRIGADE COMBAT TEAM COMMUNICATIONS SECTION 
12-10. The BCT communications section (S6) is responsible for maintaining selected components of the 
BCT’s C4 system. The S4 and S6 must coordinate to ensure there are no gaps in the maintenance system 
for COMSEC, computers, and other specialized C4 equipment. 

BRIGADE SUPPORT BATTALION 
12-11. The brigade support battalion (BSB) is the BCT’s organic sustainment unit. The BSB commander 
is the BCT commander’s single sustainment operator. The BSB SPO manages sustainment and FHP 
operations for the BSB commander. The SPO provides the technical supervision for the BSB’s external 
sustainment mission. He is the key interface between the supported units and the BSB. The SPO plans and 
monitors support operations, and makes necessary adjustments to ensure support requirements are met. The 
SPO requests and coordinates augmentation with the higher echelon when requirements exceed 
capabilities. The BSB also has a CSS automation management officer (CSSAMO) who assists with 
maintenance of logistics-related standard Army management information systems (STAMIS) throughout 
the BCT. 



Chapter 12  

12-4 FM 3-90.6 4 August 2006 

12-12. The BSB has four FSC and three other companies in addition to its HHC. (Figure 12-2) The BSB 
companies are: 

 Supply and distribution company. 
 Field maintenance company.  
 Brigade support medical company. 
 Forward support companies (x4). 

 

Figure 12-2. Brigade support battalion organization 

Brigade Support Battalion Distribution Company 
12-13. The distribution company provides all classes of supply (excluding medical) for BCT units. It has 
three functional platoons: 

 Transportation platoon. 
 Fuel and water support platoon. 
 Supply support platoon (includes Class V and Class IX). 

Brigade Support Battalion Field Maintenance Company  
12-14. The BCT S1 leads the BCT staff in planning operations for the detainee collection point (DCP). 
The BCT provost marshal has staff supervision of the DCP in regards to guarding and protecting personnel 
held at the DCP, and advises unit commanders on the proper procedures for handling and processing 
detainees. The BCT S4 ensures that the BCT and subordinate units have appropriate sustainment plans for 
detainees; including tents, rations, water, and concertina wire. The BSB allocates space in the BSA for the 
DCP. The BCT surgeon and chaplain ensure that detainees receive appropriate medical care and religious 
support. 

Brigade Support Medical Company 

12-15. The brigade support medical company (BSMC) operates a Level II medical treatment facility 
(MTF) and provides Level II FHP to all units in the BCT. It also provides Level I care to units without 
organic medical personnel and augments primarily done from within the BSA. The BSMC is responsible 
for providing MEDEVAC from supported units to and reinforces maneuver battalion Level I MTF.  

12-16. Some of the functions of the BSMC are: 
 Medical treatment for disease and non battle injuries (DNBI), combat operational stress 

reactions (COSR), and trauma injuries. 
 Medical evacuation (ground ambulance). 
 Class VIII resupply. 
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 Preventive medicine (PVNTMED). 
 Operational (routine and emergency) dental care. 
 Medical equipment repair. 
 Patient Holding. 
 Radiological services. 
 Laboratory services. 
 Level II + Surgical resuscitative services when augmented by a FST. 

Brigade Support Battalion Forward Support Company 
12-17. The BSB has distinct forward support companies (FSC) to support each CAB, fires battalion, and 
RS. The FSC commander is responsible for executing the sustainment plan in accordance with the 
supported battalion commander’s guidance. The BSB provides technical oversight to each FSC. The FSC 
has a distribution platoon and a maintenance platoon that support: 

 Food (Class I) and water. 
 Fuel (Class III). 
 Ammunition (Class V). 
 Repair parts (Class IX). 
 Maintenance and recovery. 

SECTION III – SUSTAINMENT PLANNING 

12-18. The lead planner for sustainment in the BCT usually is the BCT S4, assisted by the BCT S1, the 
BCT surgeon, and BSB SPO. Representatives from these and other sections form a sustainment planning 
cell at the BCT main CP to ensure sustainment plans are fully integrated into all operations planning. The 
SOP should be the basis for sustainment operations, with planning conducted to determine specific 
requirements, and to prepare for contingencies. BCT and subordinate unit orders should address only 
specific support matters for the operation and any deviations from SOP. 
12-19. Although the sustainment planners at the BCT main CP control and coordinate sustainment for 
specific BCT operations, routine operations usually are planned in the BSA. The BCT S1 may have 
representatives at or near the BSB to handle various personnel functions (i.e., replacement or monitor 
casualty operations). The BCT S4 might choose to locate the property book or movement sections with the 
BSB SPO.  
12-20. To provide effective support, sustainment planners and operators must understand the mission 
statement, intent, and concept of the operation. The BCT S4 is responsible for producing the service 
support paragraph and annexes of the OPORD, which should include the following: 

 Commander’s priorities. 
 Class III/Class V resupply during the mission, if necessary. 
 Movement criteria.  
 Type and quantities of support required. 
 Priority of support, by type and unit. 
 Sustainment overlay. 
 Supply routes. 
 Logistic release points. 
 CASEVAC points.  
 Maintenance collection points. 

REPORTS 
12-21. Accurately reporting the sustainment status is essential to keeping units combat ready. SOPs 
should establish report formats, reporting times, and FM voice brevity codes to keep logistics nets 
manageable. The FBCB2 system helps lower level commanders automate the sustainment data-gathering 
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process. It does this through logistics situation reports (LOGSITREP), personnel situation reports 
(PERSITREP), logistical call for support, and logistics task order messaging, SA, and task management 
capabilities. This functionality affects the synchronization of all logistics support on the battlefield between 
the supported and the supporter.  

12-22. At the BSB and BCT levels, BCS3 collects sustainment data from various logistics-related 
STAMIS throughout the BCT to provide actionable logistics information to support sustainment-related 
decisions. To assist planners, BCS3 has a simulation tool that enables the user to project supply 
consumption for a given COA by event or across time. To assist in execution, BSC3 gives the commander 
the latest available status of critical weapons systems, fuel, ammunition, and personnel. BSC3 also 
provides a map-centric view of inbound vehicles and/or cargo that are equipped with movement tracking 
devices. 

12-23. Although sustainment planners may have data available from BCS3 and FBCB2 logistics, and 
personnel status messages, it might need to use nonstandard text messages to identify equipment and 
personnel issues. The sustainment staff must be proactive in identifying and solving sustainment issues by: 

 Using FBCB2, BCS3 and other ABCS to maintain sustainment SA. 
 Working closely with higher headquarters’ staff to resolve sustainment problems. 
 Recommending sustainment priorities that conform to mission requirements. 
 Recommending sustainment-related CCIR. 
 Ensuring the commander is apprised of critical sustainment issues. 
 Coordinating as required with key automated system operators and managers to assure mission 

focus and continuity of support. 

12-24. The S6 and CSSAMO must work together to ensure that FBCB2, BCS3 and sustainment STAMIS 
have interconnectivity. The BCT S4, BCT S1, and BSB SPO must monitor the health of this system and 
implement alternate means of reporting as necessary. (Figure 12-3) 

Figure 12-3. Digital sustainment reporting 

MEDICAL REPORTING 
12-25. The medical communications for combat casualty care (MC4) and theater medical information 
program (TMIP) support the IM requirements for the BSS and BCT medical units. The BSS uses BCS3, 
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FBCB2, and MC4-TMIP to support mission planning, coordination of orders and subordinate tasks, and to 
monitor and ensure execution throughout the mission. 

12-26. The MC4-TMIP is an automated system, which links health care providers and medical support 
providers, at all levels of care, with integrated medical information. The MC4-TMIP receives, stores, 
processes, transmits, and reports medical C2, medical surveillance, casualty movement/ tracking, medical 
treatment, medical SA, and MEDLOG data across all levels of care. 

SUSTAINMENT FOR ATTACHMENTS  
12-27. Attachments to the BCT should arrive with their appropriate sustainment augmentation. When a 
company, team, or detachment is attached to the BCT, the BCT S4 integrates their sustainment 
augmentation pieces into the BCT support system. The BCT S4 must clearly state who will provide 
medical, maintenance, and recovery services, and provide support for Class III, V, and IX supplies. When 
receiving attachments, sustainment planners require some basic information from the sending unit’s S4 to 
anticipate how to develop a synchronized concept of support. Some considerations are: 

 Number and type of vehicles, personnel by specialty, and weapons systems. 
 Current status and/or strength. 
 When attachment is effective and for how long. 
 What support assets are coming with the attachment. 
 When and where linkup will occur, and who is responsible for linkup.  

SECTION IV – SUPPLY AND TRANSPORTATION 

SUPPLY 

CLASS I AND WATER 
12-28. BCT units deploy with three days of operational rations (meals, ready-to-eat [MRE]) as its unit 
basic load (UBL). The BSB draws its operational supplies once it is in the theater of operations. Currently, 
the Office of the Surgeon General (OTSG) limits the continuous use of MREs to 21 days. Theater food 
service officers provide guidance on when to introduce unitized group rations (UGR) and other ration 
supplements. Depending on the commander’s guidance after deployment, fresh food (A-rations) may be 
available through regional commercial contractors. This must be approved by US Army Veterinary 
Services, or through the logistics civilian augmentation program (LOGCAP). 

12-29. Subsistence is issued based upon unit daily strength reports. Company first sergeants (1SG) 
consolidate all headcount/personnel information and transmit a LOGSITREP to their BN CP. The BN S4 
consolidates the reports and forwards the headcount through the BCT S4 to the SPO of the BSB. MREs are 
distributed in case lots at the BSB distribution point, and picked up by the appropriate supply section (FSC 
or BSTB). UGR and A-Rations are broken down into BN lots at the BSB distribution point, and picked up 
by the appropriate field feeding section (FSC or BSTB) for incorporation into the LOGPAC.  

Water 
12-30. The BCT provides water to Soldiers in two forms: bulk, and bottled (or packaged). The water 
comes through an organic water purification and distribution capability, when feasible. Individual Soldiers 
use water as needed. The BCT provides bottled water on a limited basis, usually during the deployment 
phase of operations. The primary source for bottled water is regionally available contract sources. Non-
potable water should be used only for cleaning and decontaminating vehicles and other equipment.  

12-31. Bottled water containers are issued based upon the same unit daily strength reports used for rations 
and field feeding. Bottled water and rations are broken down into daily BN lots at the BSB distribution 
point, and picked up by the appropriate supply section (FSC or BSTB).  
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12-32. The BSB receives, stores, and distributes water. The BSB might not have adequate equipment to 
satisfy the BCT’s requirements for water purification, and thus, requires augmentation. Each company has 
water trailers and five-gallon containers for distributing potable water. Company supply sergeants maintain 
water trailers in their company area, and refill from the BSA. Refilling of five-gallon containers occurs 
during LOGPAC operations. Usually, a one-for-one exchange is conducted with the containers (one empty 
for one full); the supply sergeant refills the containers. 

CLASS II & III (PACKAGED) 
12-33. Usually, the BCT deploys with 30 days of common consumable supplies. Company supply 
sergeants maintain the appropriate level of CBRN protective equipment (1 to 3 sets). The BSB provides 
these supplies, which the BCT maintains as part of its authorized stockage list. Vehicles also carry a small 
amount of commonly used packaged petroleum products for immediate use. These loads are established in 
the unit SOP.  

12-34. Company supply sergeants use the standard Army maintenance system – enhanced (SAMS-E) 
from the BSB to order and replenish supplies. Supplies are provided at the BCT distribution point (usually 
within the BSA) to the supporting supply unit (FSC or BSTB) for the appropriate company. They are 
carried forward with the next LOGPAC, or immediately, if needed. 

Religious Supplies 
12-35. The UMT of the BCT orders consumable chaplain supplies as necessary. These supplies are 
considered Class II. 

Maps 
12-36. Maps are considered a Class II supply. The company supply sergeant uses SAMS-E to order maps. 
Then he usually delivers paper map sheets, with appropriate supplies, to the requester. Unit SOPs should 
detail the specific procedures for digital maps. 

CLASS III (BULK) 
12-37. The BCT usually deploys with half-full vehicle fuel tanks, purged fuelers, and empty fuel cans. 
Fuel is issued upon the BCT’s arrival in the theater of operations. A dedicated fuel asset within the BCT 
issues motor gasoline (MOGAS) for UAs.  

12-38. BN S4s forecast their units’ requirements based on the current or upcoming mission. The BCT S4 
considers battalion forecasts and reports, and then estimates his own resupply requirements. The BCT S4 
submits his forecast to the BSB SPO. The forecast depends on the SOP, but usually is for the 72-hour 
period beyond the next day, or out to 96 hours. The BSB fuel and water support platoon transports fuel to 
the FSCs for maneuver battalions or the BSTB support platoon. FSCs use heavy expanded mobility tactical 
truck (HEMTT) load handling system (LHS) fuel pods to conduct forward distribution to the companies, 
CPs, and attachments. 

CLASS IV 
12-39. BCT units deploy with a limited amount of Class IV barrier materiel, primarily for protection of 
unit perimeters and key positions (i.e., CPs). This materiel is considered the unit’s UBL, and usually is 
carried on tactical vehicles.  

12-40. Company supply sergeants use SAMS-E to order and replenish Class IV supplies from the BSB. 
Supplies are provided from the BCT distribution point (usually within the BSA) to BCT units. They are 
carried forward with the next LOGPAC, or immediately, if needed. Barrier materiel may also be requested 
as ESPs. 
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CLASS V 
12-41. A combat load is the unit commander’s designated quantity of munitions and items authorized to 
be carried by unit personnel and combat vehicles (turret-load). Troop-carried munitions to accompany 
troops (TAT) are those issued before departure from the aerial port of embarkation (APOE). Turret-
load/combat load munitions are those authorized for transportation in thick-skinned vehicles for 
deployment purposes. Generally, BCTs try to keep 3 combat loads of critical munitions on hand. (Figure 
12-4) 

 

Figure 12-4. Example of combat loads 

12-42. Most units do not deploy with their ammunition basic load (ABL) of Class V ammunition. Instead, 
they are issued their combat load upon their arrival in the theater of operations. There are times, however, 
when selected units deploy with a full combat load of ammunition. The urgency of the deployment and the 
requirement for decisive action can dictate the necessity to initiate combat operations immediately upon 
arrival in the theater of operations.  

12-43. The BSB does not deploy with sustainment stocks. The BSB establishes an ammunition transfer 
and holding point (ATHP) in the BSA upon its arrival in theater. Initially, munitions are delivered to the 
BSA as expeditionary support packages (ESP) from pre-positioned stocks (in-theater or afloat) or from 
CONUS. The ESPs are packaged so they can be throughput (delivered without repackaging) to unit 
ammunition handling areas (AHA). Usually, FSCs are equipped with a heavy expanded mobility tactical 
truckload handling system (HEMTT-LHS) to accommodate ESP flat racks without repackaging. Fires 
battalions and their supporting FSCs have palletized load system (PLS) vehicles to accommodate the 
greater weight of artillery munitions. The BSB orders munitions using the standard Army ammunition 
system (SAAS). 

12-44. BN S4s determine their ammunition resupply requirements based on information provided in the 
companies’ LOGSITREP, and guidance received from their commander and S3. The BCT S4 considers 
battalion forecasts and reports, consults with BCT operational planners, and then makes his own forecast 
for resupply. The forecast is submitted to the BSB SPO. 
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12-45. To sustain tactical operations, operational planners determine their munitions requirements, and 
develop a required supply rate (RSR). S3s compute RSRs S3s as rounds per weapon per day. Logistics 
planners consider the RSR, available stocks, and due in stocks, and develop a CSR. The CSR limits the 
issue of munitions that are in short supply. If the RSR exceeds the CSR, the commander determines who 
receives the ammunition. 

12-46. Until PBUSE automates the ammunition issue process, the battalion S4s prepares a DA Form 581, 
(Request for Issue and Turn-In of Ammunition) for their FSCs to deliver to the BSB. Supplies are provided 
from the BCT ATHP (usually within the BSA) to the FSC. They are carried forward with the next 
LOGPAC, or immediately, as required. Ammunition and explosives are accounted for and provided proper 
physical security at all times. 

CLASS VI 

12-47. BCT Soldiers usually carry 30 days’ worth of personal comfort items with them when deploying. 
Soldiers replenish their own supplies through the Army and Air Force Exchange System (AAFES) or local 
purchase. 

12-48. Health and comfort packs (HCP) provide forward area troops everyday necessities required when 
AAFES is not available. Delivery of HCPs is based on headcounts provided for field feeding. There are 
three types of HCPs available: 

 The Type I HCP contains articles used by both males and females. It supplies 10 individuals for 
approximately 30 days. Each shipping container contains 10 prepackaged polyethylene bags 
with a drawstring closure containing a designated quantity of 17 items for issue to 10 
individuals. Each shipping container also contains other items intended as general supply for 
replacement or issue as needed.  

 The Type II HCP is for females only, and contains articles for feminine hygiene. It can supply 
10 females for approximately 30 days.  

 The Type III HCP became available in March 2002. It consists of a personal body wipe packet, 
bulk packed with 40 packets per box. Each packet contains 10 washcloth-size body wipes. 
Contents of each box are intended for 10 individuals.  

CLASS VII 

12-49. Units should deploy with all of their required equipment based on their modified table of 
equipment (MTOE). There might be additional equipment issued in the theater of operations. For example, 
units such as the MI CO and NSC could receive non-standard equipment while in theater. Company 
commanders must ensure their supply sergeants establish accountability on new equipment by creating 
hand receipts from packing lists or inventory. New equipment must be reported through the BN S4 and 
BCT S4 to the appropriate property book officer (PBO). PBOs use PBUSE to account for, and order, all 
Class VII and other non-expendable items in the BCT. 

12-50. Class VII replacement is based on losses reported through command channels to the BCT S3 and 
S4 per unit SOP. This enables the commander to remain apprised of the operational status of subordinate 
commands, and to direct the distribution of items to those units having the most critical need. Replacement 
Class VII equipment is delivered to the BCT in the BSA. The BCT S4 and BSB SPO should confirm 
whether or not replacement weapons systems (i.e., tanks) will be delivered with basic issue items (BII), 
additional authorized list (AAL), munitions, and crew. 

12-51. Low density, specialized equipment in the BCT CPs, MI CO, and NSC might require additional 
evaluation by Department of the Army (DA) civilians or contractors before classifying it as a loss. Care 
should be taken before returning this damaged equipment to the supply system. 
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CLASS VIII 
12-52. Usually medical units deploy with a 3-5 day supply of consumable medical supplies, and all 
companies deploy with complete CLS bags. Initially, sustainment supplies are pushed to the BSMC, based 
on theater casualty estimates. Individual Soldiers should deploy with a 180 day supply of their prescribed 
medications. As they deploy, Soldiers must advise their supporting medical unit of their specific needs so 
the medical logistics system can sustain these prescriptions.  

12-53. Resupply of medical supplies is through medical channels. The BSMC and maneuver platoon 
medical personnel are responsible for maintaining their medical equipment sets (MES). Combat lifesavers 
and company or platoon medics receive replenishment for their aid bags from their unit medical platoons. 
To prevent unnecessary depletion of blankets, litters, splints, and other medical equipment, the receiving 
medical facility exchanges similar properties with the battalion aid station (BAS) when it accompanies the 
patient. Class VIII resupply can also be accomplished via UA and the precision aerial delivery system. See 
FM 4-02.1 for more information on the medical logistics (MEDLOG) system.  

CLASS IX 
12-54. Each company in the BCT stocks and deploys with combat spares for repair parts (i.e., weapons 
and radio maintenance). Combat spares are a combination of prescribed load list (PLL), shop stock, and 
bench stock. These stocks are based on demand history and usually prescribed to be a 30 days’ supply. The 
company’s combat spares are not consolidated at the BN level, but kept at company level. The FSC’s 
supporting maneuver battalions also have combat spares or shop stock to support maintenance of vehicles, 
generators, and other equipment. 

12-55. The company supply sergeant and maintenance personnel replenish their combat spares, and order 
other parts as needed through the BSB. Class IX repair part requisitions are prioritized based on the 
commander’s priority of maintenance and need. 

CLASS X 
12-56. If the BCT is tasked to conduct civil-military operations, the BCT S4 must seek guidance on 
ordering supplies and materiel for non-military use through CA personnel on the staff. Materiel for civil-
military operations usually is provided by the HN, non-governmental organizations (i.e., Red Cross), or the 
Department of State (DOS). Humanitarian assistance is governed by Title 10, US Code, Section 401, 
which specifies that humanitarian assistance: 

 Must be carried out in conjunction with HN military or civilian personnel. 
 Shall complement, and may not duplicate, any other form of social or economic assistance that 

may be provided to the HN by any other department or agency of the US Government. 
 May not be provided directly or indirectly to any individual, group, or organization engaged in 

military or paramilitary activities. 
 May not be provided unless the DOS specifically approves such assistance. 

12-57. Title 10, US Code, Section 2547, regulates the provision of excess non-lethal supplies for 
humanitarian relief. This includes medical supplies used by US medical units. 

12-58. Once the BCT is tasked to conduct civil-military operations, the BCT S4 coordinates with the BSB 
SPO and CA officer to establish procedures to quantify the amount of supplies ordered (i.e., purchased) or 
donated for humanitarian assistance. The BCT can use military vehicles to transport materiel for non-
military use. 

EXPEDITIONARY SUPPORT PACKAGING 
12-59. To facilitate the ordering and distribution of supplies, the Army uses expeditionary support 
packages (ESP) to package commonly requested supplies. ESPs are used for training exercises; 
deployments; war reserves, pre-positioned stocks; and predictable demands to meet the unit commanders' 
requirements. The term ‘configured loads’ was used in a different program, and is now considered 
obsolete. 
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12-60. To expedite the delivery of supplies from war reserves and pre-positioned stocks, ESPs allow a 
minimum of handling from the storage point through the transportation system and into the BCT maneuver 
units. These loads are equipped with radio frequency (RF) tags or other automated methods. The RF tags 
and automation enable logisticians to track supplies and redirect the ESPs; this accommodates changes in 
missions and/or priorities. 

12-61. ESPs are appropriate for all classes of supply except some class VII major end items. ESPs have 
been designed to include the following supplies: 

 Class I (rations) and water. 
 Class V (munitions). 

12-62. The BCT uses standard ESPs in conjunction with a "pure palleting" method that provides 
responsive support for meeting actual requirements during the sustainment phase of operations. This 
enables commanders to order only what is necessary and minimize returns of unnecessary material.  

PURE PALLETING 
12-63. Pure palleting is a process that collects all supply requisitions for a given unit using the BCT’s 
DOD activity address code (DODAAC); configures standard ESP packages and other supply items into 
loads; then throughputs them to their destination. Time limit for the collection process is usually three days. 
Packages not filling a whole pallet are then combined with other packages to produce consolidated loads, 
destined for multiple DODAACs in a BCT are shipped to the BCT’s supply and distribution company. 

12-64. Pure palleting is used for the following supplies: 
 Class II (CBRN, clothing, and religious supplies). 
 Class III (P) (packaged petroleum oil and lubricants). 
 Class IV (construction and barrier materials). 
 Class VIII (medical). 
 Class IX (batteries and repair parts). 

TRANSPORTATION 
12-65. Units of the BCT are 100% mobile with their organic vehicles and trailers. The BSB is 100% 
mobile for organic equipment, and has been designed to be 100% mobile with 3 combat loads for BCT 
units. The BSB commander, ICW the BCT commander, may choose to sacrifice 100% mobility for extra 
supply stocks. If the BSB’s limited assets are committed, and extra transportation is required, the BCT S4 
requests transportation assets from higher HQ. 

Aerial Delivery 
12-66. Integrated logistics aerial re-supply (ILAR), which includes Army helicopters and fixed-wing (i.e., 
Sherpa) aircraft plus the use of joint precision airdrop system (JPADS) and other enablers, supports the 
BCT’s requirement for the use of aerial delivery as a routine method of re-supply. It becomes the only 
feasible mode of transport, however, in the cases of forcible entry, when supply routes become severely 
disrupted, or when units are not in supporting distance of the BSB or of a sustainment brigade. When 
employing aerial delivery, the BCT should consider the following: 

 The use of aerial delivery requires the coordination of the BCT S3, S4, and ADAM/BAE 
sections. Special focus must be placed on the enemy air defense capability. 

 The BSB must be prepared to both receive and package bulk supplies by sling-load operations 
or JPADS. To conduct these operations, sling load trained personnel are required in the BSB’s 
distribution company of the FSC’s distribution platoon. 

 All maneuver battalions must know how to select LZ/DZ to receive aerial resupply. The 
delivered supplies are immediately transported away from the LZ/DZ. (See Appendix E, 
Aviation Support of Ground Operations, and FM 90-4.) 
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12-67. Air Force transportation of supplies, personnel, and equipment can be expected for an airborne 
operation. Using the low-altitude parachute extraction system (LAPES), the container delivery system 
(CDS), or a heavy drop, reduces transportation requirements, speeds delivery, and reduces the exposure of 
ground transportation assets to enemy action. Air Force airlift missions are categorized as preplanned or 
immediate.  

Deployment 
12-68. BCTs are designed to deploy rapidly to conduct combat operations worldwide. Once warning or 
alert notification occurs, pre-deployment activities accelerate. These activities include training validation, 
task organization, and equipment maintenance. The BCT is authorized a mobility warrant officer assigned 
to the BCT S4 section. The mobility warrant officer ensures that transportation requirements for the BCT 
are established prior to any alert or WARNO. Movement officers at BCT level receive automated support 
using transportation coordinator automated command and control information system II (TC-AIMS II) 
Each unit in the BCT should have an appropriate number of personnel trained to perform special 
deployment duties. These duties include pallet construction teams, unit loading teams, hazardous cargo 
certifying officials, and air load planners.  

Retrograde of Flatracks 
12-69. Flatracks are used to distribute supplies throughout the theater of operations. Flatracks have one 
fixed endwall and are designed to distribute payloads, including containers, into the division AO. 
Container roll-in/roll-out platforms (CROP) are PLS/HEMTT-LHS flatracks that serve as the internal 
blocking and bracing system for containers, and can be quickly extracted or inserted by a LHS for 
movement to the customer.  

12-70. Within the BCT, the BSB SPO section has flatrack management responsibility for the BCT AO, 
including management down in maneuver battalion AOs. The BSB establishes flatrack control points 
(FCP) at the supply and distribution company’s supply support activity (SSA) and ammunition transfer 
holding point (ATHP), and each of the FSCs. Once flatracks have arrived at the SSA, ATHP, and FSCs, 
they are prepared for supply point distribution by FSC vehicles. 

12-71. Empty flatracks returning from the maneuver battalion AOs begin the retrograde process. 
Flatracks are returned to the sustainment brigade using backhaul transport assets that the division 
movement control officer coordinated. The BSB SPO section reports flatrack status to the division 
movement control officer daily based on location, status, and condition. The BSB SPO section balances 
on-hand requirements for missions in the BCT AO, and shifts assets as necessary. The BSB SPO section 
ensures excess flatracks are prepared for return as previously stated. 

SECTION V – MAINTENANCE 

12-72. The Army has transitioned to two levels of maintenance; namely, field and sustainment. Field 
maintenance consists primarily of replacing parts on the user’s system. Basically, it is the product of 
merging the previous organizational and direct support levels of maintenance together. Within the BCT, 
field-level maintainers usually are concentrated in the BSB, either in the FSC or in the field maintenance 
company. (Figure 12-5) Specialized field maintenance is also done in the NSC (for signal equipment), MI 
CO (for MI equipment), and BCT/BN S6 sections (for network and signal equipment). Sustainment 
maintenance consists of repairing components off the user’s system. Basically, it is the product of merging 
the previous general support and depot levels of maintenance together. Usually, sustainment-level 
maintainers are found in a component repair company of a sustainment brigade. 
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Figure 12-5. BCT maintenance operations 

FIELD MAINTENANCE 
12-73. Field maintenance is on-system maintenance, and mainly involves preventive maintenance and 
replacement of defective parts. The goal of field maintenance is to repair and return equipment to the 
Soldier. It covers tasks previously assigned to operator/crew, organization/unit, and direct support 
maintenance levels. It includes some off-system maintenance critical to mission readiness. 

12-74. Company commanders ensure that vehicle crews and equipment operators perform PMCS. To 
provide quick turnaround of maintenance problems, each maneuver company has a field maintenance team 
(FMT) from their supporting FSC dedicated to support them. These FMTs have contact maintenance trucks 
and mechanics trained in the company’s equipment. 

12-75. Each maneuver battalion has a FSC to perform field and sustainment-level maintenance. The FSC 
has a maintenance platoon that repairs automotive, armament, ground support, electronic, and missile 
equipment. The FSC focuses on line replacement unit (LRU) replacement, using combat spares from PLL 
and shop stock. It has a service and recovery section and also performs battle damage assessment and 
repair (BDAR). The FSC’s maintenance control section uses SAMS-E to order repair parts and to manage 
combat spares. The FSC commander establishes unit maintenance collection points (UMCP) ICW the 
maneuver BN S4. 

12-76. Units not receiving support from a FSC (i.e., BSTB) receive their maintenance support from the 
BSB’s field maintenance company (FMC). Located in the BSA, the FMC provides very limited backup 
support to FSCs, since it exists primarily to provide support to non-maneuver units (BCT HQ, BSB, and 
BSTB). It also serves as the maintenance point for low density equipment. When required, the BSB 
dispatches FMTs to perform on-site diagnoses, make minor adjustments, and conduct repairs. 

12-77. Maintenance of low density, specialized equipment (i.e., BCT CPs, MI CO, and NSC) usually 
requires maintenance by DA civilians or contractors. Although the BCT S4 does not supervise all 
contractors, he ensures that specific management procedures are developed for contractor maintenance. 

BATTLE DAMAGE ASSESSMENT AND REPAIR 
12-78. Battle damage assessment and repair (BDAR) is the first step in returning disabled equipment to 
the battle. BDAR is the act of inspecting battle damage to determine its extent, classifying the type of 
repairs required, and determining the maintenance activity best suited to accomplish the repair. If essential 
repairs cannot be made at the breakdown site, further recovery to the unit maintenance collection point 
(UMCP) or directly to the BSA is made. 
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RECOVERY AND EVACUATION 

12-79. FSCs are responsible for recovering damaged equipment of their own units and their supported 
units. If the vehicle is repairable, the company recovers it, and transports it to the UMCP, or to the nearest 
MSR, depending on what is specified in the SOP or the OPORD. The use of FBCB2 enables recovery 
vehicles to identify the exact location of the inoperable piece of equipment. When the decision is made to 
repair the equipment at the BSA, either recovery or evacuation is used. If FSC recovery assets are 
overextended, recovery support can be coordinated with the BSA to prevent excessive repair delays. 
Equipment that cannot be repaired at the BSA usually is evacuated to sustainment brigade units. 

CONTROLLED EXCHANGE 

12-80. Controlled exchange is the removal of serviceable parts from an item of not mission capable 
(NMC) equipment to install on another piece of equipment that can be rendered mission capable more 
quickly or easily. The BCT SOP can give BN commanders the authority to direct controlled exchanges. 

COMMUNICATIONS SECURITY MAINTENANCE 

12-81. Communications security (COMSEC) equipment is evacuated through normal maintenance 
channels to the BSB or the NSC, if appropriate. 

CONTRACTED MAINTENANCE SUPPORT 

12-82. The BCT often uses systems contractors and DA civilians for maintenance support. The BCT S4 
usually plans for the protection and supervision of contractors and DA civilians. System contractors 
support deployed forces under pre-arranged contracts to provide specific support to selected systems 
throughout the equipment’s life cycle, during both garrison and contingency operations. These systems 
include, but are not limited to, vehicles, weapons systems, UAs, and C4 equipment. Systems contractor’s 
personnel are managed by their contract company supervisors. Contract management is accomplished IAW 
the terms of their contracts through contracting management channels. Since most contractor supervisors 
and systems support contacting officers are not physically located in the BCT AO, the BCT maintains day-
to-day control of these systems support contractors via their designated contractor officer’s representative 
(COR). The US Army Material Command’s brigade logistics support team (BLST), part of the new Army 
field support brigade (AFSB), assists the BCT to manage systems contractors in such areas as 
accountability and deployment preparation. 

12-83. The BCT is often supported by external support contracts such as the LOGCAP and/or theater 
support contracts, in addition to its habitually related systems support contractors. In most operations, the 
AFSB, along with the Army component command’s principle assistant responsible for contracting 
(PARC), plans and coordinates the contracted field support capabilities through the TSC and higher HQ 
G4 office. The BCT usually receives this contracted support on an area basis, and does not have direct 
control over the contingency contracting officers or other contracting organizations responsible for 
managing this support. 

12-84. The theater army has a PARC that provides contingency contracting officers (CCO) to support 
units. The BCT usually receives a CCO team in direct support. 

SUSTAINMENT MAINTENANCE 
12-85. Sustainment maintenance activities typically involve repair of Class IX components, off-system, 
for return to the supply system. Examples of sustainment maintenance include inside-the-box repair of 
LRUs, and rebuilding engines and transmissions. 
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RETROGRADE OF UNSERVICEABLE COMPONENTS  
12-86. A “reparable” is an item that can be repaired cost-effectively. When a reparable such as a diesel 
engine or a turbine fuel control malfunctions, it can be replaced by a repaired or rebuilt component; it 
usually does not need to be replaced by a new item. Although the mechanics in the BCT cannot repair 
unserviceable reparables, the component repair companies in the sustainment brigade need those 
unserviceables to create serviceable repair parts. 

12-87. Each time mechanics in the FSCs and the FMC order recoverable parts, they must return the 
unserviceable parts to the SSA of the supply and distribution company. These unserviceable parts are then 
returned to an SSA in the sustainment brigade for repair by a component repair company. Once repaired, 
the serviceable parts are placed back into the supply system, and are available to the BCT mechanics again. 

SECTION VI – FIELD SERVICES 

12-88. Field services include field feeding, mortuary affairs, laundry, shower, clothing and light textile 
repair, and force provider. Usually, laundry, and clothing and light textile repair are not available outside 
theater staging bases. 

FIELD FEEDING 
12-89. FSC’s and the BSTB’s field feeding sections have trailer-mounted containerized kitchens (CK) to 
prepare meals for Soldiers. There is also a food sanitation center to support field kitchen operations. 

SHOWERS 
12-90. Small unit showers are authorized IAW common table of allowances (CTA) 50-909. One shower 
unit consists of one heater, one shelter, and two water bags. Sustainment brigade units usually provide 
showers to the BCT during mission staging operations. 

MORTUARY AFFAIRS  
12-91. The recovery and identification of deceased personnel is the responsibility of each company. 
Company first sergeants (1SG) supervise the preparation of incident statements and DD Form 565, 
(Statements of Recognition of Deceased). These documents accompany the remains during transport to a 
BN remains collection point. Usually, these remains collection points are in the vicinity of the combat 
trains, but not near medical support. Once the necessary reports are complete, the remains are evacuated to 
the BCT unit remains collection point, usually in the BSA. From there, remains are evacuated to a 
mortuary collection point established by the theater support command. 

12-92. If remains have been contaminated by chemical agents or toxic industrial hazards, the BCT S4, 
ICW the BCT CHEMO, should provide guidance to units before they handle or evacuate the remains. 

FORCE PROVIDER 
12-93. For extended operations (120 days or more), a force provider package can support BCT Soldiers. 
This package can provide environmentally controlled billeting, fuel storage, laundry, modern latrines, 
showers, food service, MWR facilities, first aid, water/waste distribution, and power generation. 
Responsibility for establishment and operation of the force provider facilities is at the division or other 
higher HQ. 

HOST NATION SUPPORT 
12-94. Host nation support (HNS) is a common method of providing services to the deployed US Army. 
This support can include assistance in almost every aspect required to sustain military operations within a 
theater. Planners must consider that HNS meets local standards, and not necessarily US standards. HNS 
can be a significant resource, provided it is available, and appropriate agreements are in place. 
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SECTION VII – EXPLOSIVE ORDNANCE DISPOSAL  

12-95. The BCT usually requires EOD support for destruction of ammunition, and rendering safe IEDs 
and UXO. EOD capabilities are not organic to the BCT. Higher HQ provides EOD augmentation to 
support BCT operations. Usually, one EOD company is attached to each deployed BCT. The BCT usually 
attaches them to the BSTB. 

12-96. Explosive hazard SPOTREPs are processed through S3 channels to the BCT assured mobility 
section, who then forwards the request to the supporting EOD HQ. Once UXO is located and reported, the 
EOD HQ determines what EOD assets will respond.  

SECTION VIII – FINANCIAL MANAGEMENT 

12-97. Financial management support includes: banking and currency support, disbursing support, cost-
capturing and accounting, and US and non-US pay, including EPW and civilian internees. The following 
are typical finance requirements of the BCT: 

 Temporary duty requests (TDY). There are many valid reasons for TDY requests during 
combat operations, including retrograde of sensitive equipment; coordination meetings at 
intermediate staging bases; and testifying in court proceedings. 

 Purchase requests and commitments. Usually, the BCT S4 generates the requirement for the 
local purchase of supplies, equipment, and vendor services. In most cases, procurement actions 
are processed through Army or joint contracting offices on an area support basis. These 
contracting offices ensure the procurement action is authorized under the federal acquisition 
regulations. The procurement is then forwarded to the BCT budget officer (i.e., S4) for fund 
certification and recording of the associated commitment of appropriated funds.  

 Multinational support. The use of operations and maintenance (O&M) funds is restricted to 
providing sustainment and training support for US forces. O&M funds are not intended to be 
used for humanitarian or civic relief projects, support of foreign forces, support to foreign 
governments, or the United Nations. These issues can be politically sensitive; therefore, the BCT 
commander should seek guidance from the appropriate authority. 

12-98. The BCT has no organic financial management support assets. Financial management detachments 
(FM DET) are deployed to provide area financial support to a brigade or equivalent sized unit, or as 
directed by the financial management company commander. The FM DET provides timely and accurate 
payment for contractor and commercial vendor services support, disbursing and funding support, EPW pay 
support, non-US pay support, and US pay support. FM DETs are equipped with a financial management 
tactical platform (FMTP), which enables effective operations through the use of real time data and online 
capability. 

12-99. The financial management detachment usually is collocated with a BCT, and supports all division 
and corps units on an area basis. The BCT’s resource management (RM) personnel (S4 and SPO) can 
obtain financial management data from the accounting section of the supporting finance unit.  

SECTION IX – HUMAN RESOURCES SUPPORT 

12-100. The BCT S1, with augmentations from higher HQ, provides personnel services, postal services, 
morale support, strength management, and administrative services (i.e., legal advice, awards, promotions, 
evaluations, reassignments, and military pay), MWR support, and Red Cross coordination. 
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PERSONNEL SERVICES  

GENERAL 
12-101. The BCT S1 section provides Soldiers with an organic capability for critical personnel functions 
and services. The S1 focuses on the two critical wartime personnel functions: accounting/strength reporting 
and casualty reporting. These functions must begin at the company level, and are essential for timely 
replacements. The S1 section uses automated systems such as eMILPO, tactical personnel system (TPS), 
and the deployed theater accountability software (DTAS).  

PERSONNEL ACCOUNTING AND STRENGTH REPORTING 
12-102. The personnel accounting system records and categorizes (by the Soldier’s name) specific 
information about each Soldier. This information includes Soldiers’ names, data on Soldiers when they 
arrive in and depart from units; when their duty status changes (i.e., from duty to hospital); and when their 
grades change. Company 1SGs and the BN S1s must reconcile their personnel accounting on a periodic 
basis, generally outlined in the unit SOP. The BCT S1 must pay special attention to reconciliation of those 
Soldiers receiving medical treatment. The BCT S1 section usually has a liaison person with the BSB’s 
BSMC to properly account for all Soldiers. 

12-103. Strength reporting is the numerical end product of the accounting process. Each company, BN, 
and the BCT use a personnel status report IAW unit SOP to conduct daily strength reporting. The BCT S1 
must ensure that task organization of units does not result in double counting of personnel. The use of 
FBCB2 at the company level, and DTAS at BN and BCT level, provide automated strength reporting. 

PERSONNEL READINESS MANAGEMENT 
12-104. The BCT S1 distributes newly assigned Soldiers based on the commander’s priorities. The S1 
coordinates with the S3 to perform the essential tasks of predicting, resourcing, monitoring, assessing, and 
adjusting personnel strengths by unit. 

 Predicting is the process of anticipating the number, grade, and skill of personnel required to 
execute and sustain operations. 

 Resourcing brings units to their required strength according to the commander’s priorities. 
 Monitoring gathers unit strength data through digitized and analog systems. 
 Assessing compares current unit strength data to personnel capabilities required to maintain 

operational success or tempo. 
 Adjusting consists of positioning and dispatching replacements to deliver them when needed. 

This can be done through assignment or cross-attachment. 

CASUALTY REPORTING 

Unit Reporting 
12-105. As casualties occur, the nearest observer informs the company 1SG via the most expedient method 
available (e.g., free-text within FBCB2, FM voice) per unit SOP. The 1SG submits a duty status change on 
all casualties using FBCB2 (PERSITREP). FBCB2 sends these reports directly to the BN CP. Casualties 
are taken to casualty collection points for classification of injury type (routine, urgent, return to duty), 
evacuation, and integration into the medical treatment system. The 1SG completes DA Form 1156, 
(Casualty Feeder Card) and forwards it to the BN S1, who then enters the data into the defense casualty 
information processing system (DCIPS). The BCT S1 ensures the accuracy of the data in DCIPS to, in 
turn, ensure accurate and timely notification of the Soldier’s next of kin. 

12-106. The BCT S1 must establish procedures to ensure that attachments and augmentations to the BCT 
are accurately reported, and that each Soldier is reported at least, but not more than, once. Personnel from 
other services (i.e., USAF), DA civilians, and contractors might require special procedures. The AFSB 
BLST has the responsibility to maintain contractor accountability within the BCT AO. 
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12-107. Commanders and their 1SGs must establish procedures to ensure that the Soldier’s next of kin are 
notified properly and according to procedure. The proliferation of personal communications (i.e., cell 
phones and computers) in proximity to the battlefield enables nearly every Soldier to contact his/her home 
station. WIA and KIA next of kin should not receive notification through unofficial means. 

Medical/Personnel Accounting  
12-108. When a Soldier becomes a casualty, the unit medic from the medical platoon records medical 
treatment on the Soldier’s DD Form 1380, (United States Field Medical Card). The BSMC reads the 
Soldier’s DD 1380 when they treat the Soldier. The BCT S1 should electronically receive a notification 
message to update the Soldier’s patient tracking status. In this manner, S1s can identify a casualty’s 
location and properly account for them.  

Casualty Management 
12-109. Recommendations for the S1 after the battle include: 

 Plan to receive reports from BN S1s one hour after casualties occur. 
 Plan to forward reports to higher HQ within six hours after casualties occur. 
 Verify and reconcile DCIPS data with the BSMC. 
 Monitor mortuary affairs activities and reconcile casualty reports. 
 Plan to prepare Purple Heart recommendations, letters of condolence, and posthumous awards. 
 Coordinate requirements with the S4 for mortuary affairs supplies for unit teams. 
 Coordinate with the BSMC for return to duty of BN personnel. 
 Plan to appoint summary court officers for personal effects and line of duty investigating 

officers. 

REPLACEMENT MANAGEMENT 
12-110. Recommendations for the S1 for replacement operations include: 

 Ensure a unit (i.e., BSB) is tasked to receive replacements at a designated location (i.e., BSA). 
 Ensure the BN S1s know where and when replacements are due in by sending the BN S1s 

advance arrival reports. 
 Determine total transportation requirements for losses, and replacements, and submit the 

transportation requests to the S4. 

POSTAL SERVICES 
12-111. Postal support comes from a postal unit provided by higher HQ. The postal unit separates the mail 
by battalion-level organizations. Then the mail either is picked up by the designated battalion mail clerk, or 
is sent forward to him in the combat trains. Outgoing mail is exchanged at the same time. The battalion 
mail clerk receives and distributes the mail to the company mail clerk, usually the supply sergeant, who 
delivers it to the 1SG, platoon sergeant, or to the Soldier himself. The S1 coordinates with the S6 for 
processing of official mail. 

OTHER HUMAN RESOURCES SUPPORT 
12-112. Special teams from higher HQ sometimes augment the BCT to provide administrative services 
(awards, promotions, evaluations, and reassignments), military pay support, MWR support, and Red Cross 
coordination. 

DETAINEES 
12-113. ”Detainee” is a term used to refer to any person captured or otherwise detained by an armed force 
(JP 1-02). More specifically, detainees encompass the broad category of EPW, other detainees (OD), 
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civilian internees, and retained persons. All persons captured, detained, or otherwise held in US custody 
must receive humane care and treatment. 

12-114. The BCT S1 leads the BCT staff in planning operations for the detainee collection point (DCP). 
The BCT PM has staff supervision of the DCP in regards to guarding and protecting personnel held at the 
DCP, and advises unit commanders on the proper procedures for handling and processing detainees. The 
BCT S4 ensures the BCT and subordinate units have appropriate sustainment plans for detainee operations. 
The BCT S4 also assists commanders in locating and obtaining sufficient equipment to shelter detainees; 
including tents, rations, water, and concertina wire. The BSB allocates space in the BSA for the DCP. The 
BCT surgeon and chaplain ensure that detainees receive appropriate medical care and religious support.  

12-115. Soldiers who capture documents and EPWs maintain control of the detainees and captured 
documents until turned over to the MPs. As rapidly as pssible, EPWs are evacuated from BN AOs to the 
BCT DCP. The BCT may be required to operate a temporary detention facility; however, the detainees 
should be quickly moved to the division collection point. 

SECTION X – RELIGIOUS SUPPORT 

12-116. Each battalion has a unit ministry team (UMT), consisting of a chaplain and chaplain assistant, to 
provide religious support to their Soldiers. The BCT chaplain serves the BCT commander as a personal 
staff officer. The BCT chaplain plans, synchronizes, and coordinates religious support, within the BCT 
area of responsibility. The BCT UMT is responsible for the technical oversight of the UMTs in subordinate 
units. S1s provide coordinating staff oversight of UMTs. 

12-117. The BCT UMT is responsible for organizing the efforts of UMTs that work for subordinate 
commanders. The BCT UMT must ensure there is religious support to all Soldiers in the BCT AO. Often, 
companies or detachments are attached to the BCT without UMT support. Members of other services and 
authorized civilians may require area support. The BCT UMT prepares a religious support plan, often as an 
appendix to an order, to ensure coordinated religious support for BCT Soldiers.  

12-118. The religious support plan should consider: 
 Area support. 
 Denominational coverage. 
 Use of lay ministers. 
 Potential for mass casualties (MASCAL). 
 Augmentation of the BSB for patients in the BSMC. 
 Coordination with the Red Cross for family problems. 
 Stress management after combat operations (i.e., battle fatigue). 
 Pastoral care and counseling to key leaders. 

12-119. Chaplains advise their commanders on the moral and ethical nature of command policies, 
programs, and actions, as well as their impact on Soldiers. They are sometimes referred to as the 
"conscience of the command." 

12-120. UMTs have a staff role as well as a religious role. As staff officers, chaplains can research and 
interpret cultural and religious factors pertinent to a given operational area. They may work with civil 
affairs personnel in analyzing local religious organizations, customs and practices, doctrines, symbols, and 
the significance of shrines and holy places. Chaplains may conduct liaison with, and support humanitarian 
efforts by working with, humanitarian relief agencies, civil affairs, and PA where appropriate. 

SECTION XI – LEGAL SUPPORT 

12-121. The BCT has an organic legal team identified as the brigade operational law team (BOLT). The 
BOLT provides legal support in operational law and the core legal disciplines, which are: 

 Military justice. 
 International law. 
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 Administrative law. 
 Civil law (contract, fiscal, and environmental law). 
 Claims. 
 Legal assistance. 

12-122. The BCT judge advocate usually locates his BOLT team in the BCT main CP to provide 
operational law support, such as: 

 Support to the MDMP. 
 Preparation of the legal annexes to plans and orders. 
 Legal review of all plans, orders, and policies, focusing on ROE and ROI. 
 Input to the targeting, IO, and effects processes. 
 International law support. 
 Advice on the legal status of detainees and enemy personnel. 
 Liaison with HN legal authorities, NGOs, private voluntary organizations, and the ICRC. 
 Supervision of reporting and investigation of enemy and friendly war crimes. 

12-123. The BOLT also provides support in other legal disciplines to other members of the BCT staff, and 
to subordinate battalions.  

SECTION XII – FORCE HEALTH PROTECTION 

LEVEL I MEDICAL SUPPORT 

COMBAT LIFESAVERS  
12-124. The combat lifesaver (CLS) is a non-medical Soldier trained to provide enhanced first aid and 
lifesaving procedures beyond the level of self-aid or buddy aid. The CLS is not intended to take the place 
of medical personnel, but to slow deterioration of a wounded Soldier’s condition until medical personnel 
arrive. Each squad, crew, or equivalent-sized deployable unit has at least one Soldier trained and certified 
as a CLS.  

12-125. CLSs and buddy aid are crucial to sustaining FHP. The CLS is usually the first person on the 
scene of a medical emergency, and provides enhanced first aid to wounded and injured personnel. The 
vehicle commander is responsible for ensuring that injured crewmen receive immediate first aid, and that 
the commander is informed of casualties. He coordinates with the 1SG and company senior medic for 
ground evacuation.  

BATTALION MEDICAL PLATOON 
12-126. The battalion medical platoon is the focal point of FHP for each battalion. Depending on the 
battalion, this may be less than a platoon, but it is organized to support its BN CPs and companies; acquire, 
treat, evacuate casualties; and coordinate further evacuation as necessary. This platoon establishes a 
treatment point at the BAS. The BN S1 plans FHP; he is assisted by the S4, medical platoon leader, and 
field medical assistant. 

12-127. Each medical unit provides trained personnel to stabilize patients for further evacuation, provide 
emergency lifesaving and limb-saving treatment, and treat minor wounds or illness for return to duty. The 
primary responsibility of the senior medical NCO is to coordinate and supervise CASEVAC, Class VIII 
resupply, and support for the section. 

MEDICAL EVACUATION 
12-128. Evacuation of injured Soldiers is categorized into two types: 

 MEDEVAC is the use of ground or air ambulances to evacuate from the point of injury to a 
MTF while providing en route care. 
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 CASEVAC is the use of non-medical vehicles or other means for patient movement without 
providing en-route care. 

12-129. The MEDEVAC plan is the key to the FHP plan. The battalion medical platoon is responsible for 
MEDEVAC of casualties from the point of injury to the BAS. The BN S1/S4 must ensure there is a 
coordinated MEDEVAC plan from all BN locations to the BAS, and to the BSMC in the BSA. The BN S4 
and the BCT S4 coordinate AXP locations, and post them on his support graphics in FBCB2. The BN S4 
also coordinates any available ambulance support from the BN. He identifies and positions internal 
vehicles as required for mass CASEVAC. The BN S4 tracks active and inactive AXPs, and disseminates 
that information to BN CPs and companies.  

12-130. As casualties occur, the BN S4 directs assets to assist with CASEVAC. Medical evacuation 
outside the BN can be accomplished by ground or air means. Recovery responsibility does not end until 
casualties are evacuated back to its Level I MTF/BAS. Responsibility for further evacuation from the BAS 
is the mission of the BSMC ground ambulances or supporting air ambulance. Casualties can be evacuated 
to the BSMC Level II MTF in the BSA or other supporting MTFs. Medical patients are evacuated no 
further to the rear than their condition requires, and return to duty as soon as possible.  

12-131. The BCT surgeon section coordinates the MEDEVAC plans of battalion medical platoons and the 
BSMC. BN medical platoons often attach combat ambulances to companies in anticipation of casualties. 
The BSMC ambulance teams evacuate patients from maneuver BAS back to the BSMC MTF located in the 
BSA. Pre-positioning BSMC ambulance teams with supported maneuver units (BAS) reduce ambulance 
turnaround times. The BCT surgeon, ICW the BAE and the BCT S4, plans the landing sites for aerial 
evacuation. BCT MEDEVAC plans and exercises should include the use of aerial evacuation (when 
available) to transport litter-urgent patients. 

12-132. The preferred method of MEDEVAC is by air ambulance, but their use is METT-TC dependent. 
Usually, the aviation brigade positions a forward support medical team (FSMT) with three UH-60 
Blackhawk aircraft in support of a BCT. They are usually positioned in the BSA. These aircraft do not 
provide direct support to the BCT, but provide area support to all units in the area. The BAE and BCT 
surgeon coordinate the use and positioning of the FSMT. They integrate air ambulance support, to include 
coordination of A2C2 requirements, establishing clear lines of authority to launch a MEDEVAC, and 
identification of PZs and LZs.  

12-133. Planners must anticipate the potential for high casualty rates and long evacuation distances. They 
identify and coordinate AXPs along the axis of advance and on the objective. Planners must identify the 
AXP locations for all phases of the operation; they must also identify triggers developed for AXPs 
displacement to their next locations. Planners must retain the flexibility to shift nonstandard evacuation 
assets to support MASCAL or CASEVAC as required. Planners also ensure responsive medical support is 
preplanned to support cross-FLOT extraction of BCT reconnaissance elements by a maneuver or quick 
reactionary force. 

LEVEL II MEDICAL SUPPORT 

BRIGADE SUPPORT MEDICAL COMPANY 
12-134. BCT Soldiers do not usually use HN or other non-US medical facilities except for emergency 
medical treatment or for medical/surgical specialty consultation when a medical specialist, such as a 
neurosurgeon, is not readily available. The BSMC examines and evaluates a casualty’s wounds and general 
physical condition to determine treatment and evacuation priorities. This level of care contains Level I 
support, and expands the availability of services by adding operational dental, laboratory, radiology, 
PVNTMED, medical logistics and blood management, combat and operational stress control (COSC), and 
patient holding capabilities. Often, a FST augments the brigade support medical company (BSMC) to 
provide surgical resuscitation, stabilization, and initial wound surgery.  
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MEDICAL FORCE PROTECTION 
12-135. History continues to prove that more Soldiers are lost in combat due to illness, disease, and non-
battle injury than to combat wounds. Maintaining the health and fighting fitness of Soldiers is the 
responsibility of all leaders. The best way to do this is for commanders to emphasize preventive measures. 
All BCT leaders must be active participants in promoting hygiene, sanitation, counseling, and in the 
treatment of stress and battle fatigue.  

Preventive Medicine Measures  
12-136. The SOP should contain established rules of hygiene, which Soldiers should observe daily to 
prevent the spread of disease. These rules of hygiene should include the following: 

 Soldiers should wash and change undergarments daily.  
 Proper clothing inspections prevent cold and hot weather injuries.  
 Immunizations must be current.  
 Field sanitation is important to prevent the spread of debilitating diseases.  
 Only approved or tested water sources should be used.  
 Utensils used for eating must be properly cleaned before reuse.  
 In static situations, Soldiers use slit trenches or latrines; at other times they use cat holes. All 

must be covered up after use to prevent the spread of disease.  
12-137. The BSMC has the BCT’s PVNTMED assets. The PVNTMED section is a two person team: an 
environmental science officer, and a PVNTMED specialist. PVNTMED assists unit commanders by 
conducting: 

 Sanitary inspections of food service, latrines, and shower points. 
 Medical surveillance of field water supplies. 
 Sample collection for potential TIM.  

Preventing Sleep Deprivation 
12-138. Rest is extremely important. The effects of sleep deprivation are disastrous to unit missions and 
personnel. As continuous wakefulness is extended beyond the normal 16 hours per day, reaction time 
slows, ability to focus attention is impaired, capacity for handling stress is reduced, and the ability to 
recognize and solve problems is diminished. Leaders should be familiar with signs of sleep loss and 
fatigue. Table 12-1 shows some possible indicators. However, it should be noted that these signs could be 
subtle, or even absent, in some Soldiers suffering from sleep deprivation. So, although the presence of 
some of these indicators suggests possible sleep loss and fatigue, their absence does not guarantee that a 
particular Soldier is well rested, alert, and capable. 

Table 12-1. Indicators of sleep deprivation and fatigue  

DIFFICULTY PROCESSING 
INFORMATION 

Slow comprehension and perception. 
Difficulty assessing complex situations.  
Slow to understand information. 

IMPAIRED ATTENTION SPAN Decreased vigilance.  
Difficulty completing routines. 
Reduced attention span. 
Short-term memory loss. 
Inability to concentrate. 

COMMUNICATION PROBLEMS Difficulty carrying on a conversation. 
Forgetfulness. 

MOOD CHANGES Less energetic, less alert, and less cheerful.  
Loss of interest in surroundings.  
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Table 12-1. Indicators of sleep deprivation and fatigue  

Depressed or apathetic mood; more irritable. 
PHYSICAL CHANGES Drooping eyelids. 

Vacant stare. 
Bloodshot eyes. 

12-139. In a tactical environment, leaders must make decisions on work-rest schedules. This includes 
locating sleep areas away from ongoing activities and minimizing noise and light exposure. When possible, 
Soldiers should sleep outside of their vehicles to enable them to fully stretch out and get the full benefit of 
at least four hours of continuous sleep. 

 If possible, set stable shifts that allow the Soldiers to sleep and awaken at the same times each 
day. This avoids jet lag-like symptoms. Shifts of 12 hours on and 12 hours off have the 
advantage of simplicity and leave enough time for Soldiers to engage in other activities (i.e., 
eating and personal hygiene) without sacrificing sleep. 

 Normal performance is maintained only with shifts that allow 6 to 8 hours of continuous sleep 
on a regular basis. Note that daytime sleep is less efficient than nighttime sleep, so more time in 
bed is needed during the daytime. 

 Nap early and nap often. Soldiers who are averaging 7 or fewer hours of sleep per night should 
take every opportunity to nap—even short catnaps have significant beneficial effects. 

 High levels of motivation, will, and effort do not reverse the effects of sleep loss. 
 Caffeine (200-300 mg—the equivalent of 2-3 cups of coffee) taken every 3-4 hours can 

temporarily enhance alertness and performance when sleep loss is unavoidable. Caffeine is most 
effective for Soldiers who do not, or who rarely, use caffeine at other times (i.e., don’t habitually 
drink coffee, tea, or other caffeinated beverages). 

 There is no substitute for sleep. Caffeine and other stimulants do not replace sleep; they 
temporarily sustain performance and delay sleep. The only way to fully reverse all of the effects 
of sleep loss is to obtain recovery sleep. 

Combat Operational Stress Control 
12-140. Combat operational stress control (COSC) focuses on medically protecting the force through 
treatment and prevention of combat stress; this includes the rapid reversal of COSR. These PVNTMED 
techniques are essential to enhancing Soldier survivability across the spectrum of battlefield contingencies. 
They do this through continual health hazard assessment, and by minimizing disease and injury. The 
BSMC has a COSC team consisting of a behavioral science officer and a mental health specialist. 

12-141. Chaplains can assist with combat stress control services by helping unit commanders identify 
Soldiers who are at risk of suffering COSR. 

SECTION XIII – SUPPORT AREAS 

12-142. A support area is a designated area in which sustainment elements, some staff elements, and other 
elements locate to support a unit. Types of support areas include: 

 Company trains 
 Battalion trains 
 Brigade support area (BSA). 

TRAINS 
12-143. Trains are a unit grouping of personnel, vehicles, and equipment to provide sustainment. It is the 
basic sustainment tactical organization. Maneuver battalions use trains to array their subordinate 
sustainment elements, including their FSC. BN trains usually are under the control of the BN S4, and 
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assisted by the BN S1. The composition and location of BN trains varies depending on the number of units 
attached to, or augmenting, the BN. 

12-144. BN trains can be employed in two basic configurations: as unit trains in one location, or as 
echeloned trains.  

 Unit trains at the BN level are appropriate when the battalion is consolidated, during 
reconstitution, and during major movements. 

 Echeloned trains can be organized into company trains, battalion combat trains, UMCP, BAS, or 
battalion field trains.  

COMPANY TRAINS 
12-145. Company trains provide sustainment for a company during combat operations. Company trains 
usually include the 1SG, medical aid/evacuation teams, supply sergeant, and the armorer. Usually, the FSC 
provides a FMT, with capabilities for maintenance, recovery, and limited combat spares. The supply 
sergeant can collocate in the combat trains, if it facilitates logistics package (LOGPAC) operations. The 
1SG usually directs movement and employment of the company trains; although the company commander 
may assign the responsibility to the company XO. 

BATTALION TRAINS 
12-146. Battalion trains consist of two types: combat trains and field trains. BNs usually do not operate 
field trains. 

Combat Trains  
12-147. The combat trains usually consist of the FSC and the battalion medical unit. The UMCP should be 
positioned where recovery vehicles have access, or where major or difficult maintenance is performed. The 
factors of METT-TC must be considered when locating combat trains in a battalion support area. 

Field Trains  
12-148. Field trains can be located in the BSA and include those assets not located with the combat trains. 
The field trains can provide direct coordination between the BN and the BSB. When organized, the field 
trains usually consist of the elements of the FSC, BN HHC, BN S1, and BN S4. The field trains personnel 
facilitate the coordination and movement of support from the BSB to the BN. 

Sustainment-Related Command Posts 
12-149. The BN commander may choose to create a CTCP or a field trains command post (FTCP) as a HQ 
for administrative and logistics support. Most of the time, the S4 is the officer in charge (OIC) of the 
CTCP. If constituted, the FTCP could be led by the HHC commander. These CPs can be organized to 
accomplish specific logistical tasks.  

 Situations that might dictate the need for a CTCP: 
 As part of a BSB forward logistical element (FLE) operation.  
 During RSOI operations. 

 Situations that might dictate the need for a FTCP: 
 During periods of supply or resupply of major end items. 
 The sustainment elements of the BN are no longer 100% mobile. 

BRIGADE SUPPORT AREA 
12-150. The brigade support area (BSA) is the logistical, personnel, and administrative hub of the BCT. It 
consists of BSB, but could also include a BCT alternate CP (if formed), battalion field trains, BSTB units, 
AMD assets, signal assets, and other sustainment units from higher HQ. The BCT S3, with the BCT S4 and 
the BSB, determines the location of the BSA. The BSA should be located so that support to the BCT can 
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be maintained, but does not interfere with the tactical movement of BCT units, or with units that must pass 
through the BCT area. The BSA’s size varies with terrain; however, an area 4 km to 7 km in diameter is a 
planning guide. Usually the BSA is on a MSR in the rear or sustainment area, and ideally is out of the 
range of the enemy’s medium artillery. The BSA should be positioned away from the enemy’s likely 
avenues of approach and entry points into the BCT’s rear area.  

12-151. Usually the S4 coordinates the BCT main CP’s sustainment cell, which contains the BCT S4, BCT 
S1, BSS, and the BCT UMT. The BCT commander can create an alternate CP for sustainment, should the 
administrative and logistics presence in the main CP become too large. The BSB or BSTB CPs may be able 
to host the sustainment cell if communications links are adequate. 

LOCATIONS FOR SUPPORT AREAS 
12-152. The trains should not be considered a permanent or stationary support area (Figure 12-6). The 
trains must be mobile to support the BN when it is moving, and should change locations frequently, 
depending on available time and terrain. The trains changes locations for the following reasons: 

 Change of mission. 
 Change of unit AOs. 
 To avoid detection caused by heavy use or traffic in the area. 
 When area becomes worn by heavy use (e.g., wet and muddy conditions). 
 Security becomes lax or complacent due to familiarity. 

Figure 12-6. Support unit locations 

12-153. All support areas have many similarities, including: 
 Cover and concealment (natural terrain or man-made structures). 
 Room for dispersion. 
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 Level, firm ground to support vehicle traffic and sustainment operations. 
 Suitable helicopter landing site (remember to mark the landing site). 
 Good road or trail networks. 

 Good routes in and out of the area (preferably separate routes going in and going out). 
 Access to lateral routes. 
 Positioned along or good access to the MSR. 
 Positioned away from likely enemy avenues of approach. 

SECURITY OF SUPPORT AREAS 
12-154. Sustainment elements must organize and prepare to defend themselves against ground or air 
attacks. Often, they occupy areas that have been secured by maneuver elements of the BCT. The security 
of the trains at each echelon is the responsibility of the individual in charge of the trains. The best defense 
is to avoid detection. The following activities help to ensure trains security: 

 Select good trains sites that use available cover, concealment, and camouflage.  
 Use movement and positioning discipline, as well as noise and light discipline to prevent 

detection.  
 Establish a perimeter defense. 
 Establish observation posts and patrols. 
 Position weapons (small arms, machine guns, and antitank weapons) for self-defense.  
 Plan mutually supporting positions to dominate likely avenues of approach.  
 Prepare a fire plan and make sector sketches. 
 Identify sectors of fires. 
 Emplace target reference points (TRP) to control fires, and for use of indirect fires. 
 Integrate available combat vehicles within the trains (i.e., vehicles awaiting maintenance or 

personnel) into the plan, and adjust the plan when vehicles depart.  
 Conduct rehearsals.  
 Establish rest plans. 
 Identify an alarm or warning system that would enable rapid execution of the defense plan 

without further guidance; the alarm, warning system, and defense plan are usually included in 
the SOP. 

 Designate a reaction force. Ensure the force is equipped to perform its mission. The ready 
reaction force must be well rehearsed or briefed on-- 

 Unit assembly.  
 Friendly and threat force recognition. 
 Actions on contact.  

SUPPLY ROUTES 
12-155. The BCT S4, ICW the BSB SPO and BCT S3, select supply routes between support areas. MSRs 
are routes designated within the BCT’s AO upon which the bulk of sustainment traffic flows in support of 
operations. A MSR is selected based on the terrain, friendly disposition, enemy situation, and scheme of 
maneuver. Alternate supply routes are planned in the event that a MSR is interdicted by the enemy, or 
becomes too congested. In the event of CBRN contamination, either the primary or alternate MSR can be 
designated as the “dirty MSR” to handle contaminated traffic. Alternate supply routes should meet the 
same criteria as the MSR. MPs may assist with regulating traffic, and engineer units, if available, could 
maintain routes. Security of supply routes in a noncontiguous environment might require the BCT 
commander to commit non-sustainment resources.  

12-156. Route considerations include: 
 Location and planned scheme of maneuver for subordinate units. 
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 Location and planned movements of other units moving through the BCT’s AO.  
 Route characteristics such as route classification, width, obstructions, steep slopes, sharp curves, 

and type of roadway surface.  
 Two-way, all-weather trafficability. 
 Classification of bridges and culverts.  
 Requirements for traffic control such as at choke points, congested areas, confusing 

intersections, or along built-up areas.  
 Number and locations of crossover routes from the MSR to alternate supply routes.  
 Requirements for repair, upgrade, or maintenance of the route, fording sites, and bridges.  
 Route vulnerabilities that must be protected. This can include bridges, fords, built-up areas, and 

choke points.  
 Enemy threats such as air attack, conventional and unconventional tactics, mines, ambushes, and 

chemical strikes.  
 Known or likely locations of enemy penetrations, attacks, chemical strikes, or obstacles.  
 Known or potential civilian/refugee movements that must be controlled or monitored.  

 



 

4 August 2006 FM 3-90.6 A-1 

Appendix A 

Brigade Combat Teams 

Although BCTs can operate in any OE and against any threats, each BCT has unique 
characteristics. The IBCT is best employed when the Army needs to deploy forces 
rapidly. With its airborne capabilities, the IBCT can conduct forced entry operations, 
and is prepared to conduct offensive operations immediately upon arrival. The HBCT 
does not deploy rapidly, although its Soldiers can draw from pre-positioned supplies 
worldwide. The HBCT is best employed against enemy mechanized and armored 
forces because it offers the best protection of the three BCTs. The SBCT cannot 
deploy as easily as an IBCT, nor does it have the protection of a HBCT. However, it 
does offer the Army a force that is highly mobile once deployed, with a smaller 
logistics footprint of heavier forces. The BCTs complement each other, and can 
expect to fight together. 

 

SECTION I – THE HEAVY BRIGADE COMBAT TEAM  

ORGANIZATION 

Figure A-1. The heavy BCT 
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A-1. The HBCT is the Army’s heaviest BCT, and is organized with armored and mechanized units 
(Figure A-1). It is capable of defeating the military forces of any country when battling force-on-force. Its 
personnel strength is approximately 3,800 Soldiers. It is organized to fight with combined arms at the 
company/team level. 

COMBINED ARMS BATTALION  

A-2. The combined arms battalion (CAB) is the HBCT’s primary maneuver force. It is organized in a ”2-
by-2” design, consisting of two tank companies and two rifle companies. Companies fight as combined 
arms teams with support from organic 120mm mortars, a scout platoon, and a sniper section. Unlike 
battalions in the IBCT or SBCT, the CAB has an organic engineer company. Each engineer company 
consists of three line platoons and one support platoon. The CAB’s mission is to close with, and destroy or 
defeat enemy forces within the full spectrum of modern combat operations. CABs are organized to 
maintain tactical flexibility within restricted terrain.  

RECONNAISSANCE SQUADRON 

A-3. The reconnaissance squadron (RS) of the HBCT is designed to provide accurate and timely 
information across the AO. It also has the capability to defend itself against most threats. The RS is 
composed of four troops: one HHT and three ground reconnaissance troops equipped with M3 CFVs and 
M1114 armored HMMWVs. In large AOs, aerial reconnaissance assets usually are attached or placed 
under OPCON to the squadron to extend its surveillance range. 

A-4. Each of the reconnaissance troops includes a troop headquarters, two reconnaissance platoons, and a 
mortar section. The two reconnaissance platoons are organized with three CFVs and five M1114s equipped 
with the long-range advanced scout surveillance system (LRAS3). The mortar section consists of two 120-
mm self-propelled mortars and a FDC. 

FIRES BATTALION 

A-5. Within the HBCT, the fires battalion has two batteries of 155mm artillery (Paladin). Each battery has 
two eight-gun sections. The HHB is equipped with both Q36 and Q37 counter-fire radars and four 
lightweight counter mortar radars (LCMR). 

BRIGADE SUPPORT BATTALION  

A-6. The brigade support battalion (BSB) is the organic sustainment unit of the HBCT. The BSB has four 
FSCs that provide habitual support to each of the CABs, the FA battalion and the RS. These FSCs provide 
each battalion commander with dedicated logistics assets organized specifically to meet his battalion’s 
requirements. The BSB also has a supply and distribution company, a FMC, and BSMC assigned to ensure 
that the BCT can conduct self-sustained operations for 72 hours of combat.  

A-7. The BSB also has a supply and distribution company, a FMC, and a BSMC. The BSB HQ has a 
distribution management section that receives requests, monitors incoming supplies, and constructs, 
manages, and distributes configured loads.  

BRIGADE SPECIAL TROOPS BATTALION 

A-8. The brigade special troops battalion (BSTB) provides C2 to the BCT HHC, NSC, MI CO, and MP, 
and CBRN reconnaissance platoons of the IBCT. It also has a BSTB HHC to provide administrative, 
logistic, and FHP support to its organic and attached units. It is responsible for the security of all BCT CPs 
and may, on order, plan, prepare, and execute the rear area security mission. Its units can defeat level I 
threats and, with augmentation or control of some of its organic units such as MPs, organize response 
forces to defeat a Level II threat. 
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Network Support Company  

A-9. The network support company (NSC) is organic to the HBCT and connects the unit to the GIG. Each 
NSC has two network extension platoons. These platoons consist of one JNN section and an extension 
section. Usually, one NET support platoon is located at the BCT main CP and one at the BSB TOC. The 
vehicles supported by the HBCT NSC use FBCB2-terrestial. 

Military Intelligence Company  

A-10. The military intelligence company (MI CO) consists of a small headquarters section, an ISR 
integration platoon, an ISR analysis platoon, and a tactical HUMINT platoon. The tactical HUMINT 
platoon enables the HBCT to conduct HUMINT collection and counterintelligence activities. HUMINT 
collection involves interrogation, debriefing, tactical questioning, tactical source operations, and limited 
document exploitation. Its goal is to assess the enemy accurately. Counterintelligence activities include 
assessments, analyses, preliminary investigations, and force protection source operations. The UA platoon 
operates four Shadow UAs with their supporting equipment. 

A-11. The ISR analysis and ISR integration platoons are under the HBCT S2’s operational control. These 
platoons provide support when developing the HBCT COP, the targeting effects, the situation, and the IPB. 
They integrate and analyze reconnaissance and surveillance reporting across all WFF. This aids in 
developing intelligence products to meet CCIR.  

MISSIONS, CAPABILITIES, AND LIMITATIONS  
A-12. Heavy brigade combat team (HBCT) units have some characteristics that IBCT and SBCT units do 
not. The M1A2 and M2A3 vehicle give HBCT units a much greater protection advantage, as well as some 
added mobility. Also, these units are designed with many organic elements that increase their flexibility 
during employment.  

HBCT MISSION 

A-13. Primarily, the HBCT is manned and equipped to conduct full spectrum operations, but conditions 
may develop that require additional capabilities. For example, when the HBCT participates in a MCO, it 
does so as a subordinate element of a division or corps. Its mobility and organic ISR assets make it 
invaluable to a higher headquarters commander in combat operations. 

HBCT CAPABILITIES 

A-14. The HBCT’s operational capabilities include: 
 Conducting sustained operations in most environments. 
 Accomplishing very rapid movement and deep penetrations. 
 Conducting security operations. 
 Conducting offensive and defensive operations. 
 Maintaining the ability to integrate light or SOF. 
 Possessing mobile, protected firepower. 
 Providing digital SA down to vehicle-level. 
 Performing company-sized air assaults. 

HBCT LIMITATIONS 

A-15. The HBCT’s operational limitations include: 
 High dependence on radio communications. 
 Restricted mobility in highly mountainous terrain or dense forests. 
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 High usage rate of consumable supplies, particularly class III, V, and IX. (Do not underestimate 
its requirements.) 

 Vulnerability to mines and antitank weapons. 
 Footprint is usually larger than a lighter force. 
 Fratricide of light forces is higher due to the inability to determine friend or foe unless mounted. 
 HBCT staff does not have an S3 air section to plan and oversee air assault operations. 
 Possesses no organic gap crossing capability. 

SECTION II – THE INFANTRY BRIGADE COMBAT TEAM  

ORGANIZATION 

Figure A-2. The infantry BCT 

INFANTRY BRIGADE COMBAT TEAM 

A-16. The IBCT is the Army’s lightest BCT, and is organized around dismounted infantry, capable of 
airborne or air assault operations (Figure A-2). It is designed to operate in restricted terrain. Its personnel 
strength is approximately 3,400 Soldiers.   

INFANTRY BATTALION 

A-17. Infantry battalions serve as the primary maneuver force for the brigade, and are organized with a 
HHC, three rifle companies, and a weapons company. Each rifle company has three rifle platoons, a 
weapons squad, and a 60mm mortar section. The HHC has a scout platoon, a sniper squad, and a platoon of 
81mm and 120mm mortars. The weapons company has four wheeled assault platoons, each with three 
ATGM vehicles. These platoons serve as the IBCT’s primary armor killer, providing standoff fires against 
enemy armor. 
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RECONNAISSANCE SQUADRON  

A-18. The RS of the IBCT is composed of four troops; an HHT, two mounted reconnaissance troops, and 
one dismounted reconnaissance troop. The two mounted reconnaissance troops are equipped with M1114 
armored HMMWVs, which provide the troops’ mobility. The dismounted reconnaissance troop is easily 
deployable by either fixed or rotary wing aircraft. 

A-19. Each of the mounted reconnaissance troops includes three reconnaissance platoons, and a mortar 
section. The reconnaissance platoons are organized with six M1114s. The mortar section consists of two 
towed 120mm mortars and an FDC. The dismounted reconnaissance troop includes a sniper section and 
two dismounted reconnaissance platoons. The reconnaissance platoons are organized into three sections 
with one Javelin in each platoon 

FIRES BATTALION 

A-20. Within the IBCT, the fires battalion has two batteries of 105mm towed artillery. Each battery has 
two eight-gun sections. The HHB is equipped with one Q36 counter-fire radar and four lightweight counter 
mortar radars (LMCR). 

BRIGADE SUPPORT BATTALION  

A-21. The BSB is the organic sustainment unit of the IBCT, assigned to ensure that the BCT can conduct 
self-sustained operations for 72 hours of combat. The BSB has four FSCs that provide habitual support to 
each of the infantry battalions, the FA battalion and the RS. These FSCs provide each battalion commander 
with dedicated logistics assets organized specifically to meet his battalion’s requirements. 

A-22.  The BSB also has a supply and distribution company, a FMC, and a BSMC. The BSB HQ has a 
distribution management section that receives requests, monitors incoming supplies, and constructs, 
manages, and distributes configured loads.  

A-23. The BSB has dedicated troop transportation assets that provide the capability to mount two rifle 
companies on trucks for a given operation. Each FSC in a maneuver battalion also has dedicated troop 
transportation assets that provide the capability to move one rifle company via trucks. 

BRIGADE SPECIAL TROOPS BATTALION 

A-24. The BSTB provides C2 to the BCT HHC, NSC, the MI and engineer companies, the MP and CBRN 
reconnaissance platoons of the IBCT. It also has a BSTB HHC to provide administrative, logistic, and FHP 
support to its organic, and any attached units. It is responsible for the security of all BCT CPs and may, on 
order, plan, prepare, and execute the rear area security mission. Its units can defeat level I threats and, with 
augmentation or control of some of its organic units such as MPs, organize response forces to defeat a 
Level II threat. 

Network Support Company  

A-25. The NSC is organic to the IBCT and connects the unit to the GIG. Each NSC has two network 
extension platoons. These platoons consist of one JNN section and an extension section. Usually one NET 
support platoon is located at the BCT main CP and one at the BSB TOC. The vehicles supported by the 
IBCT NSC use FBCB2-BFT. 

Military Intelligence Company  

A-26. The MI CO consists of a small headquarters section; an ISR integration platoon; an ISR analysis 
platoon; a tactical HUMINT platoon, and a UA platoon. The tactical HUMINT platoon enables the IBCT 
to conduct HUMINT collection and counterintelligence activities. HUMINT collection involves 
interrogation, debriefing, tactical questioning, tactical source operations, and limited document 
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exploitation; its goal is to accurately assess the enemy. Counterintelligence activities include assessments, 
analysis, preliminary investigations, and force protection source operations. The UA platoon operates four 
Shadow aerial vehicles with their supporting equipment. 

A-27. The ISR analysis and ISR integration platoons are under the IBCT S2’s operational control. These 
platoons provide support when developing the COP, the targeting effects, the situation, and the IPB. They 
integrate and analyze reconnaissance and surveillance reporting across all WFF. This aids in developing 
intelligence products to meet CCIR.  

Engineer Company  

A-28. This company is unique to the IBCT BSTB. The engineer company is the IBCT’s primary means for 
mobility support and is focused on the performance of combat engineering tasks in support of close 
combat. The IBCT is augmented with additional engineer assets when contingencies require survivability 
and construction, and these types of elements will typically be initially attached to the BSTB. Additional 
combat engineering capability augmenting the IBCT may be provided directly to the infantry battalions for 
specific mission accomplishment. This combat engineer company consists of two combat engineer 
platoons and one equipment section. It has no organic gap crossing capability. 

MISSION, CAPABILITIES, AND LIMITATIONS 
A-29. Currently, the infantry brigade combat teams (IBCT) of the 82d Division continue to train airborne 
specific missions such as airfield seizure, expanding an airhead line, and establishing a lodgment. The 
IBCTs of the 101st Division continue to train air assault and air mobile specific missions. 

IBCT MISSION 

A-30. Although IBCTs and other infantry units have similar missions, they are not the same. IBCTs are 
more versatile. They were designed to operate best in high-tempo offensive operations against 
conventional and unconventional forces in rugged terrain. However, they can adapt effectively to mixed 
terrain defense, urban combat, mobile security missions, and SO. IBCTs are better suited for operations in 
restrictive and severely restrictive terrain than the other types of BCTs. This is true whether the enemy is 
conventional or unconventional; and whether the mission is in support of operational maneuver or 
operations against insurgents. Also, the unit’s many organic elements provide increased flexibility during 
employment.  

IBCT CAPABILITIES 

A-31. The IBCT’s operational capabilities include: 
 Conducting small-unit operations. 
 Conducting operations with armored, mechanized, or wheeled forces. 
 Conducting operations with SOF. 
 Taking part in amphibious operations. 
 Maintaining the ability to conduct forced entry or early entry operations. 
 Conducting air assault, air mobile, or airborne operations. 
 Maintaining BSB/FSC transportation assets that allow 4 rifle companies to be truck-borne for 

any operation. 
 Maintaining a RS consisting of both mounted and dismounted personnel 

IBCT LIMITATIONS 

A-32. Limitations of the infantry brigade include the following: 
 The IBCT does not have the firepower, mobility, or inherent protection of HBCTs. 
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 The two maneuver battalions of the IBCT move predominately by foot; organic vehicles must 
move either Soldiers or supplies. The BSB has only enough trucks to transport two rifle 
companies. 

 Infantry Soldiers are especially vulnerable to enemy fires and CBRN attacks while Soldiers are 
moving. 

 With only two maneuver battalions, options are limited for retaining capabilities for a pursuit, 
exploitation, or reserve force. 

 Possesses no organic gap crossing capability. 
 Soldiers of the IBCT require USAF support for airborne assault.  
 For a brigade-level air assault, the IBCT requires the support of at least two combat aviation 

brigades. 

SECTION III – STRYKER BRIGADE COMBAT TEAM ORGANIZATION  
 

ORGANIZATION 
 

Figure A-3. The Stryker BCT 

A-33. The Stryker brigade combat team (SBCT) combines the deployability of an IBCT with the mobility 
of a HBCT. It is designed around three infantry battalions and has approximately 4,000 Soldiers (Figure A-
3). 

STRYKER BATTALION  

A-34. Stryker battalions are organized ”3-by-3,” three rifle companies, each with three rifle platoons. Each 
rifle company has a section of organic 60mm and 120mm mortars, a mobile gun system (MGS) platoon 
with three MGS vehicles, and a sniper team. The HHC also has a mortar section (81mm and 120mm), a 
reconnaissance platoon, and two sniper teams. 

RECONNAISSANCE SQUADRON 

A-35. The RS of the SBCT is extremely mobile and can cover a very large AO. The RS is composed of 
five troops; one HHT, three reconnaissance troops equipped with Stryker RVs, and a surveillance troop.  
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A-36. Each of the reconnaissance troops includes three reconnaissance platoons and a mortar section. The 
three reconnaissance platoons are organized with four RVs, each with a crew and a scout team for 
dismounted reconnaissance. The mortar section consists of two 120mm self-propelled mortars and an FDC. 

A-37. The surveillance troop provides the squadron commander with a mix of specialized capabilities built 
around aerial and ground sensors. The UA platoon launches, flies, recovers, and maintains the squadron’s 
aerial reconnaissance platforms. The multi-sensor platoon consists of ground-based radio signals 
interception and direction-finding teams (i.e., Prophet teams); it also has a dedicated communications 
terminal that transmits, reports, and receives voice, data, digital, and imagery feeds from intelligence 
sources at every echelon from RS through national level. The ground sensor platoon provides remotely 
emplaced unmanned monitoring capabilities. The CBRN reconnaissance platoon has three M93A1 vehicles 
(Fox) to determine the presence and extent of CBRN contamination. 

FIRES BATTALION 

A-38. Within the SBCT, the fires battalion has three batteries of 155mm towed artillery. Each battery has 
six guns. The HHB is equipped with one Q36 and one Q37 counter-fire radar. 

BRIGADE SUPPORT BATTALION  

A-39. The BSB is the organic sustainment unit of the SBCT. It has four subordinate companies; a 
distribution company, a forward maintenance company, a BSMC, and a HHC. This BSB does not have 
forward support companies, and must task organize to provide support to each maneuver unit in the SBCT. 

ANTITANK COMPANY  

A-40. The antitank company is the primary anti-armor force in the SBCT. The company consists of three 
platoons, each with three Stryker ATGM vehicles. 

ENGINEER COMPANY  

A-41. The engineer company provides the SBCT with mobility support. It consists of three mobility 
platoons and one mobility support platoon. It has limited organic gap crossing capability. 

NETWORK SUPPORT COMPANY  

A-42. The NSC is organic to the SBCT and connects the unit to the GIG. Each NSC has three platoons: a 
TOC nodal platoon, a BSB nodal platoon, and a signal support platoon. The vehicles supported by the 
SBCT NSC use FBCB2-terrestial. 

MILITARY INTELLIGENCE COMPANY  

A-43. The MI CO consists of a small headquarters section, an ISR integration platoon, an ISR analysis 
platoon, and a tactical HUMINT platoon. The ISR analysis and ISR integration platoons are OPCON by 
the SBCT S2; they also provide support to the development of the SBCT COP, targeting effects, situation 
development, and IPB. They integrate and analyze across the other WFF’s reconnaissance and surveillance 
reporting to develop intelligence products in response to PIR. The tactical HUMINT platoon provides the 
SBCT with an organic capability to conduct HUMINT collection and counterintelligence activities. 

STRYKER BRIGADE COMBAT TEAM MISSIONS, CAPABILITIES, 
AND LIMITATIONS  

A-44. Although SBCTs and other infantry units are assigned similar missions, they are not the same. SBCT 
units have some characteristics that other infantry units do not. The Stryker vehicle gives the unit a much 
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greater mobility advantage along with some added protection. The unit is also designed with many organic 
elements that allow for increased flexibility during employment. 

SBCT MISSION 

A-45. The SBCT is manned and equipped primarily to conduct operations in an SSC. However, conditions 
may develop that require added capabilities not resident within the SBCT. When the SBCT participates in a 
MCO, it does so as a subordinate element of a division or corps. Its mobility and organic ISR assets make 
it invaluable to a division or corps commander in an MCO. As with any brigade, adjustments to task 
organization might be required.  

SBCT CAPABILITIES 

A-46. The SBCT’s operational capabilities include: 
 Three infantry battalions for maneuver (vs. only two in the HBCT and IBCT). 
 Infantry battalions contain organic armor in their MGS platoons. 
 In-theater mobility. 
 Lower usage rate of class III supplies than the HBCT, with nearly the same mobility. 
 Greater survivability than an IBCT. 
 Ability to conduct forced entry or early entry operations. 
 RS with organic HUMINT Soldiers. 

SBCT LIMITATIONS 

A-47. Limitations of the SBCT include: 
 The SBCT does not have the firepower or inherent protection of HBCTs. 
 The SBCT requires more aircraft to deploy than an IBCT. 
 The BSB does not have FSCs for each maneuver battalion.  
 Possesses no organic gap crossing capability. 
 There is no BSTB for C2 of brigade troops. 
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Appendix B 

Digital Command Post Operations 

To fight and win wars, the Army must be organized, directed, controlled, supported, 
and sustained in a manner that guarantees mission accomplishment. The Army of the 
21st century combines flexible organizational elements, battle-proven techniques of 
leadership, and a basic concept of C2 that combines historic experience and modern 
information technology. The ABCS provides commanders with the battle command 
architecture needed to gain and maintain the initiative and successfully execute 
missions on the digital battlefield.  

SECTION I – DIGITAL COMMAND POST OPERATIONS 

B-1. The Army is making rapid and sweeping changes in command post (CP) design taking full 
advantage of the newest computer technology. The CPs for digitized units will be small, mobile, 
deployable, and equipped to access, process, and distribute the information and orders needed by their 
echelon. This chapter outlines the internal operations of a digital CP. For additional information see FM 6-
0. 

COMMAND POST OF THE FUTURE 
B-2. The command post of the future (CPOF) is a collaborative application that enables users to collect, 
collate, display, map, and analyze data. Users can do this collectively or individually, in real time. It 
provides planning and mapping tools to support the commander’s battle management and IO by rapidly 
processing and correlating combat information from all available sources. It provides the BCT commander 
with an advanced, distributed, collaborative, decision-making environment, thus eliminating his need to be 
at fixed CPs. 

B-3. CPOF is not a replacement for the ABCS. It depends on ABCS for most of its data and will continue 
to depend on ABCS until ABCS is retired and replaced. The primary data server for CPOF is the 
CoMotion repository. The server connects to a data bridge that pulls in real-time data from a variety of 
servers located on external machines. CoMotion receives data related to unit positions map overlays, and 
more, in a synchronous method.  

B-4. The four main CPOF applications are: 
 Map Data – caches imagery and map data locally and feeds into both the CoMotion application 

and the CommandSight application. 
 Command Sight Application – a three-dimensional map-based view of the AO. 
 CoMotion client – a versatile commander’s view into geospatial, temporal, and other forms of 

data. 
 OpenPhone VOIP client – integrates with the CoMotion Client to provide seamless audio 

communications across multiple channels. 

DATA EXCHANGE 
B-5. The manner in which it exchanges data is central to digital CP operations. ABCS systems share 
information either directly with one another, or through the use of databases. The joint common database 
(JCDB) is a database that resides on all the ABCS computers within a CP, and provides data for the 
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common applications that generate the COP. Battlefield information flows dynamically back and forth 
between ABCS systems and the JCDB. When data is entered through an automated system, this change is 
forwarded to all ABCS subscribers on the CP's tactical LAN (TACLAN) and posted to the COP. 

B-6. CPs also exchange data with each other. This exchange enables CPs to maintain the same data in the 
JCDBs of different CPs. Data generated by each automated system flows to its counterpart system at 
adjacent echelons. Each automated system then transfers this information to the JCDB at that echelon. 
Friendly or “blue” picture position information flows from FBCB2 upward through EBC on the server 
located at each echelon. Then this information is deposited into that echelon’s JCDB. This data exchange 
ensures that all TOCs have JCDBs resembling one another. This is essential to creating the COP. 

B-7. Figure B-1 illustrates how this data flows between a battalion and brigade with their MCS systems 
operating as servers. Note the flow of friendly position information (depicted by dashed arrows) moving 
between EBC at these echelons, and into their respective JCDBs. Each automated system can, in turn, 
access this friendly picture from the JCDB at their echelon. The flow of data from one automated system, 
to other automated systems and the JCDB is shown by solid arrows. 

DIGITAL COMMAND POST LAYOUT 
B-8. The standardized integrated command post system (SICPS) is the new generation of CP facility 
systems to support digitized units. SICPS is a C2 enabler, providing the platforms from which to conduct 
digital CP activities. Its primary purpose is to command and control digitized units by housing their ABCS 
systems. SICPS is designed to facilitate CP operations by providing the flexibility, commonality, and 
operational capabilities needed to enhance unit mobility and integrate ABCS and associated 
communication and networking equipment. It supports the integration of these C4ISR assets into platforms 
that can serve as a stand-alone CP or as an integrated element in a larger digitized CP. 

B-9. The SICPS has seven CP variants, including tracked and wheeled vehicle mounted vans, tents, and 
hard shelters. The digital CP collocates staff sections and supporting communications systems to facilitate 
both face-to-face interaction and digital data exchange 

Figure B-1. Typical BCT CP Layout 
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B-10. As with the analog CP, the digital CP's physical setup must facilitate communication and analysis of 
information, as well as accommodate computer hardwire requirements. Within the digital CP, information 
is processed at two locations: individual workstations and the combat information center (CIC). The focus 
of the individual workstation is the individual automated system and the specific WFF it supports. At his 
workstation, the staff member inputs and monitors data within his sphere of responsibility. He also 
accesses data posted to web pages and shared files by other staff sections in the LAN and WAN to carry 
out his WFF and duties. The focus of the CIC is integrated battle monitoring and decision-making. It is a 
special location within the CP for the display of information. The CIC is the central area for viewing 
information in order for the commander and his staff to maintain SU. The large screen display (LSD) 
accomplishes this, and is the only area in the CP where all key automated system data can be viewed 
simultaneously. It is therefore the place where battlefield vision is supported best. The commander uses the 
CIC to illustrate his guidance and, with his staff's assistance, to develop and maintain the COP. 

B-11. CICs vary by unit MTOE. However, the typical CIC has two LSDs, each capable of displaying nine 
sub-screens. Each sub-screen can display the COP and can be configured in various ways to support best 
the commander’s information display preferences. The more sub-screens used, the lower the resolution of 
the image. For this reason, each LSD screen should use no more than four sub-screens. With two LSDs, 
this allows the display of eight sub-screens which ordinarily should be sufficient. 

COMBAT INFORMATION CENTER DATA DISPLAY MANAGEMENT 
B-12. IO play a key role in the abilities of commanders and staff to maintain an accurate picture of the 
battlefield in the CIC. With feeds from each ABCS system, the CIC's LSD enables them to see more of the 
battlefield and to receive greater amounts of real-time battlefield information from WFF than is available 
currently with analog systems.  

B-13. More information is not necessarily beneficial to mission planning and accomplishment. Data must 
be filtered, fused and focused to create meaningful informational displays relevant to the commander’s 
mission. These displays or tactical pictures must therefore be presented in a logical manner on the LSD to 
support SU. CP digitization has caused analog maps, acetate, and wing-boards to be replaced with digital 
overlays and electronic files. Because electronically stored information is readily available through a 
minimum number of computer keystrokes, there is also less need to print paper copies of the information. 
However, information saved electronically is often forgotten, once the information is out of the viewer’s 
sight. Leaders and staff must, therefore, know what data is available to them so they can make conscious 
decisions about what is to be displayed. Though the LSD has the capability for displaying any automated 
system electronic data, the narrative and static aspects of some information still lends itself to paper copy 
posting within the CP. This is especially true for information that is less likely to change during a mission 
(i.e., CCIR and the synchronization matrix). In turn, this optimizes the use of LSD sub-screens by freeing 
them to depict dynamic ABCS digital content.  

B-14. The commander, XO, or S3, and battle captain must be able to orchestrate WFF coordination 
through the display of key information on the LSD. Each staff section must maintain information that 
relates to their WFF, using visual graphics that support the COP. To facilitate information control and 
display, staff sections and their supporting systems should be arranged around the LSD to facilitate staff 
interaction, coordination, and information analysis. The COP is displayed on the S3’s MCS or MCS-L 
LSD. COP control and manipulation and CP LAN administration are aided by centrally collocating the CP 
server and the automated system that projects the COP centrally. The ability to view the LSD through the 
automated system controlling the COP also facilitates communication and navigation through data. During 
discussions in the CIC, personnel can focus staff on key portions of the COP either verbally, or with a laser 
pointer. 

B-15. Data is displayed on the LSD via the COP using the ABCS COP application, or through overlays 
provided by individual automated systems. Portraying the COP graphically requires METT-TC analysis of 
information. The COP displays enemy (shown as red feed and graphics), friendly (shown as blue feed and 
graphics), terrain (shown as characteristics and impact) and civilian considerations (shown as gray feed and 
graphics). Friendly analysis occurs in the CIC by all WFF sections and systems. Each automated system 



Appendix B  

B-4 FM 3-90.6 4 August 2006 

provides WFF overlays for subsequent data manipulation and consolidated viewing in the form of 
operational pictures that form the COP. Enemy analysis is especially time sensitive information. This 
demands ready availability of ASAS and UA systems that are protected from CP traffic flow. 

B-16. The MCS whiteboard or electronic whiteboard (also known as “show me”) equips leaders and staffs 
with the capability to conduct collaborative sessions. Participants at distributed locations view the same 
enemy and friendly COP on an MCS display, and are linked with audio. The “telestation” feature of 
whiteboard enables each participant to use a mouse (with a crayon drawing capability) to depict locations, 
graphics, and other coordination measures that the participants can view on their screens. 

DIGITAL STAFF ESTIMATES 

B-17. Not all key information can be depicted graphically on the LSD. Such information must, therefore, 
be captured in a readily available, continuously updated format for quick dissemination and assimilation. 
FM 5-0 emphasizes that each staff section should maintain a staff estimate (in narrative form at division 
and higher, and in graphical form at the BCT and BN). These graphical staff estimates correspond to wing 
board and map data in the analog CP 

B-18. Digitization eliminated the need to post information to wing boards, but it created the need to 
organize digital data. Units must capitalize on the TACLAN web pages that each staff section maintains to 
organize and post critical mission data. By placing digital staff estimates on a web page, each staff section 
supports the commander's and staff’s needs to quickly review, update and use information for battle 
monitoring and planning. Establishing a standard staff estimate format facilitates navigation through the 
estimate, and cross-referencing between estimates. Staff estimates also should list available WFF overlays 
by name. This enables viewers to focus better on graphical review within the ABCS COP application, and 
to focus all echelons and staff on the same, most current data. Through digitally equipped LNOs, analog 
units should access these digital estimates to obtain current operational data and to help synchronize their 
operations with digital units. 

INFORMATION MANAGEMENT 

B-19. The staff must be organized to support the IM process of “filter-fuse-focus.” Doctrine, TTP, and unit 
SOPs guide this process. The staff must operate according to established procedures that specify access to 
common automated data systems, common displays, and report formats. The staff must be organized to 
enable vertical and horizontal flows of information. This organization should provide links between teams 
within staff sections, between staff sections within a CP, and between CPs at the same, higher, and lower 
echelons. 

B-20. Digitization enables commanders and staff to focus more on the execution of combat operations, and 
much less on planning, coordination, and processing of information. Commanders and staff will have much 
more data upon which to base their decisions. Their challenge will be to manage the flow of vast amounts 
of data so the right information gets to the right person at the right time.  

B-21. These five factors are very important when managing data: 
 Relevancy. Determine the relevant information from the vast amount of data available. 
 Responsibility. Ensure that each product is the assigned responsibility of a specific staff section. 
 Accuracy and currency. Ensure that data is correct and up to date. 
 Dissemination. Ensure that information generated by the staff gets to the right personnel. 
 Evaluation. Ensure that information is appropriately assessed. 

DISSEMINATION 

B-22. Due to bandwidth limitations, it might not be possible routinely to send out products through email. 
On the other hand, it is insufficient merely to post information to a web site or shared folder, and expect 
others to use it. With the exception of routine, scheduled postings and updates, staffs must notify users 
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when such changes are made. When a product is posted or revised, staff sections must notify other staff 
sections and units that are at the same, lower, and higher echelons. This notification must include 
instructions on precisely where to find the product, and its file name. This requires units to establish SOPs 
that specify file naming conventions and file management procedures. Whether forwarding products or 
providing notification of product postings in shared files and web pages, it is essential the right personnel 
receive the right information. Correct address information using the ABCS address books and message 
handling tables (MHT) must be established to ensure that data is sent to the correct battlefield automated 
system. Addressees must be the users employing the individual ABCS system rather than generic role 
names in the address book. If this is not done correctly, information on one automated system will not flow 
to other automated systems, even in the same TOC. During initialization, operators also must create and 
distribute automated data systems that can be operated via messages in the current version of ABCS. This 
ensures that automated systems are able to share the right kind of information. 

EVALUATION 

B-23. There is a tendency to accept computer data at absolute face value because it is part of a computer-
automated system, and, therefore, assumed to be always correct. Users of digital systems must resist this 
tendency. Errors can be introduced through failures in automated data and communications systems, 
human error when inputting data, failing to update information in a timely manner, etc. Data must therefore 
be evaluated within the context provided by SU to verify that it is accurate and current. Users must follow 
up discrepancies to ensure they have the right information. 

SECTION II – DIGITAL DUTIES AND RESPONSIBILITIES 

B-24. Staff functions as described in FM 5-0 do not change fundamentally in the digital CP. However, 
these functions are carried out differently using the digital tools that ABCS provides. Digitization also 
requires personnel to perform new functions as listed below. These are a compilation of duties from 
Warrior-T products and from lessons learned by the digital force. These digital CP post tasks should be 
conducted in addition to, and as a part, of standard staff responsibilities. 

COMMANDER 
 Provides command guidance for employing ABCS. 
 Provides C2 of automation resources. 
 Establishes automation support priorities. 
 Specifies the unit’s COP. 
 Establishes the CCIRs and ensures they are included in the ABCS. 
 Ensures subordinate leaders are trained to employ, operate, and sustain automation. 
 Trains subordinate leaders and staff to create, maintain, distribute, and use the COP. 

DCO/XO 
 Coordinates the staff to ensure ABCS integration across automated systems. 
 Ensures the staff integrates and coordinates its ABCS activities internally, vertically (with 

higher headquarters and subordinate units), and horizontally (with adjacent units). 
 Manages the CCIR; ensures satisfaction of the CCIR. 
 Directs the creation and distribution of the COP, including procedures for updating enemy and 

friendly SU. 
 Monitors the information filters, collection plans, and networks that distribute the COP. 
 Provides guidance for automation support. 
 Coordinates the staff to ensure automation support. 
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 Supervises the main CP and headquarters cell directly, including displacement, protection, 
security, and communications. 

 Monitors liaison teams with analog (non-digitized) units and joint/allied forces for their 
contribution to the COP. 

PERSONNEL STAFF OFFICER (S1) 
 Maintains responsibility for personnel functions of BCS3. 
 Employs BCS3 to monitor and report on personnel-related functions. 
 Manages eMILPO. 

INTELLIGENCE STAFF OFFICER (S2) 
 Acts as staff proponent for ASAS and IMETS. 
 Supervises ASAS and IMETS operations and support. 
 Provides guidance on employment and support of ASAS and IMETS. 
 Supervises the information security program; evaluates security vulnerabilities. 
 Assists the S6 to implement and enforce LAN security policies. 
 Provides software application expertise on proponent systems. 

OPERATIONS AND TRAINING STAFF OFFICER (S3) 
 Acts as staff proponent for MCS, AFATDS, AMDWS, and FBCB2. 
 Plans, integrates, and employs ABCS. 
 Develops the ABCS annex for plans and orders. 
 Develops ABCS annexes to the garrison and tactical SOPs. 
 Oversees offensive IO and defensive IO. 
 Provides operational and support guidance regarding network employment to subordinate units. 
 Maintains overall responsibility for IDM. 
 Creates, maintains and displays the COP; maintains SU of all units. 
 Coordinates with S6 for communications connectivity in support of ABCS. 
 Plans and monitors operator digital sustainment training. 
 Provides software application expertise on proponent systems. 
 Assigns liaison officers and coordinates their digital support. 

LOGISTICS STAFF OFFICER (S4) 
 Acts as staff proponent for BCS3. 
 Supervises BCS3 operations and support. 
 Provides guidance on employment and support of BCS3. 
 Monitors and reports on the status of all automation equipment. 
 Provides software application expertise on proponent systems. 

COMMUNICATIONS STAFF OFFICER (S6) 
 Serves as signal subject matter expert (SME) to the commander; advises the commander and 

staff on all signal support matters. 
 Monitors WAN performance; integrates the CP LAN. 
 Maintains responsibility for all automation INFOSYS, automation and network management, 

and information security. 
 Ensures consistency and compatibility of automation systems. 
 Manages the networks; responsible for network employment, network configuration, and 

network status monitoring and reporting. 
 Receives planning worksheets with LAN/WAN requirements. 
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 Ensures unit information network connectivity between unit and higher/lower echelons. 
 Plans, coordinates, and manages network terminals. 
 Develops, modifies, and manages network need lines, unit table of organization (UTO), and 

automated system configuration files. 
 Plans, coordinates, and manages communications links including reach-back communications. 
 Coordinates with higher echelon signal officers for additional communications support. 
 Develops and coordinates the signal digital support plan. 
 Determines system and retransmission requirements for the tactical situation. 
 Coordinates with higher, adjacent, and subordinate units to develop the signal digital support 

plan. 
 Manages the release of ABCS software within the unit. 
 Provides a focal point for automation support (help desk). 
 Implements and enforces LAN security policies. 
 Establishes COMSEC accountability, distribution, destruction, and security procedures within 

the unit. 

THE COMMON OPERATIONAL PICTURE 
B-25. Each automated system provides its own unique view or "picture" of the operational environment 
which, taken together, comprise the common operational picture (COP) (Figure B-2). The commander can 
tailor the components of the COP to fit the tactical situation, key features of the operational environment, 
and his own requirements for C2. The COP is continuously updated; as data changes throughout the 
network, the COP reflects those changes. This enables personnel to "see" the operational environment 
more accurately and in near real time. Personnel can quickly access and display on one screen the critical, 
time-sensitive information, intelligence, and data drawn from the other automated system within the CP, or 
from higher and lower echelons. Further details on the input from each automated system are provided on 
the following page. 
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Figure B-2. The BCT automated system’s network 

AUTOMATED SYSTEMS INPUT TO COMMON OPERATIONAL PICTURE 

B-26. The following automated ABCS elements provide input to the common operational picture: 
 GCCS-A. Political boundaries with countries differentiated by color; friendly and enemy 

ground units, naval vessels, obstacles, and military installations. 
 MCS. Friendly unit locations; graphic control measures; orders; task organization. 
 ASAS. Enemy unit locations, parentage, & status; enemy equipment, facilities, and personnel. 
 AFATDS. Fire unit and radar range fans; FSCM; preplanned fires; final protective fire; active 

FS missions. 
 AMDWS. Air defense weapon and sensor coverage; location, speed and flight direction of 

aircraft; tactical ballistic missile launch and impact point, current track, and launch/impact point 
pairing line. 

 BCS3. Supply status by class of supply for units, facilities, and transportation features; supply 
and maintenance points, and supply routes. 

 FBCB2. Individual vehicle icons of platforms equipped with FBCB2. 
 TAIS: Multi-dimensional display of ACOs and ACMs. 
 IMETS. Standard weather symbology depicting current weather conditions, forecasts, and 

severe weather warnings; weather contour overlays to show thirty or more different weather 
conditions (i.e., cloud cover, wind, precipitation, temperature). 

 DTSS. Mobility, trafficability, LOS tactical decision aids, and background images. 
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Appendix C 

Integration of Joint, Interagency, Multinational, and Special 
Operations Forces 

This appendix provides basic information to BCT commanders and staffs for 
cooperation with JIM agencies and SOF. It also presents general considerations for 
conducting these diverse operations. 

The term “joint operations” is concerned primarily with the coordinated actions of 
the Armed Forces of the United States; the term “unified action” has a broader 
connotation. The concept of “unified action” refers to the broader effort of applying 
all the instruments of national and multinational power, and includes the actions of 
nonmilitary organizations as well as military forces. These activities take place within 
unified commands, subordinate unified commands, or JTF. Unified action land 
operations may be part of multinational and interagency operations.  

SECTION I – JOINT OPERATIONS 

C-1. Joint operations are the integrated military activities of two or more US service components. These 
components may include forces of the Army, Navy, Air Force, and Marine Corps. They also can be the 
actions of two or more elements of the same service such as the Army and Army elements of the US 
Special Operations Command, where only a joint support or coordinating authority exists.  

JOINT TASK FORCES 
C-2. A JTF is a force that is constituted and so designated by the Secretary of Defense, a combatant 
commander, a subordinate unified command commander, or an existing JTF commander. A JTF can be 
established on a geographic or functional basis. Elements of two or more services under a single JTF 
commander comprise the task force. The JTF performs missions of specific limited objectives or missions 
of short duration, and does not require overall centralized control of logistics. BCTs of all types may be 
assigned to JTFs, usually but not always under command of a division. 

ARMY/MARINE CORPS INTEGRATION 

Task Organization 

C-3. The Army BCT may deploy and fight with USMC units. Generally, the BCT deploys with its 
assigned maneuver units plus supporting CS and sustainment units. The joint force commander will 
determine the command relationship between ARFOR and Marine Corps forces based on METT-TC. If the 
BCT is attached to a Marine Corps air ground task force (MAGTF), the brigade operates as part of the 
ground combat element as an additional maneuver element. Other components of a MAGTF are an air 
combat element, a Marine Corps Aircraft, a sustainment element, and a force service support group. 
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OPERATIONAL CONSIDERATIONS 

Intelligence 

C-4. The BCT operating under Marine Corps command has an organic MI element, and can be supported 
by an Army battlefield surveillance brigade. The MAGTF intelligence functions are planned and executed 
by the surveillance, reconnaissance, and intelligence group (SRIG), or the surveillance, reconnaissance, 
and intelligence group detachment (SRID). The SRIG has SIGINT, HUMINT, and reconnaissance assets 
that provide information to the MAGTF. A key to success is the ability to gather, analyze, evaluate, and 
disseminate combat intelligence between the MAGTF and the brigade. Leaders and LNOs must focus on 
the differences in intelligence reporting procedures and techniques, digital capabilities and integration, and 
the different intelligence requirements of heavy forces as compared to light forces. 

Maneuver 

C-5. There are no major doctrinal changes required for effective maneuver of a BCT within a MAGTF. 
However, the BCT staff will encounter minor doctrinal differences mainly pertaining to air-ground 
cooperation, sustainment, and forcible entry. The BCT executes the same missions and roles as prescribed 
throughout this manual. The BCT’s capabilities add new dimensions to the MAGTF by providing an 
increased level of overall firepower and mobility 

C-6. During operations, brigade planners should consider the following:  
 While MAGTF armored amphibious vehicles are designed primarily for amphibious operations, 

recent modifications have increased their capability to move mechanized forces over extended 
distances. 

 The Marine Corps Division’s tank battalion is primarily used as a maneuver unit; however, once 
established on shore, its cross-attachment with Marine infantry battalions is a common 
occurrence. 

 Due to the expeditionary nature of the MAGTF, the deliberate defense is not usually part of its 
training; therefore, little training is done for complex defenses. 

Fire Support 

C-7. All Marine Corps FS personnel are trained in US Army FS doctrine. The Marine Corps employs 
some unique systems and weapons, but the terminology and coordination remains the same. Major 
differences include the task organization of their FSEs and their concept of employment. The smallest 
elements of the MAGTF have the ability to call for indirect fire. Additionally, companies can 
request/control CAS and each battalion has a force service support group. 

Air Defense 

C-8. Both the Marine Corps and the Army use the Stinger and the Avenger, but only the Army uses the 
Patriot system. The Marine Corps does not have a tracked AMD system such as the Bradley Stinger 
fighting vehicle (BSFV) or Bradley Linebacker. The light armor vehicle-air defense (LAV-AD) is the 
Marine Corps armored ADA system. Marine Corps ADA elements are organic to the Marine Corps Air 
Wing not the Marine Corps Division. Both services use the same identification, friend or foe (IFF) system 
and have similar doctrine, terminology, and air defense control measures. The BCT staff should consider 
integrating AM communications within the battery to allow interface with the Marine Corps early warning 
net. 

MOBILITY, SURVIVABILITY, AND COUNTERMOBILITY 

C-9. Engineer forces support both Army and Marine Corps maneuver units across all three of the engineer 
operational environment functions. Much of the terminology and procedures are similar, but equipment 
may vary. The major difference in organizational relationships between the two services for those elements 
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that may support a BCT is the Marine Corps combat engineer battalion (CEB) typically attaches each one 
of its companies in DS to each infantry regiment. Geospatial engineering is not performed by Marine Corps 
engineers. Refer to FM 3-34, MCWP 3-17, and JP 3-34 for additional information. 

Sustainment 

C-10. A heavy BCT usually receives support from the division and corps assets even when operating under 
Marine Corps command. If division or corps support brigades are not available, a tailored logistics 
structure must be provided to augment the BSB. 

Command and Control 

C-11. The BCT is most effective when employed as a unified entity. Detaching organic units of the BCT 
will usually reduce its effectiveness. However, when the brigade is in reserve, the MAGTF ground combat 
element commander may task artillery or engineer assets to support Marine Corps operations. 

C-12. The Marine Corps provides the tactical MSE connectivity into the Marine Corps system. The Marine 
Corps establishes the multichannel link to the Army heavy unit, and provides encryption devices to link 
single channel radio (FM) from the Marine Corps headquarters to the Army heavy force headquarters. 

SECTION II – MULTINATIONAL OPERATIONS 

C-13. In US doctrine, multinational operations is a collective term that describes military actions conducted 
by forces of two or more nations, undertaken within the structure of a coalition or alliance. Although the 
United States acts unilaterally when it is in its national interests, it usually pursues its national interests 
through multinational operations, when possible. Multinational operations are conducted within the 
structure of an alliance or a coalition. 

C-14. An alliance is the result of formal agreements between two or more nations for broad, long-term 
objectives, which further the common interests of the members. 

C-15. A coalition is an ad hoc arrangement between two or more nations for a common action. A coalition 
action is a multinational action outside the bounds of an established alliance. It usually exists for a single 
occasion, or for longer cooperation in a narrow sector of common interest. Coalitions are created for 
limited purposes and for a set time. They do not afford military planners the same political resolve and 
commonality of aim as alliances. Thus, planners must closely study the political goals of each participant 
as a precursor to planning. 

C-16. Multinational operations may be driven by common agreement among the participating alliance or 
coalition partners, through the terms of an alliance, or through a mandate provided by the UN. In UN-
sponsored multinational operations, a force is employed under a single commander. The force commander 
reports directly to the secretary general. While the force commander conducts day-to-day operations with 
discretionary powers, he or she refers all policy matters to the special representative or secretary general 
for resolution. 

C-17. The Army’s role in a multinational operation can be to:  
 Provide the basic structure for a joint multinational command headquarters.  
 Provide the basic structure for a multinational land component command headquarters. 
 Contribute troops to serve as part of a multinational command. 
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COMMAND STRUCTURE 
C-18. Alliances and coalitions create command structures that meet the political needs, diplomatic realties, 
constraints, and objectives of the participating nations. Since no single command structure fits the needs of 
all alliance and coalitions, several different command structures have evolved.  

C-19. Four types of command structure are discussed below: 
 Lead-Nation. 
 Parallel. 
 Combination.  
 Integrated. 

LEAD NATION COMMAND STRUCTURE 

C-20. The lead-nation concept recognizes that one nation is assigned the lead role, and its command and 
control predominates. Usually, the lead nation is the country providing the largest number of forces for that 
operation. The lead nation determines the appropriate C4 procedures, working closely with the other 
national contingents. The lead nation should provide unique C4 equipment and software to national 
component headquarters of other nations whenever feasible. Other nations participating in the operation 
provide appropriate liaison personnel to the lead nation headquarters. Robust liaison is essential to 
developing and maintaining unity of effort in coalition operations. 

PARALLEL COMMAND STRUCTURE 

C-21. An alternative to the lead nation concept is the parallel command structure. Under a parallel 
command structure, no single coalition commander is named. The coalition leadership must develop a 
means for coordination among the participants to attain unity of effort. Because of the absence of a single 
coalition commander and lack of unity of command, the use of a parallel command structure should be 
avoided if possible. 

COMBINATION COMMAND STRUCTURE 

C-22. The lead nation concept and a parallel command structure may exist simultaneously within a 
coalition. This occurs when two or more nations serve as controlling elements for a mix of international 
forces. The Gulf War coalition was an example of this command structure. While more desirable than the 
parallel command structure, an effort to achieve a total lead nation concept for unity of command is 
preferred.  

INTEGRATED COMMAND STRUCTURE 

C-23. Alliances (and coalitions) have entirely integrated command structures, instead of merely merging 
augmenting staffs with other national representatives. That is, the deputy commander and each primary 
staff officer could be of a different nationality. 

C-24. The use of an integrated command structure in an alliance provides unity of command. The NATO 
command structure is a good example of an integrated command structure. The key ingredients in an 
integrated alliance command structure are: 

 A single designated commander. 
 A staff composed of representatives from all member nations. 
 Subordinate commands and staffs integrated to the lowest echelon necessary to accomplish the 

mission. 
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COMMAND JURISDICTION 

C-25. Command jurisdiction is the legal position of command by one national commander over the soldiers 
of another nation. Each nation participating in a multinational operation is responsible to its own national 
authority for the conduct of operations. Commanders deal not only with the national force commander, but 
also with the national command authority of that nation. BCTs occasionally hold operational command of 
foreign forces, and may be subordinated to a foreign or multinational HQ.  

UNITY OF EFFORT 
C-26. In multinational operations, unity of effort must be achieved. The principle of unity of command also 
applies. Government agencies may have the lead in SO and civil support operations. Commanders may 
report to a civilian chief and employ resources of a civilian agency. Command arrangements often may be 
defined loosely and many times do not involve a command authority as usually understood.  

NATO OPERATIONS 

C-27. NATO has defined five command relationships: 
 Full command 
 Operational command (OPCOM) 
 Operational control (OPCON) 
 Tactical command (TACOM) 
 Tactical control (TACON) 

C2 INTEROPERABILITY 

C-28. All multinational force troops must understand the mission, goals, and objectives of the operation 
fully. SOPs should be developed whenever appropriate. These SOPs should be easy to understand and 
address multinational procedures, not single-nation procedures. When there is a lead nation, its SOP is 
used for most purposes. Even with SOPs, the lead nation still must provide a forum for deconflicting and 
resolving misunderstandings. This requires more than a platform for ideas. There may be personnel, 
including commanders from multinational forces, who do not have a working understanding of English. 
Terminology is also a problem between multinational forces and other organizations. The use of acronyms 
could pose a problem (FM 1-02). 

MULTINATIONAL FORCE COMMANDER 

C-29. The multinational force commander is responsible to the member nations for the successful of the 
mission. The following responsibilities are provided as a guide and can be adapted to the specific mission 
and forces assigned: 

 Making recommendations to the establishing authorities on the proper employment of assigned 
and attached forces and for mission accomplishment. This includes identifying requirements for 
additional forces if needed. 

 Exercising control over assigned and attached forces. The commander must also determine 
when to transfer forces to the multinational force OPCON. 

 Developing an OPORD or campaign plan within the planning guidelines as directed by the 
establishing authorities. The commander determines applicability of existing OPLANs, if any, to 
maximize the benefits of prior deliberate planning. 

 Requesting supplemental ROE needed to accomplish the assigned mission. 
 Establishing combat identification measures. 
 Notifying the establishing authorities when prepared to assume responsibility for the assigned 

AO. 
 Ensuring that cross-nation support is provided. 
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 Ensuring the force operates as an effective, mutually supporting multinational team. 
 Determining the requirement for and providing guidance on establishing the necessary boards, 

centers, and bureaus such as multinational visitors’ bureaus, multinational movement centers, or 
CMOCs. If a staff proposes to create an organization, the commander should require that the 
staff provide criteria, supporting rationale, and membership. The final decision is the 
commander’s. If not required, the commander should not establish it. 

 Defining the subordinate AOs for each subordinate force, to include SOF.  

POLITICAL ADVISOR 

C-30. Commanders routinely work with political authorities in the region. Component commanders usually 
have assigned political advisors (POLAD). BCTs very rarely have POLADs assigned to them but may 
coordinate with those advisors on higher level staffs.  

C-31. The political advisor assists the command to which he or she is assigned by: 
 Working with the commander and assisting the national government in creating policies that 

meet multinational objectives and are realistically executed. 
 Acting as a principle contact with ambassadors and informing the appropriate diplomatic 

personnel of multinational force plans within the AO. 
 Supplying information regarding policy goals and objectives of the diplomatic agencies relevant 

to the operation. 

STATUS OF FORCES AGREEMENTS  

C-32. A status of forces agreement (SOFA) is an agreement that defines the legal position of a visiting 
military force deployed in the territory of a friendly state. Agreements delineating the status of visiting 
military forces can be bilateral or multilateral. Provisions that pertain to the status of visiting forces may be 
set forth in a separate agreement, or they may form a part of a more comprehensive agreement. These 
provisions describe how, and to what extent, the authorities of a visiting force may control members of that 
force and the amenability of the force or its members to the local law or to the authority of local officials. 
To the extent that agreements delineate matters affecting the relations between a military force and civilian 
authorities and population, they may be considered as civil affairs agreements.. 

CIVIL-MILITARY COOPERATION 

C-33. Civil-military cooperation (CIMIC) is a function of operations conducted by staffs that are fully 
integrated into headquarters at every level. CIMIC activity begins at the highest political level, becomes 
integrated into the campaign plan, and should remain coherent throughout all operational levels. CIMIC, 
therefore, contributes to achieving the overall political mission as well as the commander’s mission.  

C-34. The campaign plan, as agreed by all multinational partners: 
 Directs the commander on the legal obligations to the civilian sector. 
 Prioritizes the major tasks. 
 Provides the necessary funding. 
 Ensures consistency across zones of national responsibility within the joint operations area 

(JOA). 
 Outlines the relationship with the strategic decision makers. 
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MULTINATIONAL OPERATIONAL CONSIDERATIONS 
FIRE SUPPORT 

C-35. Applying firepower requires: 
 Consideration of the volume, duration, and lethality of fire. 
 The precision and range of munitions. 
 The ability to quickly coordinate the use of surveillance, targets acquisition, and strike assets. 

C-36. To maximize the effects of FS, the multinational force staff must perform the following: 
 Integrate joint and multinational systems and procedures to determine priorities and identify and 

track targets. 
 Identify delivery systems. 
 Assess post attack results. 

ENGINEER SUPPORT 

C-37. Responsibilities of the multinational engineer may include the following: 
 Developing and coordinating combat engineering, general engineering, and geospatial 

engineering requirements for the joint force. 
 Acting as the intermediary, facilitator, and coordinator between multinational task force 

elements requesting engineering services. Receives guidance and reports actions to engineering 
boards if established. 

 Developing and coordinating tasks for component engineer forces. 
 Screening, validating, prioritizing all engineering projects and mission assignments. 
 Planning, programming, and controlling facility utilization. 
 Preparing logistics reports on engineer resources. 
 Developing an engineer support plan. 
 Planning and coordinating the distribution of construction and barrier material and engineer 

munitions based on established priorities. 
 Functioning as the primary interface between the joint force multinational forces, HN, and 

contingency contractors, and other theater construction organizations. 
 Establishing the statement of work, development of contracts, and employment of services. 
 Coordinating topographic engineering requirements with the geospatial information and services 

officer. 
 Planning and providing for environmental considerations that may impact multinational 

operations. 

URBAN OPERATIONS 

C-38. Army UO in foreign urban areas often are joint operations, and likely to have a multinational 
component. When properly executed, integrating multinational forces into UO greatly enhances the 
operation’s military effectiveness. Properly integrating multinational forces into UO requires a thorough 
understanding of both the urban environment and the nature of individual national forces. Such 
understanding also includes the national force’s doctrine and military capabilities, strengths, and 
weaknesses. Combining this understanding with effective C2 and an equal assessment of the urban 
environment results in effective multinational UO. 

C-39. Some national forces, as part of their normal capabilities, are adept at police functions that enable 
them to operate with little training in a law enforcement role. Other national forces specialize in small-unit, 
light infantry patrolling. These forces may be ideal in stability operations. In contrast, a national force 
comprised of conscripts and trained primarily in conventional warfare techniques may best work as a 
reinforcing force or may require extensive training before mission execution in an urban environment. 
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SECTION III – INTERAGENCY OPERATIONS 

C-40. The US Armed Forces must be able to operate in any foreign country. They must be able to 
coordinate their operations with that country's internal organizations, and with other agencies of the US 
government.  

C-41. In interagency operations the DOD rarely is the lead federal agency, except in combat theaters of 
operations. During humanitarian assistance or peacekeeping operations, the Department of State may be 
the lead agency. In disaster relief it may be the FEMA. The Army BCT may be OPCON by the Army 
disaster coordinating officer and the disaster coordinating element within FEMA’s disaster field office. 
Regardless of which agency is the lead federal agency,  

C-42. the BCT staff should consider the following actions in any interactions with non-military agencies: 
 Define the problem in clear, unambiguous, agreed-upon terms. 
 Establish a common understanding. 
 Define the goal. 
 Develop options and COAs. 
 Capitalize on experience. 
 Plan early for transition. 
 Plan for early withdrawal of military forces. 
 Direct all means toward unity of effort. 

C-43. The Department of Defense often provides disaster assistance to support civil authorities responding 
to domestic emergencies in CONUS. While the secretary of defense retains the authority to approve the use 
of combatant command resources for MSCA, the secretary of the Army acts as the DOD executive agent 
for executing and managing MSCA. He responds to the president when coordinating with FEMA. 

C-44. Commanders rendering aid to prevent human suffering, save lives, or mitigate great property damage 
at the request of local authorities are authorized to provide immediate response. One example would be 
reacting to storm devastation in a nearby community. If requested by the local authorities, an Army 
installation commander with appropriate resources can immediately act, with coordination of state and 
federal activities to follow. 

C-45. The BCT may be called on to coordinate and conduct liaison with CIA elements employed in the 
AO. 

SECTION IV – SPECIAL OPERATIONS FORCES 

GENERAL 
C-46. This section describes SOF operations. It focuses on SF operational capabilities, core tasks, 
intelligence considerations, and typical organization. SF teams may be present in the BCT AO and may 
assist the BCT in developing intelligence and SA concerning the enemy, the population and the terrain. FM 
3-05.20, Special Forces Operations, treats SF capabilities and doctrine in detail.  

SPECIAL FORCES OPERATIONAL CAPABILITIES 

C-47. Army SF is a component of Army special operations forces (ARSOF), which also include special 
operations aviation (SOA), PSYOP, civil affairs (CA) and Ranger units. SOF operates across the spectrum 
of military operations and is usually employed in theaters of operations under joint special operations task 
forces (JSOTF). 

http:3-05.20
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EMPLOYMENT CONSIDERATIONS 
C-48. The special forces operational detachment A (SFODA) is the basic operating unit of Army special 
forces. It is a 12-man team, also known as an A detachment or A team. All other SF organizations are 
designed to command, control, and support the SFODA. The SFODA is designed to organize, equip, train, 
advise or direct, and support indigenous military or paramilitary forces engaged in UW or FID activities.  

C-49. Using its inherent capabilities, the SFODA also performs other SF duties such as:  
 Plan and conduct SOF operations separately or as part of a larger force.  
 Infiltrate and exfiltrate specified AOs by air, land, and sea using highly specialized training and 

equipment.  
 Conduct unconventional warfare (UW) missions to develop, organize, equip, train, and advise or 

direct indigenous forces up to battalion size in remote areas and hostile environments for 
extended periods of time with a minimum of external direction and support. 

 Support FID efforts to deter counterinsurgency through training, advising, and assisting other 
US and multinational forces and agencies.  

 Plan and conduct unilateral SOF operations.  
 Perform other activities as directed by higher authority. 

C-50. SOF operations include a variety of offensive, defensive, stability operations, and civil support 
operations that help to attain force dominance across the spectrum of conflict. MCO SOF usually conduct 
operations that support the theater campaign and major operations of subordinate forces. SOF may conduct 
operations outside the continental US (OCONUS) in a geographic combatant commander’s area of 
responsibility (AOR), either in a foreign country supporting a US Ambassador or in a JOA established by 
the designated joint force commander. SOF offer viable military options, particularly when the situation 
calls for subtle, indirect, or low-visibility approaches. 

C-51. At the tactical level where BCTs may cooperate with them, SOF conduct tactical reconnaissance, 
assistance to local insurgents, and direct action (raids, attacks on high value objectives).  

C-52. During counterinsurgency (COIN) operations, SOF can support an allied or friendly government 
against an insurgent threat with training support and advisory assistance.  

OPERATIONAL ENVIRONMENT 

C-53. The OE is a composite of the conditions, circumstances, and influences that affect the employment 
of military forces and bear on the decisions of the commander. SOF conduct operations in the following 
three OE: 

 Permissive. HN military and law enforcement agencies have the control, intent, and capability to 
assist operations a unit needs to conduct. 

 Uncertain. HN forces, whether opposed to or receptive to operations a unit needs to conduct, do 
not have totally effective control of the territory and the population in the intended AO. 

 Hostile. Hostile forces have the control, intent, and capability to oppose or react effectively to 
the operations a unit needs to conduct. 

C-54. ARSOF and conventional ground forces sometimes operate in close proximity to each other in 
conventional combat, counterinsurgency, and stability operations. While the JFC may place ARSOF under 
a conventional ground force, they usually maintain a centralized, responsive, and unambiguous SOF C2 
structure under the JSOTF. Through mission assignments and supported or supporting command 
relationships, the JFC provides the JSOTF commander with the freedom to organize and employ forces to 
satisfy both JFC requirements and those of supported commanders. The tactical commander considers SOF 
capabilities and limitations, particularly in the areas of tactical C2, sustainment, and overall mission 
accomplishment. 
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SPECIAL OPERATIONS FORCES  
C-55. Special operations forces can conduct the following missions: 

 Infiltration. 
 Area assessment. 
 Development of the JSOA or region. 
 Guerrilla bases. 
 Development of the resistance organization. 
 Elements of the resistance. 
 Training the resistance organization. 
 Training the guerrilla force. 
 Training staff and auxiliary or underground personnel. 
 Combat employment. 
 Defensive operations. 
 Offensive operations. 

 Raids. 
 Ambushes. 
 Pursuits. 

 Clear and hold operations, which focus on three direct operations critical to supporting 
counterinsurgency (CMO; combat operations; and IO). 

 Information operations. 

LOGISTICS SUPPORT 

C-56. Once the SFOD is assigned or attached to a command for employment, the operational base (SFOD, 
FOB, and AOB) provides logistics support. The base then contacts the special operations support element 
(SOSE). A SOSE coordinates external logistics support and sustainment for the operational bases in the 
rear area. This support follows conventional logistics support procedures, and provisions for it are included 
in existing unified command UW plans. 

LINK-UP OPERATIONS 

C-57. The JSOA commander plans and coordinates link-up operations if the JSOA comes under the 
OPCON of a conventional force. He performs the following functions: 

 Liaison. 
 Physical and non-physical link-ups. 
 Link-up with airborne or air assault forces. 
 Link-up with amphibious forces. 
 Multiple link-ups. 

C-58. When a link-up appears imminent, the SOCCE deploys to the conventional force HQ and begins 
detailed, centralized planning to involve all parties. 



Integration of Joint, Interagency, Multinational, and Special Operations Forces 

4 August 2006 FM 3-90.6 C-11 

 

SPECIAL OPERATIONS FORCES ORGANIZATION 
 

Figure C-1. SFODA organization 

C-59. The special forces group (airborne) (SFG[A]) constitutes the largest combat element of ARSOF. The 
SFG(A) is a highly flexible organization designed to have self-contained C2 and support elements for long-
duration missions. Because of its structure, the SFG(A) has the capability to form the nucleus of the Army 
special operations task force (ARSOTF). The SFG(A) is also the Army service component of a joint 
special operations task force (JSOTF) and exercises administrative control (ADCON) of ARSOF. If 
augmented, the SFG(A) may exercise OPCON of a conventional force’s combat, CS, and sustainment 
units.  

C-60. The SFG(A) consists of a headquarters and headquarters company (HHC), three SF battalions, and a 
group support company (GSC). The HHC provides routine administrative and logistics support to the 
group HQ.  

C-61. The SF battalion of the SFG(A) plans, conducts, and supports special operations activities in any 
OE—permissive, uncertain, or hostile. The battalion is directly responsible for isolating, deploying, 
controlling, sustaining, recovering, and reconstituting SFOBs and SFODAs.  

C-62. The SF company plans and conducts special operations activities in any OE—permissive, uncertain, 
or hostile. The company HQ is the special forces operational detachment B (SFODB), a 10-man team. In 
garrison, the SFODB commands and controls its own organic SFODAs. The SF company commander, an 
experienced SF major, usually has more authority and greater freedom of action than do conventional 
Army company commanders. When deployed, the SFODB functions as a separate operational detachment 
responsible for its own assigned mission. The mission may require the SFODB to operate separately, or to 
exercise OPCON of a mix of organic and attached SFODAs.  

RANGERS  
C-63. The Ranger regiment is the light infantry force of ARSOF. Its specially organized, trained, and 
equipped Soldiers possess unique capabilities for conducting joint special operations throughout the 
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operational continuum. The Ranger regiment performs specific missions with other SOF and often forms 
continuous support relationships. Its missions differ from the missions of conventional forces in the degree 
of risk and the requirement for precise and discriminate use of force. The regiment uses specialized 
equipment, operational techniques, and several modes of infiltration and employment options. The Ranger 
regiment is not regionally oriented.  

C-64. The Ranger regiment is organized as an airborne, light infantry regiment capable of rapidly 
deploying and operating anywhere in the world, in any weather or terrain. Rangers infiltrate by land, sea, 
or air. They function effectively in complex joint environments and conduct missions requiring the precise 
application of combat power against key targets. Although trained to fight under a wide range of 
conditions, Rangers are specifically prepared to operate at night, on urban terrain, in politically sensitive 
environments, and under restrictive ROE.  

ORGANIZATION  

C-65. The Ranger regiment is similar to a conventional light infantry brigade. In addition to commanding 
and controlling three Ranger battalions, the regimental headquarters may, if augmented, exercise OPCON 
of combat, CS, and sustainment units of conventional forces and other SOF for extremely limited periods. 
The Ranger regiment has an USAF staff weather team, a Marine Corps air and naval gunfire liaison team, a 
tactical air liaison team, and a TACP permanently attached. 

 

Figure C-2. Ranger organization 

C-66. When required, the Ranger regiment provides a liaison team with secure communications to the HQ 
of the supported commander. The liaison team provides operations and logistics coordination at the 
supported Special Operations Support Command (Airborne) (SOSCOM[A]) HQ via the special operations 
signal battalion, and provides communication support when the Rangers deploy to support the geographic 
combatant commanders.  

EMPLOYMENT CONSIDERATIONS  

C-67. Rangers emphasize offensive operations. Because of their limited transportation assets, logistics 
capability, indirect FS, and heavy weapons systems, Rangers cannot sustain continuous combat operations. 
During all phases of training and operations, Ranger units need extensive dedicated and responsive 
external support. For planning purposes, operations should not exceed 72 hours.  

 



 

4 August 2006 FM 3-90.6 D-1 

Appendix D 

Army Airspace Command and Control 

Airspace command and control (A2C2) consists of those actions that ensure the 
synchronization of airspace and enhancement of the C2 of all forces using airspace. 
The goal of A2C2 planning is to identify potential conflicts among airspace users, 
and to establish procedures for the employment of all facets of the BCT. Planning 
should be completed in as much detail as necessary to ensure that all users of airspace 
clearly understand their responsibilities. 

SECTION I – BRIGADE COMBAT TEAM AIRSPACE USERS 

D-1. A2C2 maximizes the simultaneous use of airspace. At decisive moments, commanders are able to 
exploit all available combat power—synchronized in time, space, and purpose. The BCT has many users of 
airspace. The A2C2 plan must be integrated, coordinated, deconflicted, and disseminated with each of 
them to ensure they do not interfere with each other. 

MOVEMENT AND MANEUVER 
D-2. Aviation units can maneuver rapidly in the third dimension of the ground commander's operational 
environment to bring decisive combat power at the critical point and time. Using aviation units to enhance 
reconnaissance, provide security, and conduct attacks provides the ground force commander with 
positional advantage over his enemy, and increases the tempo of operations.  

D-3. Army SOA units conduct special operations throughout the range of military operations. SOF, due to 
their mission profile, often operate beyond the normal areas of troop concentrations. Missions deep within 
enemy territory require the A2C2 system be capable of providing the necessary restrictive operational 
environment control measures to avoid fratricide.  

D-4. Airborne units are subject to many of the same considerations of A2C2 as aviation and SOF. While 
in the air movement phase of the operation, airborne forces require airspace control measures to provide 
entry and exit routes for the aircraft that deliver forces to their predetermined locations. Airborne 
operations require restricted operations areas to deconflict airspace from all other aircraft not directly 
involved in the airborne operation. The ground phase of the operation requires substantial deconfliction of 
the operational environment.  

INTELLIGENCE 
D-5. Airborne platforms are used by maneuver commanders at all levels to gather intelligence. UAs 
conduct intelligence-collection and target-acquisition missions over the entire battlefield. Missions for UAs 
at higher altitudes are included in the ATO/ACO. However, BCT UAs are not generally covered by the 
ATO/ACO. The A2C2 system must provide a real-time conduit to acquire airspace for immediate missions.  

FIRE SUPPORT 
D-6. FA uses airspace to deliver indirect fire support to maneuver forces across the entire area of the 
distributed battlefield. These indirect fires can traverse the airspace from extremely low to very high 
altitudes. All planned artillery fires are coordinated with other airspace users. However, not all targets can 
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be identified and fires deconflicted in advance. In the close battle, fires of an unplanned, immediate nature 
in response to the actions of the maneuver forces, and the reaction by the enemy occur.  

SUSTAINMENT 
D-7. The BCT positions air ambulance units on the battlefield (depending on METT-TC) to provide 
CASEVAC support. The A2C2 system must provide the communications means needed to coordinate with 
the aircraft conducting the mission, as the aircraft may receive airspace clearance while it is in flight.  

PROTECTION 
D-8. AMD units located throughout the combat zone defend maneuver forces, vital airfields, logistics 
elements, and other critical assets as prioritized by the commander. AMD forces use both positive and 
procedural means of fire control for air battle C2. Close integration between airspace control, other 
airspace users, and air defense C2 is imperative to ensure safe, unencumbered passage of friendly aircraft 
while denying access to enemy aircraft and missiles.  

SECTION II – FUNDAMENTALS OF ARMY AIRSPACE COMMAND AND 
CONTROL 

D-9. The term Army airspace does not signify ownership of any airspace contiguous to the battlefield or 
any other geographical dimension. Airspace is a joint medium for all friendly combatants. Each joint force 
component may operate aerial vehicles and weapons systems within the airspace with maximum freedom 
consistent with priorities, the degree of operationally acceptable risk, and the joint force commander’s 
intent. The executive agent for airspace control is the Airspace Control Authority, which is usually the 
Joint Force Air Component Commander (JFACC). 

D-10. The A2C2 function involves the decisions made to control airspace users, the amount of risk to 
accept, and the dissemination and implementation of decisions concerning the use of airspace. A2C2 is 
defined as a process used to increase combat effectiveness by promoting the safe, efficient, and flexible use 
of airspace. The primary objective of airspace control is to support the commander’s objectives without 
adding undue restrictions and with minimal adverse impact on the capabilities of airspace users.  

D-11. Maneuver commanders at all levels exercise A2C2 within their assigned areas through the 
integration of positive and procedural control. Typically many positive and procedural control measures 
will be directed by higher command authority. Both methods of C2 are fully compatible and should be 
used in concert to effectively perform A2C2.  

POSITIVE CONTROL MEASURES  
D-12. Positive control measures are those which rely on real-time data and electronic means (e.g., radar, 
IFF/SIF, and radios) to identify and communicate with airspace users. Although positive control means 
provide for the best overall control over airspace users, the tactical situation usually demands a mixture of 
both positive and procedural control means. Usually, the Army does not use positive control measures. 

PROCEDURAL CONTROL MEASURES  
D-13. Procedural control is a method of airspace control that relies on previously agreed upon and 
disseminated orders and procedures. The Army’s airspace control methodology emphasizes the procedural 
control of airspace. Procedural control is accomplished through non-electronic means and may include 
comprehensive air defense identification procedures, ROE, aircraft identification maneuvers, FSCM, and 
ACM.  



Army Airspace Command and Control 

4 August 2006 FM 3-90.6 D-3 

D-14. The following contain procedural control measures: 
 Airspace control plan. The Airspace Control Authority develops the ACP, and the JFC 

approves it. It summarizes the JFC’s guidance on airspace control, defines the joint force 
airspace control organization, and outlines the airspace control process.  

 Airspace control order. The ACO is developed from the ACP. It directs the use of joint 
airspace and details the approved requests for ACM. The ACO is published on a cyclical basis, 
usually daily. It may be part of the ATO or a stand-alone document. While the ACP provides 
general guidance on airspace control, the order institutes airspace control procedures for 
specified periods. The ACO contains modifications to the ACP guidance and procedures, and it 
activates or deactivates procedural control measures. The ACO lists, but is not limited to, ACM 
and procedures used on or over the area of operations. It may include FSCM and SOP. 

 Air tasking order. The ATO is a detailed order that describes and directs the overall air 
operation. This order provides the details for individual sorties to include targets, mission 
timing, weapons loads, air refueling data, call signs, and special contain essential information 
that highlights, modifies, or supplements data contained in other portions of the ATO. These 
instructions may also contain data that modifies, changes, or replaces information contained in 
OPORD.  

 Air defense plan. The AADC develops, integrates, and distributes the JFC-approved air defense 
plan. Because air defense and airspace control and management are inherently related areas, the 
air defense plan and the ACP are developed together to avoid conflicts. The air defense plan 
includes:  

 Sensor employment.  
 Identification procedures.  
 Engagement procedures.  
 Defensive airspace control procedures.  
 Weapon control procedures.  
 Early warning dissemination.  
 Additional information that may discuss location and type of assets to be defended, 

disposition and capabilities of enemy air and missile forces, disposition and location of 
friendly AMD forces and geopolitical and other constraints that affect air defense 
operations.  

 In addition to the air defense plan, the AADC publishes a tactical operational data 
message to establish air defense responsibilities or to provide supplementary air 
defense orders. This message may be used to report permanent changes to an OPORD 
or to update missile engagement zones, surveillance and defense sectors, and 
communication nets.  

AIRSPACE COORDINATION AREA 

D-15. The ACA is a method or combination of methods designed to enable the simultaneous attack of the 
same target, or targets near each other, by multiple FS means, one of which usually is air. For example, 
aircraft, FA, and naval gun fire (NGF) can attack the same target complex or targets close to one another 
while operating within the parameters of an established ACA.  

D-16. Two methods for implementing an ACA are:  
 A formal method that is basically a three-dimensional box in the sky above the targeted area, 

through which indirect surface-to-surface fires are prohibited, but within which aircraft may 
operate.  

 An informal method that relies on time or space separation methods.  

D-17. When discussing ACA, A2C2 planners must ensure that they relay the same altitude data when they 
coordinate an ACA method. Artillery manual charts and automated fire control systems express trajectory 
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altitudes in meters AGL. Aircraft require altitudes expressed in feet above mean sea level (MSL). ACA 
must clearly articulate which value they are discussing during planning and execution.  

D-18. Planners must consider the following when developing an ACA for an operation:  
 The terrain associated with an ACA should be easily identifiable from the air.  
 It must allow participating aircraft enough room to maneuver.  
 It must allow access to and egress from the initial point (an aircraft control measure) to the 

target area. The initial point also must be deconflicted with the mortars, AMD, and FA.  
 It must consider the ordnance and capabilities of the aircraft.  
 When possible, it should include terrain that masks aircraft from hostile air defense systems.  
 It should separate the aircraft from friendly fires and their effects by either time or space.  
 It should allow surface systems to provide SEAD and to mark targets, if necessary.  
 It should be simple enough to facilitate dissemination to, and understanding by, all concerned.  

Formal ACA 

D-19. A formal airspace coordination area (ACA) can be a very effective coordination method in a highly 
automated C2 environment where FA computers recognize all of its parameters and adjust trajectories to 
avoid it. However, most fire control computers are not yet capable of performing the sophisticated 
trajectory/ACA deconfliction necessary and manual establishment. Also, coordinating a formal ACA is a 
time-consuming process. A formal ACA usually requires approval by the Airspace Control Authority (such 
as the JFACC). For these reasons, formal ACAs are not the preferred method for airspace coordination on 
the dynamic, fast-paced, BCT-level battlefield. Formal ACAs usually are published in the ACO portion of 
the theater ATO.  

Informal ACA 

D-20. An informal ACA is the preferred method and the one used most often at BCT and lower levels. A 
BN or higher command establishes it; it is usually relatively short term in nature. The ACA should be able 
to be displayed both in descriptive text and in graphical representation (maps, charts, overlays), as 
necessary. An informal ACA can be established by using one of several methods to provide separation 
between surface-to-surface fires and aircraft; namely, time, lateral, altitude, or lateral and altitude 
separation. Geographic boundaries for an informal ACA should be clearly identified so that all elements 
understand the limits of the control measures used and so that BCT fires planners can display the ACA 
graphically. 

SEPARATION TECHNIQUES 

Lateral Separation 

D-21. The BCT uses the lateral separation method for coordinating attacks against two targets that are at 
least 500 meters apart but close enough to present potential conflicts between air- and ground-delivered 
fires. An example of the lateral separation method would be the designation of a road or river between two 
targets as the lateral separation feature. CAS would limit their flight path and target attack to one side of 
the feature, while indirect fire systems would limit their trajectories and target attacks to the other side. The 
length and width of the areas on both sides of the lateral separation feature should be delineated to identify 
the area over which the method is applicable clearly. If it is not possible to keep the trajectory of indirect 
fires from crossing the aircraft area, or if the flight path of aircraft must cross the indirect fire area, 
additional control measures may be necessary to implement the lateral separation method safely and 
effectively.  
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Altitude Separation  

D-22. Altitude separation is used when both CAS and indirect fires attack the same target or nearby targets, 
and the aircraft might be required to fly above the trajectories and effects of the indirect fires. In this 
method, an altitude is established for a particular area, above which indirect fires will not violate the 
airspace, and below which aircraft will not fly. A sample communication would be, “A separation altitude 
of 3000 feet MSL is in effect in ACA Red One from 1200 to 1230 hours. Aircraft remain above 3000 feet, 
indirect fires remain below.”  

D-23. Using the altitude separation method might not be possible if the enemy air defense threat prevents 
friendly aircraft from flying above the necessary altitude or if high angle indirect fires prevent 
establishment of a reasonable altitude separation. 

Time Separation  

D-24. The BCT often uses the time separation method when CAS and indirect fires are required on the 
same or nearby targets, and the aircraft must fly at a low altitude near indirect fire trajectories or ordnance 
effects. The BCT also can use this method if a requirement for high angle indirect fires prevents 
establishment of a reasonable altitude separation. The time separation method requires the most detailed 
coordination. The timing of the indirect fires must be coordinated with aircraft routing to ensure that even 
though aircraft and indirect fires may occupy the same space, they do not do so at the same time. The FAC 
determines the separation intervals in conjunction with the FSO. The FA and/or mortar fires are controlled 
by the call for fire. Timing for indirect fires may be based on the specific aircraft event time (such as time 
on target). Because of the close coordination required, arrangements must address actions necessary if 
either the aircraft or the indirect fires cannot meet scheduled times during the operation.  

Altitude and Lateral Separation  

D-25. The altitude and lateral separation method is the most restrictive and might be required when aircraft 
must cross the indirect fire gun-target line (GTL) or when target, flight path, and GTL conflicts require a 
more detailed ACA solution. An example is when aircraft and firing units engage separate targets and the 
CAS target is along the GTL. The vertical restriction can be a maximum altitude directly over the CAS 
target and under the GTL. This vertical restriction provides both horizontal and vertical clearance. The 
fighters need to know the minimum ordinate over the target. To avoid FA, they must remain well below 
this altitude when near the GTL. Usually, the fighters restrict their attack headings to within +45 degrees of 
a line perpendicular to the GTL. The FA may need to fire high angle to allow enough room under their 
trajectories for the aircraft to maneuver.  

D-26. The BCT also can use the altitude and lateral separation method in other situations. It can involve the 
use of a minimum altitude above which aircraft must remain and below which indirect fires must remain. 
The particular situation determines how altitude and lateral separation restrictions must be constructed to 
ensure aircrew safety and effective mission accomplishment. Ingress, target area, and egress factors are 
especially important in designing this type of informal ACA. Table D-1 depicts the altitude and lateral 
separation method.  

Table D-1. A2C2 separation techniques 

Required Attack 
Altitude 

CAS Target Same as/Near 
Indirect Fire Target 

CAS Target Distant from 
Indirect Fire Target CAS Target along GTL 

High/Medium 
Altitude Attack Altitude Separation Altitude Separation Altitude and/or Lateral 

Separation 
Low/Very Low 
Altitude Attack 

Time Separation Altitude or Lateral 
Separation 

Altitude and/or Lateral 
Separation 
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COORDINATING ALTITUDE  

D-27. Coordinating altitude is a procedural method to separate fixed and rotary wing aircraft by 
determining an altitude below which fixed wing aircraft usually do not fly, and above which rotary wing 
aircraft usually do not fly. Coordinating altitude can include a buffer zone for small altitude deviations and 
extend from the forward edge of the communications zone to the FLOT.  

RESTRICTED OPERATIONS AREA OR ZONE 

D-28. ROA and ROZ are synonymous terms for defining a volume of airspace set aside for a specific 
operational mission or requirement. These areas/zones restrict some or all airspace users until termination 
of the mission. The airspace usually is used for DZ/LZ activity, search and rescue operations, and so forth.  

MINIMUM RISK ROUTES  

D-29. Minimum risk routes (MRR) are temporary corridors of defined dimensions recommended for use by 
high-speed, fixed-wing aircraft that present minimum known hazards to low-flying aircraft transiting the 
theater airspace. MRR usually extend from the corps rear boundary to the fire support coordination line 
(FSCL). Low-level transit routes (LLTR) are employed in a similar manner in NATO.  

HIGH DENSITY AIRSPACE CONTROL ZONES  

D-30. A high density airspace control zone (HIDACZ) is a defined area of airspace with concentrated 
employment of weapons and airspace users. The zone has defined dimensions that usually coincide with 
geographical features or navigational aids. A maneuver force commander, usually division and above, 
requests a HIDACZ.  

STANDARD USE ARMY AIRCRAFT FLIGHT ROUTE  

D-31. Standard use Army aircraft flight routes (SAAFR) are usually below the coordinating altitude and 
facilitate the safe movement of aviation assets performing CS and sustainment missions. Although jointly 
recognized, these routes do not need airspace control authority approval. Usually, SAAFR are located in 
corps through BCT rear areas, but may be extended to support logistics missions. 

ARMY AVIATION CONTROL MEASURES 
D-32. Army aviation operations rely on freedom of movement to and from the forward area, and lean 
heavily toward procedural verses positive control. In addition to joint airspace control procedures, Army 
aviation has developed specific measures to support their operational requirements.  

AIR CORRIDOR  

D-33. An air corridor is a restricted air route of travel specified for use by friendly Army aircraft and is 
established to prevent friendly forces from firing on friendly aircraft. Air corridors do not require airspace 
control authority approval as they are employed within the terrain flight environment. Air corridors also 
can be employed during air assault operations. An Army air corridor should not be confused with an air 
route or air axis of advance. Air corridors are temporary in nature, generally established to route combat 
aviation units between their assembly areas, holding areas, battle positions, FARPs, and target engagement 
areas.  

AIR AXIS 

D-34. An air axis is similar to a ground axis of advance. It is a general route of advance, assigned for the 
purpose of control, and extends toward the enemy. The “axis of advance” graphic control symbol indicates 
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a commander’s intention (i.e., avoiding built-up areas or known enemy air defense sites).. It should be used 
with a procedure that provides the protection for the route of flight (i.e., air corridor). 

AIR CONTROL POINT AND AERIAL CHECKPOINT 

D-35. An air control point or aerial checkpoint is a predetermined point on the ground that is used as a 
means of coordinating or controlling friendly Army aircraft movement. 

BATTLE POSITION 

D-36. A battle position (BP) is a defensive location oriented on the most likely enemy avenue of approach 
from which a unit may defend or attack. A unit assigned a BP is located within the general outline of the 
BP. A BP does not constitute an airspace control measure, and should be used in conjunction with a joint 
or other Army airspace control measure. 

ATTACK BY FIRE POSITION 

D-37. An attack by fire position is a position from which a unit engages a target, but does not maneuver 
over it, with the intent of inflicting some level of damage. Attack by fire positions are less restrictive than 
BPs, and are better suited to a fluid battlefield. An attack by fire position does not constitute an airspace 
control measure, and should be used in conjunction with a joint or other Army airspace control measure. 

SECTION III – ARMY AIRSPACE COMMAND AND CONTROL PROCESS  

D-38. The BCT includes A2C2 planning as a normal part of the operations process. When developing 
A2C2, staff planners should keep the following considerations in mind: 

 Limit A2C2 plans and control measures to only those needed to accomplish the mission. 
 Maximize the use of procedural means of control. 
 Ensure the plan supports the commander’s intent and scheme of maneuver. 
 Structure airspace control measures to facilitate recognition by ground forces and aircrew 

members. 
 Avoid misunderstandings by keeping the plan simple. 

D-39. The BCT A2C2 effort is led by the BAO and assisted by the ADAM/BAE section. The BAE 
generally represents Army aviation and UA users, while the fires section represents the fires WFF. 

D-40. The ADAM/BAE implements and disseminates the ACO for BCT and below. It also develops and 
disseminates the air defense plan, and provides the air picture and early warning functions. Both the 
ADAM/BAE section and fires section has digital equipment which provides them near real-time access to 
higher HQ AMD, fires, and aviation C2 systems. The joint air picture is provided digitally by direct 
coordination with the BCD within the air operations center (AOC).  

D-41. When participating in MDMP, the BAO and his ADAM/BAE section prepare airspace plans to 
support the BCT scheme of maneuver. Timely airspace planning early is necessary due to the advanced 
suspense times for requesting ACM. During COA development, the ADAM/BAE section develops 
airspace plans that support each ground maneuver COA. During COA analysis (wargaming), the A2C2 
section modifies and synchronizes each airspace plan to support each ground COA. They accomplish this 
through the use of positive and procedural ACM. Once the COA is decided, the ADAM/BAE section 
conducts final deconfliction of airspace, and submits the necessary ACM to higher HQ for approval. 

BCT A2C2 WORKING GROUP  

D-42. At periodic times, the BAO convenes an A2C2 working group to gather the necessary input from 
other BCT staff sections. The A2C2 working group may consist of representatives from the fires section, 
TACP, MI company’s UA platoon, and any Army aviation LNOs (Figure D-1). Airborne and air assault 
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units will generally have a S3-Air that participates in the A2C2 working group. When deployed separately 
from a division, the BCT may receive theater airlift liaison officers (TALO) to assist in mission planning 
for the use of joint assets. The ADAM/BAE is designed to work with a division or corps A2C2 section but 
is capable of independent operations when the BCT is employed independently. 

Figure D-1. A2C2 working group 

A2C2 DURING EXECUTION OF AN OPERATION 
D-43. In the midst of an operation, it is likely the A2C2 plan will need adjustments. Battalions have their 
own UAs, but they do not have a formal A2C2 element. Their BN S3-Air coordinates and deconflicts 
airspace for all battalion UA missions. Their oversight and automation link for airspace management is the 
ADAM/BAE section of the BCT. The battalion S3 or his S3-Air requests ACM adjustments through the 
BCT ADAM/BAE section.  

Figure D-2. A2C2 plan adjustments 
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Appendix E 

Aviation Support to Ground Operations 

Aviation is a vital and integral component of the combined arms team. Do not view 
aviation assets as merely the air component of the US Army. Aviation assets include 
reconnaissance, attack, utility, and cargo helicopters complemented by SOF, fixed 
wing (FW) aircraft, MEDEVAC aircraft, and air traffic service units. The maneuver 
BCT generally receives aviation assets in an attached command relationship. 

SECTION I – PLANNING 

E-1. All members of the BCT staff provide input during planning of the employment of aviation assets. 
As part of the Army transformation, each BCT has a BAE. The BAE is a planning and coordination section 
whose major function is to incorporate aviation into the ground commander’s scheme of maneuver. The 
BAE focuses on providing employment advice and initial planning for aviation missions, UA, airspace 
planning and coordination, and synchronization with the ALO and the FSCOORD. The BAE words 
directly with the AVN BDE or supporting aviation task force (TF) for detailed mission planning. 

E-2. The division incorporates A2C2 LNO teams that previously were provided to the division or corps 
by the DS corps ATS company and by the lower-tier and upper-tier AMD. The division A2C2 section is 
capable of performing all the functions of a Joint Force Land Component Commander (JFLCC) airspace 
section that has digital compatibility with both Marine and coalition automation systems. 

SECTION II – AVIATION UNITS 

E-3. There are two basic types of aviation brigades (AVN BDE); combat aviation brigades, and support 
aviation brigades. The number and types of subordinate battalions are based on the aviation brigade’s 
mission. The five types of aviation battalions are: 

 Light attack reconnaissance squadron (ARS) with 30 OH-58D. 
 Heavy attack reconnaissance battalion (ARB) with 24 AH-64D. 
 Assault helicopter battalion (AHB) with 30 UH-60L. 
 General support aviation battalion (GSAB) with 8 UH-60L, 12 CH-47, and 12 HH-60. 
 Aviation support battalion (ASB). 

E-4. Although aviation brigades are organized with different capabilities and subordinate units; each has a 
GSAB and an ASB. These battalions provide the aviation brigade with organic CS and sustainment 
capabilities. 

E-5. Aviation brigades support BCTs with highly mobile and lethal armor, personnel, and materiel 
destruction capability during both day and night operations. The aviation brigade organizes aviation 
battalion task forces (ABTF) to conduct reconnaissance, security, air assault, close combat attack (CCA), 
and mobile strike operations that complement other maneuver forces. They also support sustainment 
missions including: command, control, communications and intelligence (C3I), air movement, personnel 
recovery, aerial mine delivery operations (Volcano), and MEDEVAC operations. These ABTFs enable the 
supported BCT commander to mass combat power rapidly at the decisive time and place to affect the 
outcome of a battle. The BCT commander must integrate aviation units into his tactical maneuver plan with 
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other maneuver units. Aviation attacks must be coordinated with other maneuver units, CS elements, and 
sustainment elements. Attacks may be conducted out of physical contact with other friendly forces, but 
synchronized with their scheme of maneuver, or they may be in direct contact with friendly forces. 

COMBAT AVIATION BRIGADES 
E-6. The combat aviation brigade (AVN BDE) is organized and equipped to support both Army and JIM 
operations. It conducts continuous combat and CS operations throughout the depth and breadth of the 
battlefield, in all operational and environmental conditions. Combat AVN BDEs are found in both the AC 
and RC, and at division and corps. There are four variants of combat AVN BDEs: 

 Heavy AVN BDE 
 Light AVN BDE 
 Medium AVN BDE 
 Aviation expeditionary brigade (National Guard division) 

HEAVY AVIATION BRIGADE 

E-7. A heavy AVN BDE is organized to find, fix, and destroy enemy forces using maneuver to 
concentrate and sustain combat power (Figure E-1). The core of the heavy AVN BDE is the ARB. Each 
ARB has three companies, each with 8 AH-64D helicopters. The NG division Heavy AVN BDE 
organization is identical to its active duty counterpart. 

Figure E-1. Heavy aviation brigade 

E-8. The three attack helicopter companies (ATKHC) provide an anti-armor, antipersonnel, and anti-
materiel capability. Each company consists of a headquarters section, a scout platoon with four aircraft, 
and an attack platoon with four aircraft. The commander may task organize his company as he sees fit to 
accomplish the mission. With eight aircraft per ATKHC, commanders should plan for six aircraft to be 
available for missions. The two-ship "lead wingman" team provides a high degree of task organization 
options, mission flexibility, and mutual support between teams. This also simplifies C2 for the ATKHC 
commander by putting a platoon leader in each team while the company commander flies as a member of 
the third team, positioning himself as he sees fit to employ his company and fight the battle. 

LIGHT AVIATION BRIGADE 

E-9. The light AVN BDE is organized for crisis response, urban, and sustained operations (Figure E-2). 
The core of the light AVN BDE is the ARS. Each ARS has three companies, each with 10 OH-58D 
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helicopters. Due to the size and simplicity of the OH-58D, the ARS can deploy much faster than an AH-
64D ARB.  

Figure E-2. Light aviation brigade 

E-10. The OH-58D excels in urban environments due to its size, maneuverability, and ability to visually 
acquire threats directly below the aircraft. With the relative lack of firepower, the light AVN BDE relies on 
security operations to reduce or eliminate the probability of surprise engagement. The brigade can perform 
screen operations, guard operations when augmented, and participate in cover missions. 

MEDIUM AVIATION BRIGADE 

E-11. The medium AVN BDE is organized with one ARS and one ARB (Figure E-3). Air assault divisions 
contain two medium AVN BDEs to facilitate brigade-sized air assault operations. Airborne divisions 
contain one medium AVN BDE to facilitate brigade-sized air assault operations  

Figure E-3. Medium aviation brigade 

AVIATION EXPEDITIONARY BRIGADE (NATIONAL GUARD DIVISION) 

E-12. The NG division AVN BDE is still evolving, but is intended to fulfill the role of a domestic 
expeditionary force to execute homeland defense missions (Figure E-4). 
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Figure E-4. Aviation expeditionary brigade 

SUPPORT AVIATION BRIGADES 
E-13. There are also two variants of AVN BDEs organized and equipped to conduct CS and sustainment 
operations: 

 Corps aviation support brigade 
 Theater support aviation brigade. 

CORPS AVIATION SUPPORT BRIGADE  

E-14. The corps aviation support brigade (CASB) mission is to conduct support and sustainment, and 
maneuver sustainment to support the corps and subordinate division scheme of maneuver (Figure E-5). The 
brigade’s mission focus is: C2, air assault, air movement, aerial delivery of mines, and aero medical 
support.  

Figure E-5. Corps aviation support brigade 

THEATER SUPPORT AVIATION BRIGADE  

E-15. The theater support aviation brigade (TSAB) mission is to conduct aviation operations in support of 
the entire theater. Its principal focus is C2 support for theater operations, liaison among theater commands, 
and transportation support within the theater. The TSAB contains a FW aviation battalion, a GSAB, a 
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theater airfield operations command (TAOC), and an aviation intermediate maintenance (AVIM) platoon 
(Figure E-6). 

Figure E-6. Theater support aviation brigade 

AVIATION BATTALIONS 
ATTACK BATTALIONS 

E-16. The ARB and the ARS are each organized the same (Figure E-7). Reconnaissance operations are 
conducted to find/fix the threat, to assist in building and sharing the COP, and to focus combat power at the 
decisive point at the right time. Security operations provide reaction time, maneuver space, and protection 
to air-ground maneuver. Enemy forces are destroyed through the use of aerial firepower, mobility, and 
shock effect. The battalion participates in offensive, defensive, decisive, and shaping operations. The ARB 
has three attack companies with 8 AH-64Ds; the ARS has three attack troops with 10 OH-58Ds. 

Figure E-7. Attack reconnaissance battalion / squadron 

ASSAULT HELICOPTER BATTALION 

E-17. The primary missions of the AHB are conducting air assault and air movement operations to extend 
the tactical reach of the maneuver commander, negating effects of terrain, seize key nodes, achieve 
surprise, and isolate or dislocate enemy forces (Figure E-8). Each assault company has 5 UH-60 aircraft. 
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Figure E-8. Assault helicopter battalion 

GENERAL SUPPORT AVIATION BATTALION  

E-18. The GSAB conducts air movement operations, CASEVAC, C2, and EW operations (Figure E-9). 
Although it is not designed for it, this battalion has the capability to conduct limited air assault operations. 
Each AVN BDE has one GSAB.  

Figure E-9. General support aviation battalion 

AVIATION SUPPORT BATTALION 

E-19. The ASB’s primary mission is to support the logistics effort of the AVN BDE (Figure E-10). 
However, companies within the ASB can augment the AHB to provide a large-scale air assault force. Each 
AVN BDE has one ASB. 
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Figure E-10. Aviation support battalion 

SECTION III – HELICOPTERS IN COMBAT OPERATIONS 

AVIATION BATTALION TASK FORCES 
E-20. Aviation brigades create aviation battalion task forces (ABTF) based on METT-TC. An ABTF may 
be deployed to a BCT AO and employed by the BCT to which it is assigned, attached, or OPCON. 
Elements of the ABTF may operate in multiple locations within the BCT AO. 

E-21. ABTF aircraft conduct mobile strikes and reconnaissance of the BCT’s ultimate objective in support 
of their maneuver. They then stage in holding areas (HA) or assembly areas (AA) on standby, ready to 
overwatch or engage once ground force arrives at the objective, suspects contact, or makes contact with 
enemy forces. 

E-22. When supporting BCT maneuvers, ABTF and other shaping operations just forward of the 
advancing BCT can either destroy enemy forces, cause them to reveal their positions, or force them to 
relocate from dug-in areas. The BCT may bypass strong enemy defenses, allowing other fires (including 
the battalion) to engage them. ABTF aircraft can also support by locating and clearing bypass routes and 
providing security for the BCT. The ABTF also provides security for base camps, airfields, and other key 
sites. 

E-23. In open terrain, the pace of ground maneuver accelerates. Attack reconnaissance units provide 
continuous overwatch for advancing ground forces thus increasing the tempo of the advance. Once contact 
is made, attack reconnaissance helicopters provide fires and observation allowing ground forces to more 
rapidly maneuver into positions of advantage. ABTF assets usually remain under parent headquarters 
control. Company commanders operate on ABTF command network but coordinate detailed actions on 
other nets or face-to-face. The ABTF commander ensures focus of subordinate elements remains 
synchronized during execution of various missions. He also clarifies coordination priorities and issues 
orders to each subordinate element as necessary, particularly on support issues. This does not preclude 
cross talk and coordination between ground and aviation elements. 

COMBAT AVIATION BRIGADES 
E-24. In the traditional contiguous battlefield, aviation assets conduct deep, close, and rear operations. An 
AVN BDE conducting deep operations enables corps and division commanders to influence close 
operations before the enemy closes with friendly forces. During close operations, an attack battalion 
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enables commanders to weigh their main effort and to attack the enemy in depth. An AVN BDE gives 
commanders the ability to mass combat power rapidly against enemy ground penetrations.  

E-25. With the AVN BDE commander's assistance, division and corps commanders determine where to 
use the AVN BDE. From the commander's mission and intent, the AVN BDE commander determines how 
to best employ the battalions. Some potential missions for the AVN BDE include: 

 Attack massed enemy forces in depth. 
 Dominate avenues of approach. 
 Reinforce ground forces.  
 Protect the flanks of a moving or halted friendly main body. 
 Provide security during the passage of lines by ground forces. 
 Conduct reconnaissance. 
 Support an air assault. 

COMBAT AVIATION MISSIONS 
E-26. The primary mission of a combat aviation unit is to destroy enemy forces using fire, maneuver, and 
shock effect. To accomplish this mission, aviation units attack the enemy to destroy, attrit, disrupt, or 
delay. They can also conduct other offensive operations, as well as reconnaissance, security, and defensive 
operations. Aviation units are most effective against massed, moving targets, and least effective against 
enemy forces in prepared, well-camouflaged positions. Without the support of ground maneuver forces, 
aviation units cannot conduct missions that require the occupation of terrain. They can, however, deny the 
enemy terrain for a limited time by dominating it with direct and indirect fires. The mission and the 
commander's intent specify the mission success criteria. These criteria enable aviation commanders to 
assess whether or not the mission has been accomplished at the completion of the engagement. Table E-1 
shows an example of a mission statement. 

Table E-1. Mission statement example 

At 221700Z MAR 96, 1-112th AVN BDE occupies FAA ROOSEVELT (QS 12341234). On order, 
attacks to attrit the 25th TR in EA THUNDER (RS 987123, RS 123456, RS 234567, RS 567890) to 
delay the enemy's advance east of the Silver River crossing. 

E-27. The mission statement must include a clear and concise definition of success. Given the wide variety 
of potential enemies and potential theaters of operations, the aviation commander must base his unit's 
mission statement and his desired endstate on a thorough IPB. Based on the IPB, the commander must also 
articulate an end state that is understandable and quantifiable. For example, "Of the 30 trucks identified in 
the convoy, 20 must be destroyed for mission success."  

E-28. The following are examples of the "what" in an aviation unit mission statement. These paragraphs 
also discuss assumed risk, and planning guidance for quantifying the mission statement. 

ATTACK TO DESTROY 

E-29. This is a high-risk mission for the aviation unit. When given the mission to attack to destroy, the 
aviation unit uses direct and indirect fires to render an enemy force combat-ineffective unless it is 
reconstituted. The aviation unit must attack the enemy force with enough combat power to accomplish the 
mission, and meet the commander's intent. To accomplish this mission, the aviation unit must accept a 
substantial risk that may cause it to become combat ineffective at the completion of the attack.  

ATTACK TO ATTRIT 

E-30. This is a high- to medium-risk mission for the aviation unit. When given the mission to attack to 
attrit, the aviation unit uses direct and indirect fires to reduce the effectiveness of an enemy force caused by 
loss of personnel and materiel. The aviation unit must attack the enemy force with sufficient combat power 
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to accomplish the mission and meet the commander's intent. The greater the enemy force the aviation unit 
must attrit, the greater the risk the commander must accept. 

ATTACK TO DELAY 

E-31. This is a medium to high risk mission for the aviation unit. When given the mission to attack to 
delay, the aviation unit uses direct and indirect fires to engage the enemy, understanding the destruction of 
the enemy force is secondary to slowing his advance to gain time. The aviation unit must attack the enemy 
force with enough combat power to accomplish the mission and meet the commander's intent. The aviation 
unit attacks to delay the enemy's use of a geographic area (i.e., maneuver corridor, gap crossing site) for a 
specific period of time. The amount of time the aviation unit must delay, the location of the enemy, and the 
enemy force encountered all determine the degree of risk that the battalion accepts.  

ATTACK TO DISRUPT 

E-32. This is a medium- to low-risk mission for the aviation unit. When given the mission to attack to 
disrupt, the aviation unit uses direct and indirect fires to break apart an enemy's formation and tempo, 
interrupt the enemy's time table, cause premature commitment of forces, and/or piecemeal the enemy’s 
attack. The aviation unit must attack the enemy force with enough combat power to achieve the desired 
results with one mass attack, or sustain the attack until the desired results are achieved. The commander 
sets the amount of risk based on the friendly loss he is willing to accept, the location of the attack, or the 
number of attacks that will be made.  

RECONNAISSANCE AND SECURITY 

E-33. The aviation unit may be tasked to conduct reconnaissance operations (i.e., zone, route, area, force 
oriented, or reconnaissance in force). The aviation unit provides security to friendly forces as they conduct 
passages of lines, gap crossings, air assaults, and as they maneuver in a movement to contact. The types of 
security it may provide are screen, guard, cover (if augmented), area security, and air assault security (a 
form of guard). It positions itself where it can make a hasty attack to assist friendly forces to disengage or 
brush aside enemy forces attempting to disrupt the operation. 

DEFEND 

E-34. The aviation unit may be tasked to conduct an area or mobile defense ICW a ground force. The 
aviation unit controls its assets to force the enemy to attack under unfavorable circumstances, and retain 
decisive terrain or deny a vital area to the enemy. 

SECTION IV – AVIATION’S ROLE IN URBAN OPERATIONS 

E-35. Army aviation’s primary role during UO is to support the ground maneuver force’s operations. Army 
aviation usually is most effective conducting shaping operations. Aviation forces operating on the urban 
periphery effectively enhance isolation, reconnaissance, resupply, troop movement, evacuation, and 
support by fire for ground forces. Army aviation also enhances the combined arms team’s ability to quickly 
and efficiently transition to new missions. Aviation forces usually avoid over-flight of built up terrain due 
to the high risk of being engaged by enemy forces in close proximity. 

MISSIONS 
E-36. When aviation forces cannot avoid the built up areas, special measures and thorough risk analysis 
may minimize the associated dangers. The following missions are commonly performed during UO. 
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ASSESS AND SHAPE 

E-37. Assessment helps to identify the portions of the urban area essential to mission success. Aviation 
forces provide reconnaissance capability, security to ground forces, movement of troops and supplies, and 
augmentation of communication and surveillance capabilities. 

E-38. Shaping isolates those areas essential to mission success or helps units to avoid isolation while in the 
defense. In the offense, aviation forces attack to isolate the objective, move troops and supplies, enhance 
C2, conduct reconnaissance, and augment ground forces. In the defense, aviation forces act as a maneuver 
element to set the conditions for the main battle and prevent isolation. 

Table E-2. Assess and shape missions for aviation units 

Lift (Utility and Cargo) Units 
Conduct air assaults to the flanks and rear of urban areas to deny 
LOCs from the enemy. 
Provide CASEVAC. 
Provide combat search and rescue (CSAR). 
Perform downed aircraft recovery team (DART) support. 
Conduct air movement of troops and supplies. 
Air move/assault ground R&S elements. 
Emplace logistical resupply points and FARPs. 
Conduct C2 operations. 
Conduct EW operations. 
Provide NEO support. 
Conduct countermobility operations/emplace Volcano mines. 

Attack Units 
Perform reconnaissance of urban peripheral area to establish 
enemy strength and disposition. 
Conduct route and area reconnaissance for ground maneuver 
forces. 
Establish initial security of urban flanks and rear until relieved by 
ground forces. 
Augment ground forces for isolation of urban area. 
Employ indirect fires, CAS, and JAAT to enforce isolation. 
Perform air assault security. 
Provide suppressive fires in support of ground maneuver and 
security elements. 
Employ direct fires to destroy enemy elements attempting to 
escape, resupply, or reinforce the urban area. 
Destroy key targets with direct fires. 
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DOMINATE 

E-39. Precisely mass the effects of combat power to rapidly dominate the area. Army aviation supports the 
ground maneuver commander’s intent and scheme of maneuver by providing maneuver and support assets. 
Aviation supports the combined arms effort by providing support by fire, movement of troops and supplies, 
enhanced C2, air assaults, reconnaissance, and continued isolation of the objective. 

Table E-3. Dominate missions for aviation units 

Lift (Utility and Cargo) Units  
(In addition to the missions listed under assess and shape, lift units may 
conduct these missions.) 

Perform air assault in proximity to urban area to insert infantry 
elements. 
Support CA/PSYOP 

Attack Units 
(In addition to the missions listed under assess and shape, attack units may 
conduct these missions.) 

Provide security to flanks of advancing ground forces. 
Provide suppressive fires in support of attacking ground forces. 
Engage high priority targets influencing point of penetration with 
precision direct fires. 

TRANSITION 

E-40. Transition the urban area to the control of another agency and prepare for follow-on operations. 
Aviation forces conduct combat, CS, and combat service support missions that facilitate the combined arms 
transition to follow-on operations  

Table E-4. Transition missions for aviation units 

Lift (Utility and Cargo) Units 
Provide CASEVAC. 
Provide CSAR. 
Perform DART. 
Conduct air movement of troops and supplies. 
Emplace logistical resupply points and FARPs. 
Conduct C2 operations. 
Augment TCF. 

Attack Units 
Provide screen or area security. 
Provide route or area reconnaissance for ground maneuver units. 
Serve as TCF or reserve. 
Conduct deep operations to set conditions for follow-on missions. 
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Table E-5. SO missions for aviation units 

Lift (Utility and Cargo) Units 
Perform show of force. 
Conduct air assaults with QRF. 
Provide MEDEVAC. 
Conduct DART. 
Conduct CSAR. 
Transport troops and equipment. 
Emplace FARPS. 
Perform C2. 
Conduct aerial search. 
Conduct movement of dignitaries and civilians. 
Conduct offensive operations. 
Conduct defensive operations. 
Conduct aerial rescue and evacuation. 

Attack Units 
Perform reconnaissance. 
Conduct aerial surveillance. 
Conduct security operations. 
Provide air assault security. 
Provide overwatch for ground forces. 
Conduct offensive operations. 
Conduct defensive operations. 

SECTION V – HELICOPTER CAPABILITIES 

AH-64D (APACHE LONGBOW) 
E-41. The AH-64D Longbow is fitted with the Longbow millimeter wave fire control radar and the 
Hellfire missile. A 30mm automatic Boeing M230 chain gun is located under the fuselage. It provides a 
rate of fire of 625 rounds per minute. The helicopter has capacity for up to 1,200 rounds of ammunition. 
AH-64D cannon and aerial rocket submunitions can kill at ranges out to 3,000 meters and 7,000 + meters, 
respectively. 

E-42. Attack helicopters move across the battlefield at speeds in excess of 3 kms per minute. Although 
attack helicopters are METT-TC dependent, typical planning airspeeds are 100 to 120 knots during 
daylight and night. During marginal weather, speeds are reduced commensurate with prevailing conditions. 
With auxiliary fuel, the battalion can attack targets 150 kms beyond the FLOT. 

E-43. Attack helicopters are capable of using fire control radar that identifies moving targets, their 
movement rates, and their directions of movement. Using their onboard videocassette recorder (VCR), 
aircraft can record operations for analysis by S2 or MI CO representatives upon return. 
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OH-58D (KIOWA WARRIOR) 
E-44. The armed OH-58D Kiowa Warrior is a single engine, dual-seat, double-bladed armed 
reconnaissance helicopter. Its primary mission is in the scout attack role. The OH-58D is equipped with 
two universal quick-change weapons pylons. Each pylon can be armed with two Hellfire missiles, seven 
Hydra 70 rockets, two air-to-air Stinger missiles or one .50 cal fixed forward machine gun. The distinctive 
mast mounted sight situated above the rotor blades, enables the Kiowa Warrior to operate day and night 
and to engage the enemy at the maximum range of the weapons system. The mast contains a high-
resolution TV camera, thermal imagers, and laser rangefinder/designator. 

UH-60A/L (BLACKHAWK) 
E-45. The UH-60A/L primary missions are air assault, air movement, C2, CASEVAC, aerial delivery of 
mines, and other roles, including CSAR, aircraft recovery, parachute operations, disaster relief, and fire 
fighting. The UH-60A/L is a twin-engine, dual-seat, utility helicopter. The minimum crew is a pilot and 
copilot. It is designed to carry 11 combat-loaded air assault troops. It can move a 105mm howitzer and 30 
rounds of ammunition. It has provisions for door mounting two M60D7.62mm machine guns. The air 
Volcano is a helicopter-mounted, automated, scatterable mine delivery system that can deliver mines day 
or night. 

HH-60L (MEDEVAC) 
E-46. The primary mission for the HH-60L is aerial MEDEVAC. Secondary missions include transport of 
medical teams, delivery of medical supplies, and for CSAR missions. Air ambulance companies that 
operate the HH-60L are not organic to the AVN BDE but are frequently task organized with it for 
maintenance, A2C2, SPINS, ATO, ACO, weather forecasting, intelligence, and gunship escort support. 
The area support MEDEVAC section leader and the forward support MEDEVAC must coordinate with the 
corps or division AVN BDE S3 to facilitate support operations. FM 8-10-26 contains detailed information 
on air ambulance company employment and operations. 

CH-47D (CHINOOK) 
E-47. The CH-47D Chinook’s primary mission is air assault, artillery raids, and air movement of troops, 
cargo, and weapons. Other roles include CSAR, CASEVAC, aircraft recovery, parachute operations, 
disaster relief, fire fighting, and heavy construction. The Chinook can have the M24 and M41 machine-gun 
systems installed in the cabin door, cabin escape hatch, and on the ramp. Both subsystems use the M60D 
7.62-milimeter machinegun. 

SECTION VI – COMMAND AND CONTROL OPERATIONS 

E-48. UH-60 aircraft can be configured with a C2 console to provide maneuver commanders with an aerial 
C2 platform. Command aviation companies have aircraft equipped with a command console that enables 
commanders to move rapidly around the battlefield while maintaining communications with their 
subordinate units. C2 aircraft enable commanders to maintain communications with their forces, and 
provide timely information to support critical decisions without sacrificing mobility and efficiency. 

ROLES AND MISSIONS 
E-49. UH-60 aircraft can be task organized to provide C2 support to maneuver commanders. Aircraft are 
under the OPCON of the maneuver commander. C2 aircraft can fly missions in support of the division 
command group, ground BCT commanders, or attack helicopter battalion commanders. C2 aircraft usually 
are not task organized below BCT level, except to support an attack helicopter battalion commander. Using 
a C2 aircraft, the commander enjoys maximum mobility without sacrificing access to information and 
without jeopardizing continuity of operations due to CP relocation. 
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COMMAND AND CONTROL MISSION PLANNING CONSIDERATIONS 

Army Airspace Command and Control 
E-50. C2 aircraft must operate within a designed airspace structure; usually a ROZ or ACA that the BCT 
establishes for the C2 aircraft. Several factors influence the selection of a suitable ROZ: scheme of 
maneuver, enemy, communications, routes, console operator, communication fills, and command 
relationships to/from the ROZ.  

Scheme of Maneuver 
E-51. The ROZ must be in an area that supports the maneuver commander’s plan and does not conflict 
with the supported unit’s current operations. The S3, or S3-Air, of the supported unit should request the 
ROZ. It might be necessary to plan for multiple ROZs. In offensive operations, on order ROZs must be 
planned so that as the battle moves, the C2 aircraft can move forward and continue to provide effective C2. 

Enemy 
E-52. Aviation battalion S2s and S3s must carefully analyze the enemy, and the impact that a potential 
enemy can have on aircraft working in a ROZ. ROZ operations can be high risk. Often, aircraft operate in a 
ROZ for an extended period of time, and may go above the coordinating altitude. A careful analysis of the 
ROZ by the aviation unit ensures that the ROZ can support the ground maneuver commander’s concept, 
and remain clear of high enemy areas. 

Communications 
E-53. The ROZ must be selected so that LOS communications can be maintained with all elements of the 
unit. Altitude is a factor in ROZ selection. Higher altitudes enable better communications, but increase risk 
from enemy systems. A careful analysis of the factors of METT-TC enables personnel to select a ROZ in 
an area that provides security and uninterrupted communications. 

Routes to and from the Restricted Operations Zone 
E-54. Flight routes must be developed that support the aircraft’s transition to the ROZ. These flight routes 
must be planned carefully, should avoid overflight of friendly artillery units, and should be opened and 
closed as needed by the C2 aircraft. The time on station for aircraft depends upon a number of variables, 
including the en route distance, aircraft weight, and environmental considerations. Commanders must 
realize that they might not be able to remain airborne in the ROZ for the duration of the battle. The UH-60 
with extended range fuel supply (ERFS) can remain airborne for approximately 4 1/2 hours while a UH-60 
without ERFS can fly for about 2 hours. 

Console Operator 
E-55. A console operator must be available to run the console operations while the commander and staff 
control the battle. Because the aviation unit might not have personnel available to operate the system, the 
operator may, or may not, be from the supporting aviation unit. There are no special requirements needed 
to operate the console; just an understanding of the system’s operational controls. The supported unit 
commander must be prepared to provide an additional Soldier to operate the console during missions. 

Communications Fills 
E-56. Some consoles require a fill from a modified automated network control device (ANCD) that exists 
at BCT level and higher. Coordination must be made as soon as possible after the receipt of the mission for 
the supported unit to provide the necessary ANCD fills. To ensure that COMSEC fills are compatible, the 
console operator should conduct communications checks with the supported unit prior to mission 
execution. If unsuccessful, the aircrew should try loading the COMSEC fills from the secure loading 
device (KYK-13 or ANCD) at the supported unit. 
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Command Relationships 

E-57. Aircraft conducting C2 missions are under the OPCON of the maneuver commander. The aviation 
unit providing the aircraft must coordinate with the supported unit early to integrate the C2 aircraft during 
the planning process. The aircrew of the C2 aircraft should attend orders and rehearsals of the supported 
unit to fully understand the operational scheme of maneuver, and the concept for the C2 aircraft. 

JOINT AIR ATTACK TEAM OPERATIONS 
E-58. A joint air attack team (JAAT) operation incorporates aviation assets and ground attack systems to 
engage a target at the same time. It is a synchronized, violent, concentrated attack by a closely coordinated 
team. The team employs a combination of scout and attack helicopters, and tactical fixed wing aircraft 
supported by FA. These elements operate together to attack a single HVT or target array. This highly 
mobile and lethal tank-killing force can engage the threat well beyond the range of ground based direct fire 
antitank weapons. JAAT missions can significantly increase the lethality of combined arms operations. 
They can be employed during any operation, and are especially useful to counter threat airmobile 
operations. JAAT elements may operate either integrated into close operations, or independently of ground 
units. 

STAFF AND RESPONSIBILITIES 

E-59. Planning for a JAAT operation is a complex process requiring detailed coordination among the 
commander; FSCOORD, ALO, S3-Air, and attack helicopter battalion commander (Also, see FM 3-09.32). 
The scheme of maneuver must integrate all JAAT elements, including CAS and FS, to the maximum extent 
possible. Staff and responsibilities include: 

Brigade Combat Team Commander 
 Has overall responsibility for planning, coordinating, and executing JAAT operations.  
 Assigns the missions, allocates resources, and makes the decision to commit JAAT assets. 
 AVN BDE LNO or Attack Helicopter Battalion Commander.  
 Provides the linkage between the ground commander and Army aviation forces executing the 

JAAT mission.  
 Coordinates all portions of the JAAT, and resolves problems with other staff sections.  
 Assists with the deconfliction of air corridors, and maintains the status of aviation assets 

available for use during the JAAT. 

Air Operations Staff Officer (S3-Air) 
 Responsible for planning, recommending and requesting Army aviation and CAS assets needed 

for the JAAT mission.  
 Coordinates with the FSCOORD, AMDO, and Air Force TACP to ensure the JAAT’s mission is 

coordinated with the BCT airspace command and control plan. 

Intelligence Staff Officer (S2) 
 Coordinates with the rest of the staff in the tactical decision-making process for the JAAT to 

produce all necessary IPB products, intelligence estimates, and SITEMPs for probable enemy 
disposition in the JAAT engagement areas.  

 Provides continuous updates to the staff on any changes to the enemy situation or capabilities.  
 Focuses on the JAAT’s immediate target, as well as on enemy air defense, FS resources, and 

maintaining a lookout for other possible enemy forces that could impact or threaten the JAAT 
mission. 
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Fires Support Coordinator 
 Focuses on the positioning and resourcing of artillery units to support the JAAT mission.  
 Considers and recommends to the commander the employment of obscuration fires to mask the 

movement of the JAAT forces, isolate the JAAT EA, and provide SEAD fires.  
 Deconflicts ACA problems with aviation units, and plans counterfire radar coverage and 

friendly counterfire against potential enemy indirect fires. 

Air and Missile Defense Officer 
 Coordinates with air defense units, and ensures the locations of the air corridor, air BPs, holding 

areas for attack helicopters, rally points, initial points, and ACAs.  
 Are known and understood by all air defense units.  
 Ensures all units understand the possible changes to air defense weapons control status. 

Air Liaison Officer 
 Conducts detailed planning, and develops the control measures that facilitate the JAAT.  
 Coordinates with the staff for the location of initial points, contact points, and the ACA.  
 Is responsible for coordinating with the airborne FAC for the movement of CAS into the JAAT 

box.  
 Coordinates all JAAT activities with Air Force aircraft and control headquarters. 

JAAT OPERATIONS 

E-60. JAAT operations fall into one of three categories: preplanned, immediate, or spontaneous. The type 
of JAAT operations employed by the BCT depends on the amount of planning time available to the staff. 
Although JAAT assets may be requested and planned for, the BCT commander must be prepared to 
execute his maneuver plan without some or all of the JAAT components. 

Preplanned 
E-61. Preplanned JAAT operations are employed when sufficient time is available to request tactical air 
(TACAIR) through the normal ATO planning cycle. The preplanned JAAT request is prepared by the staff 
and processed through Army channels to the Air Operations Center (AOC). 

Immediate 
E-62. Immediate requests for TACAIR are made when there is insufficient time to process the request 
through normal channels. The request is sent through the Air Force air request net, directly to the ASOC, 
which is connected with the corps TOC. Intermediate level TACPs monitor the request net for immediate 
air requests. If approved by the corps fire support element (FSE), the ASOC coordinates with the AOC 
through the battlefield control element to fulfill the TACAIR request. 

Spontaneous 
E-63. A spontaneous JAAT occurs when all members of the team are on hand, and a target of opportunity 
presents itself. The success of the JAAT depends upon unit SOPs, training, and communications. 
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EMPLOYMENT 

E-64. Employment of the JAAT depends upon the factors of METT-TC. As early as possible during the 
planning process, the BCT decides which JAAT employment method to use during the operation. This 
ensures that aviation and CAS resources have the opportunity to coordinate their attack on the target. The 
two basic employment methods are sector and combined attacked. In sector attacks, each element of the 
JAAT attacks within a specified sector; combined attacks occur when JAAT elements mass their fires by 
attacking the same sector. Following are details of the two employment methods: 

Sector Attacks 

E-65. Sector attacks are further divided into sector simultaneous, sector sequential, and sector random. 
During a simultaneous attack, each maneuver element attacks within its assigned sector to engage targets at 
the same time with other JAAT elements. All aircraft must coordinate their ordnance fans to avoid 
fratricide. In sequential attacks, each element attacks the target(s) in the EA at specific times and in a 
specific order. The sequence can be either a few seconds or several minutes. This option helps reduce any 
potential ordnance fan violations. In random attacks, each element engages targets at will. 

Combined Attacks 

E-66. Combined attacks require a higher degree of control because multiple elements are attacking in the 
same JAAT area at the same time. The employment of combined attacks increases the effectiveness of 
massed effects, but the chance of multiple aircraft attacking the same target can reduce the JAAT’s 
effectiveness. 
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Appendix F 

Air Assault and Airborne Operations 

When an IBCT or SBCT executes a battalion/brigade-sized air assault operation, 
infantry battalions form the primary air assault force. One battalion usually forms the 
basic air assault force; however, the BCT may conduct the assault with two or three 
infantry battalions. Higher headquarters provides the additional assets required to 
execute an air assault mission. In most cases, the operation concludes with a linkup 
operation between infantry and mounted forces. For more specific information on air 
assault operations see FM 90-4, “Air Assault Operations.” 

Airborne forces execute parachute assaults to destroy the enemy, and to seize and 
hold important objectives until linkup is accomplished. The parachute assault 
enhances the basic infantry combat mission: to close with the enemy by fire and 
maneuver, to destroy or capture him, and to repel his assaults by fire, close combat, 
and counterattack. For more specific information on airborne missions see FM 90-26, 
“Airborne Operations.” 

SECTON I – MISSION ANALYSIS AND CONSIDERATIONS  

F-1. Air assault operations are critical to how the division fights and sustains itself. These highly complex 
operations require commanders and staffs to be experts in all aspects of synchronizing the planning, 
rehearsing, and execution of air assault operations. The brigade aviation officer (BAO) and the supporting 
aviation liaison officers (LNO) from the combat aviation brigade serve as the link between the CAB staff 
and the BCT staff to ensure full synchronization.  

F-2. When planning air assault operations, the BAO and LNOs develop and execute the staging plan and 
the loading plan for the mission. In addition, they work with the air mission commander to assist and 
coordinate the air movement plan and the landing plan. Both of these plans are driven by the ground 
tactical plan, which is collaboratively planned and refined by the BCT and CAB staffs. The BAO and the 
aviation LNO serve as subject matter experts on aviation operations to the BCT and battalion staffs during 
MDMP. This enables the ground tactical commander to make more efficient use of available planning 
time. 

OVERVIEW OF AIR ASSAULT OPERATIONS 
F-3. The air assault is a combined arms deep attack. The BCT may not be employed frequently in large 
air assault operations, but such operations, conducted on a limited scale, may be the decisive form of 
combat. Typical air assault operations conducted by the BCT include forced-entry operations, gap crossing 
operations, seizure of key terrain, rear area combat operations, and raids. When the BCT is operating under 
TACON of a division, corps, or JTF, the controlling headquarters can exploit the mobility and speed of 
organic or supporting helicopters to: 

 Secure a foothold to give follow-on forces a place to land. 
 Secure a deep objective in the offense.  
 Reinforce a threatened sector in the defense.  
 Place combat power at a decisive point on the battlefield.  
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F-4. For this reason, the IBCT, and in some cases the SBCT, must be proficient in conducting air assault 
operations. Usually, the HBCT can support only company sized or smaller (tactical combat force) air 
assaults. In addition to the mission analysis factors found in FM 90-4, BCT planning for air assault 
operations should consider the following: 

 Ground mobility is limited once the unit is inserted unless vehicles are provided. 
 Communication range is limited to that of portable radios. 
 Antiarmor capability is reduced. 
 CS and sustainment are austere. 
 Air LOCs must be planned for sustainment. 
 Disposition of the mortars depends on the ability to displace the tubes and ammunition.  

F-5. The BCT might have to fight its way into a country. Forcible entry operations require a swift, highly 
mobile force capable of movement combined with joint fires. Forcible entry operations employing a 
combination of airborne, air assault, and amphibious forces usually are under the command of a JFC (Also, 
see page G-18). Concurrent forcible entry operations occur when a combination of amphibious, airborne, 
and/or air assault forcible entry options are conducted simultaneously, but as distinct operations with 
separate operational areas and objectives. Integrated forcible entry operations result when amphibious, 
airborne, and/or air assault forcible entries are conducted simultaneously within the same operational area 
and have objectives that are mutually supporting. Special relationships are observed during the planning 
phase. These planning relationships are designed to ensure that land, air, special operations, space, and 
naval force considerations are factored into decisions made concerning the conduct of the forcible entry 
operation. 

AIR ASSAULT ORGANIZATION 
F-6. As with all air assault operations, the IBCT/SBCT is organized to meet METT-TC and operational 
considerations (Figure F-1). 

Figure F-1. Air assault BCT organization 



Air Assault and Airborne Operations 

4 August 2006 FM 3-90.6 F-3 

F-7. During air assault operations, a combat aviation brigade is placed in DS of the IBCT. Much like the 
FA, the combat aviation brigade’s purpose is to provide responsive aviation support to the infantry brigade 
commander. This DS relationship of the CAB with the air assault task force commander (AATFC) requires 
the CAB battle staff to mission plan, rehearse, and execute phases I – IV of the air assault. This frees the 
AATFC and his staff to focus on mission planning and on the actions on the objective of the ground 
tactical plan. The BCT has reliable aviation support controlled by the combat aviation brigade commander. 

ACTIONS OF THE BRIGADE COMBAT TEAM 
F-8. The OPORD should reflect detailed planning for actions of the entire force, not only the air assault 
element but also the IBCT stay-behinds. This planning should emphasize C2 relationships, operational 
restrictions due to limited numbers of dismounted infantry, and linkup procedures. Should the remainder of 
the IBCT be tasked to perform linkup operations with their deployed infantry, operational issues of time, 
place, method of linkup, and change of command for the operation must be carefully planned. 

SECTION II – PLANNING CONSIDERATIONS 

F-9. The IBCT commander and staff should review the following planning considerations during the 
MDMP leading to an air assault operation. All personnel involved with air assault planning conduct 
continuous coordination under the air assault task force (AATF) S3 during COA development to ensure air 
assault considerations are factored into COA development. CAB and BCT staffs must receive and share: 

 LZ confirmations by imagery, Apache/Kiowa Warrior tapes, LZ sketches, photo-T imagery, ISR 
products, patrols, and higher headquarters intelligence. 

 Composition of assault, follow-on, and rear echelons by unit. 
 Nomenclatures of every vehicle/sling load to be flown; verify weights and air items available for 

heavy and light loads. 
 Confirmed troop counts by serial for assault and follow-on echelons. 

F-10. Air assault operations are critical to how the division fights and sustains itself. These highly complex 
operations require commanders and staff to be experts in all aspects of synchronizing the planning, 
rehearsing and execution. The aviation liaison officer (LNO) serves as that critical link between the CAB 
staff and the BCT staff to ensure full synchronization. While planning air assault operations, it is the 
aviation support officer’s job to develop and execute the staging plan and loading plan for the mission. 
Additionally, the aviation support officer coordinates the air movement plan and landing plan with the air 
mission commander. Both of these plans are driven by the ground tactical plan; BCT and CAB staffs 
collaboratively plan and refine all phases. The intent of the aviation support officer is to have a subject 
matter expert on aviation operations available to the staff during MDMP and make more efficient use of 
available planning time for the ground tactical commander. 

INTELLIGENCE 
F-11. The primary enemy tactics against air assault operations can be broken down into four major areas:  

 Air defense fires (including small arms). 
 Fixed and rotary wing aircraft. 
 EW. 
 Enemy reaction to LZ operations. 

F-12. The commander and staff must understand the capabilities and limitations of enemy aircraft in the 
AO and take all measures to minimize the risk of encounter. During the planning phase of the operation, 
they must analyze enemy capabilities to interdict friendly LZs with ground forces, artillery, and CAS.  
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MOVEMENT AND MANEUVER 
F-13. Habitual relationships and the integration of infantry and Army aviation enable infantrymen and 
supporting fires to strike rapidly over extended distances. To provide surprise and shock effect, the 
required combat power should be delivered to the objective area as early as possible, consistent with 
aircraft and PZ capabilities. Attack helicopters, if available, are integrated into the tactical plan of the 
ground force commander. During air assault operations, they support the lift and assault force by direct and 
indirect fires. Air assault forces operate relatively free of the terrain influences that restrict surface 
operations. Air assault forces are best employed to locate and defeat enemy forces and installations or to 
seize terrain objectives to prevent enemy withdrawal, reinforcement, and supply, and to prevent the 
shifting and reinforcement of enemy reserves. 

FIRE SUPPORT 
F-14. Fire support planning must provide for suppressive fires along flight routes and in the vicinity of LZs 
(Figure F-2). Priority of fires must be the SEAD. Displacement of FS assets and resupply depends on 
helicopters as prime movers, unless prime movers are lifted into the area. Suppression of suspected ADA 
sites along flight routes is vital to the success of an air assault operation. Naval gun fire (NGF) support and 
USAF CAS may be available to augment available artillery. 

 

Figure F-2. Preparatory fires and air strikes 

SEAD PLANNING 

GENERAL 

F-15. The development of SEAD plans must be done as part of the normal MDMP and targeting process. 
Because SEAD exists to support air operations, it must be an integrated part of the planning for that 
supported operation. The maneuver, intelligence and FS (to include the Air Force) WFF are key to 
successful SEAD planning. These WFF must ensure the SEAD plan maximizes the available collection and 
attack assets in synchronization with maneuver. As a key player in SEAD operation, one of the fires 
sections’ primary duties for air assaults or aviation deep attacks is to plan, synchronize, and execute SEAD 
fires. For most division-level operations in a medium or high ADA threat environment, the division 
conducts a period of focused immediate SEAD to identify and destroy ADA that can affect planned routes, 
LZs, or BPs, to set the conditions for deep attacks or air assaults. This “find-kill” destruction of enemy 
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ADA (DEAD) operation requires focused collection and streamlined sensor to shooter links. SEAD is still 
planned to support the aircraft movement as described below. 

F-16. The following diagram depicts events and considerations essential to effective SEAD/J-SEAD 
planning. This matrix is not intended to be an exhaustive portrayal, but rather an example designed to assist 
planners at all levels in coordinating, synchronizing, and executing SEAD/J-SEAD for deep attacks or air 
assault operations. Many of the actions occur simultaneously and are integrated across multiple WFF 
elements and service organizations. 

Table F-1. SEAD/J-SEAD planning considerations 

ACTION RESPONSIBLE AGENCY PRODUCTS/ 
OUTCOMES 

Mission Analysis All WFF Elements  
Determine and plot air corridors ingress 
and egress routes with ACPs 

ADAO ICW DIV FSE, G-3 Air, A2C2, 
tasked AVN unit LNOs and ALO 

Air route overlay 

Determine and plot enemy ADA assets 
that affect corridors to include their 
support structure (i.e., C2 nodes for 
IADS) 

DIV FSE targeting officer ICW G2, G2 
collection manager, and FAIO 

Threat ADA overlay 

Determine friendly assets available: 
• Collection assets 
• Attack systems 
• Field artillery (reinforcing and 

general support, and general 
support/reinforcing 

• Special munitions (ATACMs, 
etc.) 

• Attack aviation 
• Joint attack systems (lethal and 

nonlethal)  

G2/ACE (collection manager, etc.) 
 
Division FSE 
 
 
IWO 
 
ADAO/G3 air 
ALO, BCD LNOs, FSE, ACE 

Synchronization matrix 
of collection assets 
Artillery organization 
for combat 
 
 
 
Available assets 
Available joint assets  
and their capabilities 

Identify enemy systems that division 
assets can effectively suppress or 
destroy, and those requiring support from 
echelons above division 

G2, FSE targeting officer, FAIO, and 
the ACE collection manager 

ID threat systems that 
higher must attack 

Develop initial target nominations for 
SEAD/J-SEAD requests 

FSE targeting officer, G2, FAIO,  ACE 
collection manager, IWO, ALO 

Submit targets to 
targeting officer 

Develop J-SEAD plan for echelons above 
division 

FSE, G3, ALO Coordinate with higher 
HQ for inclusion in 
ATO 

Disseminate targeting data to 
subordinate FSEs (ATO) 

DIV FSE, ALO ATO published 

Establish SEAD fire plan for ingress and 
egress on each corridor, and disseminate 
as appropriate 

Applicable FSE ICW S3 air/A2C2, 
G2, ALO, AVN LNO 

Publish SEAD plan 

Revise, update, and disseminate target 
data as appropriate/modify  
H-hour 

FSE, G2, appropriate commander Modify targeting plan 
as necessary 

Rehearse with supporting unit FSE, S3 air/A2C2, ALO, AVN LNO  
Execute   
 

F-17. There are two basic types for SEAD and several techniques. The types are planned and immediate. 
The techniques include scheduled, on-call, deceptive, and corridor suppression. Planned SEAD consists of 
targets developed by the S2 and designated for attack by all available assets, while immediate SEAD is 
conducted on ADA targets of opportunity. 
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ENGINEER SUPPORT 
F-18. Engineers in an air assault operation assist mobility by constructing or expanding helicopter LZs and 
FARPs and rehabilitating existing forward operational facilities. Engineers assist in breaching obstacles 
and fight as infantry when required.  

AIR AND MISSILE DEFENSE  
F-19. Air and missile defense (AMD) assets provide protection against low-flying aircraft and attack 
helicopters. Early warning of enemy air is broadcast over the division early warning net. The BCT uses 
Stinger and Avenger, if available, to support maneuver battalions and to protect C2 and static assets.  

SUSTAINMENT 
F-20. Support of organic aviation units is extensive. FARPs are necessary to maintain the fast pace of air 
assault operations. The battalion’s organic assets push supplies, materiel, fuel, and ammunition forward by 
helicopter to support the air assault operation. 

COMMAND AND CONTROL 
F-21. The key to successful air assault operations lies in precise, centralized planning and aggressive, 
decentralized execution. The availability of aviation assets usually is the major factor in determining task 
organization. The BCT must determine and announce task organization early in the planning process. In 
order to maintain tactical integrity during an air assault operation, units must organize themselves into 
chalks, serials, and lifts (Figure F-3).  

Figure F-3. Lifts, serials, and chalks 

SECTION III – AIR ASSAULT PLANNING STAGES 

F-22. The successful execution of an air assault depends on a careful mission analysis by the commander 
and staff, and a detailed, precise reverse planning sequence. The five basic plans that constitute an air 
assault operation are the ground tactical plan, the landing plan, the air movement plan, the loading plan, 
and the staging plan (Figure F-4). In operations involving units with organic combat vehicles, the ground 
tactical plan must also include a linkup plan. Air assaults are planned in reverse order, beginning with the 
ground tactical plan and working backwards to the staging plan.  
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Figure F-4. Air assault planning process 

F-23. The AATF and combat aviation brigade staffs develop, coordinate, and refine these plans 
concurrently. Doing this is more time efficient than developing each plan individually. Usually, the ground 
tactical plan is developed first and is the basis from which the other plans are derived. 

F-24. Planning for air assault operations requires time to plan, time to rehearse, and time to brief. The 
AATF and combat aviation brigade use the sequence of command and staff actions and troop leading 
procedures common to all combat operations. 

F-25. Planning for air assault operations is as detailed as time permits and should include completion of 
written orders and plans. Within time constraints, the AATFC must carefully evaluate capabilities and 
limitations of the total force and develop a plan that ensures a high probability of success. The planning 
time should abide by the “one-third/two-thirds rule.” Failure to allow subordinates the necessary planning 
and reparation time forces them to become reactive instead of proactive. 

F-26. Ideally, the BCT receives 96 hours to complete the planning for a brigade sized air assault (Figure F-
5). If the planning time is less, leaders should require their staffs to compress the timeline up-front, thereby 
providing the aircrews with as much time as possible to plan for the mission. . 
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Figure F-5. Air assault planning and rehearsal timeline 

AIR ASSAULT TASK FORCE KEY PERSONNEL 
F-27. The BCT staff is responsible for: 

 Planning the air assault operation and the accompanying BCT operations. 
 Developing the air assault in conjunction with the supporting aviation BCT. 
 Synchronizing all elements of the combined arms team. 
 Allocating the necessary resources to the air assault force to ensure successful execution of the 

operation. 

AIR ASSAULT TASK FORCE COMMANDER 

F-28. The air assault task force commander (AATFC) is usually the BCT commander. He has overall 
responsibility for the AATF’s planning and execution.  

AIR MISSION CONTROLLER  

F-29. The supporting helicopter unit provides an air mission controller (AMC). For air assaults conducted 
by an aviation company from the general support aviation battalion, the supporting aviation unit 
commander may designate a battalion or company commander to be the AMC. 

AVIATION LIAISON OFFICER  

F-30. The supporting aviation unit should provide an aviation liaison officer (ALO) to the AATF. The 
ALO should be considered a special staff officer. His role is to advise the AATFC on all matters relating to 
Army aviation and to jointly develop, along with the AATF staff, the detailed plans necessary to support 
the air assault operation. During the execution phase, the ALO should be available to assist the AATFC or 
S3 in coordinating the employment of aviation assets. 
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AIR ASSAULT ROLES 
F-31. The utility helicopter and the cargo helicopter are the primary aircraft used in air assault. 

UTILITY HELICOPTERS  
F-32. The primary mission of the utility helicopter in the air assault is to move troops. With the seats 
installed, the aircraft combat load (ACL) for the UH-60 is 11 combat-loaded Soldiers. If the seats are 
removed, the ACL increases, and the ACL then depends on the type of equipment being carried by the 
troops. For planning purposes, a UH-60 is capable of transporting approximately 16 combat-loaded 
Soldiers.  

CARGO HELICOPTERS 
F-33. The CH-47D helicopter provides the AATFC with the capability to move troops and equipment in 
support of the air assault. In a troop-carrying mode, the CH-47D can transport up to 31 combat-loaded 
Soldiers. 

GROUND TACTICAL PLAN 
F-34. The foundation of a successful air assault is the ground tactical plan. All other air assault planning 
stages are based on the ground tactical plan, which specifies actions in the objective area that will lead to 
accomplishment of the mission. The ground tactical plan addresses the following areas:  

 Missions of all battalion elements and methods for employment. 
 Zones of attack, sectors, or AOs with graphic control measures. 
 Task organization to include command relationships. 
 Location and size of reserves. 
 Fire support to include graphic control measures. 
 Combat service support. 

Note. The AATF staff prepares this plan with input from subordinate commanders and staffs 
and in sufficient detail to facilitate understanding by subordinate commanders. It is imperative 
that all aircrews know the ground tactical plan and the ground commander’s intent. 

COMMANDER’S INTENT 
F-35. The AATFC must articulate his intent for the air assault early in the planning process. Air assault 
planning often begins after the AATFC issues his intent even though the ground tactical plan may not be 
complete. The commander’s intent for the air assault allows air assault planners to understand the method 
and end state, and to begin to piece together the subsequent plans. The commander’s intent for the air 
assault includes issues such as whether the assault force will land on the objective, or land near it and 
maneuver to it. The commander’s intent for the air assault may include surprise as a critical element, which 
leads to the development of FS and SEAD plans. 

ORGANIZATION FOR COMBAT 
F-36. The mission, enemy situation, terrain, maneuver forces, and FS assets all help air assault planners 
determine the BCT’s organization for combat. Planners emphasize: 

 Maximizing combat power in the assault to heighten surprise and shock effect. This is especially 
important if the air assault force plans to land on or near the objective. 

 Ensuring the IBCT inserts enough force to accomplish initial objectives quickly. The air assault 
force must be massed in the LZ and build up significant combat power early to prevent being 
defeated by repositioning mobile enemy forces. 

 Ensuring the air assault force has sufficient assets to sustain itself until linkup. 
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SCHEME OF MANEUVER 

F-37. The AATFC develops a scheme of maneuver to accomplish his mission and seize assigned 
objectives. The scheme of maneuver development by the IBCT must be done prior to development of the 
air assault; this allows subsequent planning phases of the air assault to be accomplished. Development of 
the IBCT ground tactical plan need not be complete to begin air assault mission planning. At a minimum, 
the AATFC must provide the ground scheme of maneuver for air assault planning to begin. IBCT planners 
should not wait for the completed assault force OPORD to begin planning. The infantry battalion staffs and 
supporting aviation units can begin air assault planning as soon as the assault force commander approves 
the general scheme of maneuver. 

FIRE SUPPORT 

F-38. The amount of artillery available to support the air assault and the locations of supporting artillery 
units are critical factors in determining the ground tactical plan. 

ATTACK HELICOPTERS IN SUPPORT OF THE GROUND TACTICAL PLAN 

F-39. During the ground fight, attack helicopters can assist the assault force commander by providing 
reconnaissance in the vicinity of the LZs, destroying repositioning forces, destroying counterattacking 
forces, and calling for and adjusting fire on targets of opportunity. A shift in C2 from the AMC to the 
assault force commander is critical and must be planned and rehearsed in detail. During an air assault with 
multiple lifts, the attack helicopters support the air assault and ground fight. (Some elements provide 
reconnaissance and security for the air assault; other elements screen for the assault force.) Synchronization 
of the attack assets must be precise and detailed to eliminate confusion and to avoid disrupting the air 
assault flow. 

AIR MISSION BRIEF 

F-40. The air mission brief (AMB) is a coordinated staff effort. In the AMB, the AATFC approves the air 
assault plan. The AMB is a focused adjunct to the BCT OPORD. It highlights air assault requirements to 
the AATF’s aviation and ground units. The term “AMB” is used to mean both the written product and the 
briefing itself. The AMB should not be a working meeting. An OPORD should have already been 
published. Therefore, the AMB is essentially a backbrief to the BCT commander. It should focus on assault 
and attack concepts, sequence of events, and why the staff developed the sequence for the mission. The 
slightest change in serial separation, LZs, or other elements of the mission can significantly affect the rest 
of the plan. The combat aviation brigade staff plays a pivotal role in the AMB process. Changes to the air 
assault mission after the AMB must be approved by the infantry brigade commander. It is very difficult to 
re-synchronize the different combat systems in the short time that remains between the AMB and mission 
execution. 

AIRCREW BRIEF  

F-41. Aviation unit/serial commanders brief all flight crews that execute the air assault mission. This 
briefing is called the aircrew brief (AB) and covers all essential flight crew actions and aviation planning 
needed to successfully accomplish the mission. Flight crews must fully understand the mission for the air 
assault to be executed successfully. The AB is usually conducted at the company level with battalion staff 
level assistance and briefers (i.e., the S2 briefs the enemy situation). However, the battalion always plays a 
role in this process. The AB can be conducted at the task force level. While this ensures a level of 
standardization in the information given, it is often difficult to effectively communicate the mission 
information to such a large audience, especially at night in a field location where noise and light discipline 
is required. 
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LANDING PLAN 
F-42. The scheme of maneuver and ground tactical plan directly affect the selection of LZs, the landing 
formation, and the amount of combat power air assaulted into the LZ. The landing plan must be planned in 
conjunction with the development of the ground tactical plan and must support the assault force 
commander’s intent and scheme of maneuver. The landing plan outlines the distribution, timing, and 
sequencing of aircraft into the LZ (Figure F-6). 

Figure F-6. Landing zone diagram 

LANDING ZONE SELECTION 
F-43. In coordination with the AMC and ALO, the AATFC selects primary and alternate LZs. The number 
of selected LZs is based on the ground scheme of maneuver and LZ availability. The aviation planners 
advise the AATFC on LZ suitability. The following are considerations for selecting suitable LZs. 

 Location. The LZ must be in an area supporting the ground tactical plan of the AATFC. It may 
be located on the objective, close by, or at a distance. 

 Capacity. The selected LZ must be large enough to support the number of aircraft the AATFC 
requires on air assault lifts. 

 Enemy disposition and capabilities. The AMC must consider enemy air defense locations and 
weapons ranges, and the enemy’s ability to reposition ground forces or utilize artillery to react 
to the air assault.  

 Unit tactical integrity. Squads land in the LZ intact, and platoons land in the same serial. This 
ensures fighting unit integrity during the air assault. 

 Supporting fires. LZs selected must be in range of supporting fires (artillery, CAS, and naval 
gunfire). 

 Obstacles. LZ selection includes existing obstacles on the LZ as well as plans for reinforcing 
them. LZs should be selected beyond enemy obstacles. 

 Identification from the air. The LZ should be identifiable from the air whenever possible. 
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ATTACK HELICOPTERS IN SUPPORT OF THE LANDING PLAN 

F-44. During execution of the landing plan, helicopters can provide overwatch of the LZs, conduct a 
reconnaissance of the egress flight routes, call for fire (if designated to do so), and set up a screen for 
supporting the assault force commander during the ground tactical plan. The AMC must ensure the 
missions of the attack aircraft are synchronized with the assault helicopters.  

AIR MOVEMENT PLAN 
F-45. The air movement plan is based on the ground tactical and landing plans. It specifies the schedule 
and provides instructions for the movement of troops, equipment, and supplies from the PZ to the LZ. It 
provides coordinating instructions regarding air routes, air control patterns, aircraft speeds, altitudes, 
formations, and FS. The AATFC develops the air movement plan in conjunction with the supporting 
aviation BCT commander and staff, and the AMC. The air movement plan results in the production of the 
air movement table. 

F-46. Selection of flight routes is always based on the factors of METT-TC. The BCT staff and the AMC 
consider the location of friendly troops, enemy disposition, air defense systems, terrain, and the locations 
of the PZ and LZ to select the best flight route. Selected flight routes should always be laid over the enemy 
SITEMP produced by the S2 to ensure the flight route selected avoids known or suspected enemy 
positions. 

F-47. The IBCT staff and the AMC select primary and alternate flight routes. Alternate flight routes 
provide the assault force with a preplanned, precoordinated method of moving from the PZ to the LZ if the 
primary route becomes compromised. 

F-48. Flight routes that pass through adjacent unit sectors must be coordinated and approved by the 
adjacent unit to avoid potential fratricide. When selecting flight routes, the AMC and IBCT staff must 
consider: 

 Airspace management. 
 Support of the landing plan. 
 Enemy capabilities. 
 Fire support. 
 Flight route distance. 

F-49. Attack helicopters can be used in support of the air movement plan. During the air movement phase, 
the air assault security forces provide reconnaissance and security for the assault helicopters.  

LOADING PLAN 
F-50. The AATFC bases the loading plan on the air movement and ground tactical plans. The loading plan 
ensures that troops, equipment, and supplies are loaded on the correct aircraft. It establishes the priority of 
loads, the bump plan, and the cross loading of equipment and personnel. Detailed load planning ensures the 
battalion(s) arrives at the LZ configured to support the ground tactical plan. A bump plan ensures that 
essential troops and equipment are loaded ahead of less critical loads in case aircraft are lost during the air 
assault. Planning for the loading plan must include the organization and operation of the PZ, the loading of 
aircraft, and the bump plan. 
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PICKUP ZONE SELECTION 

F-51. The first step in formulating the loading plan is the selection of suitable primary and alternate PZs 
(Figure F-7). Selection of PZs is based on: 

 METT-TC. 
 Commander’s intent. 
 Location of assault forces in relation to PZs. 
 Size and capabilities of available PZs. 
 Number of PZs. 
 Proximity to troops. 
 Accessibility. 
 Vulnerability to attack. 
 Surface conditions. 

Figure F-7. Organization of the pickup zone 

PICKUP ZONE CONTROL 

F-52. Once the AATFC selects the PZ, the PZ control officer (PZCO) organizes, controls, and coordinates 
PZ operation. 

AVIATION INVOLVEMENT 

F-53. The supporting aviation BCT must ensure that Soldiers with aviation expertise are present on the PZ.  

PICKUP ZONE COMMUNICATIONS 

F-54. Communications must use the most secure means available. PZ operations may be conducted under 
radio listening silence to avoid electronic detection. This requires detailed planning. When under radio 
listening silence, it is imperative that aircrews remain on schedule to enable the PZCO to maintain a 
smooth flow of troops from the PZ. PZ communications are accomplished on the established FM PZ 
control net, with transmissions kept to a minimum. 



Appendix F  

F-14 FM 3-90.6 4 August 2006 

PICKUP ZONE MARKING 

F-55. The PZCO directs the marking of the PZ so it is identifiable from the air. Far and near recognition 
signals are needed, especially at night; these enable pilots to orient on the PZ quickly. Touchdown points 
must be clearly marked. The PZCO must ensure no other lighting is on the PZ. 

DISPOSITION OF LOADS ON THE PICKUP ZONE 

F-56. Personnel and equipment must be positioned on the PZ to conform to the landing formation. Flight 
crews must understand the loading plan on the PZ, and be prepared to accept troops and equipment 
immediately upon landing. PZ sketches depicting locations of loads in the PZ assist flight crews in loading 
troops and equipment quickly once the aircraft arrive in the PZ. Flight crews should be provided a PZ 
diagram. 

ATTACK HELICOPTERS IN SUPPORT OF THE LOADING PLAN 

F-57. During the loading phase, the attack helicopters assist by providing overwatch of the PZs and 
conducting a route reconnaissance of the air assault flight routes. 

STAGING PLAN 
F-58. The staging plan is based on the loading plan and prescribes the proper order for movement of 
personnel and aircraft to the PZ. Loads must be ready before the aircraft arrive at the PZ. During mission 
planning, the PZCO determines the time required to set-up the PZ, and selects the time the PZ will be 
established (based upon the air assault H-hour). 

MISSION PLANNING 

F-59. Mission planning includes coordination between the IBCT and the AMC, development of the 
aviation OPORD, issuance of the OPORD, and rehearsals. 

ROUTES TO THE PICKUP ZONE 

F-60. The AMC must select flight routes to the PZ that enable the aircraft to arrive at the PZ on time and in 
the proper landing direction and configuration to accept loads. 

CLOSE COMBAT ATTACK COORDINATION CHANNELS. 
F-61. The purpose of close combat attacks (CCA) is to destroy designated enemy forces to permit ground 
forces to execute assigned tasks. The focus of the AATFC and BCT is to employ attack aviation in direct 
fire attacks to destroy enemy forces. The focus of the combat aviation brigade is to employ discriminate 
fires to expedite ground force operations. Figure F-8 depicts the proper CCA coordination channels. 
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Figure F-8. Close combat attack coordination channels 

GENERAL 

F-62. The devastating fires of Apaches and Kiowa Warriors provide tremendous advantages in any 
engagement. The BCT uses CCA procedures to ensure that attack aviation fires destroy the enemy with 
minimal risk to friendly forces. 

F-63. To work, CCA requires that ground Soldiers and aviators understand and drill hard on the following 
techniques: 

 CCA requests. 
 CCA unit and target marking. 
 CCA target handover. 

CCA REQUESTS 

F-64. CCA requests from the ground forces come up from squad through platoon to company to battalion 
to brigade over normal command radio nets. Battalion requests CCA during an air assault on close air net 
(CAN) communications networks. 

F-65. As attack aviation is a maneuver arm, CCA is not requested or conducted over fire nets except in 
emergency cases. This leaves the fire nets clear for fire missions and FS coordination. It also ensures that 
attack commanders talk directly to ground commanders. 

F-66. The AATFC directs attack aviation to respond based on planned priorities or on-the-spot decisions. 
If CCA cannot be made available, the BCT FSCOORD immediately arranges for alternate FS means to 
attack the enemy target. 

F-67. The infantry battalion commander can request AH-64 support by calling the brigade commander. If 
the brigade commander decides to commit the AH-64s in close support of the infantry, he will give 
permission to execute. The infantry battalion commander continues his assault mission after the AH-64s 
have destroyed the threat interfering with the attack/mission. During the close support, the AH-64 team is 
TACON to the battalion commander. On completion of that specific mission, the AH-64 team immediately 
reverts to brigade control.  
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Note. Goal is for attack assets to have situational awareness at least 5km from target. 

SECTION IV – OVERVIEW OF AIRBORNE OPERATIONS 

F-68. Airborne units either: assault their objectives and move to link up with friendly forces, or they seize 
an objective and hold for the arrival of other friendly ground forces. They can also be used for rapid 
reinforcement of friendly ground units. Airborne forces can: 

 Provide a show of force. 
 Seize and hold important objectives until linkup or withdrawal. 
 Seize an advance base to further deploy forces or to deny use of the base by the enemy. 
 Conduct raids. 
 Reinforce units beyond the immediate reach of land forces. 
 Reinforce threatened areas or open flanks. 
 Deny the enemy key terrain or routes. 
 Delay, disrupt, and reduce enemy forces. 
 Conduct economy-of-force operations to free heavier more tactically mobile units. 
 Exploit the effects of chemical or nuclear weapons. 
 Conduct operations in all four categories of low intensity conflict: 
 Support for insurgency and counterinsurgency. 
 Peacekeeping operations. 
 Peacetime contingency operations. 
 Combating terrorism. 

F-69. An airborne force depends on USAF aircraft for long-range movement, FS, and sustainment. The 
availability and type of aircraft dictates the scope and duration of airborne operations. 

F-70. Airborne forces are vulnerable to enemy attack while en route to the DZ. Although the USAF can 
conduct limited airdrops without air superiority, large operations require neutralization or suppression of 
enemy air defenses. This may require SEAD, radar jamming, and fighter aircraft in addition to transport 
and CAS sorties. 

F-71. After the initial airdrop, the sustained combat power of airborne forces depends on resupply by air. 
Any interruption in the flow of resupply aircraft can cause a potential weakening of the airborne force. 
Enemy air defense fires against resupply aircraft and long-range artillery and mortar fires on the DZ can 
hamper the delivery, collection, or distribution of critical supplies. 

F-72. Once on the ground, the airborne force has limited tactical mobility. That mobility depends on the 
number and type of vehicles and helicopters that can be brought into the objective area. 

F-73. Airborne battalions rarely conduct an airborne assault as an independent operation just to establish 
an airhead. The battalion is not large enough to adequately defend an airhead that includes the approach 
and departure routes for airdrop sorties needed to sustain the airborne force. However, airborne raids with 
withdrawal by air or other means are well within the capabilities of a well-trained battalion TF. 

F-74. The landing plan is the airborne commander's plan that links air movement into the ground tactical 
plan. The landing plan is published at the brigade level and below, but is informal and not published at the 
joint level. The landing plan is a tabulation of the sequence, method, and destination of paratroopers and 
materiel into the objective area.  

F-75. The landing plan has five elements: 
 Sequence of delivery. 
 Method of delivery. 
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 Place of delivery. 
 Time of delivery. 
 The assembly plan. 

AIRBORNE ATTACKS 
BASIC METHODS OF ATTACKING AN OBJECTIVE 

F-76. These are the three basic methods of attacking an objective. 
 Jumping or landing on top of the objective. This method works best for attacking a small 

objective that is specially fortified against ground attack. However, an airborne landing into an 
area strongly defended against air attack requires surprise to succeed. 

 Jumping or landing near the objective. This method works best for the capture of a lightly 
defended objective that must be seized intact such as a bridge. If the enemy has strong defenses 
against air attack, only surprise can enable the unit to achieve success with few casualties. 

 Jumping or landing at a distance from the objective. This technique is the least often used of 
the techniques available. Airborne forces use this method for large complex objectives that must 
be seized by deliberate attack. The DZ is selected to emphasize security and preservation of the 
force.  

BASIC METHODS OF LANDING 
F-77. There are two basic landing methods. 

 Multiple drop zones. The use of multiple DZs creates a number of small airheads in the 
objective area. This technique supports the principle of mass by placing the maximum number 
of paratroopers in the objective area in the minimum amount of time. Additionally, the 
commander can capitalize on the principle of surprise because the main effort is not easily 
determined by the enemy. This technique is usually used by division-size elements and larger. 

 Single drop zone. Brigade and smaller-size airborne forces often establish an airhead by 
conducting the airborne assault onto a single DZ. This technique allows the assaulting unit to 
assemble quickly and mass combat power against the enemy. 

TYPES OF MOVEMENT 
F-78. The type of movement must be considered when determining how to load the aircraft. Consider 
whether it is an administrative or tactical move. Airborne units can conduct an administrative movement to 
an intermediate staging base (ISB) or remote marshalling base (REMAB), and then transload into assault 
aircraft by using tactical loading.  

 Administrative movements are non-tactical. Soldiers and equipment are arranged to expedite 
their movement and to conserve time and energy. Economical use is made of aircraft cabin 
space, and planners make maximum use of ACL. 

 Tactical movements are when personnel and equipment are organized, loaded, and transported 
to accomplish the ground tactical plan. The proper use of aircraft ACL is important, but it does 
not override the commander’s sequence of employment. 

AIRCRAFT REQUIREMENTS 
F-79. When the airborne unit deploys, planning guidance from higher headquarters indicates the type of 
aircraft available for the movement. Based on this information, the unit commander determines and 
requests the number of sorties by the type of aircraft required to complete the move. The air movement 
planner must ensure that each aircraft is used to its maximum capability (Figure F-9). This is based on the 
information developed on unit requirements, ACLs, and available passenger seats. The methods of 
determining aircraft requirements are the weight method and the type-load method. 
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Figure F-9. Cargo aircraft dimensions 
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COMMAND AND STAFF BRIEFINGS 

F-80. Although special emphasis is placed on briefing Soldiers in the marshaling area, operational 
briefings for unit commanders and staff officers continue, regardless of the amount and scope of briefings 
received earlier. Any details of the operation previously withheld for security reasons are divulged. New 
intelligence and changes in plans are promptly disseminated. Information and instructions previously 
issued are reviewed. A common briefing on all battalion missions should be given to all brigade and 
battalion commanders. If this is done, battalion missions can be shifted with little delay in case of 
inaccurate landings. Company commanders in a battalion should be given a common briefing so that 
company missions can be changed if an unexpected event occurs after landing. 

BDE S3-AIR BRIEF TO JUMPMASTERS  

F-81. As soon as ground tactical and air movement planning is complete and jumpmasters are selected, the 
S3 Air conducts a jumpmaster briefing. This briefing should include all primary jumpmasters and can 
include assistant jumpmasters, safety personnel, and leaders of airland chalks in the assault echelon. At this 
briefing, the S3-Air gives out a jumpmaster packet for each aircraft. The packet and briefing should 
provide the following: 

 Mission and ground tactical plan. 
 Air movement plan. 
 Names of assistant jumpmasters and safeties; time and place to brief them (if they are not 

present). 
 Time and location for initial and final manifest call, pre-jump training, and uniform and 

equipment inspections. 
 Transportation arrangements for moving to the marshaling area or departure airfield. 
 Time and place for parachute issue and the type of main parachute to be used. 
 Time any weather decisions will be made. 
 Time and location for briefing.  
 Aircraft tail numbers, chalk numbers, and parking spots. 
 Loading time. 
 Time and location for aircrew and jumpmaster briefing. 
 Station time. 
 Takeoff time. 
 Flight plan (formation, route, checkpoints, direction of flight over the DZ, emergency radio 

frequencies, and call signs). 
 Drop time. 
 Medical support plan. 
 Landing plan with emphasis on assembly aids and procedures. 
 Communications procedures on the DZ. 

JUMPMASTER BRIEFING TO ASSISTANTS AND SAFETIES 

F-82. Time must be allowed for the primary jumpmaster to brief his assistants and safety personnel before 
he briefs the jumpers. He provides the information given to him in the S3-Air briefing, assigns duties to all 
-personnel, and gives his concept of actions in the aircraft. He reviews SOP items and addresses possible 
contingencies. The following are some other items to discuss in this briefing: 

 Door assignments. 
 Inspection procedures. 
 Rigging station assignments. 
 Exit procedures (including the location in the stick where the jumpmaster exits and the name of 

the person who assumes his responsibilities after he exits). 



Appendix F  

F-20 FM 3-90.6 4 August 2006 

 Actions of jumpmaster personnel in emergency situations such as emergency bailout, hung 
parachutist, and so on. 

 Procedures for handling door bundles. 
 Briefing duties. 
 Abort procedures and bump plan. 

JUMPMASTER/TROOP BRIEFING  

F-83. As soon as practical after the first manifest call, the jumpmaster briefs personnel on the details of the 
operation. Items discussed include: 

 The DZ and alternates. 
 Type of aircraft. 
 Chalk number. 
 Type of parachute. 
 Briefing on serials, CDS, heavy drop, and type of aircraft, if part of a larger airborne operation. 
 Time a weather decision will be made. 
 Type of individual and separate equipment that Soldiers will jump with. 
 Time and place of parachute issue. 
 Station time. 
 Take-off time. 
 Length of flight. 
 Actions in the aircraft. 
 In-flight emergencies. 
 Direction of flight over the DZ. 
 Drop altitude. 
 Predicted wind speed and direction on the DZ. 
 Route checkpoints. 
 Search and rescue procedures. 
 Landing and assembly plan. 
 Parachute turn-in points. 
 Time and place of final manifest call. 
 Medical support plan. 
 Obstacles on or near the DZ. 
 Time and location of any aircraft-related rehearsals. 

AIRCREW AND JUMPMASTER SOLDIER BRIEFING 

F-84. This briefing is given before or after loading the aircraft. 

Preflight 

F-85. Items discussed concerning preflight procedures include: 
 Take-off time. 
 Air Force CCT or drop zone safety officer (DZSO) contact time (when the jumpmaster is 

informed by radio of DZ conditions). 
 Drop time. 
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In-flight 

F-86. Items discussed concerning in-flight procedures include: 
 Movement in the aircraft. 
 Smoking restrictions. 
 Airsickness. 
 Latrine. 
 Lighting. 
 Flight altitude. 
 Formation and interval. 

Approach to the DZ 

F-87. Items discussed concerning procedures during the approach to the DZ include: 
 Checkpoint warning. 
 Time warning. 
 Visual and oral signals. 
 “No drop” signal. 
 Jump door restrictions. 
 DZ identification (jumpmaster must be briefed on what marking features, or both to look for). 
 Drop altitude. 
 Drop speed. 
 Drop heading. 
 Number of passes. 
 Turn off direction. 

Emergency procedures 

F-88. Items discussed concerning emergency procedures include: 
 Jettisoning of load. 
 Fuselage fire. 
 Abandonment of aircraft. 
 Emergency bailout. 
 Crash landing. 
 Ditching. 
 Rapid depressurization. 
 Malfunctions. 
 Towed parachutist. 
 Treatment of casualties in the aircraft before the drop. 
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Other details  

F-89. The briefing official should: 
 State which jump door affords the best view of the DZ for a safety check. 
 Name the key people on board who must be advised of a ground abort. 
 Inform the loadmaster who will command the Soldiers on board in an emergency if the 

jumpmaster is not the last parachutist. 
 Coordinate receipt of information on the direction and velocity of DZ winds (before the one-

minute time warning). 
 Emphasize to the aircrew the importance of receiving accurate time warnings. 
 Ensure the loadmaster understands that Soldiers should raise and fasten seats. 
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Appendix G 
 

Detainee Operations 

There are times when US forces capture and detain enemy elements or other 
individuals who may pose a threat to US personnel or security. “Detainee” is a term 
used to refer to any person captured or otherwise detained by an armed force (FM 1-
02). More specifically, detainees encompass the broad category of EPWs, civilian 
internees, retained persons, and enemy combatants. FMI 3-63.6 addresses legal 
requirements, policy, procedures, planning factors, and responsibilities for handling 
detainees. The Geneva Convention Relative to the Treatment of Prisoners of War and 
Relative to the Protection of Civilian Persons in Time of War is the authoritative 
reference for detainee operations.  

The task of detaining personnel carries with it the responsibility to guard, protect, and 
account for all detainees. All persons captured, detained, or otherwise held in US 
armed forces custody must receive humane care and treatment. Further, to the extent 
permitted by the military situation, all detainees must be afforded protection from the 
effects of the conflict. US forces are obligated to protect detainees against all acts of 
violence including murder, rape, forced prostitution, assault, theft, insults, public 
curiosity, photographing, filming/videotaping for other than administrative purposes, 
bodily injury, and reprisals of any kind. The inhumane treatment of detainees is 
prohibited and is not justified by the stress of combat or by deep provocation. 

Any act or allegations of inhumane treatment by US or coalition/allied personnel, or 
by other persons must be promptly reported through the chain of command to 
Headquarters Department of the Army (HQDA) as a serious incident report, 
thoroughly investigated, and where appropriate, remedied by corrective action. 

This appendix covers detainee operations as it applies to the BCT. It encompasses 
processes and procedures from the point of capture, to movement to the DCP, in-
processing at the DCP, and the coordination with higher headquarters for movement 
of detainees to the next higher headquarters holding area. 

 

SECTION I – PLANNING FOR DETAINEE OPERATIONS 

G-1. Detainee operations are operations which take or keep selected individuals in custody as a result of 
military operations to control their movement and activity and / or gain intelligence. 

G-2. Detainee operations are resource intensive and highly sensitive. Holding detainees longer than a few 
hours requires detailed planning to address the extensive requirements of the Geneva Convention for 
proper administration, treatment, protection, security, and transfer of the custody of detainees. 
Commanders may hold detainees for the exploitation of military intelligence and/or until the availability of 
transportation. However, commanders must ensure detainees are treated humanely and provided for with 
safety, security, food and water if they remain at the DCP for an extended period of time.  
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G-3. Commanders responsible for handling detainees should consider: 

 Including MP in the role of operating or providing supervision of the DCP.  
 Giving the MP OIC TACON of any HUMINT collectors and medical personnel that operate 

inside the DCP. 
 Ensuring clear delineation of the interdependent and independent roles of those Soldiers 

responsible for custody of the detainees, and those responsible for any interrogation mission. 
 Consulting the supporting SJA routinely during the planning and execution of detainee 

operations. 
 Providing adequate sustainment support (food, water, and shelter). 
 Providing medical, mail, and religious support required by regulation and law. 
 Additional planning considerations may include site selection of DCP, construction materiel 

(engineer support), sanitation requirements, transportation considerations, and PA. 
 

SECTION II – POINT OF CAPTURE PROCEDURES 

G-4. Processing begins when US forces take custody of an individual whose liberty has been deprived for 
any reason (capture, internment, temporary restriction). The term “point of capture” refers to the location 
where US forces first take custody of an individual. Field processing is accomplished at the point of 
capture. It aids in security, control, initial information collection, and in providing for the welfare of 
detainees.  

G-5. Capturing units field process detainees using the six step method outlined in Table G-1. This is “the 
5 Ss and T” method: search, silence, segregate, safeguard, speed to a safe area/rear, and tag. 

Table G-1. 5 Ss and T method of detainee field processing 

Action Description 
Search 
 

Search each detainee for weapons, items of intelligence value, and items that 
would make escape easier or compromise US security interests. Confiscate 
these items. Prepare a receipt when taking property DA Form 4137 
(Evidence/Property Custody Document).  
Note. When possible, conduct same gender searches. When not possible, perform 
mixed gender searches in a respectful manner. Leaders must carefully supervise 
Soldiers to prevent allegations of sexual misconduct. 
Detainees may keep the following items found in a search: 
Protective clothing and equipment that cannot be used as a weapon (such as 
helmets, protective masks and clothing) for use during evacuation from the 
combat zone. 
Retained property, once cleared by military intelligence personnel or other 
authority may consist of, identification (ID) cards or tags, personal property 
having no intelligence value and no potential value to others (such as photos, 
mementos, etc.), clothing, mess equipment (except knives and forks), badges 
of rank and nationality, decorations, religious literature, and jewelry. (Personal 
items, such as diaries, letters, and family pictures may be taken by MI teams 
for review, but are later returned to the proper owner).  
Note. Initially all property is taken into custody. 
Private rations of the detainee. 
Confiscate currency only on the order of a commissioned officer (AR 190-8) 
and provide a receipt and establish a chain of custody using DA Form 4137 or 
any other field expedient substitute. 

http://www.apd.army.mil/USAPA_PUB_pubnum_P.asp
http://www.apd.army.mil/USAPA_PUB_formrange_f.asp
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Table G-1. 5 Ss and T method of detainee field processing 

Silence Silence the detainees by directing them not to talk. Muffle may be employed if 
necessary (ensure detainee can breath after application).  

Segregate Segregate detainees based on perceived status and positions of authority. 
Segregate leaders from the remainder of the population. Segregate hostile 
elements such as religious, political, or ethnic groups hostile to one another. 
For their protection, segregate minor and female detainees from adult male 
detainees whenever possible. 

Safeguard Safeguard the detainees. Ensure detainees are provided adequate food, 
potable water, clothing, shelter, and medical attention. Ensure detainees are 
not exposed to unnecessary danger and are protected (afforded the same 
protective measures as the capturing force) while awaiting evacuation. Do not 
use coercion to obtain information from the captives. Provide medical care to 
wounded and/or sick detainees equal in quality to that provided to US forces. 
Report acts or allegations of abuse through command channels, to the 
supporting judge advocate, and to the US Army Criminal Investigation 
Command.  

Speed to a 
Safe 
Area/Rear 

Evacuate detainees from the battlefield as quickly as possible, ideally to a DCP 
or detainee holding area where MPs take custody of the detainees. Transfer 
custody of all captured documents and other property to the US forces 
assuming responsibility for the detainees.  

Tag Use DD Form 2745 (Enemy Prisoner of War [EPW] Capture Tag). Include the 
following information: 
Date and time of the capture.  
Location of the capture (grid coordinates).  
Capturing unit.  
Circumstances of capture. Indicate specifically why the person has been 
detained. Use additional documentation when necessary and feasible to 
elaborate on the details of capture: 
Documentation should answer five Ws –who, what, where, why, and 
witnesses. 
Use a form, such as a DA Form 2823 (Sworn Statement) or an appropriate 
field expedient, to document this information. 
List all documents and items of significance found on the detainee. 

Tag, ctd. Attach Part A, DD Form 2745, to the detainee’s clothing with wire, string, or 
another type of durable material. Instruct the captive not to remove or alter the 
tag. Maintain a written record of the date, time, location, and personal data 
related to the detention. Attach a separate identification tag to confiscated 
property that clearly links the property with the detainee from whom it was 
seized. 

G-6. Transportation from the point of capture to the DCP usually is provided by back haul of LOGPAC 
vehicles. In the IBCT this could also include the use of rotary wing aircraft. The maximum number of 
detainees to be transported and the minimum number of guards required are listed in table G-2. 

 

http://www.dtic.mil/whs/directives/infomgt/forms/formsprogram.htm
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Table G-2. Vehicle to detainee ratios 

Type of transportation Maximum number 
of detainees 

Minimum number 
of guards 

M998 Truck, Cargo 9 2 
2 ½ Ton Truck 20 2 
5 Ton Truck 20 2 
12 Ton Truck w/trailer 50 4 
Bus, passenger 40 
PAX 

37 3 

UH-60 12 2 
CH-47 29 4 

SECTION III – FIELD PROCESSING OF DETAINEES 

DETAINEE COLLECTION POINT PROCEDURES 

G-7. Figure G-1 illustrates the basic configuration of a DCP. The extent of construction and the level of 
life support provided at the DCP are METT-TC dependant. The DCP should be constructed to: 

  Accommodate the segregation of detainees by rank (officer, NCO, and enlisted, tribal status, or 
similar command structure), gender, status (EPW, civilian internee, DC, Criminal, etc.). 

 Provide basic shelter from the elements. 
 Provide adequate cover from direct and indirect fire. 
 Each must provide for a latrine in each area. 
 Each must provide for potable water in each area. 
 Each must provide for access control. The minimum is triple strand concertina wire. MILVANs 

can be used for exterior perimeter only. 
 Provide a security overwatch position from which all areas in the collection point can be 

observed. If permanent or semi-permanent structures are located within the collection point, this 
may require more than one overwatch position. 

 The location must be distant enough from the TOC that prisoners cannot observe operations or 
overhear radio traffic. 

 The DCP must be located away from the logistical support operating area to prevent detainees 
from obtaining information regarding the status of supply for the brigade. 

 The DCP must be out of the normal traveled way as to not allow detainees to overhear Soldiers 
passing by the collection point. 
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Figure G-1. Brigade detainee collection point 

G-8. Upon arrival at the DCP detainees usually are turned over to MP personnel by the capturing unit. 
Prior to the departure of the capturing unit personnel, the following must be verified: 

 All documentation is properly completed. MP may require the capturing unit to complete critical 
paperwork prior to the release of that unit. 

 All property listed on capture documents is accounted for. 
 The physical condition of all detainees. 

G-9. Processing procedures at the DCP include: 

 Consolidate all documentation concerning each detainee, assemble the documentation for each 
detainee in a separate file, and maintain a log indicating the following: 

 Date and time of capture. 
 Date and time of transfer to the DCP. 
 Property confiscated or retained. 
 Physical condition of the detainee. 

G-10. The detainees are searched again prior to being escorted to the holding area and segregated. 
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G-11. Leaders must strictly enforce policies on photography of detainees and public release of information. 
Photographing, filming, and videotaping of detainees for purposes other than security, documentation of 
detainee physical and/or medical condition, detainee administration, or intelligence/counterintelligence is 
strictly prohibited.  

G-12. Provided necessary resources are available, MP usually operate a DCP. Usually, detainees are held at 
the DCP for no longer than is operationally required. Such operational requirements are for the exploitation 
of the detainee for military intelligence and/or awaiting the availability of transportation. Some detainees of 
high value may be immediately sent to the DCP or theater internment facility. 

RELEASE PROCEDURES FOR DETAINED PERSONNEL 
G-13. The Army Service Component Command (ASCC) publishes general guidance covering the 
circumstances of release and the criteria necessary for continued detention of personnel. This guidance also 
includes general timelines established to ensure that military forces operating in the theater meet the 
requirements of the Geneva Convention and international law.  

PERSONNEL 
G-14. MP Soldiers are included in the task organization for a mission likely to result in detaining 
personnel. For example, a DCP could be established and operated by MP during a cordon and search 
operation with the DCP setup at the actual cordon area. 

G-15. Interpreters or linguists also should be included to support the operation. These assets can assist 
greatly in tactical questioning and screening of detainees. 

G-16. The commander must ensure that Soldiers know to consult their supporting SJA for advice on 
compliance with legal requirements. Detainees must be treated in a humane manner, regardless of the 
circumstances or environment. 

SUPPLIES AND EQUIPMENT 
G-17. The following items may be helpful in searching and securing detainees, safe-guarding their 
property, and ensuring the safety of Soldiers:  

 Use plastic bags to segregate, store, and protect a detainee’s property.  
 Use permanent markers to annotate identifying information on containers of detainee property. 
 Use flexi-cuffs (NSN 8465-0007-2673) to restrain detainees. Employ restraints in a humane 

manner.  
 Use flexi-cuff cutters to cut flexi-cuffs. Do not use knives or other cutting devices. Flexi-cuff 

cutters are designed to prevent injury.  
 Provide Latex or rubber gloves to Soldiers for their protection.  
 Use goggles with blackened lenses or cloth to blindfold detainees for security reasons and not 

for punishment. 
 Use still and video cameras to document the scenes where individuals were detained, detainee 

injuries, and evidence. 
 An EPW Capture Kit may include the following. 

 1 plastic bag, heavy duty, resealable, 12”x12” (to hold items of kit, then EPW items) 
NSN 8105-00-837-7757. 

 4 Latex gloves, disposable NSN 8415-01-434-1781. 
 5 zip ties, plastic, ½” x 18” (to secure detainees wrists, ankles if required and capture 

tags) COTS Cyberguys # 161 0760. 
 1 permanent marking pen (to write information on the tag) NSN 7520-00-312-6124. 
 1 set ear plugs, foam NSN 6515-00-137-6345.  
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 1 blindfold COTS Wilson Opthalmic #165-0000140-00.  
 2 DD Form 2745 EPW Capture Tag. 
 1 GTA 19-07-001, Enemy Prisoner of War Basic Commands (language phrase card 

and actions at the point of capture). 

REFERENCES AND FORMS 
G-18. The most important forms for processing detainees and their property include: DD Form 2708 
(Receipt for Inmate or Detained Person) (Figure G-2), DD Form 2745 (Enemy Prisoner of War [EPW] 
Capture Tag) (Figures G-3), DA Form 2823 (Sworn Statement) (Figures G-4a, G-4b, and G-4c), DA Form 
4137 (Evidence/Property Custody Document) (Figures G-5a and G-5b). FM 3-19.40 also provides 
information useful to any Soldiers capturing or handling detainees.  

Figure G-2. DD Form 2708 Receipt for Inmate or Detained Person 
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Figure G-3. DD Form 2745 EPW Capture Tag 
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Figure G-4a. DA Form 2823 Sworn Statement (Page 1 of 3) 
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Figure G-4b. DA Form 2823 Sworn Statement (Page 2 of 3) 
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Figure G-4c. DA Form 2823 Sworn Statement (Page 3 of 3) 
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Figure G-5a. DA Form 4137 Evidence/Property Custody Document (front) 
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Figure G-5b. DA Form 4137 Evidence/Property Custody Document (back) 
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Appendix H 

Relief Operations 

A relief in place is a tactical enabling operation in which, by the direction of higher 
authority, all or part of a unit in an area is replaced by the incoming unit. The 
incoming unit assumes responsibility for the mission and the assigned area of 
operations. The BCT can conduct a relief in place at any point during offensive, 
defensive, SO, or civil support operations. The relieving unit is responsible for 
determining where and when the relief will occur. BCTs can relieve one another, but 
HBCTs and SBCTs do not fit into the AO as the IBCTs did before them.  So an “in 
place” relief is less likely to happen.  

SECTION I – PLANNING CONSIDERATIONS 

H-1. Relief operations usually are executed during limited visibility to reduce the possibility of detection. 
The C2 INFOSYS enhance the planning and execution of relief operations. This greatly reduces fratricide 
potential and expedites forward movement since the relieved force can monitor the progress of the 
relieving (linkup) force. The relieved force can provide protective fires, and adjust control and FS 
coordinating measures predicated on the speed with which the linkup force is moving. To ensure successful 
operations, the linkup and relieved force commanders and staffs exchange as much information as possible 
to prevent fratricide by either direct or indirect fire systems during relief operations. Units with digital 
equipment such as FBCB2 can pass this information through an exchange of electronic overlays that 
clearly define friendly positions, fire control and FSCM, obstacles, linkup points, and signals. Analog units 
should exchange this information through liaison personnel and conventional acetate overlays. Collocation 
of C2 nodes for both digital and analog units is recommended. 

H-2. Upon receipt of the order to conduct the relief, the incoming BCT commander and staff establish 
continuous liaison with the stationary unit through an exchange of liaison personnel and or a digital 
exchange of information pertinent to the relief operations. BCT commanders and staffs emphasize 
communications, reconnaissance, and transfer of command. If possible, the incoming unit’s TAC CP 
should collocate with the main CP of the unit being relieved. This facilitates continuous exchanges of 
information relative to the occupation plan, fire support support plan, and intelligence updates that include 
past, present, and probable ECOAs. Although digitization enables coordination without physically locating 
together, face-to-face coordination reduces potential misunderstandings related to relief preparation or to 
forthcoming operations. Before contact with the stationary unit, the relieving (linkup) force digitally 
receives the maneuver graphics, fire plan, and current enemy situation by way of FBCB2 or MCS overlays 
(Figure H-1). Responsibility for the area is transferred as directed by the senior common commander, 
usually when the incoming unit has a majority of its fighting force in place and all communications 
systems (voice and digital) are operating. When planning the relief, the staff determines the most 
appropriate method for executing the relief by using one of the following methods. Adjustments may need 
to take place based on the relieved or relieving units not having the same MTOE.  
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Figure H-1. Operations overlay of a HBCT relief in place 

SEQUENTIAL RELIEF 

H-3. This method is the most deliberate and time-consuming. It involves sequentially relieving 
subordinate units one at a time. Separate routes to the rear of the relieved battalion’s locations are planned 
for each battalion, and these routes are placed on the operations overlay. To avoid cluttering the FBCB2 or 
MCS display, only the routes of the relieving force are included on the operations overlay. Routes are 
labeled sequentially and correspond to the order in which the company team executes them during the 
relief. When the lead battalion reaches its RP, its subordinate companies move to the positions they are 
occupying. Platoons and crews exchange range card and fire support information, and the relieved unit 
then moves to the rear or to its next location. When the battalion is in position, the next battalion moves 
along its designated route to relieve its counterpart, repeating the relief process. This process repeats until 
each company has been relieved. If transfer of supplies from the relieved unit is directed, the BCT S4 
coordinates a transfer point to execute the exchange.  
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SIMULTANEOUS RELIEF 

H-4. This method of relief is the fastest, but it risks revealing friendly unit intentions. To expedite the 
relief, the in-place unit prepares FBCB2 or MCS overlays to depict current friendly graphics, fire support 
control measures, and the latest enemy situation update. Then they pass these overlays to the relieving 
force before the two forces make contact. Once the two command groups collocate and exchange plans, 
relief occurs at the same time at each location. The units simultaneously execute a move along different 
routes. Relieved units withdraw as soon as they are relieved and do not wait for other units to be relieved. 
The control measures for relieving units at the same time at the BCT level are identical to those used for a 
sequential relief (one unit at a time). 

STAGGERED RELIEF 

H-5. This technique requires sufficient terrain to accommodate positioning of two like-sized units at the 
same time. In this case, the relieving unit must locate where it can observe and provide protective direct 
and indirect fires for the relieved unit using that unit’s direct fire and fire support support plan. This 
procedure requires that the relieving battalion and BCT commanders conduct a detailed personal 
reconnaissance of the position with their counterparts from the in-place unit. They enter information 
gathered from the personal reconnaissance (for example, BP, TRP, and routes into and out of the area) on 
FBCB2 or MCS operations overlays, and share them throughout the relieving unit during planning and 
preparation. Table H-1 outlines other considerations for conducting a relief in place. 

Table H-1. Relief-in-place considerations 

WFF Consideration 

Intelligence The outgoing unit transfers all information concerning the enemy and AO to 
the incoming unit. 
Deception efforts should focus on concealing the relief. 
The S2 should prepare complete ECOAs and SITEMP with possible enemy 
actions to counter the relief operation. 

Movement & 
Maneuver 

Close coordination between units is paramount. This means all CPs should 
co-locate. 
The incoming unit must fit into and accept the defensive plan of the outgoing 
unit. 
The assured mobility sections of each BCT monitor the handover of obstacles 
and obstacle lanes between units. 
Engineer and MP assets are positioned to provide mobility support for moving 
units. 
The incoming assured mobility section determines priority for improving the 
countermobility and survivability plan.  
The outgoing unit transfers the scheme of obstacles overlay and obstacle 
execution matrix. 

Fire Support  Artillery units usually remain in place until the relief is completed. 
The incoming artillery unit supports the outgoing unit’s fire support support 
plan. 
Plans are made for continuation of all normal fire support activities to include 
continuation of radar zones or IO. 
The outgoing commander controls fire support until the passage of his 
command responsibilities. 
Fire support assets should be in position before maneuver elements begin 
the relief. 
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Table H-1. Relief-in-place considerations (ctd) 

WFF Consideration 

Protection  If augmented, the BCT positions AMD assets early to ensure coverage of 
forces. 
Incoming AMD assets are OPCON to the outgoing commander until passage 
of his command responsibilities. 
All supporting AMD units work on the outgoing command’s early warning net. 

Sustainment Assets must be positioned to support the incoming unit immediately upon 
passage of command responsibilities. 
All units coordinate support in the event of enemy contact during the relief. 

Command and 
Control 

Commanders should collocate during the relief. 
Key leaders conduct personal reconnaissance of the positions before 
execution.  

  

SECTION II – CONDUCTING THE RELIEF 

H-6. The execution of the relief follows one of the three previous techniques. During the relief, the BCT 
command group and the staff in the main CP monitor the progress of the relief through the C2 INFOSYS. 
To facilitate uninterrupted fire support to support the relief, indirect fire assets should be the last units 
relieved, regardless of the relief technique used. Throughout this process, the BCT may have to observe 
radio-listening silence to relieve the possibility of congested FM radio nets during this critical period, using 
only FBCB2 and MCS, until control of the position passes to the commander of the relieving force. When 
the infantry battalions are set and the relieved unit withdraws from the position, infantry battalion 
commanders send the BCT S3 a report indicating the battalion is defending. 

SECTION III – COMMAND AND CONTROL 

H-7. If either force experiences direct fire contact with an enemy force, it immediately notifies the other 
unit and the higher headquarters by way of FM voice communications. It then follows up this voice report 
with a contact or SPOTREP so the precise location of the enemy force (enemy icon) is displayed on 
FBCB2 or MCS. If responsibility for the sector has not passed, the relieving unit generally comes under the 
OPCON of the relieved unit. The assets and staff of the relieved unit become OPCON to the relieving unit 
when the responsibility for the sector has passed to the relieving brigade. 
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Appendix I 

Battle Handover and Passage of Lines 

Battle handover (BHO) is a coordinated operation to sustain continuity of the 
combined arms fight and to protect the combat potential of both forces involved. 
BHO is usually associated with the conduct of a passage of lines. 

SECTION I – BATTLE HANDOVER 

I-1. Battle handover may occur during either offensive or defensive operations. During defensive 
operations, it is usually planned and coordinated in advance to facilitate execution, and usually involves a 
rearward passage of lines. In the offense, it is situation-dependent, and often initiated by a FRAGO. BHO 
in the offense usually occurs when one unit passes through or around another unit. Tactical and digital 
SOPs containing clear, simple, standardized procedures and control measures enhance a unit’s ability to 
coordinate and synchronize actions quickly without experiencing a corresponding loss in momentum. 

BATTLE HANDOVER LINE 
I-2. The BHO line is a designated PL on the ground where responsibility transitions from the stationary 
force to the moving force and vice versa. The BCT commander establishes this line in consultation with 
both stationary and passing unit commanders. The stationary unit commander usually determines the BHO 
line location. This line is forward of the FEBA in the defense or the FLOT in the offense. The BHO line is 
located where direct fires can effectively overwatch elements of the passing unit and provide supporting 
indirect fires to the forward combat element of the stationary unit until the BHO is completed. 

EXECUTION 
I-3. The BHO operation begins on order of the higher headquarters commander of both units involved or 
when a given set of conditions occurs. Defensive handover is complete when the passing unit is clear and 
the stationary unit is ready to engage the enemy. These actions may occur at the same time. Offensive 
handover is completed when the passing unit crosses the BHO line. The BHO line usually is considered the 
line of departure for the attacking unit. Until the handover is completed and acknowledged by the 
commanders, the unit commander in contact is responsible for the fight. 

COORDINATION 
I-4. Coordination for BHO flows from the unit commander out of contact to the unit commander in 
contact. The coordination for a BHO overlaps with the coordination for a passage of lines, and 
coordination for both should be accomplished at the same time. Tactical SOPs should outline these 
coordination requirements to facilitate their rapid accomplishment. 

DIGITAL SYSTEMS APPLICATION  
I-5. Digital systems assist the BCT staff to coordinate and synchronize efforts for the operation. Each 
unit transmits or delivers a complete copy of its OPORD and overlays by either digital (FBCB2 or MCS) 
or conventional (hardcopy and acetate overlay) means. Any changes made after initial distribution are 
updated immediately.  
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I-6. he coordination between the two commanders includes: 
 Establishing digital and FM voice communications. 
 Providing updates of both friendly and enemy situations (digital, voice, and graphical). 
 Coordinating passage points and routes, and ensuring these are displayed on operational 

overlays (digital and conventional). 
 Collocating C2 and exchanging liaison personnel (if required). 
 Coordinating fire support and control measures (direct and indirect) and ensuring these are 

displayed on operational overlays (digital and conventional). 
 Determining the need for and dispatching contact point representatives. 
 Establishing and coordinating recognition signals (conventional). 
 Exchanging locations of obstacles and related covering fires. 
 Exchanging route information to include waypoints. 
 Determining CS and sustainment requirements. 

DIGITAL AND ANALOG VOICE COMMUNICATION 
I-7. Commanders determine how to use digital systems (C2 INFOSYS) best to speed planning, 
coordination, and execution. Due to the fluid nature of a BHO, however, digital coordination is sometimes 
difficult to accomplish. In such cases, FM voice might be the most prudent method of coordinating and 
executing BHOs. 

SECTION II – PASSAGE OF LINES 
I-8. A passage of lines is an operation in which a unit moves through another unit’s position with the 
intent of moving in or out of enemy contact. It involves the transfer of responsibility for fighting an enemy 
force from one unit to the other. Passages of lines occur in the offense and defense, and under two basic 
conditions. A forward passage of lines occurs when a unit passes through another unit's position while 
moving towards the enemy. A rearward passage of lines occurs when a unit passes through another unit’s 
position while moving away from the enemy. As part of division operations, the BCT may be a stationary 
unit assisting the passage of another force, or the BCT may be the moving force conducting the passage 
through another force. As part of BCT operations, the BCT may be the controlling headquarters for the 
passage of lines between two subordinate forces. Digital C2 aids such as the FBCB2 and the COP enable 
BCTs to share and disseminate information much more rapidly than the traditional collocation of CPs. 
Digital equipment and tools enable us to adapt the traditional TTP for passage of lines, and to economize 
collaborative planning and coordination measures. Assured communications enhances this process, and 
allows a more rapid and common understanding of the passage during execution. 

I-9. The BCT or its subordinate units execute a forward or rearward passage of lines (Figures I-1 and I-
2). A passage of lines may be conducted to: 

 Continue an attack or counterattack. 
 Envelop an enemy force. 
 Pursue a fleeing enemy. 
 Withdraw covering forces or MBA forces. 

I-10. The moving force and stationary force conduct the following tasks in preparation for a passage of 
lines: 

 Exchange plans and liaison personnel. 
 Conduct coordination and reconnaissance. 
 Issue orders for the passage, either as part of an OPORD or as a FRAGO. 
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I-11.  In a passage of lines, the controlling headquarters designates subsequent missions for both forces 
and establishes the following criteria: 

 When and under what conditions passage of command takes place. 
 Start and finish times for the passage. 
 Contact points, PPs, and other control measures between the units involved. 
 Passage lanes or gaps. 
 Concept of fires, including where and when priority of fires shift. 
 Actions planned to protect the passage of lines such as diversionary attacks, fires, situational 

obstacles, or deception. 

Figure I-1. Forward passage of lines 

 

Figure I-2. Rearward passage of lines 
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PLANNING  
I-12. The BCT’s higher headquarters plans and conducts a passage of lines. BCT units involved in a 
passage of lines must conduct detailed coordination to ensure they maintain positive control to avoid 
fratricide, speed the passage, and reduce vulnerability to enemy attack. The BCT S2, with assistance from 
other staff members, conducts the IPB, and the BCT S3 prepares the tentative plan based on stationary 
force restrictions, the IPB, and the BCT commander's intent and concept. The S3 of the passing unit and 
the stationary unit coordinate routes, checkpoints, linkup points, and passage points through C2 INFOSYS 
or through conventional means. Table I-1 outlines the responsibilities of the stationary and passing force. 

Table I-1. Stationary and passing forces responsibilities 

STATIONARY FORCE PASSING FORCE 

Clears lanes or reduces obstacles along 
routes. 

May assist with reducing obstacles. 

Provides obstacle and friendly units’ 
locations. 

Provides order of movement and scheme of 
maneuver. 

Clears and maintains routes up to the BHO 
line. 

May assist with maintaining routes. 

Provides traffic control for use of routes 
and lanes. 

Augments the traffic control capability of the 
stationary unit as required. 

Provides security for the passage up to the 
BHO line. 

Maintains force protection measures. 

Identifies locations for the passing unit to 
use as assembly areas and attack 
positions. 

Reconnoiters from its current location to its 
designated assembly areas and attack positions. 

Provides the passing unit any previously 
coordinated or emergency logistics 
assistance within its capability. 

Assumes full responsibility for its own 
sustainment support forward of the BHO line. 

Controls all fires in support of the passage. Positions artillery to support the passage. 

PLANNING CONSIDERATIONS  
I-13. Planners must evaluate the following basic considerations and integrate them into the planning 
process. 

Terrain Management and Control Measures 

I-14. Terrain management is critical to successful completion of a passage of lines. Terrain is controlled 
through the sharing of digital overlays that contain the following: 

 Routes (primary and alternate). 
 Checkpoint data. 
 Friendly and enemy unit locations and status. 
 Passage points. 
 Fire support control measures. 
 Marked lanes and bypasses. 
 Obstacle types and locations. 
 Sustainment locations and descriptions. 
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Liaison  

I-15. Stationary and passing battalions exchange information by way of extensive, detailed coordination 
and liaison before mission execution. 

Communications  

I-16. The C2 INFOSYS, recognition signals, and communications procedures and requirements must be 
synchronized and integrated into the plan. Communication ensures that units share data, combat 
information, and relevant information, and maintain a COP. 

Mission Transition 

I-17. The conduct of the passage must facilitate transition to the subsequent missions of both the passing 
and stationary units. 

Exchange of Control 

I-18. Control of the zone or sector passes from one unit to the other at a time and place directed by the 
higher common commander or as mutually agreed upon by the stationary and passing units’ commanders. 

Routes  

I-19. The passing unit moves on multiple routes through the stationary unit and avoids the use of assembly 
areas. It does not halt within the stationary unit’s forward positions. The passing unit usually has priority 
for use of routes to and within the stationary unit’s AO. Clearance and maintenance of routes up to the 
BHO lines are the responsibility of the stationary force. The stationary force forms a traffic control cell in 
the main CP to control all traffic within the AO. 

Employment of Deception and Smoke 

I-20.  Deception and smoke operations can deceive the enemy as to actual unit locations and passage 
points. 

Control Measures  

I-21. Units establish graphic control measures to ensure positive control of both the stationary and passing 
units. At a minimum, they include assembly areas, attack positions, BHO line, contact points, passage lanes 
or gaps, routes, and PLs. The controlling commander may also include SPs, RPs, FSCM, and other control 
measures he thinks are necessary to conduct the passage. 

Location of Stationary Units and Obstacles 

I-22. The location and obstacle emplacement of the stationary brigade can impact planning and execution 
of the forward passage of lines. 

Mobility and Countermobility 

I-23. Mobility and countermobility are of major concern, and must be assessed to ensure that existing 
obstacles do not hinder the maneuver of the passing unit during the passage of lines. Engineers, MPs, and 
others are positioned to assure mobility for the passage of lines. 

Note. The terrain and the number of passage lanes determine the speed and disposition of the 
passing unit as it crosses the LD. When conducting a forward passage in preparation for a 
deliberate attack, it may be important to create passage lanes with sufficient width to allow the 
passing force to move in a tactical formation appropriate to the operation, such as a company 
wedge. 
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FIRE SUPPORT ACTIVITIES  
I-24. The FSCOORD reviews the FS plan of the stationary unit and conducts direct coordination to ensure 
that a clear understanding exists between the passed units and the passing units on the established FSCM. 
He does this through the transfer of digital FS overlays between the two fires sections via AFATDS. 
Procedures to establish fire support, BHO, or transfer of control are also identified and approved by the 
BCT commander. Terrain and route management for artillery batteries and their support assets are 
especially important due to potential terrain limitations. If enemy contact is possible during the operation, 
all artillery units, including reinforcing units, must be positioned to support the passage. 

ASSURED MOBILITY ACTIVITIES  
I-25. Assured mobility activities also include those supporting tasks by MPs, CBRN, and possibly by 
others to ensure the mobility of forces involved in the passage of lines. A passage of lines may require 
either the reduction of some obstacles, or the opening and closing of lanes through friendly obstacles. It 
might also require the manning of traffic control points to facilitate the movement of the BCT to the 
passage point. The passing unit assured mobility coordinator must coordinate with the stationary unit 
assured mobility coordinator through C2 INFOSYS or face-to-face meetings. At a minimum, this 
coordination must address the following: 

 Location and status of friendly and enemy tactical obstacles. 
 Routes and locations of traffic control points, lanes, and bypasses through friendly and enemy 

obstacles. 
 Transfer of obstacle and passage lane responsibilities. 

AIR AND MISSILE DEFENSE ACTIVITIES  
I-26. When conducting of a passage of lines, participating units present a lucrative target for air attack. 
The passing commander coordinates with the stationary force commander for AMD coverage during the 
passage of lines. This method enables the passing force’s supporting air defense assets to conduct a move 
at the same time. If the passing force requires static air defense, it must coordinate the terrain with the 
stationary unit’s S3. To ensure that AMD assets of the passing force are incorporated into the stationary 
force’s air defense early warning net, the stationary force uses AMDWS for AMD coordination. If the 
stationary unit is not equipped with AMDWS or Sentinel radars, both commanders should consider 
positioning the passing units’ radars in the stationary unit area to provide more effective early warning and 
air defense. 

SUSTAINMENT ACTIVITIES  
I-27. The sustainment plan is integral to a successful passage of lines. Sustainment assets are positioned to 
support the passage. UMCPs and emergency refueling points are positioned where they can best keep lanes 
open and vehicles moving. Figure I-3 shows a sustainment plan for a rearward passage of lines. 

FORCE HEALTH PROTECTION ACTIVITIES.  
I-28. The passage of lines presents a challenge to FHP planners and medical units in support of units 
involved in the passage of lines. A number of CASEVAC assets use the same air corridors and road 
networks. Coordination and synchronization are essential to avoid confusion and over-evacuation of 
patients. If the units of the force manning the line are at a battalion size, it should provide area medical 
support to the unit passing through. If the unit manning the line is of a company size, it should provide 
CASEVAC for the unit passing through. This allows continued mobility for the moving force. 
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Figure I-3. Sustainment plan for rearward passage of lines. 
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Appendix J 

Link-Up Operations 

SECTION I – LINK-UP OPERATIONS 

J-1. Link-up operations are a meeting of friendly ground forces that takes place in a variety of 
circumstances. Link-up operations are conducted to: 

 Complete the encirclement of an enemy force. 
 Assist breakout of an encircled friendly force. 
 Join an attacking force with a force operating in the enemy’s rear area. 
 Make contact with other forces on a noncontiguous battlefield. 

J-2. Regardless of the purpose of the link-up, in execution the operation takes on one of two forms: 
 Link-up of a moving and stationary force. 
 Link-up of two moving forces. 

J-3. Before commencing a link-up operation, the headquarters elements of the stationary force and link-
up force must share information including: 

 Command relationship and responsibilities of each force before, during, and after link-up. 
 COMSEC procedures. 
 Digital graphic overlays. 
 A common operational picture. 
 Primary and alternate link-up points. 
 Checkpoints and waypoints information. 
 Unit disposition and activity (friendly and enemy). 
 Location and type of obstacles. 
 Coordination for fire support support before, during, and after link-up to include FSCM. 
 Recognition signals and communication procedures to use. 
 Link-up method. 
 Operations to conduct following link-up. 

PLANNING 

J-4. The link-up is a complex operation that requires detailed planning and coordination. Planners 
coordinate link-ups as far in advance as possible. The two forces carefully define and coordinate their 
schemes of maneuver, giving particular attention to graphic control measures, communications, and the 
subsequent mission to be performed by each force after link-up operations are completed. Alternate link-up 
points are planned to lend flexibility to the overall operation. 

J-5. The two units establish liaison during planning and continue it through execution of the operation. 
Liaison parties must have the capability to communicate digitally with their parent unit through the TI. As 
the distance closes between the forces, the requirement to track movement through the C2 INFOSYS and 
maintain close liaison increases. Use of Army aircraft can improve and expedite this process. 
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J-6. Link-up operations frequently require a passage of lines. Once through friendly lines, the BCT 
maneuvers to affect the link-up. Speed, aggression, and boldness characterize this movement. If possible, 
the link-up force avoids enemy interference with its mission and concentrates its efforts on completing the 
link-up. If enemy forces threaten the successful accomplishment of the mission, they are either destroyed 
or bypassed and reported. 

J-7. The headquarters directing the link-up operation must establish command relationships and 
responsibilities for the forces involved. Both the link-up force and the force with which link-up is to be 
made can remain under control of the directing headquarters. The plan must prescribe the primary and 
alternate day and night identification and recognition procedures, vehicle systems, and manmade materials 
used to identify friend from enemy. 

J-8. The C2 operations plan includes all essential frequencies, secure variables, IP addresses, and 
communication lines to maintain communication between the two forces. 

J-9. Logistical support requirements may be greater during link-up operations than during other offensive 
actions. Additional considerations for planning logistical support in link-up operations include: 

 Resupply of stationary unit. 
 Fuel requirements. 
 Length of time the objective is to be held based on METT-TC. 
 Operations after the link-up is completed (for example, attack, withdraw, or defend). 
 Transportation requirements for special purpose forces (for example, air assault and special 

operation forces). 
 LOC security requirements. 

J-10. Supply requirements for a link-up operation usually exceed the transportation capability of the BCT. 
The BCT S4 usually request additional vehicular or helicopter resupply, or both, from higher headquarters. 

J-11. In link-up operations involving airborne and air assault units, the units assaulting the objective area 
have priority for supply by air. Supplies for the ground link-up forces usually move by land transportation. 
However, when the link-up force and an airborne or air assault force defend the objective area jointly, 
supplies for the link-up force may be flown into the objective area and stockpiled. 

J-12. Evacuation of equipment, WIA, and detainees might create major problems for the link-up force. If 
supply routes are open, normal evacuation procedures apply. When ground routes are not secure, 
helicopters are used for the evacuation of casualties and prisoners. Damaged equipment may be moved 
forward with the link-up forces until it can be evacuated at the first suitable opportunity. 

PREPARATION 
J-13. Due to the time-sensitive nature of link-up operations, the BCT commander issues his order through 
the C2 INFOSYS, primarily MCS. If time is available, he conducts a rehearsal at higher headquarters. If 
time is not available, the commander walks the link-up commander through the operation. He stresses the 
link-up and coordination required to reduce the potential for fratricidal engagements between the link-up 
forces. In addition, he ensures that each unit commander is prepared to respond to an enemy threat before 
the link-up.  

J-14. The BCT FSCOORD is an integral member of the team that plans link-up operations. He is 
responsible for the coordination, synchronization, dissemination, and monitoring of the fire support plan. 
He is also accountable for the conditions and methods for changing the fires plan or the FSCM. 
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EXECUTION 
J-15. Depending on the enemy situation and METT-TC factors, the initial execution of the link-up 
operation can be identical to an exploitation or attack. During the operation, the BCT commander monitors 
the progress and execution through relevant information and the COP. The BCT adjusts the order through 
the C2 INFOSYS. If a FRAGO is passed by FM voice, a digital (MCS) follow-up is entered and 
transmitted to ensure that all units are aware of the change. The following digital procedures may be used 
when friendly forces are conducting a link-up. 

J-16. As the link-up forces begin their maneuver, they establish digital and FM voice communications and 
maintain them throughout the operation. As each force maneuvers, its progress is tracked by way of MCS, 
and adjustments to the link-up plan are made as the factors of METT-TC dictate. For example, if two 
forces are involved in the operations and one is unable to travel at a speed commensurate with the plan, the 
link-up location might require adjustment. 

J-17. In analog units, as the link-up forces near each other, the speed (momentum) of the operation may be 
slowed to maintain positive control, and to prevent fratricide. In this case, commanders must be vigilant 
and ensure that enemy forces do not slip between the two closing forces. The BCT can use the C2 
INFOSYS to track the maneuver and movement of all forces. This helps to ensure that the link-up 
maintains momentum. 

J-18. The fires section changes or activates the FSCM established for the operation based on the progress 
of the forces and the enemy situation. Leaders use the AFATDS to provide all changes to the subordinate 
units' FS elements involved in the link-up. As the maneuver units draw closer to one another, CFL are 
canceled and an RFL is placed into effect to prevent fratricide between the converging forces. Once the 
link-up has occurred, fire support for the BCT are organized as per the higher headquarters plan for future 
operations. 

J-19. The BCT commander locates himself where he can observe and/or monitor the progress of the 
operation, and maintains both digital and FM voice communications with the BCT S3. The BCT 
commander has great flexibility in positioning his forces. This is because he can maintain a composite 
picture of the progress of both maneuver units digitally, and adjust the link-up plan as required. The BCT 
S3 locates based on the operational concerns expressed by the commander. For example, if a certain flank 
is of concern to the commander during the operation or a supporting attack is required to penetrate the 
enemy’s lines, the BCT S3 locates where he can best observe the BCT's secondary action. 

SECTION II – COMMAND AND CONTROL  

J-20. The stationary and link-up force commanders must maintain positive control and SU during link-up 
operations to prevent inadvertent fratricidal engagements. They use the C2 INFOSYS as required to share 
information, and a COP to positively identify friend from foe. It is imperative that both the link-up and the 
stationary units conduct pre-combat communications checks before the link-up operation to ensure that 
connectivity and interoperability between digital systems have been established and is maintained. 

J-21. The S6 from each of the two units is integral to successful link-up operations when both units are 
equipped with C2 INFOSYS. They must ensure that units address both primary and alternate forms of 
communication during planning. Also, they must synchronize both manual systems and C2 INFOSYS used 
in support of the link-up operation, and integrate these into the link-up plan. 

J-22. Special requirements related to digital operations must be identified. The following are examples: 
 Exchange of unit IP address databases. 
 SINCGARS and EPLRS hop set data. 
 COMSEC requirements. 
 Positioning of EPLRS position server links. 
 Modifications to the C2 INFOSYS infrastructure. 
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SECTION III – FORMS OF LINK-UP 

J-23. Link-up operations take place under two conditions: link-up of a moving force and a stationary force 
or link-up of two moving forces. 

LINK-UP OF A MOVING FORCE WITH A STATIONARY FORCE 
J-24. To ensure that forces join without engaging one another, link-up points are selected at locations 
where the axis of advance of the link-up force intersects the security elements of the stationary force 
(Figures J-1 and J-2). These points must be readily recognizable to both forces, and should be posted on 
both digital overlays and conventional maps in case of digital communication loss. Alternate points are 
chosen so the units are prepared in case enemy activities cause link-up at places other than those planned. 
The number of link-up points selected depends on the terrain and number of routes used by the link-up 
force. 

 

Figure J-1. Link-up of a moving force with a stationary force 
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Figure J-2. Link-up of a moving force and a stationary force 

J-25. The C2 operations section is critical to link-up operations. Digital communications are used to 
transmit and share information and a COP. However, use of digital means depends on METT-TC factors 
and the ability to maintain digital linkages between the moving unit and stationary unit. 

J-26. To facilitate a rapid passage of lines and to avoid fratricide, personnel in each link-up force must be 
thoroughly familiar with recognition signals and plans. As required, stationary forces assist in the link-up 
by opening lanes in minefields, breaching or removing selected obstacles, furnishing guides, providing 
routes with checkpoints, and designating assembly areas. 

J-27. When linking up with an encircled force, the BCT carries as much materiel as possible during the 
link-up operation. This materiel includes Classes I, III, V, and VIII supplies. If an enemy force has 
encircled the stationary force, the BCT carries additional supplies and materiel requested through brigade 
support battalion before the link-up takes place. The BCT S4 ensures that each infantry battalion, the RS, 
and other subordinate units have received the CSS overlay depicting MSRs, TCPs, AXPs, and UMCPs. 

LINK-UP OF TWO MOVING UNITS 
J-28. Link-up between two moving units is usually conducted to complete the encirclement of an enemy 
force and is one of the most difficult operations to conduct (Figure J-3). Primary and alternate link-up 
points for two moving forces are established on boundaries where the two forces are expected to converge. 
As linking units move closer, positive control is coordinated to ensure they avoid firing on one another and 
to ensure the enemy does not escape between the two forces. Again, the use of digital systems facilitates 
planning, synchronization, execution, and fratricide avoidance. 
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Figure J-3. Link-up of two moving units 

SECTION IV – ACTIONS FOLLOWING LINK-UP 

J-29. When the link-up is completed, the link-up force may join the stationary force, pass through the 
stationary force, go around the stationary force, or continue the attack. 

J-30. If the link-up force is to continue operations with the stationary force, a single commander for the 
overall force is designated. Objectives for the link-up provide for dispersion in relation to the stationary 
force. The link-up force may immediately pass through the perimeter of the stationary force, be assigned 
objectives within the perimeter, or be assigned objectives outside the perimeter, depending on the mission. 

J-31. When the BCT’s higher headquarters directs a link-up operation, it usually establishes a RFL for 
both units to ensure positive control and to reduce the risk of fratricide. It transmits these RFLs to both 
units by way of a digital overlay, and they are subsequently adjusted and the overlays updated as one force 
moves toward the other. This process continues until a single RFL is established between the forces. 
Usually, this is the point on the ground where the two forces plan to establish contact. 
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Appendix K 

Gap Crossing Operations 

The purpose of any gap crossing operation is to project combat power across water or 
other types of obstacles to accomplish a mission. A gap crossing is a unique 
operation. It requires specific procedures, detailed planning, and technical support 
that differ from other tactical operations. The BCT must anticipate and plan for gap 
crossings in advance. 

SECTION I – TYPES OF CROSSINGS 

K-1. The types of gap crossings are hasty, deliberate, and retrograde. The planning requirements and 
engineer technical support are similar for all types of gap crossings. The following paragraphs provide 
brief descriptions of each type of crossing. 

HASTY GAP CROSSING 
K-2. A hasty gap crossing is a continuation of an attack with no intentional pause to prepare for a 
crossing. This is possible when enemy resistance is weak and the gap is not a severe obstacle. It is the 
preferred type of crossing. The BCT can seize existing fords or bridges, or use organic or expedient 
crossing means. The SBCT has three rapidly emplaced bridge systems (REBS) that are organic to the 
brigade. Each is capable of spanning 18 meters and crossing vehicles up to military load class 70. 
Neither the HBCT nor IBCT has organic gap crossing capability, and require augmentation for this. 
Additional gap crossing support from the maneuver enhancement brigade or division/corps is often 
needed for each type of BCT. Coordination for support must be made as early as possible prior to the 
crossing. Figure K-1 provides an example of a hasty gap crossing. 

Figure K-1. Example of a hasty gap crossing 
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DELIBERATE GAP CROSSING 
K-3. A division is typically the smallest organization that conducts a deliberate gap crossing. A 
deliberate gap crossing is conducted when a hasty crossing is not feasible or has failed. Figure K-2 
provides an example of a deliberate gap crossing. It would be conducted after a halt, during which 
leaders make detailed preparations for the crossing. 

 A deliberate gap crossing is characterized by: 
 Water or another significant obstacle. 
 Strong enemy resistance. 
 The necessity to clear entry and/or exit banks of enemy forces. 

 A deliberate gap crossing involves the following: 
 Centralized planning and control by the division. 
 Thorough preparations, including the time to perform extensive reconnaissance and 

rehearsals. 
 The massing of forces and crossing equipment. 

 The organization of a deliberate gap crossing usually consists of an assault force, maneuver-
support force, bridgehead force, and breakout force. The BCT operates as one of these elements 
during a deliberate crossing. 

 Assault force. The assault force seizes the far-shore objective and eliminates enemy 
direct fires on the crossing site. 

 Assured mobility force. This element provides crossing means, traffic control, and 
obscuration. The force usually consists of maneuver, engineer, MP, and chemical 
units. 

 Bridgehead force. The bridgehead force attacks from the far shore objective to secure 
the bridgehead, eliminating enemy direct fire and observed indirect fire on the crossing 
area. 

 Breakout force. Once the gap crossing is completed, and the bridgehead line secured, 
a breakout force crosses the gap behind the bridgehead force and attacks out of the 
bridgehead. This element usually is not part of the unit that conducts the gap crossing. 

Figure K-2. Example of a deliberate gap crossing 
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RETROGRADE CROSSING 
K-4. The retrograde crossing is a movement to the rear across an obstacle while in contact with the 
enemy. The forces conducting the crossing establish a defense on the exit bank or continue the 
retrograde to the defensive positions beyond the obstacle. A retrograde gap crossing features 
centralized planning and control because of the limited crossing means. 

SECTION II – PHASES OF A GAP CROSSING 

K-5. A gap crossing has four phases. They are distinct phases for planning purposes, but there is less 
distinction and no pauses between the phases during execution. Figure K-3 shows each phase and its 
mission.  

Figure K-3. Phases of a gap crossing 
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SECTION III – COMMAND AND CONTROL 

K-6. During a gap crossing each CP and commander has specific responsibilities. These 
responsibilities are discussed in the following paragraphs.  

THE TACTICAL COMMAND POST 
K-7. The TAC CP focuses on close combat operations. Specifically, it: 

 Coordinates and controls the reconnaissance and surveillance effort on the exit bank. (The RS, 
BCT main CP, or command group is most likely collocated with the TAC CP). 

 Coordinates and controls the lead battalion’s seizure and securing of near shore objectives. 
 Coordinates and controls the dismounted assault crossing of the gap to secure the far-shore 

objectives. 
 Coordinates and controls the battalion’s attack to seize and secure exit bank and intermediate 

objectives. 
 Coordinates and controls the battalion’s seizure and securing of bridgehead objectives. 
 Prepares to reorganize and follow the breakout force’s attack out of the bridgehead. 

MAIN COMMAND POST 
K-8. The main CP controls the crossing area. It prepares the BCT crossing plan and provides the staff 
nucleus to coordinate it. The BCT S4, assisted by the assured mobility section, organizes a small, 
temporary traffic-control element located in the main CP. The main CP responsibilities include: 

 Moving into the crossing area to control traffic flow, crossing means, and obscuration. 
 Coordinating an assault crossing means for battalion dismounted assault and controlling 

obscuration of the crossing sites ICW the FSCOORD. 
 Controlling follow-on battalions passing through the crossing area into attack positions. 
 Controlling the passage of the BCT’s units through the crossing area and preparing to cross 

breakout forces. 
 Passing crossing-area control to the supporting division engineer battalion. 

THE REAR COMMAND POST  
K-9.  Generally, the BCT organizes a rear CP for the sustainment cell to reduce the size of the main 
CP and to maintain continuity of sustainment. The rear CP, ICW the BSB, ensures responsive 
sustainment for the entire operation. 

THE CROSSING AREA COMMANDER  
K-10. The BCT commander may designate his DCO or XO as the crossing area commander. The 
crossing area commander controls the movement of forces inside the crossing area. He is responsible 
for: 

 The movement and positioning of all elements transiting or occupying positions within the 
crossing area. 

 Security elements at crossing sites. 
 Assured mobility forces, such as engineers, MP, and chemical units, within the crossing area. 

THE CROSSING AREA ENGINEER 
K-11. During a gap crossing, a direct support engineer battalion from the corps usually supports the 
BCT. The corps engineer battalion commander serves as the crossing area engineer, and is responsible 
to the crossing area commander (BCT DCO/XO) for engineer crossing means and sites. He informs 
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the crossing area commander of changes, due to technical difficulties or enemy action, which renders a 
means of crossing inoperable, or reduces its capacity. He commands those engineers tasked to move 
the force across the gap. They remain there as the attack precedes beyond the exit bank objectives. The 
division engineer battalion focuses on supporting the BCT at the exit bank, intermediate, and 
bridgehead objectives, and is not part of the actual gap crossing effort. 

CROSSING SITE COMMANDER  
K-12. Each crossing site has a crossing site commander who is either an engineer company 
commander or engineer platoon leader, and is responsible for crossing the units sent to the site. The 
crossing site commander is usually the engineer company commander for the bridge unit operating the 
site. He commands the engineers operating the crossing means, and the engineer regulating points at 
the call-forward areas for that site. He is responsible to the crossing area engineer and keeps him 
informed on the status of the site. 

MOVEMENT CONTROL COMMANDER 
K-13. Each battalion or other BCT subordinate unit commander designates a movement control officer 
who coordinates the unit’s movement according to the movement control plan. He provides staff 
planners with detailed information on the unit’s vehicle types and quantities. 
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Appendix L 

Troop Movement Operations 

The movement of forces and support is essential to successful BCT operations. The 
BCT may occupy an assembly area or areas, as part of troop movements. The BCT 
conducts four forms of movement: 

 Administrative movement. 
 Tactical road march. 
 Approach march. 
 Combat formations (Chapter 6). 

SECTION I – MOVEMENT OPERATIONS 

ADMINISTRATIVE MOVEMENT 
L-1. An administrative movement is a movement in which troops and vehicles are arranged to expedite 
their movement and conserve time and energy when no enemy interference, except by air, is anticipated. 
The BCT S4 usually is responsible for planning of administrative movements. 

TACTICAL ROAD MARCH 
L-2. A tactical road march is a rapid movement used to relocate units within an area of operations to 
prepare for combat operations. Enemy contact is possible either during the march or soon after arrival at 
the unit’s destination. During a tactical road march, units move on designated routes, using roads and trails. 
Units usually move in tactical road marches to AAs, to prepare for combat operations. The BCT S3 usually 
is responsible for planning tactical road marches. During a tactical movement by a BCT, under the OPCON 
of a CS brigade, the BCT would clear fires through that brigade and be responsible for route security in 
accordance to the CS brigade’s OPLAN. 

ORGANIZATION FOR A TACTICAL ROAD MARCH  
L-3. The BCT organizes into a march column for a tactical road march. The column is composed of the 
following four elements (Figure L-1): 

 Reconnaissance. 
 Quartering party. 
 Main body. 
 Trail party. 
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Figure L-1. Tactical road march. 

Reconnaissance 
L-4. The reconnaissance party conducts route reconnaissance of movement routes to determine travel 
times, bridge and underpass capacities, and trafficability. It identifies critical points, obstacles, and, time 
permitting, alternate routes. The RS can perform this role for the BCT by conducting route reconnaissance 
to the new location, quickly clearing the new AA, and providing security (usually a screen) for the area. 
UA coverage and/or attack/reconnaissance aviation assets from the aviation brigade can assist in both 
reconnaissance and security of the convoy. Engineer and other CS assets may augment the squadron. 
Vehicles like the Buffalo (mine/IED clearing) can accompany the reconnaissance element to clear IEDs 
found along the route. 

Quartering Party 
L-5. A quartering party is a group of unit representatives dispatched to a probable new site in advance of 
the main body to secure, reconnoiter, and organize the site prior to the main body’s arrival and occupation. 
Each battalion, and in some cases separate company size units, forms quartering parties that guide their 
march elements to and into the new area. They typically confirm the tentative locations that have been 
selected by the BCT based on a map (or photo) reconnaissance. Quartering parties also act as a liaison 
between their parent headquarters and the BCT headquarters to change unit locations within the AA based 
on the results of their reconnaissance. The BCT headquarters will employ a separate quartering party for 
the placement of the HHC support elements and the Main CP. 

Main Body 
L-6. The main body of the march column consists of the remainder of the unit, minus the quartering and 
trail parties. The major elements of the column are march serials and march units. A march serial is a major 
subdivision of a march column that is organized under one commander who plans, regulates, and controls 
the serial. A serial is usually battalion size. A march unit is a subdivision of a march serial. It moves and 
halts under the control of a single commander who uses voice and visual signals. A march unit is usually 
company size. 

Trail Party 
L-7. The trail party follows the main party and conducts emergency refueling, vehicle repair and 
recovery. Also, medical personnel with the trail party provide emergency medical treatment and 
MEDEVAC support. They also may have a UA or aviation asset to view the convoy as part of the security 
plan. 
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TACTICAL ROAD MARCH TECHNIQUES 
L-8. The BCT may employ the following three march techniques during the tactical road march: 

 Open column. 
 Close column. 
 Infiltration. 
 Open column.  

L-9. In an open column, the commander increases the distance between vehicles to provide greater 
dispersion. The vehicle distance varies based upon METT-TC factors. Vehicle distances usually vary 
between 50 to 100 meters. The open column technique is usually used during daylight. It may also be used 
at night with infrared lights, blackout lights, or passive night-vision equipment. The open column is the 
most common movement technique because it offers the most security while still providing the commander 
with a reasonable degree of control. 

Close Column  
L-10. In a close column, vehicles are spaced about 20 to 25 meters apart during daylight. At night, vehicles 
are spaced so that each driver maintains contact with the vehicle ahead. Close column usually is used for 
marches during darkness under blackout driving conditions, and in restricted terrain. This method of 
marching takes maximum advantage of the traffic capacity of a route but provides little dispersion. 

Infiltration 
L-11. During a move by infiltration, vehicles are dispatched in small groups or at irregular intervals at a 
rate that keeps the traffic density down and prevents undue massing of vehicles. Infiltration provides the 
best possible passive defense against enemy observation and attack. It is suited for tactical road marches 
when there is enough time and road space and when the commander desires the maximum security, 
dispersion, and deception. The disadvantages of an infiltration are that more time is required to complete 
the move, column control is nearly impossible, and recovery of broken down vehicles by the trail party is 
more protracted when compared to vehicle recovery in both close and open columns. In addition, unit 
integrity is not restored until the last vehicles arrive at the destination, which complicates the onward 
deployment of the unit. 

APPROACH MARCH 
L-12. An approach march (Figure L-2) is a form of tactical movement that emphasizes speed over tactical 
deployment. A unit using an approach march moves in a task organized tactical formation to its 
destination. The approach march is used when the enemy’s approximate location is known, which allows 
the force to move with greater speed but less physical security or dispersion. It is similar to the movement 
to contact and may be used as a technique to conduct a movement to contact. The approach march 
terminates in a march objective, such as an attack position, AA, or assault position, or it can be used to 
transition to an attack. An approach march employs security forces (advance, flank, and rear) based on the 
threat situation. The BCT's formation is selected to support the scheme of maneuver at the objective or 
occupation of the area at the final destination. The approach march technique enables the BCT to 
accomplish the following: 

 Disperse task organized units into a tactical formation in unrestrictive terrain without being 
constrained to roads and trails. 

 Transition to a combat formation more readily than the road march because of the BCT's 
organization and dispersion. 

 Assign an AO or an axis of advance in combination with routes for the approach march. 
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Figure L-2. SBCT approach march 

SECTION II – ASSEMBLY AREAS  
L-13. An assembly area (AA) is a position in which a force prepares or regroups for further action. The 
BCT typically occupies an AA to prepare for future combat operations or when it has a reserve mission. 
Designation and occupation of an AA may be directed by the higher headquarters or by the BCT 
commander, such as during relief operations or during unit movements. Units in AAs conduct 
maintenance, resupply, planning, and mission preparations. Units occupying AAs employ passive and 
active OPSEC measures to deny the enemy any indications of friendly plans such as intentions, force 
composition, or unit identity and locations. AA planning, occupation, and departure can be difficult and 
time consuming. Performed correctly, they can aid in structuring the unit for timely execution of combat 
operations. Done incorrectly, they confuse and disorganize a unit before it ever makes contact with the 
enemy. 

PLANNING CONSIDERATIONS 
L-14. An AA is typically outside the range of enemy medium artillery fires. Usually, the BCT occupies an 
AA alone, although its parent division may be in the same general geographic area. AAs ideally provide: 

 Concealment from air and ground observation. 
 Cover from direct fire. 
 Terrain masking of C2 INFOSYS electromagnetic signal signatures. 
 Sufficient area for the dispersion of subunits and their vehicles consistent with the tactical 

situation, both enemy and friendly. 
 Buildings or concealment for unit trains, maintenance operations, and C2 facilities. 
 Suitable entrances, exits, and internal routes. Optimally, at least one all-weather paved surface 

road transits the AA and connects to the MSR in use by the next higher headquarters. 
 Terrain that allows the observation of ground and air avenues of approach into the AA. 
 Good drainage and soil conditions that support unit vehicle movement. 
 Organization of the BCT AA. 
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L-15. The BCT AA may be organized using one of two methods. 

 Method One. The BCT may divide the AA into subordinate unit AOs. In this method, the BCT 
C2 facilities, CS units, and most sustainment assets are located near the center of the AA. This 
technique configures the BCT in a perimeter defense, with maneuver battalions deployed along 
the entire perimeter and oriented outwards (Figure L-3). This method could be used during 
mission staging or in secure areas where the risk is minimal for attack. This is the least likely 
method to be used. 

Figure L-3. Method one, AA organization 
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 Method Two. The BCT may assign separate, individual AAs to subordinate elements. In this 
method, subordinate units maintain their own 360-degree security. Areas between subunits 
should be secured through visual and ISR asset surveillance or by patrols. BCT C2 facilities, the 
HHC, and the bulk of sustainment assets occupy positions central to the outlying infantry 
battalions (Figure L-4). This method is the most likely to be used due to its increased security. 

Figure L-4. Method two, AA organization 

OCCUPATION OF THE ASSEMBLY AREA 
L-16. Units position themselves in AAs IAW the BCT plan. Quartering parties typically guide units into 
position. Occupation is accomplished smoothly, from the march, without halting or bunching of units at the 
RP. Units usually establish routes and separate SPs or RPs for march elements that proceed from the march 
column’s route or RP toward the march unit’s AA positions. This technique clears the route quickly, 
maintains march unit C2, and prevents bunching up of units at the march column RP. 

SECTION III – CONTROL OF MOVEMENT 
L-17. Effective movement enables the BCT to arrive at its destination in a condition suitable to its probable 
deployment. Rapid, controlled movement is a key to maintaining a high tempo and synchronized 
operations. The BCT must rely on its Soldiers being well-trained by use of SOPs and drills that enable it to 
move and change formations with minimum loss of momentum and control. The BCT's ability to move 
rapidly is aided by: 

 Standard movement formations and methods to change formations. 
 Security operations. 
 Selection and reconnaissance of sufficient routes and approaches. 
 Mobility operations. 
 Maintenance of air defense. 
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CONTROL MEASURES 
L-18. The BCT uses graphic and procedural control measures to control movement and positioning of 
forces. Common graphic control measures include objectives, PLs, checkpoints, and boundaries. 
Procedural controls, such as reporting of the FLOT by subordinates, also help to control movement. All 
subordinates should report crossing or occupation of graphic control measures, initiation of movement, 
closure at designations, and give periodic reports of unit locations to the main CP. The BCT's SOP should 
specify the parameters for reporting unit movements. 

MOVEMENT OF FIRES ASSETS 
L-19. It is critical for the commander and staff to consider the movement of fires assets (especially 
artillery) along with maneuver forces to ensure that responsive fire support are available at all times. The 
fires section must integrate all tactical planning to synchronize movement and positioning of fire support 
assets to avoid unnecessary congestion. The staff uses position areas combined with designated routes of 
movement to control the positioning of firing units. The staff also develops triggers to move the artillery 
from one position area to another. The fires battalion S3 actually controls the movement of the fires 
battalion and reinforcing artillery units but coordinates their movements with the BCT's main CP through 
the FSCOORD. 

MOVEMENT OF COMBAT SUPPORT AND SUSTAINMENT UNITS 
L-20. The commander and staff must synchronize movement of CS and sustainment units and assets to 
sustain the BCT and avoid congestion of routes, especially when sufficient routes are limited. The staff 
must integrate sustainment movements in all planning to synchronize support and the use of terrain and 
routes. These elements usually move by tactical road march from one position to the next along roads and 
trails. 
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Appendix M 

Personnel Recovery Operations 

The BCT conducts personnel recovery operations in its AO to ensure that no Soldier 
or other US citizen is left behind. The Army defines personnel recovery (PR) as “The 
sum of military, diplomatic, and civil efforts to effect the recovery and return of US 
military, DOD civilians, and DOD contractor personnel, or other personnel as 
determined by the Secretary of Defense, who are isolated, missing, detained, or 
captured (IMDC) in an OE. IMDC personnel are defined as “US military, DOD 
civilians, or DOD contractor personnel, or other personnel as designated by the 
President or the Secretary of Defense, who are beyond the positive or procedural 
control of their unit, in an OE requiring them to survive, evade, resist, or escape 
(SERE).” Personnel who are IMDC will be collectively called “IMDC personnel.” 

Personnel recovery operations within the BCT follow the PR system outlined in FM 
3-50.1, “Army Personnel Recovery.” There are four main PR activities; they are 
planning, preparation, execution, and assessment.  

SECTION I – PLANNING AND PREPARING FOR PERSONNEL RECOVERY 

M-1. Personnel recovery planning is conducted in six phases. The six phases are: pre-mobilization; 
mobilization; deployment; employment, sustainment and redeployment. 

PRE-MOBILIZATION AND MOBILIZATION 
M-2. During pre-mobilization and mobilization, the BCT focuses its PR training in three areas: Soldiers, 
units, and commanders and staff. 

SOLDIER TRAINING 
M-3. All Soldiers receive level A training during their initial entry training. This training is based on the 
Army’s code of conduct. All Soldiers, and the contractors who deploy with the BCT, must be aware they 
have a duty to survive, evade, or escape while awaiting rescue or recovery. Isolated personnel have a 
responsibility to assist in their own rescue as much as possible. 

M-4. Soldiers receive level B training annually and prior to deployment Level B training is based on 
SERE. Once a unit has been notified for deployment, focused training should include the following topics: 

 Code of conduct. 
 Geneva conventions. 
 Threat overview (political considerations). 
 Cultural considerations. 
 Point of capture behavior. 
 Captivity environment (manmade and environmental). 
 Escape planning and execution. 
 Rescue and recovery. 
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M-5. Level C training is provided only to those Soldiers who have assignments or duties that entail a 
significant or high risk of capture and exploitation. This group of Soldiers includes combat aircrews, and 
SOF. Generally, BCTs do not have these types of units organic to them, but can expect to work with them 
in combat operations. 

UNIT TRAINING 
M-6. BCTs and their subordinate units train to support the operations of the joint personnel recovery 
center (JPRC). Prior to deployment, the BCT and its subordinate battalions ensure they have an appropriate 
QRF and/or TCF trained in combat search and rescue (CSAR) as a mission task. 

M-7. Tasks of the combat search and rescue force include: 
 Notification that a person is missing or isolated from friendly forces. 
 Locating and authenticating the isolated personnel and determining their situation. 
 Protecting isolated personnel from enemy threats. 
 Providing navigational assistance, armed escort, and force protection from air and ground 

threats. 
 Picking up isolated personnel and returning them to friendly control. 
 Coordinating and directing the flow of combat search and rescue task force elements in the 

objective area. 
 Repatriating personnel to the appropriate headquarters. 

COMMANDER AND STAFF TRAINING 
M-8. The BCT and its subordinate battalions incorporate PR training into all operations. The commanders 
at these levels ensure that a personnel recovery officer (PRO) in the grade of SFC (or higher) with TS/SCI 
access is properly trained. The BCT/BN PRO has these responsibilities: 

 Dissemination of higher HQ PR SOPs to subordinate units. 
 Identifying PR equipment shortfalls. 
 Ensuring sufficient evasion aids are available to subordinate units. 
 Ensuring reliable communications with subordinate units. 
 Coordinating immediate recoveries for BCT units. 
 Gathering PR-specific information required by higher HQ. 
 Coordinating for BCT/BN FSCM, A2C2, and other control measures (i.e., unit boundaries). 

SECTION II – EXECUTION OF PERSONNEL RECOVERY OPERATIONS 

METHODS OF MILITARY RECOVERY 
M-9. The Army conducts four principal types of personnel recovery. Each type is situation-dependent, and 
requires type-specific planning and execution. The four types of personnel recovery are immediate, 
deliberate, external supported, and unassisted. The BCT is responsible for only the C2 of immediate 
recoveries in its AO. It does, however, provide support to the other three methods. 

 Immediate recovery assumes that the tactical situation permits a recovery with the forces at 
hand, without detailed planning or coordination. It is the sum of actions conducted to locate and 
recover IMDC personnel –  
G-19. By forces directly observing the isolating event, or  
G-20. Through the reporting process, determining that IMDC personnel are close enough for the 

recovery forces to conduct a rapid recovery.  
 Deliberate recovery is the sum of actions that Army forces conduct when an incident is 

reported and an immediate recovery is not feasible or was not successful. Weather, enemy 
actions, IMDC personnel location, and recovery force capabilities are examples of factors that 
can require the detailed planning and coordination of a deliberate recovery. 
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 External supported recovery (ESR) is the sum of actions conducted when immediate or 
deliberate recovery is not feasible or was not successful. ESR is either the support provided by 
the Army to other JTF components, interagency organizations, or multinational forces, or the 
support provided by these entities to the Army. CAS, ISR, and airborne C2 are examples of 
capabilities that may be required from different components to execute an ESR. 

 Unassisted recovery is comprised of actions taken by IMDC personnel to achieve their own 
recovery without outside assistance. An unassisted recovery typically involves an evasion effort 
by IMDC personnel to get back to friendly forces, or to a point where they can be recovered via 
another method. While the Code of Conduct requires IMDC personnel to make every effort to 
evade or escape, commanders must strive to recover these personnel via one or a combination of 
the other methods. 

RESCUE COORDINATION CENTER 
M-10. The key to effective PR is synchronized C2. Pre-established and well rehearsed C2 procedures are 
essential to the recovery of IMDC personnel. Each theater of operations has a joint search and rescue 
center (JSRC) operated jointly by personnel from all service, allied, or coalition nations. BCT and battalion 
commanders establish rescue coordination centers (RCC) to coordinate all CSAR activities in their AO 
with the JSRC. The PR process can be summarized as: 

 Report. 
 Locate. 
 Support. 
 Recover. 
 Return and reintegrate. 

REPORT THE IMDC 
M-11. Upon discovery that a person is IMDC, the Soldier’s unit notifies the BCT RCC, who in turn notifies 
the JSRC. If the BCT determines an immediate recovery is possible, it alerts forces to conduct CSAR 
operations. This initial determination is based on air, sea, and ground threat; the number of isolated 
personnel; and their situation so as to minimize the risk of isolating additional personnel. 

M-12. Upon notification there is an IMDC person within the BCT AO, the BCT PRO must immediately 
notify the BCT commander and activate a RCC with representatives from the following sections: 

 S1 (Personnel accountability and casualty reporting). 
 S2 (IPB and conduit to higher-level intelligence databases). 
 S3 (Recommend CCIR and scheme of maneuver for immediate recovery). 
 S4 (Transportation and contractor information). 
 S6 (Dedicated systems for PR – communications and computers). 
 S7 (Employment of IO). 
 S9 (Liaison to CMOC). 
 FSCOORD (Adjustment of FSCM). 
 CSM (Soldier’s level of training, mental and physical preparedness). 
 Chaplain (Impact of indigenous religions). 
 Surgeon (CASEVAC and medical treatment). 
 PAO (Timely and accurate information for the media). 
 BJA (Operational and international law). 

M-13. The RCC, through coordinated efforts with the JSRC, ensures appropriate agencies are notified. The 
RCC documents all actions, including a summary of the operation and lessons learned. 
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LOCATE THE IMDC 
M-14. Accurate IMDC locations are critical to PR missions. The location of the abduction or event (i.e., 
plane crash) might be different from the action location of the IMDC. Date/time last seen or accounted for 
may be the only location information initially available. When the precise location cannot be determined, 
use the following IR: 

 Date/time at point of departure. 
 Planned route of travel. 
 Speed. 
 Possible route deviations. 
 Estimated time of arrival (ETA) at destination. 
 Current situation vicinity IMDC. 

M-15. Relying on the initial unit report or a report from a single ISR asset to provide an accurate location 
might not provide the accuracy required. If the IMDC location is not known or is considered to be suspect, 
cross queuing all intelligence disciplines can result in locations from different sources that can corroborate 
each other. If several different locations, from different collection capabilities, all plot closely together on a 
map, the confidence the IMDC is actually at or very near one of those locations is much higher than, for 
example, a single SIGINT detection of a radio transmission. Though the isolated personnel’s position may 
be localized via radio or search, other search modes may be more appropriate. The four major types of 
searches are electronic, visual, maritime, and ground.  

SUPPORT THE IMDC 
M-16. While the BCT RCC continues planning, IMDC personnel require support until units can conduct a 
recovery. The RCC identifies any protection measures immediately required by the IMDC. Air, ground, 
and FSCM may need to be established to protect the IMDC personnel until they can be recovered.  

 Airspace control measures restrict access into the airspace over the IMDC to only those assets 
that are supporting or executing the recovery.  

 FSCM protect the IMDC from friendly fires. 
 Control IMDC perimeter if possible. 

RECOVER THE IMDC 
M-17. Once a course of action has been approved by the appropriate decision maker, the order for mission 
execution is issued to the units that will be conducting the recovery. Each PR mission is carried out under 
the direction and supervision of a commander. 

M-18. Conducting PR missions requires a blending of command concepts. BCT commanders can elect to 
employ a decentralized execution approach or retain strict control of a PR mission at their level. Given the 
possible range of PR missions, commanders must remain flexible, applying a combination of these 
command approaches as the individual PR mission dictates. Successful personnel recovery operations often 
depend on timely decisions and execution. The time available to conduct a recovery may be short and the 
tactical situation may change rapidly. Delegating PR decision-making authority to subordinate 
commanders to facilitate decentralized execution maximizes time available for planning and executing PR 
missions. Subordinate commanders often have the best SU of their battlefield and the capability of their 
units to conduct a PR mission in that battlefield. Decentralizing PR decision-making and execution should 
be matched with allocation of the appropriate resources for that subordinate commander to execute PR 
missions effectively. 

M-19. When a BCT commander delegates PR authority to subordinates, he must also allocate sufficient 
resources to facilitate the subordinate commander’s effective accomplishment of PR missions. The 
amount/number of WFF resources that the BCT commander allocates to subordinates is commensurate 
with the authority delegated to them. WFF resources that facilitate a subordinate commander’s ability to 
conduct PR missions are detailed in the remaining paragraphs of this section. 
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Intelligence 
M-20. Intelligence capabilities focused on gathering information to assist commanders, staffs, units, and 
potential IMDC personnel in gaining and maintaining SU include: 

 PR-focused IPB. 
 Cross-queue intelligence disciplines to support PR planning, preparation, and execution. 
 Evaluate likely areas for recovery and evasion. 

Maneuver 
M-21. Maneuver forces provide the physical capability to conduct and/or support a recovery. Infantry, 
armor, aviation, and artillery forces provide the following capabilities to enable PR missions: 

 Combat power to execute PR missions throughout the full spectrum of operations. 
 Lethal and non-lethal fires supporting recovery missions. 
 Rotary wing assets to support recovery missions. 
 Coordinate offensive operations to locate/recover IMDC personnel. 
 Coordinate PZ and LZ operations to recover IMDC personnel. 

Fire Support 
M-22. PR missions often require the ability to detect and locate surface targets and the capability to destroy, 
neutralize, or suppress enemy surface targets en-route to and near IMDC personnel. As in any operation, 
effective FS must be tied to forces having the ability to observe the target area. Fire support capabilities 
that enable PR missions include: 

 Lethal and non-lethal surface-to-surface and air-to-surface fires that support PR execution. 
 SEAD to protect recovery assets. 
 Deception operations to influence enemy decision makers during PR missions. 
 Electronic attack to disrupt enemy communications capability during PR missions. 
 PSYOP to shape the PR battlefield. 

Air Defense 
M-23. Air defense capabilities protect PR units and IMDC personnel from missile attack, aerial attack, and 
aerial surveillance. If extensive air defense capabilities are required while conducting a PR mission, 
commanders must ensure they are available from other components of a joint force. Air defense 
capabilities that enable PR missions include: 

 Search for, detect, locate, and characterize enemy aerial platforms during PR missions. 
 Engage and destroy enemy aerial platforms to protect recovery assets/IMDC personnel. 
 Employ combined arms / joint assets for air defense during PR missions 

Mobility/Countermobility/Survivability 
M-24. Preserving freedom of maneuver for PR units, denying mobility to enemy forces during PR missions, 
and protecting commanders and staffs, PR units, and IMDC personnel from enemy weapons effects are 
vital during PR missions. Capabilities enabling PR missions include: 

 Report barriers/obstacles/mines to support PR planning/execution. 
 Conduct breaching operations to recover IMDC personnel. 
 Establish forward airfields and landing zones to support PR missions. 
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Combat Service Support 
M-25. Combat service support will always be an important part of PR operations and planning. 
Understanding requirements for resupply, refueling, and rearming, to name a few aspects, plays a role in 
the success of recovery operations. Logistics and support capabilities enabling PR missions include: 

 Provide personnel accountability for casualty reporting. 
 Conduct FARP activities. 
 Provide combat casualty care to IMDC personnel during and after recovery. 
 Provide MEDEVAC for IMDC personnel. 
 Provide religious care and counseling during reintegration. 
 Provide legal assistance during reintegration. 
 Provide transportation means for PR forces (ingress/egress). 

Command and Control 
M-26. While establishing PR C2 within existing C2 system, commanders allocate C2 resources specifically 
for planning, preparing, and executing PR missions to cover the communications spectrum across the joint, 
interagency, and multinational forces. C2 resources critical to PR missions include: 

 Facilities for JPRC / PRCC. 
 INFOSYS equipment to manage PR relevant information. 
 Personnel to staff the JPRC / PRCC. 
 PR liaisons from subordinate units. 
 Allocate C2 platforms during PR mission execution. 
 Interface/liaison between US military forces and local authorities/NGOs to coordinate PR 

capabilities and execution. 

SECTION III – ASSESSMENT OF PERSONNEL RECOVERY EFFORTS 

M-27. Assessment is the continuous monitoring of the current situation and progress of an operation, and 
the evaluation of it against the criteria of success to make decisions and adjustments (FM 3-0). Assessment 
must be done throughout planning, preparation, and execution of the PR mission. 

The goals of PR assessment are to: 
 Validate the way we conduct PR operations. 
 Improve the methods and results. This includes changing policies, directives, RSOPs, 

TACSOPs, PR SOPs, etc.) 
 Identify emergent requirements to higher HQ (MACOM, ASCC, HQDA, JFC). 

M-28. Assessment precedes and guides every activity within the PR operations process, and concludes each 
PR operation/mission or phase of an operation. Assessment begins immediately and includes three distinct 
tasks: 

 Continuously monitoring the situation and the progress of the operations. 
 Evaluating the operation against measures of effectiveness. 
 Recording and disseminating the lessons learned. 

M-29. To adapt our forces and methods of operations, PR planners must be diligent in assessing planning, 
preparation, and performance in every task against the standard. It is critical that planners assess the 
operations that have not succeeded, or have not met expectations. It is equally important to assess the 
operations that have gone well, or are going well, to identify the practices that signal success. Additionally, 
PR planners must be vigilant against establishing a routine that the enemy can exploit.  
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M-30. PR planners must keep in mind that the enemy is always watching. Just as we assess and adapt to the 
battlefield environment, our adversaries are also changing their methods of operations to take advantage of 
perceived vulnerabilities and static, repetitive actions that Army forces exhibit through routine operations 
(FM 3-50.1). 
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Glossary  

SECTION I – ACRONYMS AND ABBREVIATIONS 
 

A2C2 Army airspace command and control 
ATKHC attack helicopter companies 

1SG first sergeant 
AA assembly areas 

AADC area air defense commander  
AAFES Army and Air Force Exchange System 
AAGS Army air ground system 

AAL additional authorized list 
AATF air assault task force 

AATFC air assault task force commander 
AB aircrew brief 

ABCS Army Battle Command System 
ABL ammunition basic load 

ABTF aviation battalion task force 
AC active component 

ACA airspace coordination area 
ACE armored combat earthmover 
ACL air combat load 

ACM airspace control measure 
ACO airspace control order 
ACP airspace control plan   
ADA air defense artillery 

ADAO assistant division aviation officer 
ADAM air defense and airspace management 

ADC area damage control 
ADCON administrative control 

ADSI air defense system integrator 
AFATDS advanced field artillery tactical data system 

AFSB Army field support brigade 
AGL above ground level 

AGM attack guidance matrix 
AH attack helicopter 

AHA ammunition handling area 
AHB assault helicopter battalion 

AHTP Ammunition handling and transfer point 
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AI air interdiction 
AIS Army battle command system information server 
AIT artillery target intelligence 

ALO air liaison officer 
AM amplitude modulation   

AMB air mission brief 
AMC air mission controller 
AMD air and missile defense  

AMDO air and missile defense officer 
AMDPCS air and missile defense planning and control system  
AMDWS air and missile defense workstation 

ANCD automated network control device 
AO area of operations 

AOC air operations center 
AOR area of responsibility 

APOD aerial port of debarkation 
APOE aerial port of embarkation 

AR Army regulation 
ARB air reconnaissance battalion  

ARFOR Army forces 
ARL-M airborne reconnaissance low – multifunction  

ARS attack reconnaissance squadron 
ASAS all source analysis system  

ASAS-L all source analysis system - light 
ASB aviation support battalion 

ASCC Army Service Component Command 
ASIP advanced system improvement program  

ASOC air support operations center 
ASTAMIDS airborne standoff minefield detection system 

ATACMS Army tactical missile system  
ATGM antitank guided missile 
ATHP ammunition transfer and holding point 
ATHP ammunition trasnsfer holding point 

ATO air tasking order 
ATS air traffic services 
AV aerial vehicle 

AVIM aviation intermediate maintenance 
AVT air vehicle transport 

AWACS airborne warning and control system  
AXP ambulance exchange point 
BAE brigade aviation element   
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BAO brigade aviation officer 
BAS battalion aid station    
BCD battlefield coordination detachment   

BCS3 battle command sustainment support system 
BCT brigade combat team 
BDA battle damage assessment 

BDAR battle damage assessment and repair 
BDE brigade 
BFA battlefield functional area 

BFSB battlefield surveillance brigade 
BFT blue force tracker 
BHL battle handover line 
BHO battle handover 

BII basic issue items 
BIT built-in test 
BJA brigade judge advocate 

BLOS beyond line of sight 
BLST brigade logistics support team 

BN battalion 
BOLT brigade operational law team 

BP battle position 
BPT beach party team 
BSA brigade support area 
BSB brigade support battalion 

BSFV Bradley Stinger fighting vehicle 
BSMC brigade support medical company 

BSN brigade subscriber node 
BSS brigade surgeon section 

BSTB brigade special troops battalion 
C2 command and control 

C2PC command and control personal computer 
C3I command, control, communications, and intelligence 
C4 command, control, communications, and computers 
CA civil affairs 

CAB combined arms battalion 
CAL critical asset list 
CAN close air net 

CAOC combined air operations center 
CAS close air support 

CASB corps aviation support brigade 
CASEVAC casualty evacuation 
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CATB civil affairs team (Bravo)  
CBRN chemical, biological, radiological, and nuclear 

CBRNE chemical, biological, radiological, nuclear, and high yield 
explosives 

CBRNRV chemical, biological, radiological, nuclear reconnaissance vehicle 
CCA close combat attack   

CCIR commander’s critical information requirements 
CCO contingency contracting officer 

CD counterdrug 
CDR commander 
CDS container delivery system   
CEB combat engineer battalion (Marine Corps) 

CFFZ call for fire zone 
CFL coordinated fire line 
CFS cavalry fighting vehicle 
CFV cavalry fighting vehicle 
CFZ critical friendly zone  

CGRS common ground reference system 
CGS common ground station 

CH cargo helicopter 
CHEMO chemical officer 

CI counterintelligence 
CIA Central Intelligence Agency 
CIC combat information center 
CID criminal intelligence division 

CIMIC civil-military cooperation 
CJCS Chairman of Joint Chiefs of Staff 

CJCSI Chairman of Joint Chiefs of Staff instruction 
CK containerized kitchen 

CLS combat lifesaver 
CM consequence management 

CMO civil-military operations 
CMOC civil-military operations center 

CND computer network defense 
CNR combat net radio 
COA course of action 
COE contemporary operational environment 
COG center of gravity 

COIN counterinsurgency 
COLT combat observer lasing team 

COMSEC communications security 
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CONPLAN concept plan 
CONUS continental United States 

COP common operational picture 
COR contracting officer’s representative 
CoS Chief of Staff of the Army 

COSC combat operational stress control 
COSC combat and operational stress control 
COSR combat operational stress reaction 
COSR combat operational stress reactions 
COTS commercial off the shelf 

CP command post 
CPOF command post of the future 

CrM crisis management 
CRP communications relay package 

CS combat support 
CSAR combat search and rescue  

CSH combat support hospital 
CSM command sergeant major 
CSR controlled supply rate 
CSS combat service support;  

CSSAMO combat service support automation management officer 
CSSB combat sustainment support battalion 

CT counterterrorism 
CTA common table of allowances 
CTC Combat Training Center 

CTCP combat trains command post 
D3A decide, detect, deliver, and assess 

DA Department of the Army 
DAL defended asset list 

DART downed aircraft recovery team 
DBNI disease and non-battle injuries 

DC dislocated civilian 
DCI defense of critical infrastructure 

DCIPS defense casualty information processing system 
DCO deputy commanding officer 
DCP detainee collection point 
DCP detainee collection point 
DEA Drug Enforcement Agency 

DEAD destruction of enemy air defense artillery 
DEUCE deployable universal combat earthmover 

DHS Department of Homeland Security 
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DLIC detachment left in contact 
DOD Department of Defense 

DODAAC Department of Defense activity address code 
DOE Department of Energy 

DOMS director of military support 
DOS Department of State 

DP decision point 
DPICM dual-purpose improved conventional munitions 

DS direct support 
DST decision support template 

DTAS deployed theater accountability software 
DTSS digital topographic support system  

DZ drop zone 
DZSO drop zone safety officer 

EA engagement area; electronic attack  
EAB exclusion area boundary 
EBA engineer battlefield assessment 

ECOA enemy course of action 
EEFI essential elements of friendly information 
EFST essential fire support task 
EHF extremely high frequency 
EM electromagnetic 

eMILPO electronic military personnel office 
EMST essential mobility-survivability task 

ENCOORD engineer coordinator 
EO eelectro-optical 

EOD explosive ordnance disposal  
EPA Environmental Protection Agency 
EPB electronic preparation of the battlefield 

EPLRS enhanced position locations and reporting system 
EPW enemy prisoner of war 

ERFS extended range fuel supply 
ERT engineer reconnaissance team 
ESP expeditionary support package 

ETAC enlisted terminal attack controller 
ETIOV earliest time information is of value 

EW electronic warfare 
FA field artillery 

FAAD-EO forward area air defense engagement operations 
FAC forward air controllers 

FAIO field artillery intelligence officer 
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FARP forward arming and refueling point 
FASCAM family of scatterable mines 

FBCB2 Force XXI battle command brigade and below (system) 
FBCT future combat systems brigade combat team 

FBI Federal Bureau of Investigations 
FDC fire direction center 

FEBA forward edge of the battle area 
FEMA Federal Emergency Management Agency 

FFA free fire area 
FFIR friendly forces information requirement 
FHA foreign humanitarian assistance 
FHP force health protection 
FID foreign internal defense 

FIST fire support team 
FLE forward logistics element 

FLIR forward-looking infrared 
FLOT forward line of own troops 

fm frequency modulation (radio) 
FM field manual 

FM DET financial management detachment 
FMC field maintenance company 
FMO financial management operations 

FMST financial management support team 
FMT field maintenance team 

FMTP financial management tactical platform 
FO forward observer 

FOB forward operating base 
FOV field of view 
FPF final protective fire 

FPOL forward passage of lines 
FRAGO fragmentary order 

FS fire support 
FSC forward support company 

FSCL fire support coordination line 
FSCM fire support coordinationng measure 

FSCOORD fire support coordinator 
FSE fire support element 

FSEM fire support execution matrix 
FSMT forward support medical team 

FSO fire support officer 
FST forward surgical team 
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FTCP field trains command post 
FTM free text message 
FTP file transfer protocol 
FW fixed wing 

G/VLLD ground vehicular laser locator designator  
GCCS-A global command and control system - Army  

GCS ground control station 
GCU ground control unit 
GIG global information grid 

GMF ground mobile force 
GPS global positioning system 

GSAB general support aviation battalion  
GSC group support company 
GSR ground surveillance radar 
GTA graphic training aid 
GTL gun-target line 

HBCT heavy brigade combat team 
HCA humanitarian and civic assistance 

HCLOS high capacity line of sight 
HCP health and comfort packs 

HEMTT heavy expanded mobility tactical truck 
HEMTT-LHS heavy expanded mobility tactical truck – load handling system 

HF high frequency 
HHC headquarters and headquarters company 
HHT headquarters and headquarters troop 

HIDACZ high density airspace control zone 
HIMAD high to medium altitude air defense 

HMMWV high-mobility multipurpose wheeled vehicle 
HN host nation 

HNS host nation support   
hp horsepower 

HPT high payoff target 
HPTL high payoff target list 

HQ headquarters 
HRS human resources support 
HSC Homeland Security Council 

HSTAMIDS handheld standoff mine detection system 
HUMINT human intelligence 

HVA high value asset 
HVT high value target 

HVTL high value target list 
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IADS integrated air defense system 
IAW in accordance with 

IBCT infantry brigade combat team 
ICP incident control point 

ICRC International Committee of the Red Cross 
ICW in coordination with 

ID identification 
IDM information dissemination management 
IDP imminent danger pay 
IED improvised explosive device 

IEW intelligence and electronic warfare 
IFF identification friend or foe 
IFV infantry fighting vehicle 

ILAR integrated logistics aerial resupply 
IM information management 

IMETS integrated meteorological system  
IMINT imagery intelligence 

IMU inertial measurement unit 
INC Internet controller 

INFOSYS information system 
IO information operations 
IP Internet protocol 

IPB intelligence preparation of the battlefield 
IPI indigenous population and institutions 
IR information requirement 

I-REMBASS improved remote battlefield sensor system, 
IS information superiority 

ISB intermediate staging base  
ISDN integrated service digital network 

ISR intelligence, surveillance, and reconnaissance 
ISYSCON integrated system control 

IVMMD interim vehicle mounted mine dector 
IWO intelligence watch officer 

JAAT joint air attack team 
JCDB joint common database 

JCMOTF joint civil-military operations task force 
JCS Joint Chiefs of Staff 

JFACC joint force air component commander 
JFC joint forces commander 

JFLCC joint force land component commander  
JIM joint, interagency, and multinational  
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JNN joint network node 
JOA joint operations area 

JOAC joint air operations center 
JPADS joint precision airdrop system 
JSEAD joint suppression of enemy air defenses 
JSOTF joint special operations task forces  

JSTARS joint surveillance target attack radar system 
JTF joint task force 

JTRS joint tactical radio system 
JVMF joint variable message format 

KIA killed in action 
km kilometer 

L light 
L/R launch/recovery 

LAN local area network 
LAPES low-altitude parachute extraction system 

LAV light armor vehicle 
LAV-AD light armor vehicle-air defense 

LC line of contact 
LCMR lightweight countermortar radar 

LD line of departure 
LEA law enforcement agency 
LEN large extension node 
LFA lead federal agency 
LHS load handling system 

LLTR low level transit route 
LMTV light medium tactical vehicle 

LNO liaison officer 
LOA limit of advance 
LOC line of communication 

LOGCAP logistics civilian augmentation program (Army) 
LOGPAC logistics package 

LOGSITREP logistics situation report 
LOR limits of reconnaissance 
LOS line of sight 

LP listening post 
LRAS3 long range advanced scout surveillance system 

LRP logistics release point 
LRU line replaceable units 
LSD large screen display 

LTIOV latest time the information is of value 
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LZ landing zone 
MACA military assistance to civil authorities 

MACDIS military assistance for civil disturbances 
MAGTF Marine Corps air ground task force  

MANPAD man-portable air defense  
MASCAL mass casualties 
MASINT measurement and signature intelligence 

MBA main battle area 
MBCOTM mounted battle command on the move 

MC4 medical communications for combat casualty care 
MCO major combat operation 
MCR Marine Corps reserve 
MCS maneuver control system 

MCS-L maneuver control system - light 
MDD mine detection dogs 
MDL mission data loader 

MDMP military decision-making process 
MDSC medical deployment support command 

MEA munitions effectiveness assessment 
MEDEVAC medical evacuation 

MEDLOG medical logistics 
MES medical equipment sets 

METT-TC mission, enemy, terrain and weather, troops and support available, 
time available, and civil considerations 

MGRS military grid reference system 
MGS mobile gun system 
MHT message handling tablet 

MI military intelligence 
MI CO military intelligence company 

MICLIC mine-clearing line charge 
MILSTAR military strategic and tactical relay system 
MILVAN military van 

min minute(s) 
MLC military load classification 

MLRS multiple launch rocket system 
mm millimeter(s) 

MMB multifunctional medical battalion 
MMC mission management center 
MMS maneuver and mobility support 
MOE measure of effectiveness 

MOGAS motor gasoline 
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MOP measure of performance 
MOPP mission-oriented protective posture 

MP military police 
MPI military police investigation 

MPO mission payload operator 
MRE meal, ready to eat 
MRR minimum risk route 

MSCA military support to civil authorities 
MSCLEA military support to civilian law enforcement agencies 

MSE mobile subscriber equipment  
MSL mean sea level 
MSO mission staging operation 
MSR main supply route 
MTC movement to contact 
MTF medical treatment facility 

MTOE modified table of organization and equipment 
MWR morale, welfare, and recreation 

NAI named area(s) of interest 
NATO North Atlantic Treaty Organization 

NBCRS nuclear, biological, and chemical reconnaissance system 
NC node center 

NCO noncommissioned officer 
NCS net control station 
NEO noncombatant evacuation operation 

NETOPS network operations 
NFA no fire area 

NG National Guard 
NGF naval gun fire 
NGO nongovernmental organization 

NLOS non-line of sight 
NLT not later than 

NMC not mission capable 
NMT network management terminal 

NOSC network operations and security center 
NRT near real time 
NSC network support company 

NSFS naval surface fire support 
NSN national stock number 

NSSE national special security event 
NTDR near term data radio 
O&M operations and maintenance 
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OCONUS outside the continental United States 
OD other detainee 
OE operational environment 

OEF Operation Enduring Freedom 
OEG operational exposure guidance 
OIC officer in charge 
OIF Operation Iraqi Freedom 

OMT operational management team 
OP observation post 

OPCOM operational command 
OPCON operational control 
OPLAN operation plan 
OPORD operation order 
OPSEC operations security 

OPTEMPO operating tempo 
OTSG Office of the Surgeon General 

PA public affairs 
PAO public affairs officer 

PARC principal assistant responsible for contracting 
PASS publish and subscribe server 
PAX passengers 
PBO property book officer 

PBUSE property book unit supply, enhanced 
PBX private branch exchange 
PDS personal data system 
PEO peace enforcement operations 

PERSITREP personnel situation report 
PIO police intelligence operations 
PIR priority intelligence requirements 

PKO peacekeeping operations 
PL phase line; platoon leader 

PLL prescribed load list 
PLS palletized load system 
PM provost marshal 

PMCS preventive maintenance checks and services 
PME peacetime military engagement 

PMM preventative maintenance management 
PO peace operations 

POC point of contact 
POI point of interest 

POLAD political advisor 
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POS/NAV position/navigation 
PP passage point 

PRC populace and resource control 
PSD personal security detachment 

PSYOP psychological operations 
PVNTMED preventive medicine 

PZ pick-up zone 
PZCO pick-up zone control officer 

Q-36/37 AN/TPQ36/37 radar
QRF quick reaction force
R&S reconnaissance and surveillance 
RAU remote access unit 

RC reserve component 
RCC rescue coordination center 
RDO radar deployment order 

RDSP rapid decision-making and synchronization process 
recon reconnaissance; reconnoiter 

REDCON readiness condition 
REMAB remote marshalling base 

REMBASS remotely monitored battlefield sensor system  
RF radio frequency 

RFA restricted fire area 
RFI request for information 

RFL restrictive fire line 
RHO reconnaissance handover 

RM resource management 
ROA restricted operations area 
ROE rules of engagement 
ROI rules of interaction 

ROZ restricted operations zone 
RP release point; retained persons 
RS reconnaissance squadron 

RSCAAL remote sensing chemical agent alarm 
RSOI reception, staging, onward movement, and integration 
RSR required supply rate 
RUF rules on the use of force 

RV reconnaissance vehicle 
RVT remote video terminal 

S1 personnel staff officer (US Army) 
S2 intelligence staff officer (US Army) 

S2X counterintelligence/HUMINT officer (US Army) 
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S3 operations and training staff officer (US Army) 
S3-Air air operations staff officer (US Army) 

S4 logistics staff officer (US Army) 
S6 communications staff officer (US Army) 
S7 information operations officer (US Army) 
S9 civil-military operations staff officer (US Army) 
SA situational awareness; security assistance 

SAAFR standard use Army aircraft flight route 
SAAS standard Army ammunition system 

SALUTE size, activity, location, unit or uniform, time, equipment 
SAMS – E standard Army maintenance system – enhanced 

SAO security assistance office  
SATCOM satellite communications 

SBCT Stryker brigade combat team 
SCA support to civil administration 

SCAMP single channel anti-jam man-portable terminal 
SCATMINE scatterable mine 

SCI sensitive compartmented information 
SEAD suppression of enemy air defenses  

SecDef Secretary of Defense 
SEE small emplacement excavator 
SEN small extension node 

SERE survival, evasion, resistance, and escape  
SFG(A) special forces group (airborne)  

SFOD special forces operational detachment 
SFODA special forces operational detachment A 
SFODB special forces operational detachment B 

SHF super-high frequency 
SHORAD short-range air defense 

SICPS standardized integrated command post system 
SIF selective identification features 

SIGINT signals intelligence 
SIGSEC signals security 

SINCGARS single channel ground/airborne radio system 
SIPRNET secret internet protocol router network 

SIR specific information requirement 
SITEMP situation template 

SJA Staff Judge Advocate 
SMART-T secure mobile anti-jam reliable tactical terminal 

SME subject matter expert 
SO special operations 
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SOA special operations aviation 
SOF special operations forces 

SOFA status of forces agreement 
SOP standing operating procedure 

SOSCOM(A) Special Operations Support Command (Airborne)  
SOSE special operations support element 

SOSRA suppression, obscuration, security, reduction, and assault (actions 
executed during breaching operations) 

SP start point 
SPINS special instructions 

SPO support operations officer 
SPOD sea port of debarkation 

SPOTREP spot report 
SRID surveillance, reconnaissance, and intelligence group detachment  
SRIG surveillance, reconnaissance, and intelligence group 

SSA supply support activity 
SSC small scale contingency 

STAMIS standard Army management information system 
SU situational understanding 

SUAV small unmanned aerial vehicle 
TA target acquisition 

TAC tactical 
TAC CP tactical command post 

TACAIR tactical air  
TACLAN tactical local area network 
TACOM tactical command 
TACON tactical control 

TACP tactical air control party 
TACS theater air control system 

TACSAT tactical satellite 
TAI target area(s) of interest 

TAIS tactical airspace integration system  
TALO theater airlift liaison officer  
TAOC theater airfield operations command 

TAT to accompany troops 
TBMCS theater battle management core system 

TC-AIMSII transportation coordinator-automated command and control 
information system 

TCDL tactical common data link 
TCF tactical combat force 
TCP traffic control point 
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TDMA time division multiple access 
TDY temporary duty 

TF task force 
TI tactical internet 

TIC toxic industrial chemical 
TIM toxic industrial material 

TIMS tactical internet management serviceystem 
TOC tactical operations center 
TPL time phase line 

TPME task, purpose, method, effects 
TPS tactical personnel system 

T-REX tactical range extension 
TRP target reference point 

TS top secret 
TSAB theater support aviation brigade 

TSC theater sustainment command  
TSM target synchronization matrix 
TSP tactical personnel system 
TSS target selection standard 
TST time sensitive target 
TTP tactics, techniques, and procedures 
TUA tactical unmanned aircraft 

TUAS tactical unmanned aerial system 
TUAV tactical unmanned aerial vehicle 

TV television 
UA unmanned aircraft 

UAS unmanned aircraft system(s) 
UAV unmanned aerial vehicle 
UBL unit basic load 

UCMJ uniform code of military justice 
UGR unitized group rations 

UH utility helicopter 
UHF ultra high frequency 

UMCP unit maintenance collection point 
UMT unit ministry team 

UN United Nations 
UO urban operations  
US United States 

USAF United States Air Force 
USAID United States Agency for International Development 
USCG United States Coast Guard 
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USMC United States Marine Corps 
USMTF United States message text format 

USN United States Navy 
USSS United States Secret Service 
UTM universal transverse mercator 
UTO unit table of organization 
UW unconventional warfare 

UXO unexploded ordnance 
V version  

VCR video cassette recorder 
VHF very high frequency 
VIP very important person 

VOIP voice over internet protocol 
VSAT very small aperture terminal 

VTC video teleconference 
WAN wide area network 

WARNO warning order 
WFF warfighting functions 
WIA wounded in action 

WMD weapons of mass destruction 
XO executive officer 

ZOR zone of responsibility 
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SECTION II – TERMS 
air corridor- 
a restricted air route of travel specified for use by friendly Army aircraft and is established to prevent 
friendly forces from firing on friendly aircraft. 
alliance- 
the result of formal agreements between two or more nations for broad, long-term objectives, which 
further the common interests of the members. 
antiterrorism- 
includes defensive measures used to reduce the vulnerability of individuals and property to terrorist 
attacks, including limited response and containment by local military forces 
area of influence- 
a geographical area in which the commander can directly influence operations by maneuver or effects 
under his C2. Areas of influence surround and include the associated AO. 
area of interest- 
area of concern to the commander, including the area of influence and areas adjacent to it. It extends 
into enemy territory, to the objectives of current or planned operations. 
area reconnaissance- 
a directed effort to obtain detailed information concerning the terrain or threat activity within a 
prescribed area of interest. The BCT conducts area reconnaissance by maneuvering elements through 
the area, or by establishing OPs within or external to the area of interest. 
area security- 
a form of security that includes reconnaissance and security of designated personnel, airfields, unit 
convoys, facilities, MSRs, LOCs, equipment, and critical points. Area security operations are 
conducted to deny the enemy the ability to influence friendly actions in a specific area, or to deny the 
enemy use of an area for its own purposes. 
assured mobility- 
those actions that enable commanders to deploy, move, and maneuver where and when they desire 
(without interruption or delay), and to achieve the mission. 
battle command- 
the exercise of command in operations against a hostile, thinking enemy. Battle command involves the 
art and science of combat decision-making, leading, and motivating Soldiers and their organizations 
into action to accomplish missions effectively. 
battle damage assessment (BDA)- 
the timely and accurate estimate of damage resulting from the application of military force, either 
lethal or non-lethal, against a target. 
battle damage assessment and repair (BDAR)- 
the first step in returning disabled equipment to the battle. BDAR is the act of inspecting battle damage 
to determine its extent, classifying the type of repairs required, and determining the maintenance 
activity best suited to accomplish the repair. 
battle handover (BHO)- 
the transfer of responsibility for the battle from BCT security forces to the BCT combat forces in the 
MBA. 
breaching- 
a synchronized, combined-arms operation under the control of a maneuver commander. Breaching 
operations begin when friendly forces employ suppressive fires, and end when battle handover has 
occurred between a unit conducting the breaching operation, and follow-on forces. (Also, see 
“opstacle breaching.”) 
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brigade special troops battalion (BSTB)- 
a subordinate unit to a brigade combat team that provides command and control to the military 
intelligence, network support (signal), and headquarters companies. (FM 3-90.6) 
brigade support area (BSA)- 
the logistical, personnel, and administrative hub of the BCT. It consists of BSB, but could also include 
a BCT alternate CP (if formed), battalion field trains, BSTB units, AMD assets, signal assets, and 
other sustainment units from higher HQ. 
CASEVAC- 
the use of non-medical vehicles or other means for patient movement without providing en-route care. 
civil affairs support to civil administration- 
military operations that help stabilize or continue the operations of the governing body or civil 
structure of a foreign country. This is done by assisting an established government or by establishing 
military authority over an occupied population 
civil-military operations- 
those BCT activities that establish, maintain, influence, and/or exploit relations between the BCT and 
civilian organizations, governments, authorities, and populace in an area of operations. The goal is to 
facilitate military operations, and consolidate and achieve US objectives. 
civil-military operations officer (S9)- 
the coordinating staff officer responsible for advising the commander on the relationship between the 
civilian population and military operations. (FM 3-90.6) 
clearance-in-zone- 
route clearance operations in which the BCT eliminates organized resistance in an assigned zone by 
destroying, capturing, or forcing the withdrawal of enemy forces that could interfere with the unit’s 
ability to accomplish its mission. In such operations, the unit must plan to destroy the enemy first and 
clear the road second, with the zone dictated by the route the commander desires to clear. 
close area- 
that part of the AO where close combat takes place 
combat lifesaver (CLS)- 
a non-medical Soldier trained to provide enhanced first aid and lifesaving procedures beyond the level 
of self-aid or buddy aid. The CLS is not intended to take the place of medical personnel, but to slow 
deterioration of a wounded Soldier’s condition until medical personnel arrive. Each squad, crew, or 
equivalent-sized deployable unit has at least one Soldier trained and certified as a CLS. 
combat load- 
the unit commander’s designated quantity of munitions and items authorized to be carried by unit 
personnel and combat vehicles (turret-load). 
combat trains command post (CTCP)- 
consists of the battalion S4 and representatives from the S1 section and the supporting forward support 
company. It plans and coordinates sustainment for tactical operations and serves as the alternate for the 
main command post. (FM 3-90.6). 
combatant command- 
a unified or specified command with a broad continuing mission under a single commander 
established and so designated by the President, through the Secretary of Defense, and with the advice 
and assistance of the Chairman of the Joint Chiefs of Staff. Combatant commands typically have 
geographic or functional responsibilities. 
combined clearance- 
a two-phase, force-intensive operation and, depending on the length of route to be cleared, can require 
a BN-level effort. This method combines the clearance capabilities of the contiguous clearance method 
with the security and surprise elements of the combat clearance method. 
command and control (C2)- 
the facilities, equipment, communications, procedures, and personnel essential to a commander for 
planning, directing, and controlling operations of assigned forces pursuant to assigned missions. 
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command and control system- 
an organization of resources the commander uses to plan, direct, coordinate, and control military 
operations to ensure combined arms cooperation and mission accomplishment. 
command post of the future (CPOF)- 
a collaborative application that enables users to collect, collate, display, map, and analyze data. Users 
can do this collectively or individually, in real time. It provides planning and mapping tools to support 
the commander’s battle management and IO by rapidly processing and correlating combat information 
from all available sources. It provides the BCT commander with an advanced, distributed, 
collaborative, decision-making environment, thus eliminating his need to be at fixed CPs. 
controlled exchange- 
the removal of serviceable parts from an item of not mission capable (NMC) equipment to install on 
another piece of equipment that can be rendered mission capable more quickly or easily. 
coordinating altitude- 
a procedural method to separate fixed and rotary wing aircraft by determining an altitude below which 
fixed wing aircraft usually do not fly, and above which rotary wing aircraft usually do not fly. 
counterinsurgency- 
those military, paramilitary, political, economic, psychological, and civic actions taken by a 
government to defeat insurgency. It is an offensive approach involving all elements of national power. 
counter-reconnaissance- 
the sum of all actions taken at each echelon to counter enemy reconnaissance and surveillance efforts 
throughout the depth of the AO. 
counterterrorism (CT)- 
refers to offensive measures taken by the BCT to prevent, deter, and respond to terrorism 
covering force- 
a self-contained secuirty force capable of operating independently of the main body. It often becomes 
decisively engaged with enemy forces, and, therefore, must have substantial combat power and 
engineer augmentation to engage the enemy and accomplish its mission.  
decisive counterattack- 
a single attack that breaks the enemy’s momentum and ability to continue offensive actions. Usually a 
decisive counterattack is feasible only after the enemy’s combat power has been reduced significantly. 
deep area- 
an area within the AO where the commander intends to acquire, then disrupt, delay, or disorganize 
enemy forces before they make contact with his maneuver force.  
deliberate attack- 
a highly synchronized operation characterized by detailed planning, precise preparation, carefully 
coordinated fires, and violent execution. 
deputy commander (DCO)- 
the second in command. (FM 3-90.6) 
detachment left in contact (DLIC)- 
an element that is left in contact as part of the previously designated (usually rear) security force, while 
the main body conducts a withdrawal. Its purpose is to remain behind to deceive the enemy into 
believing the BCT is still in position while the majority of the BCT withdraws. 
detainee- 
a term used to refer to any person captured or otherwise detained by an armed force.  More 
specifically, detainees encompass the broad category of EPW, other detainees (OD), civil internees, 
and retained persons. 
direct effect- 
the immediate and easily recognizable consequence of an action (i.e., the destruction of a target by 
precision-guided munitions). 
directed obstacles- 
obstacles assigned by higher commanders as specified tasks to subordinate units. 
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engagement criteria- 
protocols that specify those circumstances for initiating engagement with an enemy force. (FM 3-
20.96) 
essential elements of friendly information (EEFI)- 
the critical aspects of a friendly operation that, if known by the enemy, would subsequently 
compromise, lead to failure, or limit success of the operation. 
fragmentary order (FRAGO)- 
orders used to retask assets that are already conducting operations, and to adjust execution as 
requirements and priorities change. 
GA- 
Tabun, a nerve agent 
GB- 
Sarin, a nerve agent 
GD- 
Soman, a nerve agent 
general engineering- 
those engineer tasks that increase the mobility, survivability, and sustainability of tactical and 
logistical units. These are identified as general engineering rather than combat engineering. 
geospatial engineering- 
the collection, development, dissemination, and analysis of positionally accurate terrain information 
that is tied to some earth reference. Geospatial engineering provides mission-tailored data, tactical 
decision aids, and visualization products that define the character of the AO for the maneuver 
commander. 
global command and control system– 
 Army (GCCS-A)-the interface between the tactical ABCS systems found at BCT and the higher 
levels. The system architecture links users via the secret Internet protocol router network (SIPRNET) 
for worldwide communication. 
hugging- 
combat technique of closing distances to neutralize standoff precision fires 
indirect effect- 
a delayed and/or displaced consequence associated with an action that caused a direct effect. 
information superiority (IS)- 
the advantage derived from the ability to collect, process, and disseminate an uninterrupted flow of 
information while exploiting or denying an adversary’s ability to do the same. 
insurgency- 
an organized resistance movement aimed at the overthrow of a constituted government through the use 
of subversion and armed conflict. 
integrated meteorological system (IMETS)- 
a tactical, automated weather data receiving, processing, and dissemination system. It provides timely 
weather and environmental effects, forecasts, observations, and decision aid information to 
warfighting commanders through ABCS. 
intelligence synchronization- 
the application of intelligence sources and methods in concert with operations. 
law and order operations- 
those measures needed to enforce laws, directives, and punitive regulations; conduct military police 
investigations (MPI); and to control populations and resources to ensure the existence of a lawful and 
orderly environment for the commander. 
main supply route (SR)- 
route designated within the BCT’s AO upon which the bulk of sustainment traffic flows in support of 



Glossary 

4 August 2006 FM 3-90.6 Glossary-23 

operations. A MSR is selected based on the terrain, friendly disposition, enemy situation, and scheme 
of maneuver. 
MC4-TMIP- 
an automated system, which links health care providers and medical support providers, at all levels of 
care, with integrated medical information. The MC4-TMIP receives, stores, processes, transmits, and 
reports medical C2, medical surveillance, casualty movement/ tracking, medical treatment, medical 
SA, and MEDLOG data across all levels of care. 
measure of effectiveness (MOE)- 
a criterion that measures the attainment of an operation’s end state, achievement of objectives, or 
creation of an effect that is used to assess changes in the OE.  
measure of effectiveness (MOE)- 
a criterion that evaluates the attainment of the end state of an operation, or the achievement of 
objectives. 
measure of performance (MOP)- 
a qualitative criterion tied to evaluating task accomplishment, and used to assess friendly actions. 
MOPs verify whether or not the task has been performed correctly. 
MEDEVAC- 
the use of ground or air ambulances to evacuate from the point of injury to a MTF while providing en 
route care. 
medical support command- 
a brigade-level command consisting of a multifunctional medical battalion (MMB) and a combat 
support hospital (CSH). 
military van (MILVAN)-a military-owned demountable container. 
mobile defense- 
a force oriented defensive action that focuses on the destruction of the enemy rather than the retention 
of terrain. Terrain is traded to overextend the attacker and diminish his ability to react to 
counterattacks. 
movement to contact (MTC)- 
an offensive operation designed to develop the situation and gain or reestablish contact with the 
enemy. It is used when the tactical situation is unclear or when contact with the enemy has been lost. 
multinational operations- 
a collective term that describes military actions conducted by forces of two or more nations, 
undertaken within the structure of a coalition or alliance. 
national special security event (NSSE)- 
an event of national significance that requires great federal visibility. 
obstacle breaching- 
the employment of a combination of tactics and techniques that the BCT uses to project combat power 
to the far side of an obstacle.  
operational environment- 
the air, land, sea, space, and associated adversary, friendly, and neutral systems....that are relevant to a 
specific operation. It consists of the environment, factors, and conditions the BCT commander must 
understand to complete the mission successfully. The commander determines his own operational 
environment based on his concept of operations. 
operational framework- 
the arrangement of friendly forces and resources in time, space, and purpose with respect to each other 
and the enemy or situation. It consists of the area of operations, operational environment, and 
battlefield organization. 
peacekeeping operations (PKO)- 
military operations that are undertaken with the consent of all major parties in a dispute. They are 
designed to monitor and implement agreements (i.e., a cease-fire or truce), and to support diplomatic 
efforts to reach a long-term political settlement. 
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police intelligence operations (PIO)- 
those measures used to collect, analyze, and disseminate information and intelligence resulting from 
criminal activities, law enforcement, security operations, and other MP and criminal intelligence 
division (CID) operations. 
proactive elements (of IED defeat)- 
actions taken by friendly forces to predict, detect, prevent, avoid, neutralize, and protect against IED 
events. 
pure palleting- 
a process that collects all supply requisitions for a given unit using the BCT’s DOD activity address 
code (DODAAC); configures standard ESP packages and other supply items into loads; then 
throughputs them to their destination. 
quick reaction force (QRF)- 
a designated organization for any immediate response requirement that occurs in a designated area of 
operations. (FM 3-90.6) 
rapid decision-making and synchronization process (RDSP)- 
a tool that commanders and staffs use to make decisions, and rapidly resynchronize forces and WF 
when presented opportunities or threats during execution 
reactive elements (of IED defeat)- 
actions taken by friendly forces to detect, avoid, neutralize, and protect against IED events. 
reconnaissance- 
A mission undertaken to obtain, by visual observation or other detection methods, information about 
the activities and resources of an enemy or potential enemy, or to secure data concerning the 
meteorological, hydrographical, or geographical characteristics of a particular area. (FM 3-90) 
reconnaissance focus- 
the focus of a unit’s information-gathering efforts and assets, linked to answering the commander’s 
critical information requirements, supporting lethal and nonlethal targeting, and filling any additional 
voids in relevant information. (FM 3-90.6) 
reconnaissance handover (RHO)- 
the action that occurs between two elements in order to coordinate the transfer of information and/or 
responsibility for observation of potential threat contact, or the transfer of an assigned area from one 
element to another. (FM 3-90.6) 
reconnaissance in force- 
a deliberate combat operation designed to discover or test the enemy’s strength, dispositions, and 
reaction, or to obtain other information. A commander uses a reconnaissance in force when the enemy 
is known to be operating within an area, and the commander cannot obtain adequate intelligence by 
other means. 
reconnaissance objective- 
a terrain feature, geographic area, and/or infrastructure about which the commander wants to obtain 
additional information. (FM 3-90.6) 
reconnaissance tempo- 
the pace of an operation, specifically used to identify the depth of detail the reconnaissance is required 
to yield. (FM 3-90.6) 
reitirement- 
a retrograde operation in which a force that is not in contact with the enemy moves to the rear in an 
organized manner. The BCT usually conducts a retirement to reposition for future operations. 
relevant information- 
all the information that has importance to the BCT commander in the exercise of C2. 
reserve obstacles- 
obstacles for which the commander restricts execution authority. These are “on-order” obstacles. 
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retrograde operations- 
defensive operations that are directed, organized movements away from an enemy. They are conducted 
to protect an overwhelmed or weakened force, or to improve an untenable tactical situation 
risk management- 
the process of identifying and controlling hazards to conserve combat power and resources. 
route reconnaissance- 
an operation focused on obtaining detailed information on a specific route and all adjacent terrain from 
which the threat could influence the route. 
rules of engagement (ROE)- 
directives issued by competent military authority that explain the circumstances and limitations under 
which US forces initiate and continue combat engagement with encountered opposition. 
sensitive site- 
a geographically limited area with special diplomatic, informational, military, or economic sensitivity 
to the US government. 
show of force- 
an operation that involves increased visibility of US deployed forces in an attempt to defuse a specific 
situation which, if allowed to continue, could be detrimental to US interests or national objectives. The 
show of force is designed to demonstrate US resolve, and can influence other government or political-
military organizations to respect US interests and international law. 
situational obstacles- 
obstacles the BCT plans and possibly prepares before an operation; however, they do not execute the 
obstacles unless specific criteria are met. They are “be prepared” obstacles and provide the commander 
flexibility for employing tactical obstacles based on battlefield developments. 
situational understanding (SU)- 
the product of applying analysis and judgment to the COP to determine the relationships among the 
factors of METT-TC. 
strongpoint- 
a heavily fortified BP tied into a natural obstacle or restrictive terrain, to create an anchor for the 
defense. A strongpoint implies retention of terrain for the purpose of controlling key terrain and/or 
blocking, fixing, or canalizing enemy forces.  
support area- 
a designated area in which sustainment elements, some staff elements, and other elements locate to 
support a unit. Types of support areas include company trains, battalion trains, and brigade support 
areas (BSA). 
surveillance- 
the systematic observation of airspace, surface, or subsurface areas by visual, auditory, electronic, 
photographic, or other means. (FM 1-02) 
sustainment brigade- 
a scalable, tailorable, networked brigade comprised of a headquarters and both functional and 
multifunctional subordinate sustainment units. 
targeting working group- 
a temporary grouping of designated staff representatives to coordinate and synchronize the targeting 
process, and provide recommendations to the commander. 
trains- 
a unit grouping of personnel, vehicles, and equipment to provide sustainment. It is the basic 
sustainment tactical organization. Maneuver battalions use trains to array their subordinate sustainment 
elements, including their FSC. 
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unassigned area (UA)- 
the area within a unit’s area of operations that is not designated to a subordinate unit. This area may be 
adjacent to any or all subordinate units’ areas of operations. This area of separation may be 
temporarily occupied or passed through by units who have no responsibility or authority to conduct 
military operations without consent from higher headquarters. (FM 3-90.6) 
universal transverse mercator (UTM)- 
a system that provides coordinates on a world wide flat grid for easy computation. It divides the world 
into 60 zones, each being six degrees longitude wide, and extending from 80 degrees south latitude to 
84 degrees north latitude. 
unmanned aircraft system (UAS)- 
a powered, aerial vehicle that does not carry a human operator; uses aerodynamic forces to provide 
vehicle life; can fly autonomously or is remotely operated; can be expendable or recoverable; and can 
carry a lethal or non-lethal payload. Ballistic or semi-ballistic vehicles, cruise missiles, unmanned 
aircraft rocket or rocket-assisted launch, and artillery projectiles are not considered unmanned aircraft 
systems. 
withdrawal- 
a planned operation in which a force in contact disengages from an enemy force. Withdrawals may or 
may not be conducted under enemy pressure. 
zone reconnaissance- 
a directed effort to obtain detailed information concerning all threat forces, routes, obstacles, and 
terrain within a zone that has been defined by boundaries. The BCT assigns a zone reconnaissance 
when the situation is vague, or when it needs information about cross-country trafficability.  
zoonosis- 
a disease such as rabies or malaria that can be transmitted from animals to man.
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brigade special troops, 3-1, 

A-2, A-5 
brigade support, 3-2, 12-1, 

12-3, A-5, A-8 
combat engineer, C-2 
combat sustainment 

support, 12-1 
combined arms, 5-1, 5-22, 

7-3, A-2 
fires, 3-1, 8-3, A-5, A-8 
infantry, 5-1, A-4 
maneuver, 4-20, 6-10, 8-4 
medical platoon, 12-21 
Stryker, A-7 
trains, 12-25 

battalion aid station, 12-11 
battle 

damage assessment, 4-19, 
12-14 

handover, 7-12 
battle captains, 2-14 
battle command, 3-1 

on the move, 3-5 
battle command sustainment 

support system (see) BCS3, 
3-11 

battle handover, 7-25, I-1 
battle position, 7-5, D-7 
battlefield, 2-6 

coordination detachment, 
11-23 

functional areas, 3-11 
non-contiguous, 7-6 
organization, 2-6 
urban, 9-2, 9-6 
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BCS3, 3-11, 3-12, 12-6, B-8 
beyond line of sight, 1-7 
Blackhawk, E-13 
box formation, 6-19 
breaching operations, 11-10 
brigade, 3-1 

aviation, E-1 
aviation element, 4-6, 4-24 
medical company, 12-22 
modular, xvii 
special troops battalion, 3-1, 

11-1 
support battalion, 3-2 

brigade aviation officer, 2-12 
brigade combat team, xv, 2-1, 

A-1 
air assault, F-3 
civil-military operations 

integration, 11-4 
command and control 

system, 3-11 
command post 

communications, 3-18 
commander, 2-7 
communications, 12-3 
communications network, 3-

14 
defensive operations, 7-1 
deliberate attack, 6-9 
fires section, 8-1 
heavy, 2-7 
infantry, 2-7 
infantry fighting vehicles, 1-

7 
intelligence, 4-18 
logistics, 12-3 
offensive operations, 6-1 
operations, 4-18 
organizations, 4-18 
role, 2-1 
staff, 2-9 
staff, 4-18 
Stryker, 2-7 
targeting, 8-15 
threat, 1-6 
unmanned aircraft, 4-22 
urban operations, 9-1 

brigade operational law team, 
12-3, 12-21 

brigade special troops 
battalion, 2-7, 5-19, A-2, A-5 

brigade subscriber node, 3-18 
brigade support area, 12-26 
brigade support battalion, 12-1, 

A-5, A-8 

command post, 3-7 
brigade support medical 

company, 12-4 

C 
CASEVAC, 12-22 
casualties, 12-18 

evacuation, 12-22 
management, 12-19 
operations, 12-5 

cavalry fighting vehicles, 4-19 
CBRN, 4-20, 11-24 

officer, 2-13 
reconnaissance, 4-20 
reconnaissance vehicle 

system, 11-25 
CBRN and high yield 

explosives, 10-28 
CCIR, 4-18, 7-4 
chaplain (see unit ministry 

team), 2-9 
checkpoints, 11-20 
chemical officer, 2-13 
chemical, biological, 

radiological, nuclear (see 
CBRN), 2-13 

Chief of Staff, xvi 
Chinook, E-13 
civic assistance, 10-5 
civil affairs, 1-7, 10-12, 11-3 
civil disturbance operations, 

10-30 
civil support operations, 10-1, 

10-27, 11-4 
civil-military cooperation, C-6 
civil-military operations, 2-10, 

2-15, 9-8, 11-3 
center, 11-4 
civil-military operations 

center, 2-15 
officer, 2-15 

clearance of fires, 8-22 
close area, 2-4 
close combat, 9-1, F-14 
collaboration, 9-7 
column formation, 6-16 
combat, 6-15 

aviation missions, E-8 
clearance, 11-13 
engineers, 11-8 
formations, 6-15 
information center, B-3 

observer lasing team, 3-10 
operational stress control, 

12-24 
operations, 10-21 
outppost, 7-6 
service support, 3-18, 12-3, 

M-6 
service support, C-3 
spares, 12-11 
sustainment support 

battalion, 12-1 
trains, 12-25 

combat assessment (also see 
battle damage assessment), 
8-10 

combat livesaver, 12-21 
combat load, 12-9 
combat observation lasing 

team, 8-3 
combat support, 1-5 

hospital, 12-1 
operations, 11-1 

Combat Training Center, xv 
combined air operations center, 

11-23 
combined arms, 2-1 

battalion, 2-7, A-2 
rehearsal, 3-9 

combined clearance, 11-14 
command, 3-5, C-4 

combination, C-4 
command group, 3-5 
integrated, C-4 
parallel, C-4 
public affairs, 3-3 
theater sustainment, 12-1 

command and control, xvii, 2-1, 
3-1, 5-11, 11-9, 11-19, C-3, 
J-3, K-4, M-6 
airborne operations, E-13 
airspace, D-1 
fire support, 8-24 
interoperability, C-5 
personal computer, 3-14 
requirements, 3-10 
stability operations, 10-19 
supporting systems, 3-13 
system, 3-2 

command post, xviii, 3-5, 12-25 
brigade support battalion, 3-

7 
digital, B-1 
future, B-1 
main, 3-5, 8-2 
tactical, 3-5, 3-7, 8-3, K-4 
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command sergeant major, 2-9 
command, control, 

communications, and 
computers, 2-10 

commander, 2-7, 3-9, 10-9 
brigade combat team, 2-7 
convoy, 5-24 
crossing area, K-4 
crossing site, K-5 
screening unit, 5-8 
security operations, 5-5 
targeting, 8-14 
USAF area air defense, 11-

23 
commander's critical 

information requirements 
see CCIR, 4-18 

common ground station, 4-22 
common operational picture, 

xvii, B-7 
communications, 12-3 

airborne operations, E-14 
bandwidth optimization, 3-

19 
BCT command post, 3-18 
combat net radio, 3-15 
convoy security, 5-25 
digital, 3-8 
Ku band satellite, 3-18 
medical, 12-7 
officer, 2-17 
satellite, 3-13 
security, 3-15, 10-11 

communications security 
maintenance, 12-15 

company trains, 12-25 
concept of operations, 2-2, 8-

19 
consolidation, 7-34 
contemporary operational 

environment, 1-1, 1-4 
contiguous, 2-2 
contiguous clearance, 11-12 
continuing operations, 7-35 
contracted maintenance 

support, 12-15 
control, 2-7 

airspace, 11-23 
maneuver control system, 

3-12 
operational, 2-7 
theater air control system, 

8-27 
control measures, D-2, L-7 

controlled exchange, 12-15 
controlled supply rate, 12-10 
convoy, 5-4 

escort, 5-24 
reaction force, 5-24 
security, 5-24 

coordination, 5-25, 8-23, 9-8, 
10-23 
air and missile defense 

augmentation, 11-23 
convoy security, 5-25 

cordon, 6-14 
cordon and search, 6-13 
counterattack, 6-13, 7-32, 7-33 
counterdrug operations, 10-6 
counterfire, 8-25 

proactive, 8-25 
reactive, 8-26 

countermobility, 11-8 
counterreconnaissance, 11-20 
course of action, 1-6, 4-8 

enemy, 4-10 
cover, 5-3, 5-14 

defensive force, 5-15 
offensive force, 5-14 

criminal intelligence division, 
11-21 

critical assets, 10-22 
list, 11-23 

cultural awareness, 1-4 

D 
D3A, 8-4, 8-12 
data exchange, B-1 
decide, detect, deliver, assess 

(see D3A), 8-4 
decision point, 4-3, 4-9 
decision support template, 4-3 
decision-making, 3-3 

rapid decision-making and 
synchronization process, 
3-8 

decontamination, 11-24 
deep area, 2-3 
defended asset list, 11-23 
defense operations 

obstacles, 7-24 
defensive operations, 5-1, 7-1 

area defense, 7-7 
CBRN reconnaissance, 11-

26 

retrograde, 7-14 
unmanned aircraft, 4-22 

delay, 7-15 
deliberate encounter, 6-25 
Department of Defense, 2-9 
Department of State, 12-11 
deployment, 10-20, 12-13 
deputy commander, 3-1 
deputy commanding officer, 2-8 
detainee operations, 2-13, 12-

20, G-1 
digital 

information management, 
B-4 

staff estimates, B-4 
systems, I-1 
topographic support system 

(also see DTSS), 3-13 
digitization, B-2 
displacement, 5-9 
displacement', 5-5 
distribution, 12-4 
drop zone, 4-6 
DTSS, 11-8 

E 
echelon formation, 6-18 
effects, xviii 
electronic military personnel 

office, 12-2 
electronic preparation of the 

battlefield, 11-30 
electronic sensor systems, 4-

21 
enemy, 1-6, E-14 

course of action, 4-10, 11-
28 

in stability operations, 1-7 
prisoner of war, 12-20 
situation template, 4-11 
tactics, 9-2 
tactics, techniques, and 

procedures, 1-6 
engagement, 5-5 
engineer, 2-11, 2-13, 3-13, A-6 

air assault, F-6 
battalion, C-2 
battlefield analysis, 11-14 
combat, 11-8 
company, A-8 
coordinator, 11-8 
general, 11-9 
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geospatial, 11-9 
officer, 2-13 
operations, 10-18, 11-7 
reconnaissance, 4-20 
reconnaissance teams, 11-

11 
support, C-7 
units, 11-9 

enhanced position location 
reporting system, 3-16 

envelopment, 6-2 
essential elements of friendly 

information, 3-3 
evacuation 

medical, 12-22 
operations, 10-8 

evaluation, B-5 
execution, 7-12 

personnel recovery 
operations, M-2 

stability operations, 10-21 
executive officer, 2-8, 3-1, 3-2 

targeting, 8-15 
expeditionary support package, 

12-1, 12-11 
exploitation, 6-10 
explosive ordnance disposal, 

12-17 
external organizations, 1-4 

F 
FBCB2, xvii, 12-6, B-2, B-8 

preventive maintenance 
management, 3-20 

urban operations, 9-1 
field maintenance company, 

12-14 
field services, 12-2, 12-16 
field trains, 12-25 
financial management, 12-17 
fire direction center, 5-26 
fire support, 2-12, 8-1, 11-18, 

C-2, F-10, M-5 
coordinator, 2-12, 8-2, 8-15, 

K-4 
execution matrix, 3-10 
rehearsal, 3-9 
task, 8-19 
teams, 5-25 

fires, 2-2, 8-1, 8-8, F-4 
battalion, A-5, A-8 
clearance, 8-22 
movement of assets, L-7 

preparatory, 6-10 
reconstruction operations, 

10-25 
screening operations, 5-10 
stability operations, 10-17 
systems, xvii 

fires battalion, 3-1 
commander, 3-1 

fixing force, 7-10 
flatracks, 12-13 
flight route, D-6 
force health protection, 10-19, 

12-1, 12-3, 12-21, I-6 
force provider, 12-16 
Force XXI battle command 

brigade and below (also see 
FBCB2), 3-13 

foreign internal defense, 10-4 
forms, G-7 
forward defense, 7-8 
forward edge of the battle area, 

7-3 
forward line of own troops, 5-7 
forward operating base, 7-1 
forward support company, 12-5 
Fox NBC system vehicle, 4-21 
fratricide avoidance, 10-11 
friendly forces information 

requirement, 3-3 
frontal attack, 6-4 
full spectrum operations, 2-2 
future combat, 3-13 

joint tactical radio system, 
3-16 

systems, 1-1 

G 
G/VLLD, 8-3 
gap crossing 

deliberate, K-2 
hasty, K-1 
retrograde, K-3 

gap crossing operations, K-1 
GCCS-A, B-8 
global command and control 

system – Army (also see 
GCCS-A), 3-14 

global command and control 
system Army (see GCCS A, 
3-11 

ground surveillance radar, 4-5 

guard, 5-3, 5-13 
advance, 5-13 
flank, 5-13 

H 
hasty encounter, 6-25 
HBCT, xv, xvi, A-3 

air assault, F-2 
assets, 4-18 
brigade combat team, A-1 
BSB, A-2 
capabilities, A-3 
combat support, 11-1 
combined arms battalion, A-

2 
defensive operations, 7-2 
engineer company, 11-10 
EPLRS, 3-13 
FBCB2, 3-13 
fires battalion, 4-21 
Fox NBC system vehicle, 4-

21 
infiltration, 6-3 
intelligence, 4-20, A-3 
limitations, A-3 
mission, A-3 
mobile defense, 7-9 
mobillity, 6-10 
offensive operations, 5-14, 

6-4 
organization, A-1 
reconnaissance squadron, 4-

19, 5-2, A-2 
relief operations, H-2 
units, 11-2 

health and comfort packs, 12-
10 

heavy brigade combat team, A-
1, A-3 

heavy brigade combat team 
(also see HBCT), 2-7 

heavy brigade combat team 
(see HBCT), 4-19 

helicopters, 10-16, E-7, F-10 
high value asset, 5-2, 5-4, 11-9 
host nation, 1-3, 10-5 

support, 12-16 
human intelligence, 11-27 
human resources support (see 

personnel), 12-17 
humanitarian assistance, 10-5 
humanitarian operations, 12-11 
Hunter, 4-30 
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I 
IBCT, xv, xvi 

air assault, F-1, F-3 
air operations, F-2 
assets, 4-18 
brigade combat team, A-1 
BSTB, A-5 
capabilities, A-6 
combat support, 11-1 
counterattack, 6-13 
defensive operations, 7-2 
detainee operations, G-3 
engineer company, 11-10 
FBCB2, 3-13 
infiltration, 6-3 
intelligence, A-5 
limitations, A-6 
mission 
mobile defense, 7-9 
mobility, 6-10 
offensive operations, 6-4 
organization, A-4 
radar, 4-21 
reconnaissance squadron, 4-

19, 5-2, A-5 
scheme of maneuver, F-10 
Soldiers, A-4 
staff, 3-1 
units, 11-2 

IED, 1-3, 5-19, L-2 
activities, 5-19 
defeat, 5-19 
defeat considerations, 5-21 
defeat framework, 5-20 

imagery intelligence, 11-27 
IMDC, M-3 
IMETS, B-8 
infantry 

battalion, A-4 
infantry brigade combat team, 

A-6 
air assault, F-3 
see IBCT, 4-19 

infantry brigade combat team 
(also see IBCT), 2-2 

infiltration, 6-3 
offensive operations, 6-3 

information, 2-14 
command information 

center, 4-24 
critical, 5-4 
dissemination, 4-6 
friendly forces information 

requirements, 2-14 
management, 3-2, 3-3 

public, 3-3 
relevant, 3-3 
requirements, 2-14 
situational understanding, 3-

3 
superiority, 3-1, 3-10 

information management, B-4 
information operations, 2-2, 2-

10, 6-1, 8-2, 8-19, 9-6, 11-6 
coordination, 8-21 
fires, 10-25 
offensive operations, 8-27 
officer, 2-15 

information systems, 3-1, 3-8, 
3-13, 6-1, 11-27, 11-29, 12-3 

insurgency, 10-5 
integrated air defense system, 

11-23 
integrated logistics aerial re-

supply, 12-12 
integrated meteorological 

system, 3-13 
integrated system control, 3-16 
intelligence, 2-10, 6-9, 9-6, 10-

14, 11-11, C-2, M-5 
air assault, F-3 
airborne, D-1 
counterintelligence, human 

intelligence, 2-15 
human, 4-2 
MI CO, A-3, A-5, A-8 
military, 11-27 
officer, 2-14 
police, 11-21 
priority intelligence 

requirements, 2-14 
process, 4-2 
synchronization, 4-2 
synchronization plan, 4-5 

intelligence preparation of the 
battlefield 
enemy, 1-6 

intelligence preparation of the 
battlefield (also see IPB), 1-6 

intelligence, surveillance, and 
reconnaissance (also see 
ISR), 3-9 

interagency operations, C-8 
Internet, 5-18 
internment and resettlement, 

11-21 
IPB, 5-17, 6-7, 11-6, 11-17, 11-

27 
ISR, 5-17, 9-6 

assets, 4-8 
commander, 4-7 
deliberate attack, 6-9 
ground surveillance radar, 

4-20 
operations, 4-1 
overlay, 4-10 
reconnaissance squadron, 

4-18 
reconstruction operations, 

10-24 
rehearsal, 3-9 
requirements management 

process, 4-2 
task development process, 

4-5 
tasking matrix, 4-13 
unmanned aircraft, 4-22 
working group, 4-9 

ISTB 
engineer company, A-6 

IVMMD, 11-16 

J 
joint fire support system, 8-24 
joint network node, 3-17 
joint operations, 8-3, 10-29, 11-

23, C-1 
air attack, 8-24 
air attack team, E-15 
air-ground integration, 5-9 
fire support, 8-24 
joint forces, xvi 
mobility, survivability, 

countermobility, C-2 
SEAD, 8-26 
task force, 2-1 

joint variable message format, 
3-19 

joint, interagency, multinational 
forces (also see joint 
operations), C-1 

judge advocate, 2-9 

K 
kill box, 8-25 
killed in action, 12-2 

mortuary affairs, 12-16 
Kiowa Warrior, E-13 

L 
landing plan, F-11 
landing zone, 4-6 
laser, 8-3 
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latest time information is of 
value, 4-5 

law and order, 11-21 
lead nation, C-4 
legal support, 12-2 
lethality, xvii 
liaison officer, 2-12, 2-14, 9-9 

air, 2-12, 8-16, F-3 
aviation, F-8 

light-band satellite 
communications, 3-15 

line formation, 6-17 
link-up operations, C-10, J-1 
loading plan, F-12 
logistics, 12-3, C-10 

aerial supply, 12-12 
LOGCAP, 12-7 
LOGPAC, 12-8 
medical, 12-11 
officer, 2-16 
reconstruction operations, 

10-25 
situation report, 12-6 

long range advanced scout 
surveillance system, 4-21 

LTIOV, 4-5 

M 
M1114 (HMMWV), 11-25 
M93A1 (FOX), 11-25 
main battle area, 4-10, 7-3, 7-5, 

7-13, 7-26 
main command post, 3-5 
main effort, 2-6 
main supply route, 11-20, 12-

26 
maintenance, 12-13 

field, 12-14 
SAMS-E, 12-8 
sustainment, 12-15 
unservicable components, 

12-16 
major combat operations, xvi, 

1-5, 1-7, 5-4 
maneuver, 2-1, 6-6, 10-9, 10-

16, 11-18, 11-20, C-2, M-5 
air assault, F-4 
aviation, D-1 
battalion, 4-20 
convoy, 5-25 
forms, 6-2 
maneuver control system, 

3-12 

offensive operations, 6-2 
operational, 2-2 

maneuver and mobility support 
operations, 11-20 

man-portable air defense, 1-7 
maps, 9-3, 12-8 
MC4-TMIP, 12-7 
MCS, B-8 
MDMP, xix, 8-2, 8-12 
measure of effectiveness, xix, 

8-11, 10-23 
measure of performance, xix, 

8-11, 10-23 
measurements and signatures 

intelligence, 11-28 
MEDEVAC, 12-4, 12-22, E-1, 

E-13 
media, 3-3 

embedded, 3-4 
medical force protection, 12-23 
medical operations, 2-16 

reporting, 12-7 
brigade support medical 

company, 12-4 
brigade surgeon, 2-16 
casualty reporting, 12-18 
combat lifesaver, 12-21 
combat operational stress 

control, 12-24 
equipment, 12-11 
preventive medicine, 12-23 
supplies, 12-11 
treatment facility, 12-4 

METT-TC, xix, 2-3, 3-9, 4-19, 
5-5, 12-25 
physical environment, 1-2 
time, 1-3 

military assistance to civil 
authorities, 10-28 

military decision-making 
process, 3-7, 3-8 
RDSP, 3-9 

military intelligence, 11-27 
military intelligence company, 

4-18, 4-20, 11-27, A-3, A-5 
military load classification, 11-

17 
military police, 4-20 

platoon, 11-21 
stability operations, 10-17 

military support to civil 
authorities, 10-28 

mine detection dogs, 11-19 
minimum risk routes, D-6 
mission data loader, 3-20 
mission staging operations, 6-

22 
mission statement, E-8 
mobile defense, 7-1, 7-9, 7-14 
mobile gun system, 2-7 
mobile subscriber equipment, 

3-18 
mobility, 10-17, 11-7, 11-8, I-6 
modified table of equipment, 

12-10 
modular organization, 4-19 
MOGAS, 12-8 
movement, 5-12, 10-20 

approach march, L-3 
combat support, L-7 
control of, L-6 
march column, L-2 
movement to contact, 6-5 
sustainment, L-7 
troop, L-1 

movement to contact, 6-5 
multinational, C-5 

operations, C-3 
multinational (also see joint 

operations), 1-3 

N 
named areas of interest, 4-4 
national special security event, 

10-29 
national will, 1-4 
NATO, C-5 
network, 2-2 

BCT communications, 3-14 
joint network note, 3-17 
local area, 3-14 
near term radio, 3-16 
operations, 2-17, 11-29 
support company, 2-2, 11-

29, A-3, A-5, A-8 
wide area, 3-16 

non-contiguous, 2-2 
non-government agencies, 11-

3 
non-persistent agents, 11-25 

O 
obscuration, 11-26 
obstacles, 7-24, K-1 
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offensive operations, 5-1, 6-1 
audacity, 6-2 
CBRN reconnaissance, 11-

25 
characteristics, 6-1 
concentration, 6-1 
deliberate attack, 6-9 
hasty attack, 6-8 
information operations, 8-27 
surprise, 6-1 
tempo, 6-2 
types, 6-5 
unmanned aircraft, 4-22 

officers 
chemical, 11-24 

Operation Desert Storm, 10-8 
operational environment, 1-1, 

1-5, 2-5, 9-1, C-9 
operational framework, 2-2 
ISR, 4-6 
operations, 2-10 

civil-military, 2-15 
decisive, 2-6 
detainee, 2-13 
full spectrum, 2-2 
information, 2-2 
ISR, 4-1 
main command post, 3-6 
network, 2-17 
officer, 2-11 
process, 4-2 
shaping, 2-6 
simultaneous, 2-2 
stability, 1-4 
sustaining, 2-6 

operations 
sustainment, 12-1 

operations 
relief, H-1 

operations 
gap crossing, K-1 

operations orders, 2-14 
operations security, 11-20 
orders, 2-14 

fragmentary, 4-5 
operations, 4-7, 8-2 
warning, 4-7 

P 
Paladin, A-2 
palleting, 12-12 
palletized load system, 12-9 
passage of lines, I-2 

peace enforcement operations, 
10-4 

peace operations, 10-3 
peacekeeping operations, 10-3 
peacetime military 

engagement, 1-5 
penetration, 6-4, 7-28 

counter, 7-32 
enemy, 7-32 

personal security detachment, 
11-21 

personnel, 2-16, 6-14, 11-3 
air assault task force, F-8 
high risk operations, 11-

21 
medical, 12-19 
officer, 2-16 
services, 12-18 
situation report, 12-6 

personnel recovery operations, 
M-1 

planning, 3-8 
air assault, F-6 
airspace, D-4 
assembly area, L-4 
aviation assets, E-1 
breaching operations, 11-12 
collaborative, 3-8 
detainee operations, G-1 
distributed, 3-8 
fire support, 8-20 
information operations, 8-

20, 11-6 
ISR, 4-7 
link-up operations, J-1 
military police operations, 

11-22 
parallel, 3-8 
personnel recovery 

operations, M-1 
reconnaissance handover, 

4-16 
reconstruction operations, 

10-23, 10-24 
relief operations, H-1 
route clearance operations, 

11-17 
SEAD, 8-27, F-4 
security operations, 5-4 
sesnsitive sites, 6-23 
stability operations, 10-9, 

10-20 
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